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	Reason for change:
	To enable support of a common counting of NSAC, HPLMN control of inbound roamers is needed.

	
	

	Summary of change:
	Information regarding HPLMN control or VPLMN control for all outbound roamers for a PLMN  with slices subject  to NSAC regarding the number of registsred UEs  is configured, or acquired when needed, by V-AMF.

Information regarding HMPLN control or VPLMN control for all outbound roamers for a PLMN  with slices subject  to NSAC regarding the number of LBO PDU sessions, is configured.

For HPLMN control of outbound roamers, the V-AMF interacts with an NSACF in the HPLMN dedicated for that purpose. There is no interaction with any NSACF in the VPLMN.
V-AMF discovers (or may be pre-configured) the NSACF dedicated for that purpose. The NRF procedure is enhanced to enable that.

For HPLMN control of outbound roamers with LBO PDU established sessions via slices subject to NSAC, V-SMF interacts with an NSACF in the HPLMN dedicated for that purpose. There is no interaction with any NSACF in the VPLMN.

Finally, for  VPLMN control, both for the number of registered UEs, and LBO sessions, the S-NSSAI subject to admission in the VPLMN, is the mapped S-NSSAI for the HPLMN. This is essendtial since it is the HPLMN that has a relation with the customer requiring the 5GS access i.e. the NSAC as per the agreement between the operator and customer should be done on the S-NSSAI of the HPLMN. Additionally, the VPLMN S-NSSAI may merge more than one S-NSSAI in the HPLMN.
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[bookmark: _Toc83301853][bookmark: _Toc20204189][bookmark: _Toc27894878][bookmark: _Toc36191956][bookmark: _Toc45193046][bookmark: _Toc47592678][bookmark: _Toc51834765][bookmark: _Toc59100591][bookmark: _Toc20204672][bookmark: _Toc27895386][bookmark: _Toc36192489][bookmark: _Toc45193591][bookmark: _Toc47593223][bookmark: _Toc51835310][bookmark: _Toc59101136][bookmark: _Toc27846729][bookmark: _Toc36187860][bookmark: _Toc45183764][bookmark: _Toc47342606][bookmark: _Toc51769307][bookmark: _Toc59095659]
[bookmark: _Toc83301851]5.15.11.3	Network Slice Admission Control for Roaming
In the case of roaming, depending on operator's policy, a roaming agreementor  or an SLA between the VPLMN and the HPLMN NSAC for roaming UEs can be performed by the VPLMN. The following principles apply:
For network slice admission control NSAC of roaming UEs for maximum number of UEs per network slice and/or maximum number of PDU Sessions per network slice managed by the VPLMN, the following principles applyshall be used:
[bookmark: _Hlk92884846]-	Each S-NSSAI in the HPLMN that is subject to NSAC is mapped to the corresponding S-NSSAI in VPLMN subject to NSAC, depending on VPLMN operator's policy and the configuration.-
-	Depending on operator's policy, a roaming agreement, or an SLA between the VPLMN and the HPLMN, NSAC for roaming UEs may be performed either by the VPLMN or the HPLMN. The NSACF is discovered and selected as per clause 6.3.22..
-	For HPLMN controlled admission, AMF interacts with a NSACF in the HPLMN dedicated for that purpose. 
[bookmark: _Hlk92884736]-	For VPLMN controlled admission, the AMF interacts with an NSACF in the VPLMN which is 
[bookmark: _Hlk92884805]-	A NSACF in the VPLMN is configured with the maximum number of allowed roaming UEs per mapped S-NSSAI in the HPLMN for each S-NSSAI in the HPLMN that is subject to NSAC. There is no interaction with the HPLMN in this case.
-	A NSACF in the VPLMN is configured with the maximum number of allowed PDU Sessions in LBO mode per mapped S-NSSAI in the HPLMN for each S-NSSAI in the HPLMN that is subject to NSAC.
-	For NSAC for the maximum number of UEs, the AMF triggers a request to a NSACF in the VPLMN to perform NSAC based on the S-NSSAI in the VPLMN subject to NSAC. The NSACF in the HPLMN is not involved.
[bookmark: _Hlk92884894]For network slice admission control of roaming UEs, for maximum number of LBO PDU Sessions per network slice, the following principles apply:
[bookmark: _Hlk92884980][bookmark: _Hlk92885025]-	For NSAC for the maximum number of PDU Sessions per network slice admission control in the LBO roaming case, unless the UE subscription or configuration information in the VPLMN indicates otherwise, the SMF may trigger a request to a NSACF in the VPLMN to perform network slice admission control based on the S-NSSAI in the VPLMN subject to NSAC. The NSACF in the HPLMN is not involved in this case. If the UE profile indicates HPLMN control for LBO sessions, the SMF triggers a request to an NSACF in HPLMN dedicated for that purpose as per clause 6.3.22. 
‐	The AMF or SMF (in LBO roaming case) in the VPLMN provides both the S-NSSAI in the VPLMN and the corresponding mapped S-NSSAI in the HPLMN to the NSACF in the VPLMN. The NSACF in the VPLMN performs NSAC for both S-NSSAI in the VPLMN and the corresponding mapped S-NSSAI in the HPLMN based on the SLA between the VPLMN and the HPLMN.
For network slice admission control NSAC of roaming UEs for maximum number of HR PDU Sessions per network slice managed by the HPLMN, the following principles shall be used:
-	For PDU sessions in the home-routed roaming case, the SMF in the HPLMN performs network slice admission control for the S-NSSAI(s) subject to NSAC.
Editor's note:	Whether it is required to interact V-NSACF and H-NSACF for the NSAC of roaming UEs managed by the HPLMN for 'maximum number of UEs per network slice', and based on what information the AMF can determine to trigger NSAC is FFS.



* * * * Next change * * * *
[bookmark: _Toc83302257][bookmark: _Hlk90632160]6.3.22	NSACF discovery and selection
The NF consumers shall utilise the NRF to discover NSACF instance(s) unless NSACF information is available by other means, e.g. locally configured in NF consumers.
If the NSACF NF consumer is the AMF, the NSACF selection function in the AMF selects an NSACF instance based on the available NSACF instances, which are obtained from the NRF or locally configured in the AMF.
The following factors may be considered by the NF consumer for NSACF selection:
-	S-NSSAI(s).
-	NSACF Serving Area information. The NSACF service area is related to the location of the NF consumer.
NOTE:	Each Serving Area is unique and unambiguously identified.

A PLMN intending to apply HPLMN control for outbound roamers can have one or more dedicated NSACFs for that purpose. Each NSACF shall have an NSACF service area distinctly, and unambiguously identified for the supported VPLMN(s) for that purpose.
-	NSACF service capabilities:	
-	Support monitoring and controlling the number of registered UEs per network slice for the network slice that is subject to NSAC.
-	Support monitoring and controlling the number of established PDU Sessions per network slice for the network slice that is subject to NSAC.
In the case of delegated discovery and selection in SCP, the NSACF NF consumer shall send all available factors to the SCP.
	

* * * * End of changes * * * *
