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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc45184112][bookmark: _Toc47342954][bookmark: _Toc51769656][bookmark: _Toc75441128]7.2.8	NEF Services
The following NF services are specified for NEF:
Table 7.2.8-1: NF Services provided by NEF
	Service Name
	Description
	Reference in TS 23.502 [3]

	Nnef_EventExposure
	Provides support for event exposure.
	5.2.6.2

	Nnef_PFDManagement
	Provides support for PFDs management.
	5.2.6.3

	Nnef_ParameterProvision
	Provides support to provision information which can be used for the UE in 5GS.
	5.2.6.4

	Nnef_Trigger
	Provides support for device triggering.
	5.2.6.5

	Nnef_BDTPNegotiation
	Provides support for background data transfer policy negotiation and optionally notification for the renegotiation.
	5.2.6.6

	Nnef_TrafficInfluence
	Provide the ability to influence traffic routing.
	5.2.6.7

	Nnef_ChargeableParty
	Requests to become the chargeable party for a data session for a UE.
	5.2.6.8

	Nnef_AFsessionWithQoS
	Requests the network to provide a specific QoS for an AS session.
	5.2.6.9

	Nnef_MSISDN-less_MO_SMS
	Used by the NEF to send MSISDN-less MO SM to the AF.
	5.2.6.10

	Nnef_ServiceParameter
	Provides support to provision service specific information.
	5.2.6.11

	Nnef_APISupportCapability
	Provides support for awareness on availability or expected level of a service API.
	5.2.6.12

	Nnef_NIDDConfiguration
	Used for configuring necessary information for data delivery via the NIDD API.
	5.2.6.13

	Nnef_NIDD
	Used for NEF anchored MO and MT unstructured data transport.
	5.2.6.14

	Nnef_SMContext
	Provides the capability to create, update or release the SMF-NEF Connection.
	5.2.6.15

	Nnef_AnalyticsExposure
	Provides support for exposure of network analytics.
	5.2.6.16

	Nnef_UCMFProvisioning
	Provides the ability to configure the UCMF with dictionary entries consisting of UE manufacturer-assigned UE Radio Capability IDs, the corresponding UE radio capabilities and the (list of) associated IMEI/TAC value(s) via the NEF. The UE radio capabilities the NEF provides for a UE radio Capability ID can be in TS 36.331 [51] format, TS 38.331 [28] format or both formats. Also used for deletion (e.g. as no longer used) or update (e.g. to add or remove a (list of) IMEI/TAC value(s) associated to an entry) of dictionary entries in the UCMF.
	5.2.6.17

	Nnef_ECRestriction
	Provides support for queuing status of enhanced coverage restriction, or enable/disable enhanced coverage restriction per individual UEs.
	5.2.6.18

	Nnef_ApplyPolicy
	Provides the capability to apply a previously negotiated Background Data Transfer Policy to a UE or a group of UEs.
	5.2.6.19

	Nnef_Location
	Provides the capability to deliver UE location to AF.
	5.2.6.21

	Nnef_AMInfluence
	Provides the ability to influence access and mobility management related policies for one or multiple UEs.
	5.2.6.22

	Nnef_AMPolicyAuthorization
	Provides the ability to provide inputs that can be used by the PCF for deciding access and mobility management related policies.
	5.2.6.23

	Nnef_AKMA
	AKMA Application Key derivation service
	TS 33.535 [124]

	Nnef_Authentication
	This service enables the consumer to authenticate and authorize the Service Level Device Identity as described in TS 23.256 [136].
	TS 23.256 [136]



* * * * Second change * * * *
[bookmark: _Toc20150271][bookmark: _Toc27847079][bookmark: _Toc36188212][bookmark: _Toc45184125][bookmark: _Toc47342967][bookmark: _Toc51769669][bookmark: _Toc75441141]7.2.19	AF Services
The following NF services are specified for AF:
Table 7.2.19-1: NF Services provided by AF
	Service Name
	Description
	Reference in TS 23.502 [3]

	Naf_EventExposure
	This service enables consumer NF(s) to subscribe or get notified of the event as described in TS 23.288 [86].
	5.2.19.2

	Naf_ProSe
	This service enables consumer NF(s) to request authorization for ProSe services as described in TS 23.304 [128].
	5.2.19.3

	Naf_Authentication
	This service enables the consumer to authenticate and authorize the Service Level Device Identity as described in TS 23.256 [136].
	TS 23.256 [136]




* * * * Third change * * * *
[bookmark: _Toc83302249]6.3.14	NEF Discovery
The NF consumers may utilize the NRF to discover NEF instance(s) unless NEF information is available by other means, e.g. locally configured in NF consumers. The NRF provides NF profile(s) of NEF instance(s) to the NF consumers.
The IP address(es)/port(s) of the NEF or L-NEF may be locally configured in the AF, or the AF may discover the FQDN or IP address(es)/port(s) of the NEF/L-NEF by performing a DNS query using the External Identifier of an individual UE or using the External Group Identifier of a group of UEs or using EDNS Client Subnet, or, if the AF is trusted by the operator, the AF may utilize the NRF to discover the FQDN or IP address(es)/port(s) of the NEF or L-NEF.
NOTE 1:	When the AF discovers the FQDN or IP address(es)/port(s) of the NEF/L-NEF by performing a DNS query, the AF can add in its DNS request an EDNS Client Subnet option in order to help the DNS determine a local NEF directly. The use of a DNS query for the selection of a L-NEF is only supported for AF and not internal network functions.
NOTE 2:	The EDNS Client Subnet may be derived by the AF based on factors that are considered for NEF selection. Whether and which factors are considered for NEF/L-NEF selection may depend on whether the AF performs an initial NEF discovery or a NEF discovery due to L-PSA relocation.
NOTE 3:	The NEF discovery and selection procedures described in this clause are intended to be applied by NF consumers deployed within the operator's domain.
The following factors may be considered for NEF selection:
-	S-NSSAI(s).
-	Event ID(s) supported by AF (see clause 6.2.6, clause 6.2.2.3 of TS 23.288 [86] and clause 5.2.19 of TS 23.502 [3]).
-	AF Instance ID, Application Identifier.
-	External Identifier, External Group Identifier, or domain name.
NOTE 4:	A consumer NF (e.g. AMF or SMF) may can use AF FQDN (e.g. FQDN of the USS) in domain name for discovery and selection of the UAS NF/NEF for UAV authentication and authorization as specified in TS 23.256 [136].
-	A request for local NEF selection.
-	Location (see locality in clause 6.1.6.2.2 of TS 29.510 [58]).
-	(for local NEF selection) List of supported TAI.
-	(for local NEF selection) List of supported DNAI.
Local NEF instance(s) can be deployed close to UE access. For local NEF selection, the location of the local NEF instance (e.g. geographical location, data centre) may be used in conjunction with the location of L-PSA UPF or AF.

* * * * End of changes * * * *

