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Abstract: Discusses this topic in light of the LS sent by CT6 (S2-2108269).
1. Introduction
SA2 received an LS from CT6 (S2-2108269) asking some questions regarding the mandatory or optional nature of SSC modes for the UE.
2. Discussion
Here are the relevant snippets of the LS, with the main discussion point highlighted in yellow:
== Snip start
.... It’s our understanding that supporting SSC mode 1 is mandatory, while the support of SSC modes 2 and 3 is optional. The support of SSC modes 2 and 3 is dependent on the type of device, and can be defined by the device manufacturer. However, for CT6 the existing definition in 3GPP TS 23.501 seems to be not very clear.

...

Although the mechanism to handle ‘unsupported’ SSC modes is defined in 3GPP TS 24.526, clause 4.2.2 (CT1 Rel-16, C1-196422), there is no clear indication  what SSC modes can be treated as optional for Rel 15 and Rel 16 devices.

==Snip end
The questions from CT6 should be taken from the perspective of requirements for UE to process signalling from network (NAS and URSP) that have SSC Mode information.
Currently, Stage 2 specifications, 23.501, 23.502 and 23.503 do not specify which SSC Modes are mandatory for the UE. Also, Stage 3 specification for NAS in 24.501 provides the following indication:
1. 	SSC Mode 1: UE shall support this. The main reason for this is that SSC Mode is MANDATORY sent for PDU Session Establishment accept. Emergency calls are necessarily setup as SSC Mode 1. What is not provided in the PDU Session establishment accept message is what happens if SSC Mode, eg SMF puts the SSC mode 3 in PDU Session Establishment accept message. 
2.	SSC Mode 2: UE should support this. The terminology used for PDU Session Release with re-establish is that the UE should re-establish a new PDU session. The "should" is not that the UE does not process the cause #39, which can be used also for load-balancing between SMFs and not just for SSC Mode 2, but possibly because UE does not need to re-establish the PDU connection.
3.	SSC Mode 3: This is clearly stated as optional. The UE "can" provide the lifetime to the application.

The main question is for URSP rules that have SSC Mode associated with the Route Selection Descriptor (RSD). Neither Stage 2 nor Stage 3 TS 24.526 specifies whether the UE is MANDATED to:
A. Process RSD that has SSC Mode set to 1.
B. Process RSD that has SSC Mode set to 2.
C. Process RSD that has SSC Mode set to 3.

Clearly, a UE should process RSD that has SSC Mode set to 1. If UEs do not support this, then the very use of RSD becomes questionable.
Clearly, the processing of SSC Mode set to 3 is optional and based on whether the UE supports SSC Mode 3. 
The main discussion is whether the UE shall process RSDs that have SSC Mode set to 2?
-	The use of SSC Mode 2, i.e. re-anchoring the IP anchor to a point closer to the current location of the UE, is the simplest MEC mechanism that an operator can deploy. The use of schemes such as UL-CL and IPv6 multi-homing are much more complicated and require intricate interactions with DNS etc along with complicated support for charging and LI. Hence, it is important for UEs to support SSC Mode 2. 
	While one can argue that an operator can always do a "PDU disconnect with reconnect" even for SSC Mode 1 PDU session, enabling the separation of applications into those that require IP@ continuity, i.e. SSC Mode 1, versus those that can benefit with re-anchoring (SSC Mode 2) provides an essential tool for operator to deploy SSC Mode 2. If UEs do not support SSC Mode 2, then essentially all applications will need to be re-anchored and the 5G System will fail to provide the simplest form of MEC for operators.
Proposal: UEs shall support SSC Mode 1 and 2.
Based on this CT1 should change the Stage 3 text in 24.526 from:
ii)	the selected route selection descriptor includes a PDU session type or an SSC mode which is not supported by the UE, the UE shall proceed to step 4);
to:
ii)	the selected route selection descriptor includes a PDU session type or an SSC mode set to 3 which is not supported by the UE, the UE shall proceed to step 4);
3. Conclusion and proposal(s)
1. Update TS 23.501 to state that UEs shall support SSC Mode 1 and SSC Mode 2.
- 	UE shall be able to request SSC Mode 1 and SSC Mode 2 in PDU Session Establishment request.
-	UE shall be able to accept SSC Mode 1 and SSC Mode 2 in PDU Session Establishment accept.
-	UE shall be able process SSC Mode values set to 1 and 2 in the RSD of URSP.
	The support of SSC Mode 3 is optional for the UE. 
- 	UE may request SSC Mode 3 in PDU Session Establishment request.
-	The SMF shall only provide SSC Mode 3 in PDU Session Establishment accept, if the UE requested SSC Mode 3 in the PDU Session Establishment Request.
-	UE may be able to process RSD in URSP with SSC Mode values set to 3, if the UE supports SSC Mode 3.
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Annex: 24.501 excepts about SSC Mode processing on UE
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24.501: PDU Session Establishment- Request part

If the UE requests to establish a new non-emergency PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode
IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode. If the UE requests to establish a PDU session of "IPv4",
"IPv6" or "IPv4v6" PDU session type, the UE shall either omit the SSC mode IE or set the SSC mode IE to "SSC mode 1", "SSC mode 2", or
"SSC mode 3". If the UE requests to establish a PDU session of "Ethernet" or "Unstructured" PDU session type, the UE shall either omit the
SSC mode IE or set the SSC mode IE to "SSC mode 1" or "SSC mode 2". If the UE requests transfer of an existing PDN connection in the EPS
to the SGS or the UE requests transfer of an existing PDN connection in an untrusted non-3GPP access connected to the EPC to the 5GS, the UE

If the UE requests to establish a new emergency PDU session, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT
REQUEST message to "SSC mode 1".

If the SMF receives the old PDU session ID from the AMF and a PDU session exists for the old PDU session ID, the SMF shall consider that the
request for the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [9] is accepted by the
UE.
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24.501: PDU Session Establishment- Response
part

+ The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:

+ a) thereceived SSC mode in the SSC mode IE included in the PDU SESSION ESTABLISHMENT REQUEST message based on one or
more of the PDU session type, the subscription and the SMF configuration;

+ b) either the default SSC mode for the data network listed in the subscription or the SSC mode associated with the SMF configuration, if the
SSC mode IE is not included in the PDU SESSION ESTABLISHMENT REQUEST message.

If the PDU session is an emergency PDU session, the SMF shall set the Selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT
message to "SSC mode 1". If the PDU session is a non-emergency PDU session of "Ethernet" or "Unstructured" PDU session type, the SMF shall set
the Selected SSC mode IE to "SSC mode 1" or "SSC mode 2". If the PDU session is a non-emergency PDU session of "IPv4", "IPv6" or "IPv4v6"
PDU session type, the SMF shall set the selected SSC mode IE to "SSC mode 1", "SSC mode 2", or "SSC mode 3".

. 6.4.1.4 UE requested PDU session establishment procedure not accepted by the network
« #68 not supported SSC mode;

« If the PDU SESSION ESTABLISHMENT REQUEST message contains the SSC mode IE indicating an SSC mode not supported by the
subscription, the SMF configuration, or both of them, and the SMF decides to rejects the PDU session establishment, the SMF shall include the SGSM
cause value #68 "not supported SSC mode" in the SGSM cause IE and the SSC modes allowed by SMF in the Allowed SSC mode IE of the PDU
SESSION ESTABLISHMENT REJECT message.

« If the 5GSM cause value is #68 "not supported SSC mode", UE may send PDU SESSION ESTABLISHMENT REQUEST with the SSC mode
included in the Allowed SSC mode IE of the PDU SESSION ESTABLISHMENT REJECT message or evaluate other URSP rules if available as
specified in 3GPP TS 24.526 [19].
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8.3.2 PDU session establishment accept
xtended protocol discriminator xtended protocol discriminator

9.2

PDU session ID [PDU session identity M Vv 1
9.4

PTI Procedure transaction identity M V 1
9.6

PDU SESSION ESTABLISHMENT ACCEPT message Message type M Vv 1

identity 9.7

Selected PDU session type [PDU session type M Vv 1/2
9.11.4.11

[Selected SSC mode SSC mode \ 1/2
9.11.4.16

JAuthorized QoS rules QoS rules M LV-E 6-65538
9.11.4.13

Session AMBR Session-AMBR M Lv 7
9.11.4.14

5GSM cause 5GSM cause [0} v 2
9.11.4.2

PDU address PDU address o] TLV 7,11 0r15
9.11.4.10

RQ timer value GPRS timer 0] v 2
9.11.2.3

S-NSSAI S-NSSAI o TLV 3-10
9.11.2.8

JAlways-on PDU session indication IAlways-on PDU session indication o] v 1
9.11.4.3

Mapped EPS bearer contexts Mapped EPS bearer contexts [e] TLV-E 7-65538
9.11.4.8

EAP message EAP message o] TLV-E 7-1503
9.11.2.2

JAuthorized QoS flow descriptions QoS flow descriptions o TLV-E 6-65538
9.11.4.12

Extended protocol configuration options Extended protocol configuration options o] TLV-E 4-65538
9.11.4.6

DNN DNN 0 TV 3-102
9.11.2.1A

Table 8.3.2.1.1: PDU SESSION ESTABLISHMENT ACCEPT message content
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PDU Session release: reactivation required 24.501

« If the PDU SESSION RELEASE COMMAND message includes SGSM cause #39 "reactivation
requested", then after completion of the network-requested PDU session release procedure, the UE
should re-initiate the UE-requested PDU session establishment procedure as specified in
subclause 6.4.1 for:

« a) the PDU session type associated with the released PDU session;
« b) the SSC mode associated with the released PDU session;
« c¢) the DNN associated with the released PDU session; and

« d) the S-NSSAI associated with (if available in roaming scenarios) a mapped S-NSSAI if
provided in the UE-requested PDU session establishment procedure of the released PDU
session.
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PDU Session Modification, Lifetime support,
24501

« If the selected SSC mode of the PDU session is "SSC mode 3" and the PDU SESSION MODIFICATION COMMAND message includes SGSM cause #39
"reactivation requested", the UE can provide to the upper layers the PDU session address lifetime if received in the PDU session address lifetime PCO
parameter of the Extended protocol configuration options IE of the PDU SESSION MODIFICATION COMMAND message. After the completion of the
network-requested PDU session modification procedure, the UE should re-initiate the UE-requested PDU session establishment procedure with a new PDU
session ID as specified in subclause 6.4.1 for:

« a) the PDU session type associated with the present PDU session;
+ b) the SSC mode associated with the present PDU session;
+ ¢) the DNN associated with the present PDU session; and

+ d) the S-NSSAI associated with (if available in roaming scenarios) a mapped S-NSSALI if provided in the UE-requested PDU session establishment
procedure of the present PDU session.

+  The UE shall include the PDU session ID of the old PDU session which is about to get released in the old PDU session ID IE of the UL NAS
TRANSPORT message that transports the PDU SESSION ESTABLISHMENT REQUEST message.

. NOTE 5:  The UE is expected to maintain the PDU session for which the PDU SESSION MODIFICATION COMMAND message including
5GSM cause #39 "reactivation requested" is received during the time indicated by the PDU session address lifetime value or until receiving an
indication from upper layers (e.g. that the old PDU session is no more needed).

«  Upon receipt of a PDU SESSION MODIFICATION COMPLETE message, the SMF shall stop timer T3591 and shall consider the PDU session as
modified. If the selected SSC mode of the PDU session is "SSC mode 3" and the PDU SESSION MODIFICATION COMMAND message included SGSM
cause #39 "reactivation requested", the SMF shall start timer T3593. If the PDU Session Address Lifetime value is sent to the UE in the PDU SESSION
MODIFICATION COMMAND message then timer T3593 shall be started with the same value, otherwise it shall use a default value.




