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FIRST CHANGE
[bookmark: _Toc83212379][bookmark: _Hlk87274748]5A	Data Collection Coordination and Delivery Functional Description
[bookmark: _Toc83212380]5A.1	General
Data Collection Coordination and Delivery coordinates the collection and distribution of data requested by NF consumers. It prevents data sources from having to handle multiple subscriptions for the same data and send multiple notifications containing the same information due to uncoordinated requests from data consumers.
In this Release of the specification Data Collection Coordination and Delivery is applicable to:
-	NWDAFs that request data from a Data Source (e.g. for use in computing analytics).
-	NF consumers that request analytics from an NWDAF Data Source.
-	NF consumers that request data from an ADRF Data Source.
-	ADRFs that receive data from an NF Data Source.
NOTE:	Data may be collected directly from an AF or be collected from an AF via an NEF.
[bookmark: _Toc83212381]5A.2	Data Collection Coordination
Data Collection Coordination is supported by a DCCF. The Data Consumer may use an NRF to perform NF discovery and selection to find a DCCF that can coordinate data collection (DCCF discovery principles are defined in clause 6.3.19 of TS 23.501 [2]). Data Consumers send requests for data to the DCCF rather than directly to the NF Data Source. Whether the data consumers directly contact the NF Data Source or goes via the DCCF is based on configuration of the data consumers. For the Data Consumer and each notification endpoint in a data request, the Data Consumer may specify Formatting and Processing Instructions that determine how the data is to be provided. Upon receiving a request from a Data Consumer, the selected DCCF determines the NF instance that can be a Data Source if the Data Source is not indicated in the Data Consumer's request. The DCCF may also select an ADRF if the data is to be stored in an ADRF and an ADRF endpoint is not indicated in the Data Consumer's request. To retrieve data for a specific UE, the NRF, UDM or BSF can provide the DCCF with the identity of the Data Source using the services indicated in table 5A.2-1.
Table 5A.2-1: NF Services consumed by DCCF to determine which NF instances are serving a UE
	Type of NF instance (serving the UE) to determine
	NF to be contacted by DCCF
	Service
	Reference in TS 23.502 [3]

	UDM
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	AMF
	UDM
	Nudm_UECM
	5.2.3.2

	SMF
	UDM
	Nudm_UECM
	5.2.3.2

	BSF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	PCF
	BSF
	Nbsf_Management
	5.2.13.2

	NEF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	NWDAF
	UDM
	Nudm_UECM
	5.2.3.2



The DCCF keeps track of the data actively being collected from the Data Sources it is coordinating. It may do so by maintaining a record of the active prior requests it sends to each Data Source. If a NWDAF subscribes for data directly with a Data Source, or a Data Source has stored data in an ADRF, the NWDAF or ADRF may register the data collection profile (Service Operation, Analytics/Data Specification, ADRF ID or NWDAF ID) with the DCCF. "Service Operation" identifies the service used to collect the data or analytics from a Data Source (e.g. Namf_EventExposure_Subscribe or Nnwdaf_AnalyticsSubscription_Subscribe). "Analytics/Data Specification" is the "Service Operation" specific parameters that identify the collected data (i.e. Analytics ID(s) / Event ID (s), Target of Event Reporting, Event Filter, etc.). NWDAF ID or ADRF ID specify the ADRF or NWDAF which registers data collection profile. The DCCF may then determine certain historical data may be available in the NWDAF or ADRF and coordinate collection of data from the NWDAF or ADRF based on the data collection profile.
When the DCCF receives a request for data, it determines the status of data collection from the Data Source. If parameters in a request for data from a Data Consumer match those in a prior request or in a data collection registration, the DCCF may determine that the requested data is already being collected from a Data Source or that a prior subscription to a Data Source may be modified to in addition satisfy the requirements of the new data request from a Data Consumer. This status is used in clause 5A.3 to deliver data to the Data Consumer and notification endpoints.
For persisting event exposure subscriptions for long-lived data collection, the DCCF may subscribe to the UDM to receive event notifications even if a Data Source that serves a UE changes.
The DCCF may subscribe to the NRF to receive event notifications if a Data Source changes (e.g. because of a NF life-cycle event).
NOTE:	A DCCF may can support multiple Data Sources, Data Consumers, and Message Frameworks. However, to avoid duplicate data collection, each Data Source NF or Set of Data Source NF should be associated with only one DCCF instance or DCCF Set.
A DCCF may use the same mechanisms described in clause 6.2.2.1 to determine AMF and SMF to retrieve data related to "any UE".
If the data consumer requests to collect data for any UE in an area of interest, the data consumer shall first determine all DCCFs covering the area of interest and then contact these DCCFs to request for data collection.

NEXT CHANGE

[bookmark: _Toc83212398]6.1.3	Contents of Analytics Exposure
The consumers of the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operations described in clause 7 provide the following input parameters listed below.
-	A list of Analytics ID(s): identifies the requested analytics.
-	Analytics Filter Information: indicates the conditions to be fulfilled for reporting Analytics Information. This set of optional parameter types and values enables to select which type of analytics information is requested. Analytics Filter Information are defined in the analytics related clauses.
-	Target of Analytics Reporting: indicates the object(s) for which Analytics information is requested, entities such as specific UEs, a group of UE(s) or any UE (i.e. all UEs).
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing to correlate notifications received from NWDAF with this subscription.
-	Related to analytic consumers that aggregate analytics from multiple NWDAF subscriptions:
-	[OPTIONAL] (Set of) NWDAF identifiers of NWDAF instances used by the NWDAF service consumer when aggregating multiple analytics subscriptions. See clause 6.1A.
-	Analytics Reporting Information with the following parameters:
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Analytics Reporting Parameters as per Event Reporting parameters defined in Table 4.15.1-1 of TS 23.502 [3].
NOTE 1:	When the Analytics Reporting Parameters indicates a periodic reporting mode and the periodicity of the report is equal to or greater than the Supported Analytics Delay associated with the Analytics ID (if available) defined in clause 6.2.6.2 of TS 23.501 [2], it is expected that the periodic reporting can be provided by the NWDAF as requested.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Reporting Thresholds, which indicate conditions on the level of each requested analytics that when reached shall be notified by the NWDAF. A matching direction may be provided such as below, above, or crossed. If no matching direction is provided, the default direction is crossed.
-	Analytics target period: time interval [start..end], either in the past (both start time and end time in the past) or in the future (both start time and end time in the future). An Analytics target period in the past is a request or subscription for statistics. An Analytics target period in the future is a request or subscription for predictions. The time interval is expressed with actual start time and actual end time (e.g. via UTC time). When the Analytics Reporting Parameters indicate a periodic reporting mode, the time interval can also be expressed as positive or negative offsets to the reporting time, which indicates a subscription for predictions or statistics respectively. By setting start time and end time to the same value, the consumer of the analytics can request analytics or subscribe to analytics for a specific time rather than for a time interval.
-	[OPTIONAL] Data time window: if specified, only events that have been created in the specified time interval are considered for the analytics generation.
-	Preferred level of accuracy of the analytics ("Low", "Medium", "High" or "Highest").
-	[OPTIONAL] Accuracy level per analytics subset ("Low", "Medium", "High" or "Highest"). When an accuracy level is expressed for a given analytics subset, it takes precedence for this subset over the above preferred level of accuracy. Analytics subsets are defined in the "Output Analytics" clause of applicable analytics.
-	[OPTIONAL] Dataset Statistical Properties: information in order to influence the data selection mechanisms to be used for the generation of an analytics ID, assuring that the generated analytics ID reflects the statistical characteristics of the data that are relevant for the NWDAF consumer. The following dataset statistical properties are allowed:
-	Uniformly distributed datasets, which indicates the use of data samples that are uniformly distributed according to the different aspects of the requested analytics (e.g. equivalent data samples for each UE listed as a target of analytics reporting or for S-NSSAIs included in the analytics filter information).
-	Datasets with or without outliers, which indicates that the data samples shall consider or disregard data samples that are at the extreme boundaries of the value range.
-	Time when analytics information is needed (if applicable): indicates to the NWDAF the latest time the analytics consumer expects to receive analytics data provided by the NWDAF. It should not be set to a value less than the Supported Analytics Delay of the selected NWDAF if applicable. If the time is reached the consumer does not need to wait for the analytics information any longer, yet the NWDAF may send an error response or error notification to the consumer. "Time when analytics information is needed" is a relative time interval as the gap with respect to analytics request /subscription (e.g. "in 10 minutes").
NOTE 2:	If the Time when analytics information is needed is provided and it is less than the Supported Analytics Delay associated with the Analytics ID (if available) defined in clause 6.2.6.2 of TS 23.501 [2], it is expected that the NWDAF may not be able to treat the Analytics ID on time.
NOTE 3:	When an aggregator NWDAF receives Time when analytics information is needed from the analytics consumer with the value greater than or equal to its Supported Analytics Delay, the NWDAF should ensure the sum of time needed for the aggregation plus the Supported Analytics Delay of other NWDAFs where analytics are collected from is not beyond its registered Supported Analytics Delay when it applies analytics aggregation for related Analytics ID(s). If this cannot be ensured, the aggregator NWDAF may reject the analytics request.
-	[OPTIONAL] Maximum number of objects requested by the consumer (max) to limit the number of objects in a list of analytics per Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response.
-	[OPTIONAL] Preferred order of results when a list of analytics is returned, possibly with a criterion for identifying the property of the results to which the preferred ordering is applied.
-	[OPTIONAL] Maximum number of SUPIs (SUPImax) requested by the consumer to limit the number of SUPIs in an object. When SUPImax is not provided, the NWDAF shall return all SUPIs concerned by the analytics object. When SUPImax is set to 0, the NWDAF shall not provide any SUPI.
-	[OPTIONAL] Output strategy: indicates the relevant factors for determining when the analytics reported. The following values are allowed:
-	Binary output strategy: indicates that the analytics shall only be reported when the requested level of accuracy is reached within a cycle of periodic notification as defined in the Analytics Reporting Parameters.
NOTE 3:	If preferred level of accuracy is more important than providing an output, then the binary strategy is used so that all analytics outputs have equivalent confidence in the prediction.
-	Gradient output strategy: indicates that the analytics shall be reported according with the periodicity defined in the Analytics Reporting Parameters irrespective if the requested level of accuracy has been reached.
NOTE 4:	If having an analytics output is more important than reaching the preferred level of accuracy, then the gradient output strategy is used so that each NWDAF will timely provide the output indicating the level of accuracy at the moment of the output generation.
NOTE 5:	When no output strategy is included in the subscription, the analytics output will be generated based on the gradient strategy and includes the reached level of accuracy for the reporting period.
-	[OPTIONAL] Analytics metadata request: indicates a request from one NWDAF to another NWDAF to provide the "analytics metadata information" related to the produced output analytics. This input parameter indicates which parameters in "analytics metadata information" are required to aggregate the output analytics for the requested Analytics ID(s).
The NWDAF provides to the consumer of the Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request service operations described in clause 7, the output information listed below:
-	(Only for Nnwdaf_AnalyticsSubscription_Notify) The Notification Correlation Information.
-	For each Analytics ID the analytics information in the requested Analytics target period.
-	In addition, the following additional information:
-	Timestamp of analytics generation: allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;
-	Validity period: defines the time period for which the analytics information is valid.
-	Probability assertion: confidence in prediction.
-	[OPTIONAL] For each Analytics ID the Termination Request, that notifies the consumer that the subscription is cancelled due to user consent revoked.
-	[OPTIONAL] Analytics metadata information: additional information required to aggregate the output analytics for the requested Analytics ID(s). This parameter shall be provided if the "Analytics metadata request" parameter was provided in the corresponding Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operation.
-	Number of data samples used for the generation of the output analytics;
-	Data time window of the data samples;
-	Dataset Statistical Properties of the analytics output used for the generation of the analytics;
-	[OPTIONAL] Data source(s) of the data used for the generation of the output analytics;
-	[OPTIONAL] Data Formatting and Processing applied on the data;
-	Output strategy used for the reporting of the analytics.
-	(Only for error response or error notification) Revised waiting time: indicates to the consumer a revised waiting value for "Time when analytics information is needed". Each NWDAF may include this as part of error response or error notification to "Time when analytics information is needed" as described in clause 6.2.5. Revised waiting time is the minimum time interval recommended by NWDAF to use as "Time when analytics information is needed" for similar future analytics requests/subscriptions.

NEXT CHANGE
[bookmark: _Toc83212409]6.1A.3.1	Procedure for analytics aggregation with Provision of Area of Interest
The procedure depicted in figure 6.1A.3-1 is used to address cases where an NWDAF service consumer requests Analytics ID(s) for an Area of Interest that requires multiple NWDAFs that collectively serve the request.


Figure 6.1A.3.1-1: Procedure for analytics aggregation
1a-b.	NWDAF service consumer discovers the NWDAF via NRF. NRF may return multiple NWDAF candidates matching the requested capabilities, area of interest, and supported Analytics ID(s). NWDAF service consumer selects an NWDAF (e.g. NWDAF 1) with analytics aggregation capability (i.e. aggregator NWDAF), based on its internal selection criteria, possibly considering registered NWDAF capabilities and information in NRF.
2.	NWDAF service consumer invokes Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe service operation from the selected aggregator NWDAF (e.g. NWDAF 1). In the request, NWDAF service consumer provides the requested Analytics ID(s), (e.g. Analytics ID 1) along with the required area of interest, e.g. TAI-1, TAI-2, TAI-n, if known to the NWDAF service consumer. 
3.	On receiving the request in step 2, Aggregator NWDAF (e.g. NWDAF 1), based on, e.g. configuration or queries to NRF, and considering the request from the NWDAF service consumer (e.g. analytics filter information), determines the other NWDAF instances that collectively can cover the area of interest indicated in the request (e.g. TAI-1, TAI-2, TAI-n).
NOTE:	In the discovery request sent to NRF, Aggregator NWDAF may might indicate "analytics metadata provisioning capability" (e.g. as query parameter), thus, requesting to NRF to reply back with, if available, those NWDAF instance(s) which also supports "analytics metadata provisioning capability" functionality as indicated during particular NWDAF instance registration procedure.
	When an aggregator NWDAF in step 2 has received Time when analytics information is needed from the analytics consumer with the value greater than or equal to its Supported Analytics Delay, the NWDAF should ensure the sum of time needed for the aggregation plus the Supported Analytics Delay of other NWDAFs where analytics are (to be) collected from is not beyond its registered Supported Analytics Delay when it applies analytics aggregation for related Analytics ID(s). If this cannot be ensured, the aggregator NWDAF may reject the analytics request.
4-5.	Aggregator NWDAF (e.g. NWDAF 1) invokes Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe service operation from each of the NWDAFs discovered/determined in step 3 (e.g. NWDAF 2 and NWDAF 3).
	The request may optionally indicate "analytics metadata request" parameter to the determined NWDAFs (e.g. NWDAF 2 and/or NWDAF 3), when analytics metadata is supported by these NWDAFs.
	The request or subscription to the determined NWDAFs (e.g. NWDAF 2 and/or NWDAF 3) may also include the dataset statistical properties, output strategy, and data time window. This indicates to the determined NWDAFs that the analytics ID output shall be generated based on such parameters when requested.
6-7a-b.	The determined NWDAFs (e.g. NWDAF 2 and/or NWDAF 3) reply or notify with the requested output analytics.
	If "analytics metadata request" was included in the request received by such NWDAF (in steps 4-5), the NWDAF additionally returns the "analytics metadata information" used for generating the analytics output as defined in clause 6.1.3.
8.	Aggregator NWDAF (e.g. NWDAF 1) aggregates received Analytics information, i.e. generates a single output analytics based on the multiple analytics outputs and, optionally, the "analytics metadata information" received from the determined NWDAFs (e.g. NWDAF 2 and NWDAF 3).
	The Aggregator NWDAF (e.g. NWDAF 1) may also take its own analytics for TAI-n into account for the analytics aggregation.
9a-b.	Aggregator NWDAF (e.g. NWDAF 1) sends a response or notifies to the NWDAF service consumer the aggregated output analytics for the requested analytics ID.


NEXT CHANGE
[bookmark: _Toc83212441][bookmark: _Toc75344713]6.2.6.1.1	Services for Bulked Data Collection
NWDAF, DCCF, MFAF, ADRF may expose service(s), respectively, the Nnwdaf_DataManagement_Subscribe or Ndccf_DataManagement_Subscribe, Nmfaf_3daDataManagement_Configure, Nadrf_DataManagement_RetrievalSubscribe service operation with a request for bulked data including the following input parameters:
-	Data Specification:
-	Event ID(s) or Analytics ID(s);
-	In the case of Event IDs, the Data Specification fields includes the fields Target of Event Reporting and Event Filter Information as defined in TS 23.502 [3] clause 4.15.1, and Bulked Data Type parameter, which can be set to ''raw data samples'' (i.e. data is directly extracted from collected events) or ''pre-processed data samples'' (i.e. data from collected events is processed and the processed data is included in the bulked data) or a combination of both;
-	If the Analytics ID(s), the Data Specification fields contain:
-	Target of Reporting including a tuple with analytics ID; Bulked Data Type, which can be set to ''raw data samples'' (i.e. data is directly extracted from collected events) or ''pre-processed data samples'' (i.e. data from collected events is processed and the processed data is included in the bulked data) or a combination of both; analytics stage (inference or training);
-	Filter Information may include fields related to the analytics ID such as: Target of Analytics Information (e.g. any UE, list of UEs, groups of UEs); Analytics Filter Information (e.g. area of interest, DNN, Application, S-NSSAI). The analytics ID also determines the Service Operation from NFs, OAM to be used and type of data (i.e. Event IDs, OAM measurements) to be collected and associated with the bulked data.
-	Service Operation in the case of Event ID, defines the service operation to be used by NWDAF, DCCF, MFAF, or ADRF to request data (e.g. Namf_EventExposure_Subscribe or OAM Subscribe)
-	Bulked Data Formatting and Processing: the parameters defined in TS 23.502 [3] clause 4.15.1 for Event Reporting Information and Formatting and Processing as defined in clause 5A.4 may be part of the possible formatting and processing instructions to be applied for bulked data generation. Additionally, the following parameters may be also included:
-	Periodic bulked data notification-	Notifications are sent periodically (e.g. every hour) and may also in a specified time window (e.g. 2AM to 3AM), irrespective of the number of notifications from a Data Source or amount of data that have been bulked. Applicable when the Fetch Flag=false.
-	Feature type is the field defining the type of pre-processing to be applied to the data from the collected event notifications if the bulked data type includes ''pre-processed data samples''. In this case, for each feature type there is an associated list of events that should be processed according with the feature type. Feature types are: average, maximum, minimum, skewed value from the collected event notification, most frequent value, and least frequent value.
NOTE:	There must exist a compatibility between the desired feature type needs to be compatible withand the possible processing applicable to the event notifications of the Event ID.
-	Time Window - Specifies the start and stop time for the requested data or analytics.
 -	If the Time Window includes a period in the past, then the data or analytics collection is "historical".
-	If the Time Window includes a period in the future, the data or analytics collection is "runtime".
-	(Optional) Minimum and/or maximum number of samples to be included in the bulked data.
-	Fetch flag, when set to false, it indicates that the bulked data needs to be generated and included in notification messages; when set to true, it indicates that bulked data will not be returned in the notification messages and the consumer must fetch the bulk data. The default value of fetch flag is false.
-	Bulked data deadline, which indicates the limit of time for the consumer to fetch bulked data after receiving a notification that the data is available. Applicable when the fetch flag is set to true.
-	Notification Event Clubbing as defined in clause 5A.4, indicates the number of notifications from a data source to be bulked before sending a notification containing the bulked data to the Consumer. Applicable when the Fetch Flag=False.
-	Processing rules: the types of data manipulation to be applied for the requested bulked data and comprises: geographical aggregation level (e.g. per UEs, per AoI), temporal aggregation (i.e. per minute, per hour); anonymization rules (e.g. anonymization of UE identifications).
-	A Notification Target Address (+ Notification Correlation ID), where the Notification Correlation ID is the unique identification for the bulked data being generated for the requesting consumer.
-	ADRF ID or NWDAF ID (or ADRF Set ID or NWDAF Set ID) storing historical data (optional). If know to the consumer, this may be specified to direct a DCCF or an NWDAF to the repository containing historical data.
-	(Optional) ADRF information indicating whether the collected data for the generation of the bulked data are to be stored in an ADRF, and optionally an ADRF ID.
-	(Optional, in case the requested data is Event IDs) Data Source identification to collect the data, e.g. NF Instance (or NF Set) ID from which the data needs to be collected.
The output parameter of the Nnwdaf_DataManagement_Subscribe or Ndccf_DataManagement_Subscribe, or Nadrf_DataManagement_RetrievalSubscribe service operation comprise the subscription correlation ID, which identifies the requested bulked data.
The input parameters of Nnwdaf_DataManagement_Notify or Ndccf_DataManagement_Notify, or Nmfaf_3caDataManagement_Notify, or Nadrf_DataManagement_RetrievalNotify service operation shall contain the Notification Correlation ID, and the generated bulked data when the fetch flag = false. When the fetch flag = true the notifications will contain the Notification Correlation ID, the Fetch Correlation ID and a target address where the generated bulked data may be retrieved. In the case of unsuccessful bulked data generation, the notification will contain an indication of an unsuccessful bulked data generation, optionally with expired bulked data deadline.
The input parameters for the service operation Nnwdaf_DataManagement_Fetch or Ndccf_DataManagement_Fetch, or Nmfaf_3caDataManagement_Fetch, or Nadrf_DataManagement_RetrievalRequest include: the Notification correlation ID (+list of Fetch Correlation ID), which identifies the requested bulked data.
The output parameters for the service operation Nnwdaf_DataManagement_Fetch include:
-	the generated bulked data.
The generated bulked data exposed by the above listed service operations comprises:
-	the dataset (i.e. the resulting set of data samples and/or set of pre-processed data samples from the collected event notifications) generated based on the parameters of bulked data request and instructions for bulked data generation, with each data sample including the following data structure:
-	if the bulked data type is ''pre-processed data samples'' the data type (e.g. Event ID) and associated feature type (e.g. average values of Event ID) are included;
-	data value (when ''data samples" bulk data type is used) or processed values (when ''pre-processed data samples'' bulked data type is used);
-	timestamp when the data sample is associated with a bulked data.

NEXT CHANGE
[bookmark: _Toc83212446]6.2.6.3.3	Historical Data Collection via DCCF
The procedure depicted in figure 6.2.6.3.3-1 is used by data consumers (e.g. NWDAF) to obtain historical data, i.e. data related to past time period. The data consumer requests data using Ndccf_DataManagement_Subscribe service operation. Whether the data consumer uses this procedure or directly contacts the ADRF or NWDAF is based on configuration.


Figure 6.2.6.3.3-1: Historical Data Collection via DCCF
1.	The data consumer requests data via DCCF by invoking the Ndccf_DataManagement_Subscribe (Service_Operation, Data Specification, Time Window, Formatting Instructions, Processing Instructions, ADRF ID or NWDAF ID (or ADRF Set ID or NWDAF Set ID) service operation as specified in clause 8.2.2. The data consumer may specify one or more notification endpoints to receive the data.
	"Service_Operation" is the service operation used to acquire the data from a data source. "Data Specification" provides Service_Operation-specific parameters (e.g. event IDs, UE-ID(s)) used to retrieve the data. "Time Window" specifies a past time period and comprises a start and stop time. "Formatting and Processing Instructions" are as defined in clause 5A4. The data consumer may optionally include the ADRF or NWDAF instance (or ADRF Set or NWDAF Set) ID where the stored data resides.
2.	If an ADRF or NWDAF instance or ADRF Set ID or NWDAF Set ID is not provided by the data consumer, the DCCF determines if any ADRF or NWDAF instances might provide the data as described in clause 5B and 5A.2.
NOTE 1:	An ADRF or NWDAF may might have previously registered data it is collecting with the DCCF.
3.	(conditional) If the DCCF determines that an ADRF instance might provide the data, or an ADRF instance or Set was supplied by the data consumer, the DCCF sends a request to the ADRF, using Nadrf_DataManagement_RetrievalSubscribe (Data Specification, Notification Target Address=DCCF) service operation as specified in clause 10.2. The ADRF responds to the DCCF with an Nadrf_DataManagement_RetrievalSubscribe response indicating if the ADRF can supply the data. If the data can be provided, the procedure continues with step 5.
4.	(conditional) If the DCCF determines that an NWDAF instance might provide the data or an NWDAF instance or Set was supplied by the data consumer, the DCCF sends a request to the NWDAF using Nnwdaf_DataManagement_Subscribe (Data Specification, Notification Target Address=DCCF) as specified in clause 7.4.2.
5.	The ADRF or the NWDAF sends the requested data (e.g. one or more stored notifications archived from a data source) to the DCCF. The data may be sent in one or more notification messages.
6.	The DCCF uses Ndccf_DataManagement_Notify to send data to all notification endpoints indicated in step 1. Notifications are sent to the Notification Target Address(es) using the data consumer Notification Correlation ID(s) received in step 1. Data sent to notification endpoints may be processed and formatted by the DCCF, so they conform to delivery requirements specified by the data consumer.
NOTE 2:	According to Formatting Instructions provided by the data consumer, multiple notifications from an ADRF or NWDAF can be combined in a single Ndccf_DataManagement_Notify so many notifications from the ADRF or NWDAF results in fewer notifications (or one notification) to the data consumer. Alternatively, a Ndccf_DataManagement_Notify can instruct the data notification endpoint to fetch the data from the DCCF before an expiry time.
7.	If a notification contains a fetch instruction, the notification endpoint sends a Ndccf_DataManagement_Fetch request to fetch the data from the DCCF.
8.	The DCCF delivers the data to the notification endpoint.
9.	When the data consumer no longer wants data to be collected or has received all the data it needs, it invokes Ndccf_DataManagement_Unsubscribe (Subscription Correlation ID) as specified in clause 8.2.3, using the Subscription Correlation Id received in response to its subscription in step 1.
10.	If the data are being provided by an ADRF and there are no other data consumers subscribed to the data, the DCCF unsubscribes with the ADRF using Nadrf_DataManagement_RetrievalUnsubscribe as specified in clause 10.2.7.
11.	If the data are being provided by an NWDAF and there are no other data consumers subscribed to the data, the DCCF unsubscribes with the NWDAF using Nnwdaf_DataManagement_Unsubscribe as specified in clause 7.4.3.

NEXT CHANGE
[bookmark: _Toc83212448]6.2.6.3.5	Historical Data Collection via Messaging Framework
The procedure depicted in figure 6.2.6.3.5-1 is used by data consumers (e.g. NWDAF) to obtain historical data, i.e. data related to past time period. The data consumer obtains data using Ndccf_DataManagement_Subscribe service operation as specified in clause 8.2.2, where the subscription results in one or more notifications depending on how the data is retrieved from the ADRF or NWDAF and how the data is formatted. Whether the data consumer uses this procedure or directly contacts the ADRF or NWDAF is based on configuration.


Figure 6.2.6.3.5-1: Historical Data Collection via Messaging Framework
1.	The data consumer requests data via DCCF by invoking the Ndccf_DataManagement_Subscribe (Service Operation, Data Specification, Time Window, Formatting Instructions, Processing Instructions, ADRF ID or NWDAF ID (or ADRF Set ID or NWDAF Set ID) service operation as specified in clause 8.2.2. The data consumer may specify one or more notification endpoints to receive the data.
	Service_Operation is the service operation used to acquire the data from a data source, Data Specification provides Service_Operation-specific required parameters (e.g. event IDs, UE-ID(s) and optional input parameters used to retrieve the data. Time Window specifies a past time period and comprises a start and stop time, and Formatting and Processing Instructions are as defined in clause 5A4. The data consumer may optionally include the ADRF or NWDAF instance (or ADRF Set or NWDAF Set) ID where the stored data resides.
2.	If an ADRF or NWDAF instance or ADRF Set ID or NWDAF Set ID is not provided by the data consumer, the DCCF determines if any ADRF or NWDAF instances might provide the data as described in clause 5B and 5A.2.
NOTE 1:	An ADRF or NWDAF may might have previously registered data it is collecting with the DCCF.
3.	The DCCF sends an Nmfaf_3daDataManagement_Configure (Data Consumer Information, Formatting Conditions, Processing Instructions) to configure the MFAF to map notifications received from the ADRF or NWDAF to outgoing notifications sent to endpoints, and to instruct the MFAF how to format and process the outgoing notifications.
	"Data Consumer Information" contains for each notification endpoint, the data consumer Notification Target Address (+ Data Consumer Notification Correlation ID) to be used by the MFAF when sending notifications. The MFAF selects an MFAF Notification Target Address (+ MFAF Notification Correlation ID) and sends the MFAF Notification Information, containing MFAF Notification Target Address (+ MFAF Notification Correlation ID), to the DCCF in the Nmfaf_3daDataManagement_Configure Response.
4.	(conditional) If the DCCF determines that an ADRF instance might provide the data, or an ADRF instance or Set was supplied by the data consumer, the DCCF sends a request to the ADRF, using Nadrf_DataManagement_RetrievalSubscribe (Data Specification, MFAF Notification Information) containing the MFAF Notification Target Address (+ MFAF Notification Correlation ID) received in step 3 as specified in clause 10.2.
5.	The ADRF responds to the DCCF with an Nadrf_DataManagement_RetrievalSubscribe response indicating if the ADRF can supply the data. If the data can be provided, the procedure continues with step 8.
6.	(conditional) If the DCCF determines that an NWDAF instance might provide the data, or an NWDAF instance or NWDAF Set was supplied by the data consumer, the DCCF sends a request to the NWDAF, using Nnwdaf_DataManagement_Subscribe (Data Specification, MFAF Notification Information) as specified in clause 7.4.2. MFAF Notification Information contains the MFAF Notification Target Address (+ MFAF Notification Correlation ID) received in step 3.
7.	The NWDAF responds to the DCCF with an Nnwdaf_DataManagement_Subscribe response indicating if the NWDAF can supply the data.
8.	The ADRF uses Nadrf_DataManagement_RetrievalNotify or the NWDAF uses Nnwdaf_ DataManagement_Notify to send the requested data (e.g. one or more stored notifications archived from a data source) to the MFAF. The data may be sent in one or more notification messages.
9.	The MFAF uses Nmfaf_3caDataManagement_Notify to send data to all notification endpoints indicated in step 3. Notifications are sent to the Notification Target Address(es) using the Data Consumer Notification Correlation ID(s) received in step 3. Data sent to notification endpoints may be processed and formatted by the MFAF, so they conform to delivery requirements specified by the data consumer.
NOTE 2:	According to Formatting Instructions provided by the data consumer, multiple notifications from an ADRF or NWDAF can be combined in a single Nmfaf_3caDataManagement_Notify so many notifications from the ADRF or NWDAF results in fewer notifications (or one notification) to the data consumer. Alternatively, a Nmfaf_3caDataManagement_Notify can instruct the data notification endpoint to fetch the data from the MFAF before an expiry time.
10.	If a notification contains a fetch instruction, the notification endpoint sends a Nmfaf_3caDataManagement_Fetch request as specified in clause 9.3.3 to fetch the data from the MFAF.
11.	The MFAF delivers the data to the notification endpoint.
12.	When the data consumer no longer wants data to be collected or has received all the data it needs, it invokes Ndccf_DataManagement_Unsubscribe (Subscription Correlation ID), using the Subscription Correlation Id received in response to its subscription in step 1.
13.	If the data are being provided by an ADRF and there are no other data consumers subscribed to the data, the DCCF unsubscribes with the ADRF using Nadrf_DataManagement_RetrievalUnsubscribe as specified in clause 10.2.7.
14.	If the data are being provided by an NWDAF and there are no other data consumers subscribed to the data, the DCCF unsubscribes with the NWDAF using Nnwdaf_DataManagement_Unsubscribe as specified in clause 7.4.3.
15.	The DCCF de-configures the MFAF so it no longer maps notifications received from the ADRF or NWDAF to the notification endpoints configured in step 3.

NEXT CHANGE
[bookmark: _Toc83212452][bookmark: _Toc75344616]6.2.7.2	Procedure for Data Collection with Event Muting Mechanism
The mute storage of events mechanism in the DCCF, the NWDAF, or NFs reuses the Event Reporting Information field of Event Exposure Framework to include the following flags:
-	Deactivate notification flag: The event consumer NF includes in the subscription to an event ID the deactivation flag to indicate to the event provider NF to collect, store the requested events but halt the notification to the consumer. The number of stored events may be limited based on NF configuration; when this number is reached, the NF continues to store new events and deletes the oldest events.
-	Retrieval notification flag: The event consumer NF includes in an event subscription modification request the subscription identification and the retrieval notification flag to indicate to the event producer NF to send the past collected events not already sent to this consumer NF. After sending the past collected events the event producer continues to store events without sending notifications to the event consumer.
Using the event muting mechanism NWDAF, DCCF can subscribe to events from NFs such as AMF and SMF, to avoid constant notifications and retrieve the mute stored events when it requires.
The procedure in Figure 6.2.7.2-1 is used by Event Consumer NF to control the frequency of data collection from Event Producer NFs via Event Exposure.


Figure 6.2.7.2-1: Procedure for muting event notification
0a.	The Event Consumer NF, such as NWDAF or DCCF, is configured with local policies that are used to determine when the muted storage of events is triggered.
0b.	The Event Consumer NF, such as NWDAF or DCCF, may receive a request with the Formatting and Processing parameters indicating Event Clubbing. The DCCF or NWDAF may utilize event muting when collecting data from NFs.
1.	The Event Consumer NF, DCCF or NWDAF subscribes for a (set of) Event ID(s) by invoking the Nnf_EventExposure_Subscribe service operation including in event reporting information the deactivate notification flag.
	If the Event Producer NF supports the deactivate notification flag, the Event Producer NF sends a response back including the Subscription Correlation ID and an indication of successful deactivation of notifications. The Event Consumer NF may request the Event Producer NF to store data related to Event ID(s), or aggregated data related to UE(s).
	If the Event Producer NF does not support the deactivate notification flag, the Event Producer NF sends a response back including an indication of failure. In this case, the Event Consumer NF re-sends the subscription request without including in the event reporting information the deactivate notification flag.
NOTE 1:	If the Event Producer NF receives a subscription without the deactivate notification flag, the steps 2 - 6 are not executed and the Event Producer NF performs the event notification as defined in TS 23.502 [3], clause 4.15
2.	Based on the request from Event Consumer NF, DCCF or NWDAF, the Event Producer NF triggers a window of event collection for the Event Consumer NF, DCCF or NWDAF subscription with the indication of "deactivate notification flag". The Event Producer NF keeps the association between the Event ID, Subscription Correlation ID (which identifies the consumer of the event), subscriber information (e.g. notification target information) and the status of the transaction between the Event Consumer NF, DCCF or NWDAF and the Event Producer as "collecting events / non-notification".
3.	Based on local policies or based on the Notification Time Window indicated in the Formatting and Processing parameters of the received request in step 0b, the Event Consumer NF, DCCF or NWDAF decides when to request the muted stored events from the Event Producer NF.
4.	Event Consumer NF invokes the Nnf_EventExposure_Subscribe service operation from the Event Producer NF including, the Event ID, the Subscription Correlation ID, and the retrieval notification flag. These parameters denote the identification of the transaction required by the Event Consumer NF, i.e. retrieve muted stored events for a subscribed Event ID and trigger a new time window of muted stored event generation without notification.
5.	Event Producer NF based on the parameters received in the request from Event Consumer NF verifies whether there is a subscription to the requested Event ID with a deactivate notification flag. In positive case, Event Producer NF identifies and sends the past collected events muted during the period between the received retrieval notification flag and the last deactivate flag received from the Event consumer NF for the Event ID, the Subscription Correlation ID.
6.	The Event Producer NF checks whether overall event reporting information (e.g. the maximum time window for the subscription of such Event ID) has expired. If yes, it does not trigger another round of event muted storage and deactivates the subscription. If not expired, the Event Producer NF trigger another time window for muted stored of produced events, sets back the deactivated notification flag for the Event ID and Subscription Correlation ID.
NOTE 2:	If the Event Consumer NF wants toshall change an existing subscription to an Event Producer NF using muted stored events into a regular notification of events, it shall by invokeing Nnf_EventExposure_Subscribe service operation from Event Producer NF without deactivate notification flag or retrieval notification flag.

END OF CHANGES
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