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	Clarify how the NEF can discover a local NEF if the AF request for local QoS monitoring exposure.
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	Clarify how the NEF can discover a local NEF if the AF request for local QoS monitoring exposure
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* * * Start of Change 1 * * *

[bookmark: _Toc69743789][bookmark: _Toc73524703][bookmark: _Toc73527607][bookmark: _Toc73950283][bookmark: _Toc81492217][bookmark: _Toc81492781][bookmark: _Toc81816542][bookmark: _Toc83207216]6.4.2.2	Local NEF Discovery
As specified in TS 23.501 [2] clause 6.2.5.0, the NRF may be used by the AF to discover the L-NEF. To become discoverable, the L-NEF registers with an NRF deployed within the operator's domain where the AF resides.
The AF uses existing procedures as described in TS 23.502 [3], clause 4.17.4 to discover the L-NEF. 
If the AF only knows the NEF and AF request for local QoS monitoring exposure, the AF  invokes Nnef_AFsessionWithQoS_Create service including an indication for local QoS monitoring exposure. The AF may also include DNAI or Potential Locations of Applications. If initial NEF gets the indication for local QoS monitoring exposure, as well as DNAI or Potential Locations of Applications, this NEF may map the Potential Locations of Applications into AF location (e.g. geographical location, data centre) based on local configuration. The initial NEF can find the target local NEF by querying NRF with the DNAI or AF location. 
	Comment by Ericsson-MH7: Don’t see how this can work
If the AF cannont provide DNAI or its location, the NEF may use BSF, and UDM to find the SMF controlling the PDU session using the Nbsf_Management and Nudm_UECM resp. services. NEF may then use Nsmf_EventExposure service to get the DNAI of the (L-)PSA for the PDU session. The initial NEF can find the target local NEF by querying NRF with the DNAI
The initial NEF may redirect the AF to the local NEF, whereby the AF may send the local QoS monitoring exposure to local NEF directly. and it initiates a service operation towards this NEF, e.g. a Nnef_AFSessionWithQoS_Update_request procedure, the NEF may re-direct the request to an L-NEF. NEF may use NRF to find a suitable L-NEF for the re-direct and it may return the L-NEF IP address/FQDN to the AF in the response message.
NOTE: the AF request can be redirected to local NEF through http redirection which has been defined in TS 29.500.
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