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******************** 1st Change ********************
[bookmark: _Toc83212434]6.2.4	Correlation between network data and service data	Comment by CATT_dxy: Add correlation information for data from the UE and other NF/OAM. CR
The Correlation information in each NF input data which helps NWDAF correlate data from different NFs, OAM and UE application(s) is defined in Table 6.2.4-1, which is subject to all the network data analytics.
NOTE:	For simplicity, the correlation information is not listed in the input data per network data analytics.
Table 6.2.4-1: Correlation Information
	Correlation Information
	Description

	Timestamp, IP address 5-tuple
	To correlate the data from AF and from UPF.

	Timestamp, AN Tunnel Info (Clause 9.3.2.2 of TS 38.413 [16])
	To correlate the UPF data and OAM data which are reported by the RAN (e.g. Reference Signal Received Power or Reference Signal Received Quality as defined in Table 6.4.2-3).

	Timestamp, UE IP address
	To correlate the data from UPF and SMF.

	Timestamp, SUPI
	To correlate data from SMF and AMF.

	Timestamp, SUPI, DNN, S-NSSAI or UE IP address
	To correlate data from SMF and PCF.

	Timestamp, RAN UE NGAP ID
(Clause 9.3.3.2 of TS 38.413 [16]) and Global RAN Node ID
	To correlate the AMF data and OAM data reported by the RAN (e.g. Reference Signal Received Power or Reference Signal Received Quality as defined in Table 6.4.2-3).

	Timestamp, Application ID, IP filter information
	To correlate data from SMF and AF.

	Timestamp, UE ID or UE IP address, Application ID
	To correlate data from 5GC NF and UE Application (via the AF).




******************** 2nd Change ********************
[bookmark: _Toc83212458]6.2.8.2.3	Data Collection Procedure from UE	Comment by Nokia-r02: No strong justification to change title,suggest to keep as is, as per drafting rules it is not recommended to change title for clauses in approved TSs.


Figure 6.2.8.2.3-1: Data Collection Procedure from UE
1.	An NF subscribes to Analytics analytics from the NWDAF as described in clause 6.1.1.1, that includes Analytics ID, Analytics Filter Information including e.g. AoI, Internal Application ID(s) and Target of Analytics Reporting. NWDAF may also initiate the data collection prior to this subscription.
NOTE:	Subscription to analytics can be triggered directly towards NWDAF or can be done via DCCF using procedure in clause 6.1.4.2.
2.	NWDAF discovers the AF that provides data collection (based on the AF profiles registered in NRF) as described in TS 23.502 [3].
Step 3a is used for the AF in trusted domain while step 3b is used for the AF in untrusted domain.
3a.	NWDAF subscribes to the AF in trusted domain for UE data collection (i.e. input data from UE  for analytics), by using Naf_EventExposure_Subscribe as defined in clause 5.2.19.2 of TS 23.502 [3]. The NWDAF requests contains an Application ID known in the core network and the UE Application provides the Application ID configured in the UE Application. The AF binds the NWDAF request for an Application Id and the UE data collection for an Application Id configured in the UE.
3b.	NWDAF subscribes to the AF in untrusted domain for UE data collection (i.e. input data from UE for analytics), by using step 2 and step 3 of the procedure that is described in Figure 6.2.2.3-1.
NOTE:	For steps 3a and 3b, data collection can also be triggered using DCCF, as specified in clause 6.2.6.3.
4.	The AF collects the UE data using either direct or indirect data collection procedure in clause 6.2.8.2.1. The establishment of the connection can be performed at any time prior to this. The AF links the data collection request from step 3 to the user plane connection as described in clause 6.2.8.2.4.
NOTE 1:	The Direct data collection and indirect data collection procedure is decided by SA4.
Editor's note:	Appropriate reference to SA4 specification for data collection procedure is needed.
Step 5a is used for the AF in trusted domain while step 5b is used for the AF in untrusted domain.
5a.	The AF in trusted domain receives the input data from the UE, and processes the data (e.g. anonymizes, aggregates and normalizes) according to the SLA that is configured in the AF described in clause 6.2.8.1, and Event ID(s) and Event Filter(s) set during step 3a. The trusted AF then notifies the NWDAF on the processed data collected according to the NWDAF subscription in step 3a.
5b.	The AF in untrusted domain receives the input data from the UE, and processes the data (e.g. anonymizes, aggregates and normalizes) according to the SLA that is configured in the AF described in clause 6.2.8.1, and Event ID(s) and Event Filter(s) set during step 3b. The untrusted AF notifies the NWDAF on the processed data collected by using step 5b (i.e. Step 4 and step 5 of the procedure that described in Figure 6.2.2.3-1).
NOTE 2:	If NWDAF requests the same data for from multiple UEs, i.e. a determined list of UEs or provides "any UE" as the target of analytics reporting, the AF either before step 5a (the AF in trusted domain) or before step 5b (the AF in untrusted domain) can process (e.g. anonymize, aggregate and normalize) the data from multiple UEs according to the Event ID(s) and Event Filter(s) received from NWDAF during step 3a or 3b before notifying the NWDAF on the processed data in step 5a (if the AF is in trusted domain) or step 5b (if the AF is in untrusted domain).	Comment by Antoine G Mouquet (Orange): Deletion reverted in r01.
6.	The NWDAF produces Aanalytics using the UE data received from the AF.
7.	The NWDAF provides analytics to the consumer NF.
If the target of analytics reporting that was received from the consumer in step 1 includes an Internal Group ID, NWDAF includes such Internal Group ID in step 3a or step 3b to AF. In the case of step 3b, NEF translates the Internal Group ID to an External Group ID.
If the target of analytics reporting that was received from consumer in step 1 is "any UE", NWDAF may either set the target of event reporting to "any UE" in step 3a or 3b to AF, or may determine a list of SUPIs from AMF and/or SMF based on the analytics filter information and sends the step 3a or 3b to AF for the determined list of UEs.
NOTE 3:	It is assumed that the AF is provisioned with the list of UE IDs (GPSIs or SUPIs) belonging to an External or Internal Group ID.

******************** 3rd Change ********************
[bookmark: _Toc83212460]6.2.8.2.4a	Void	Comment by CATT_dxy: Moved behind the clause 6.2.8.2.4.4
6.2.8.2.4.4	NWDAF correlates UE data collection and NWDAF request for trusted AF and untrusted AF
NWDAF receives the analytics subscription from consumer and discover an AF as described in clause 6.2.8.2.3. NWDAF finds the PDU session(s) serving the SUPI, DNN, S-NSSAI from UDM and the allocated IPv4 address or IPv6 prefix from SMF as described in Figure 6.2.8.2.4.4-1.


Figure 6.2.8.2.4.4-1: NWDAF correlates UE data collection and NWDAF request
1.	The NWDAF finds the SMF(s) serving the PDU session(s) for this SUPI or GPSI using Nudm_UECM_Get_Request including SUPI or GPSI, type of requested information set to SMF Registration Info and the list of S-NSSAI and DNN combinations, as defined in clause 5.3.2.5.7 in TS 29.503 [26]. The NWDAF acquires the DNN, S-NSSAI used to access the AF using Nnrf_NFDiscovery_Request service operation or is configured with the DNN, S-NSSAI used to access the AF.
2. The UDM provides the SMF id(s) and the corresponding PDU Session id(s), per S-NSSAI, DNN combination using Nudm_UECM_Get_Response to the NWDAF. Based on the S-NSSAI, DNN used to access the AF in step 1, NWDAF determines the PDU session used for the user plane connection between UE and AF.
3. The NWDAF sends Nsmf_EventExposure_Subscribe to the SMF identified in step 2, including the Target for Event Reporting set to the PDU Session id(s) provided in step 2 and the Event ID set to IP address/prefix allocation/change.
4.	The SMF provides the allocated IPv4 address or IPv6 prefix to the NWDAF.
5.	Step 3a for AF in trusted domain or step 3b for AF in untrusted domain in Figure 6.2.8.2.3-1 is performed with the exception that NWDAF sets the allocated IPv4 address or IPv6 prefix that were received in step 4 as target of event reporting.
If NWDAF subscribed for the PDU session used for the user plane connection between the UE and the AF is released notification in step 3, the SMF informs the NWDAF that the UE IP address / prefix is released via Nsmf_EventExposure_Notify. Based on this information, the NWDAF shall remove the stored correlation information between the UE IP address / prefix and SUPI.
6.2.8.2.4a	Void

******************** End of Change ********************
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