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Abstract of the contribution: This is the summary of the moderated email discussion for Rel-18 SID proposal on FS_ESSIND. 

1.
Issues for FS_ESSIND
1.1
Objectives for case 1 (WT#1)
1.1.1
Issue Description
For WT#1, some companies think it should be studied in SA3. The issue is whether sub-work tasks of WT#1 are in the scope of SA2.
1.1.2
Companies View
Question 1: Whether the Sub-work Tasks of WT#1 don’t have the need to be studied in SA2 and should be studied in SA3:
	Company Name 
	Company View
(Yes/No) 
	Notes

	China Telecom
	Need to be studied in SA2
	Some issues in case 1 indeed need to be studied in SA3. But there are also some issues that need to be studied in SA2, such as those mentioned in the sub-work task.

	Qualcomm
	N/A
	The term “vertical which contains…” is not clear how it maps to 3GPP terminology. It can mean many things: slice, SNPN, CH. WT#1 has to be formulated in 3GPP terminology in order to understand what it means and whether anything missing from the current system. 

	AT&T
	N/A
	Better justification is needed on why current slicing techniques are not feasible for such deployments. If there are deficiencies in 5G slicing mechanisms then those should be studied and worked on.

	Nokia
	the overall scope of the work needs to be clarified FIRST
	The following needs to be defined / clarify “Whether and how to support the indirect communication between the operator’s network and the vertical which contains dedicated AMF, SMF and UPF” as it is hard to understand what is meant

The study should clarify whether it addresses PNi-NPN and:or SNPN (keeping in mind that the latter supports a separate CH network

 It looks like PNI NPN is meant (when reading the justification “NFs deployed at vertical and NFs deployed at the operator’s network belong to the same PLMN”) so please clarify. The rest of the comments assume PNI NPN

Subtask specific comments are provided for next questions but Better justification is needed on why current slicing techniques are not feasible for such  deployments.

	CATT
	Shoule be studied in SA2
	Some tasks need to be studied in SA2, e.g. how the NRF deployed at operator’s network discovers the NFs deployed at vertical. More clarifications on the coordination with SA3 may be needed.

	Intel
	
	This study addresses a security threat (“NFs located in operator’s network may face the risk of being attacked by vertical”) and should be submitted in SA3

	InterDigital
	N/A
	Please clarify why the described scenario cannot be supported using Network Slicing

	Orange
	Not sure there is anything that needs being studied.
	

	Samsung
	N/A
	We cannot agree on the WT either in SA2 or SA3. The scope and requirements need to be clarified. 

	Tencent
	No
	We think it can be studied in SA2, coordination with SA3 can be done when needed.

	Ericsson
	SA3 seems more suitable
	It is not clear what is missing as profiles can include e.g. Location information for the NF instance, S-NSSAI and use of hierarchical NRF structure makes it possible to even deploy NRF for the vertical connected to PLMN NRF, but as commented later it seems to depend on the "requirements".

On whether to do anything in SA3, then the work would need to be formulated from a security perspective. However, it seems SA3 is a better starting point.

	Huawei
	Should be studied in SA2
	WT#1 have impact on architecture and need to be studied in SA2. Coordination with SA3 is also needed.

	Spreadtrum
	Yes
	Since WT#1 has the architecture impact, it should be studied in SA2 with coordinating SA3.

	vivo
	Yes, WT#1 needs to be studied in SA2
	The answer depends on e.g. whether communication between the operator’s network and the vertical network are transferred transparently via the special NF or not. This should be studied in the study phase.

Therefore, sub-work tasks of WT#1 are in the scope of SA2.


Question 2: Whether the requirment of WT#1.1 can already be implemented by the hierarchical NRF structure: 

	Company Name 
	Company View
(Yes/No) 
	Notes

	China Telecom
	No
	The hierarchical NRF structure is different from the case mentioned in WT#1.1. The NRF in WT#1.1 serve the whole network, including the operator’s network and the vertical. The issue studied in WT#1.1 is how the vertical NFs register to the NRF deployed at the operator’s network, rather than how to find the NFs located in the vertical through the hierarchical NRF.

	Qualcomm
	N/A
	See above. If vertical is supported using slicing then the answer is possibly yes. 

	AT&T
	N/A
	Better justification is needed on why current slicing techniques are not feasible for such  deployments. If there are deficiencies in 5G slicing mechanisms then those should be studied and worked on.

	Nokia
	Yes 
	Please justify why requirment of WT#1.1 cannot already be implemented by the hierarchical NRF structure in relationship with slicing

	CATT
	No
	Seems different cases address by WT#1.1 and the hierarchical NRF structure. We don’t think the potential issues can be fully resolved, and furtuer study is needed. 

	Intel
	
	This study addresses a security threat (“NFs located in operator’s network may face the risk of being attacked by vertical”) and should be submitted in SA3

	InterDigital
	N/A
	Please clarify why the described scenario cannot be supported using Network Slicing

	Orange
	Yes
	

	Samsung
	N/A
	We cannot agree on the WT. More clarification is needed on the requirements of WT#1.1.

	Tencent
	No
	Not sure if hierarchical NRF structure can fulfil the requirement. Supportive to have study in SA2.

	Ericsson
	
	It is not clear what is missing as profiles can include e.g. Location information for the NF instance, S-NSSAI and use of hierarchical NRF structure makes it possible to deploy NRF for the vertical connected to PLMN NRF.

However, it depends on the implied "requirements" as the hierarchical NRF makes the NFs visible to the PLMN wide NRF i.e. if the requirement needs to be "NFs deployed at the vertical is invisible to the operator’s network" then roaming like functionality with vNRF and hNRF and SEPPs seems more applicable. The SEPP seems also implied by the stated NF that isolates the network, i.e. that aspect seems better studied by SA3.

	Huawei
	No
	That is solution specific. It is hard to evaluate whether hierarchical NRF structure can implemente the WT. Additionally, the specific parameter for filtering should also be studied.

	Spreadtrum
	No
	It should be studied and evaluated during the study.

	vivo
	No
	Not only NF discovery, but also other issues e.g. how communication between NFs is transferred in the two networks need to be studied. 


Question 3: Whether WT#1.2 should be studied in SA3 and should not be studied in SA2: 

	Company Name 
	Company View
(Yes/No) 
	Notes

	China Telecom
	No
	There are some collaborate work between WT#1.1 and WT#1.2 in SA2.

	Qualcomm
	Neither SA2 or SA3
	Why the vertical (if outside of PLMN) cannot use the existing 3GPP defined interfaces to get UEs location via GMLC, NEF or any data it needs via NWDAF

	AT&T
	N/A
	Better justification is needed on why current slicing techniques are not feasible for such  deployments. If there are deficiencies in 5G slicing mechanisms then those should be studied and worked on.

	Nokia
	Likely yes, Clarification needed first 
	For NWDAF, if the question is whether NWDAF services can be reached via NEF we have the Nnef_AnalyticsExposure service; if the question is on NWDAF receiving notifications/ reports from the AMF/SMF, why can’t a NWDAF in the corporate slice access AMF/SMF of the same slice. So same answer as ATT

For LMF  same kind of answer

Thus it looks it is a security issue about slice isolation, which is more in Ssa3 scope



	CATT
	No
	WT#1.2 is related with WT#1.1, and some relevant tasks should be studied, but more clarifications on the coordination with SA3 may be needed.

	Intel
	
	This study addresses a security threat (“NFs located in operator’s network may face the risk of being attacked by vertical”) and should be submitted in SA3

	InterDigital
	No, and neither in SA2
	Please clarify why existing capabilities cannot already support the described scenario

	Orange
	Other
	Not clear what WT 1.2 is about.

What should be studied in SA3 is to be decided by SA3.

	Samsung
	N/A
	We cannot agree on the WT either in SA2 or SA3. More clarification is needed on the requirements.

	Tencent
	No
	We think it can be studied in SA2, coordination with SA3 can be done when needed.

	Ericsson
	SA3 seems more suitable
	If the issue is about vertical NFs, considered to be within PLMN, communicating with LMF and NWDAF also within PLMN, it seems SA2 procedures allows such communication i.e. if the question is whether there is a need to look into security aspects. If that is the case, then SA3 is a more suitable WG.

For NWDAF it may have dependencies with eNA_Ph3 WT#2.2.

	Huawei
	Should be studied in SA2
	WT#1.2 have impact on architecture and need to be studied in SA2. Coordination with SA3 is also needed.

	Spreadtrum
	No
	Same as Q1

	vivo
	No
	WT#1.2 has similar problem to be studied in SA2 as described above.


1.1.3
Summary

We received inputs from 14 companies on this WT. 
WT#1: Among 14 companies, 6 indicated 'need to be studied in SA2', 2 indicated ‘need to be submitted in SA3’ and 6 indicated 'need further clarification'. It seems further clarification is needed.
WT#1.1: Among 14 companies, 6 indicated 'NO', 6 indicated 'N/A' and 2 indicated ‘YES’. There is no majority opinions, and it seems further clarification is needed
WT#1.2: Among 14 companies, 6 indicated 'NO', 2 indicated 'Neither SA2 or SA3', 2 indicated ‘SA3 seems more suitable’and 4 indicated other opinion. It seems further clarification is needed.
1.1.4
Proposed Way Forward 
Further clarification is needed on this WT, e.g. requirements, the differences with the current slicing technical, etc.
1.2
Objectives for case 2 (WT#2)
1.2.1
Issue Description
For WT#2, Some companies think it can already be implemented by the deployment of NF instances of one NF. The issue is whether the sub-work tasks can already be fulfilled and does not need to be studied in SA2.
1.2.2
Companies View
Question 1: Whether the Sub-work Tasks of WT#2 can already be implemented by deploying multiple instances of a given NF: 

	Company Name 
	Company View
(Yes/No) 
	Notes

	China Telecom
	No
	The possibility of deploying multiple instances of a given NF can only indicate that, from the deployment aspect, it’s possible to split the UDM. But the issues mentioned in the sub-work tasks of WT#2 are still unresolved.

	Qualcomm
	Yes
	Yes WT#2 is unnecessary and it can already be implemented by the deployment of NF instances of one NF

	AT&T
	NO
	

	Nokia
	yes
	the UDM of operator’s network is only used (service defined in 33.501) to authenticate users of the vertical and UDM of the vertical to authorize usage (UDM Nudm_UECM service)

In this case there is no need to “define which signaling should be forwarded to NFs (e.g. AUSF)” as which services and signaling are required for authentication is already defined

	CATT
	No
	The potential issues can not be resolved by deploying multiple instances of NF, e.g. how to identify the signalling forwarded to operator’s network or vertical. 

	Intel
	
	WT#2 assumes that only authentication is performed with the PLMN, whereas all non-auuthentication related requests are forwarded to the UDM residing in the vertical’s administrative domain.

In our understanding this is possible with today’s specifications. 

	InterDigital
	Yes
	Please describe why this functionality cannot already be provided by the existing NF capabilities.

	Orange
	Other
	This can be implemented not by deploying multiple identical UDM instances but by separating the services of the UDM in the deployment: some UDM services on vertical infrastructure and some other UDM services on operator infrastructure. BTW, why are we still talking about monolithic NFs and not services?

	Samsung
	N/A
	We cannot agree on the WT either in SA2 or SA3. More clarification is needed on the requirements.

	Tencent
	No
	Should be studied in SA2

	Ericsson
	
	From SA2 perspective, it is possible to deploy multiple instances of a given NF, each instance supporting all or a subset of the services specified for the NF. For example, it is possible to deploy a UDM instance supporting only the Nudm_UEAU service for primary authentication and a different UDM instance supporting the rest of Nudm services. 

Since this relates to authentication and authorization, it would be more suitable for SA3 to study.

	Huawei
	No
	There are new interactions between NFs in SNPN and PLMN. So, these should be further studied in SA2.

	Spreadtrum
	No
	It should be further studied.

	vivo
	No
	Communication between AMF/SMF in one network and UDM in another network may depend on outcome of WT#1. One AMF/SMF may need to contact two UDMs. The solution needs to be studied in SA2.


1.2.3
Summary

We received inputs from 14 companies on this WT. 
WT#2: Among 14 companies, 7 indicated 'NO', 3 indicated ‘YES’ and 4 indicated other opinions. It seems further clarification and discussion are needed on this WT.
1.2.4
Proposed Way Forward 

Further clarification and discussion are needed on this WT.
