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1st change
6.6	QoS Handling for Multicast and Broadcast services
For MBS services, the network shall support QoS control per MBS session.
The 5G QoS model and parameters as defined in TS 23.501 [5] clause 5.7 also apply to multicast/broadcast communication services with the following differences:
-	Reflective QoS is not applicable;
-	Wireline access network specific 5G QoS parameters do not apply to MBS services;
-	Alternative QoS Profile is not applicable;
-	QoS Notification Control is not applicable;
-	UE-AMBR is not applicable;
NOTE 1:	For multicast communication service, the UE-AMBR applies for associated PDU Session. 
-	Session-AMBR if provided is enforced at MB-UPF but not communicated to NG-RAN.
NOTE 2:	Whether Session-AMBR is required in addition to the MBS service data flow bit rate is determined by operator policy and/or agreement with the service provider.
-	For broadcast MBS session, the QoS rule and QoS Flow level QoS parameters are not provided to UE.
NOTE 3: For broadcast MBS session, the associated QoS Flow(s) are not applicable.
Editor's Note: For multicast MBS Session, whether UE needs to be aware that a QoS Flow within the PDU Session is mapped from MBS QoS Flow is FFS.
-	For multicast MBS session, the handling of QoS rule and QoS Flow level QoS parameters of the associated QoS Flow(s) is the same as for other QoS Flow without UL in a PDU Session.
The network shall support one or multiple QoS flows, which can be either GBR or non-GBR, for an MBS session.
If 5GC Individual MBS traffic delivery method is used to deliver multicast data packets, the network may use dedicated QoS Flows for multicast data packets in a PDU session. The dedicated QoS Flows shall not be combined with QoS flows unrelated to multicast even if the same 5QI and other QOS parameters are assigned..
NOTE 4:	When there is a need to apply 5GC individual MBS traffic delivery, the Session-AMBR of the associated PDU Session can be configured with a sufficiently high value to cater for MBS Session-AMBR.
Editor´s Note: Whether any policy control at the SMF for individual delivery QoS flows is required is FFS.
The MB-SMF may obtain QoS information for multicast and broadcast MBS session in different ways depending on the deployment and use cases. 
If dynamic PCC is not deployed:
-	When an MBS session is started, the MB-SMF is provided with service requirements including QoS information. If MBSF is not used, the service requirement is provided to the MB-SMF by the AF (directly or via the NEF). If the MBSF is used, the MBSF receives request from the AF (or via the NEF) and decides the related QoS requirements (e.g. considering support for FEC) and provides them to the MB-SMF. The MB-SMF determines the QoS profiles and QoS for N4 rules for the MBS session with QoS parameters of the MBS QoS flows, and provides related information to the RAN and the MB-UPF respectively.
NOTE 5:	What information is included in the request from AF to MBSF requires collaboration with SA WG4.
If dynamic PCC is deployed:
Editor's note: The following description depends on the ongoing PCF discussion and needs revisit
-	It is the PCF that generates policy rules for MBS Session based on the received service requirement and provides the policy rules to the MB-SMF. The MB-SMF, based on the policy rules from the PCF, determines to create, and/or modify MBS QoS Flow(s) including providing QoS information to NG-RAN and MB-UPF, and providing packet detection and forwarding information to MB-UPF.
[bookmark: _Toc83206834]2nd change
6.10	Policy control for Multicast and Broadcast services
6.10.1.	General
The policy and charging control framework as defined in TS 23.503 [7] applies to Multicast and Broadcast services in the following aspects:
-	MBS Session binding: MBS Session binding is the association of an AF Session information to one and only one MBS Session. The PCF shall perform the session binding based on the MBS Session ID, i.e. TMGI or source specific IP multicast address.
-	QoS Flow binding: For an MBS Session, QoS Flow binding is the association of a PCC rule to a QoS Flow within an MBS Session. The MB-SMF performs QoS Flow binding for an MBS Session in the same way as the SMF for a PDU Session.
-	PCC rules for MBS Session are used to provide policy for QoS flows: The following PCC rule parameters defined in Table 6.3.1 of TS 23.503 [7] are applicable for MBS:
-	Rule identifier.
-	Service data flow detection: Precedence, Service data flow template (only for IP PDU traffic).
-	Policy Control: 5G QoS Identifier (5QI), DL-maximum bitrate, DL-guaranteed bitrate, ARP, Priority Level, Averaging Window, Maximum Data Burst Volume.
-	Policy information can also be applicable for an entire MBS session. The following parameters defined for a PDU session in Table 6.4.1 of TS 23.503 [7] are applicable for an entire MBS session:
-	Authorized Session-AMBR.
-	Explicitly signalled QoS Characteristics
Editor's note:	It is FFS whether any other aspects or differences compared to existing PCC framework are required for MBS policy control.

[bookmark: _Toc66391748][bookmark: _Toc70079040][bookmark: _Toc70929985]6.10.2.	MBS Session policy control data in UDR
The policy control profile information provided by the UDR at MBS Session establishment, using Nudr service for Data Set "Policy Data" and Data Subset "MBS Session policy control data" with MBS session ID of Application ID as data key is described in Table 6.4.1-1.
Table 6.10.2-1: MBS Session policy control subscription information
	Information name
	Description
	Category

	Provider categories 
	List of category identifiers associated with the provider of the MBS session
	Optional

	Subscribed GBR
	Maximum aggregate bitrate that can be provided across all GBR QoS Flows for an MBS session.
	Optional

	QoS flows
	Traffic filters and/or QoS characteristic of QoS flows associated with the multicast session
	Optional



The Provider category may comprise any number of identifiers associated with the provider of the multicast session (e.g. gold, silver, etc.). Each identifier associates operator defined policies to the provider that belong to that category.
The policy subscription profile may be extended with operator-specific information. Operator-specific extensions may be added both to any specific part of the policy control subscription information (e.g. to the subscriber category part), or as a new optional information block.
Handling of operator specific policy data by the PCF is out of scope of this specification in this release.

[bookmark: _Toc70079053]3rd change
7.1.1.3	Initial MBS session configuration with PCC



Figure 7.1.1.3-1: Configuration for MBS Session with PCC
Steps 1 to 7 are optional and only applicable if TMGI is used as MBS Session ID and required to be pre-allocated.
1. to 10:	Same as in Figure 7.1.1.2-1. Step 1 may include an application ID.
11. Same as step 11 in Figure 7.1.1.2-1. In addition, the NEF/MBSF decides based on local configuration or based on parameters received in step 8 (e.g. whether the session comprises several data flows) whether it will invoke the Npcf_MBSPolicy Authorization service for the MBS session. If so, the NEF/MBSF indicates to the MB-SMF that it will also provide a policy authorization for the MBS session to the PCF.
12. Same as step 12 in Figure 7.1.1.2-1.
13.	[Optional] If the NEF/MBSF indicated in step 11 that it will also provide a policy authorization for the broadcast session to the PCF, the MB-SMF selects a PCF and sends an Npcf_MBSPolicyControl_Create Request (MBS session ID) for the MBS session towards the PCF, and defers step 25 until receiving an Npcf_MBSPolicyControl_UpdateNotify for the MBS session. Otherwise the MB-SMF decides based on local configuration whether to invoke the Npcf_MBSPolicyControl service.
14.	[Conditional on step 13] The PCF registers at the BSF that it handles the MBS session by using Nbsf_management_Register Request (MBS Session ID, PCF ID).. It provides an identifier that the policy association is for MBS and the MBS Session ID, its own PCF ID and optionally its PCF set ID.
15.	[Optional] The PCF may retrieve preconfigured policy information for the MBS session based on the multicast address as multicast session ID  (e.g. applicable QoS, the MBS Session-AMBR and/or default 5QI) from the UDR.
16.	[Conditional on step 13] The PCF responds with Npcf_MBSPolicyControl_Create Request (MBS Policy, see clause 6.10) with policies for the MBS Session ID. The MBS Policy may include the Session-AMBR for the MBS session and 5QI for the MBS QoS Flow. If the PCF has no information about the multicast session ID, it provides preconfigured default policies.
Editor's Note: How PCF determines the MBS policy for MBS QoS Flow without service requirement in this case is FFS. 
17.-18	Same as steps 14-15 in Figure 7.1.1.2-1.
19	Same as step 17 in Figure 7.1.1.2-1.
20-21.	[Optional] The NEF/MBSF uses the BSF Discovery service to discover the PCF serving the MBS session with the MBS session ID by using Nbsf_management_Discovery operation.
22.	[Optional] The NEF/MBSF sends an Npcf_MBSPolicy Authorization_Create Request to PCF with the MBS session ID and MBS session information (that may include an application ID):
	The PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (e.g. according to the policy input configuration in the UDR).
	If the request is not authorized or the required QoS is not allowed, the PCF indicates so in the response to the NEF
23.	[Optional] The PCF may retrieve preconfigured policy information for the MBS session based on an application identifier received in step 22  (e.g. applicable QoS, the MBS Session-AMBR and/or default 5QI) from the UDR.
2324.	[Conditional] If the PCF determined updated policies for the MBS session in step 21, it update the policy information at the MB-SMF. When obtaining a request for the creation of a policy association (signal 21) for a broadcast session, for which it already performs policy control towards an MB-SMF, the PCF always provides a policy update to the MB-SMF; if no real policy update is required, the PCF repeats previous policies or sends an empty update message.
2425.	[Conditional] If required by the updated policies, the MB-SMF updates the MB-UPF accordingly.
2526.	When obtaining an MBS policy control update from the PCF (signal 23) for a broadcast session, the MB-SMF continues the procedure towards the AMF and NG-RAN as specified in clause 7.3.1 to request the allocation of resources to for the transmission of the broadcast session.
2627.-3031	Same as steps 18-22 in Figure 7.1.1.2-1.
Editor's note:	AF sends a create message in step 8 and get a response in step 26. How to avoid the potential procedure handling failure is FFS.
NOTE:	Steps 2627-27 31 can be executed in parallel to steps 20-2526.

[bookmark: _Toc66391764][bookmark: _Toc70079060][bookmark: _Toc83206844]4th change
7.2.1.3	Multicast session join and session establishment procedure
The following steps are executed before the UE requests to join the MBS session:
-	The MBS Session may have has been configured in the 5GC (see clause 7.1.1 for details).
-	The UE registers in the PLMN and establishes a PDU session.
-	The UE has known at least the MBS Session ID of a multicast group that the UE can join, e.g. via service announcement.


Figure 7.2.1.3-1: PDU Session modification for UE joining multicast session
1.	To join the multicast group, the UE sends a PDU Session Modification Request which additionally contains one or several MBS Session ID(s) and join request. The MBS Session ID(s) indicate the multicast group(s) that UE wants to join.
2.	[Conditional] Based on the received MBS Session ID and join request, the SMF determines this is MBS Session join request. The SMF checks whether the user is authorized to use the required multicast service.
3.	[Conditional] If SMF has no information about MBS Session context for the indicated MBS Session ID(s), SMF discovers and selects an MB-SMF for the MBS Session via the NRF as described in clause 7.1.2. If no MB-SMF is assigned for the MBS session ID, the SMF may select an MB-SMF and request it configure the multicast session or the SMF may reject the join request.
NOTE 1:	Details how the SMF select an MB-SMF and request it configure the multicast session are left to SMF implementation.
4.	Nmbsmf_ MBSSession_ContextStatusSubscribe request indicates the SMF want to subscribe the MBS session context. For each MBS session in step 1, by using Nmbsmf_ MBSSession_ContextStatusSubscribe request (MBS Session ID) with the immediately reporting flag. SMF interacts with the MB-SMF to retrieve information about the indicated multicast session context information (multicast QoS flow information (e.g., QoS profile(s) for multicast MBS session), [start time], [session status indication (active/inactive)], [MBS session authorization information (MBS session open for any user)], LL MC address]) and to subscribe to events notifications related to the multicast session.
	If it is the first time for the MB-SMF to receive Nmbsmf_ MBSSession_ContextStatusSubscribe request of the indicated MBS Session from SMF, MB-SMF learns it is the first UE joining the multicast group. For multicast transport between MB-UPF and content provider, if it is the first UE joining the multicast group, and MB-UPF has not joined the multicast tree in the MBS configuration procedure, the MB-SMF requests the MB-UPF to join the multicast tree towards the AF/MBSF, otherwise MB-SMF will not send the request to the MB-UPF. The MB-SMF determines whether the user is authorized to join the multicast session as follows: The MB-SMF checks the user subscription data received from the UDM to determine whether the user is allowed to use any multicast service. If so, the MB-SMF checks the received indication whether the multicast session is open for any user. If the multicast session is not open to any user, the MB-SMF checks the user subscription data received from the UDM to determine whether the MBS session ID is included. If a UE joins prior to the start time of the multicast session, the SMF may accept the join request in step 8 and indicate to the UE the start time, or it may reject the join request with appropriate error cause and possible back-off time. If a UE joins while the multicast session is inactive, the SMF accepts the join request in step 8. If authorization check fails, the SMF indicates cause value in the PDU Session Modification Reject sent to the UE and proceeds with step 8.
NOTE 2:	The MB-SMF can answer the Nmbsmf_ MBSSession_ContextStatusSubscribe request either based on information received in the configuration procedures in Clause 7.1.1 or based on preconfigured information. The pre-configuration also includes information about the MBS session stored in the NRF. If the MB-SMF uses preconfigured information, the pre-configuration also include MB-UPF configuration.
7.	SMF responds to AMF through Nsmf_PDUSession_UpdateSMContext response (N2 SM information (PDU Session ID, MBS Session ID, [updated PDU Session information], [mapping information between unicast QoS flow(s) and multicast QoS flow (s)]), N1 SM container (PDU Session Modification Command)) to:
-	create an MBS session context for the indicated MBS session in the RAN, if it does not exist in the RAN already; and
-	inform the NG-RAN about the relation between the multicast context and the UE's PDU Session context by including the MBS session ID and the mapping between the multicast QoS flow(s) and associated QoS flow(s). 
	Based on operator policy, the SMF may prepare for 5GC individual MBS traffic delivery fall-back. The SMF maps the received QoS information of the multicast QoS Flow into PDU Session's unicast QoS Flow information, and includes the information of the QoS Flows and the mapping information about the QoS Flows in the SM information sent to RAN. The SMF compares the QFIs of multicast QoS flow information received from the MB-SMF with QFIs in use for the local multicast session and assigns unused QFIs to the PDU Session's unicast QoS Flow corresponding to multicast flows.
NOTE 3:	Detailed information included in N2 SM information will be aligned with by RAN WG3. 
NOTE 4:	A PDU Session UP activation is not triggered by message 7 if it only includes information related to the multicast session and associated QoS flows and is received by an MBS capable NG RAN node.
Editor's Note: The implication of not triggering PDU Session UP activation in NG-RAN when SMF informs the NG-RAN of UE join requires RAN collaboration.
Editor's note:	Possible PCF interactions related to the multicast QoS flows are FFS.
8.	The N2 message, which includes the multicast session information and PDU session modification information is sent to the NG-RAN.
	If the 5G MBS is not supported by NG-RAN, 5GC individual MBS traffic delivery may be used. Otherwise if the MBS is supported by NG-RAN, 5GC shared MBS traffic delivery is adopted.
	If the NG-RAN supports 5G MBS, the NG-RAN uses the MBS Session ID to determine that the PDU Session identified by the PDU Session ID is associated with the indicated multicast session.
	If the multicast QoS information is received and the NG-RAN supports MBS, the associated unicast QoS flow information is not used to allocate the radio resource and CN resource.
NOTE 5:	It is NG-RAN that decides whether radio resource is allocated or not, and it is NG-RAN/UPF that decides whether multicast transport or unicast transport is used between the NG-RAN/UPF and the MB-UPF.
9. [Conditional]	If shared tunnel has not been established for the MBS session towards the NG-RAN node, the procedures in clause 7.2.1.4 for the Establishment of shared delivery toward RAN node are executed. Step 9 is executed separately for each MBS session.
10.	The NG-RAN node performs AN specific signalling exchange with the UE to establish radio resource for the MBS session if not established yet. If the NG-RAN does not support MBS, radio resource are reconfigured for unicast transmission of the MBS data over the associated PDU session. As part of the AN specific signalling exchange, the N1 SM container (PDU Session Modification Command) is provided to the UE.
11.	The NG-RAN node sends the PDU session modification response.
	If the MBS is not supported by NG-RAN, the accepted unicast QoS flow is included in the N2 SM response container. If the MBS is supported by NG-RAN, the N2 SM response container includes the accepted multicast QoS flow.
12.	The AMF invokes Nsmf_PDUSession_UpdateSMContext request ([N2 SM container]) to the SMF.
	Per the accepted unicast QoS flow information, the SMF determines the delivery mode, i.e. whether 5GC individual MBS traffic delivery is used for multicast data transmission.
NOTE 6:	If the shared tunnel is used, no interaction with UPF is needed for the indicated MBS session
[Conditional] Step 13 is used for 5GC Individual MBS traffic delivery, if the related NG-RAN does not support multicast .If a shared tunnel between the UPF (PSA) and MB-UPF for 5GC individual MBS traffic delivery has not yet been established by the SMF for the multicast session, steps 13a to 13e are executed. Step 13f is executed irrespective of that.
13a.	The SMF contacts the UPF to request the creation of a tunnel and provides the MBS session ID. The UPF indicates to the SMF whether the tunnel for this MBS session is newly allocated (as there can be multiple SMFs interacting with the same UPF for the same MBS Session). If the UPF determines to use unicast transport over N19mb, the UPF allocates a DL N19mb Tunnel endpoint for the MBS session if the SMF request is the first one to allocate DL N19mb Tunnel endpoint for the MBS Session in the UPF. The UPF includes the DL Tunnel Info in the response to the SMF. The DL tunnel info includes the downlink tunnel ID and the UPF address. The UPF is now ready for receiving the MBS data from the MB-UPF and forwarding the data to the PDU session.
Editor's Notes: whether 13b to 13e can be skipped for multicast N10mb is FFS
13b.	If the UPF indicates the DL N19mb Tunnel is newly allocated, the SMF invokes Nmbsmf_MBSsession_ ContextUpdate request (MBS Session ID, [DL tunnel info]) towards MB-SMF that includes MBS Session ID and downlink tunnel info of UPF, for establishing the multicast session transport between MB-UPF and UPF.
13c.	If the DL tunnel info of the UPF is received, MB-SMF configures MB-UPF to transmit the multicast session data towards UPF using the possibly received downlink tunnel ID.
13d.	MB-SMF responds to SMF through Nmbsmf_MBSSession_ ContextUpdate response (MBS Session ID, [multicast DL tunnel info]). If the UPF DL tunnel info for unicast transport is not received by the MB-SMF, multicast transport between MB-UPF and UPF is to be used, and the SMF includes the downlink tunnel information with the transport multicast address for the multicast session.
13e.	For multicast transport between MB-UPF and UPF, SMF configures UPF to receive the multicast session data. If multicast transport over N19mb is used, the UPF joins the source specific multicast group of MB-UPF. The UPF forwards the data to the PDU session.
13f.	The MB-SMF configures the MB-UPF to forward the received multicast session data within the PDU session. (This step may be combined with step 13a or 13e).
14.	The SMF invokes Nsmf_PDUSession_UpdateSMContext response to the AMF.
15.	MB-UPF receives multicast PDUs, either directly from the content provider or via the MBSTF that can manipulate the data.
Steps 16 to 18 are for 5GC shared MBS traffic delivery:
16.	MB-UPF sends multicast PDUs in the N3mb tunnel associated to the multicast session to the NG-RAN. There is only one tunnel per multicast session and NG-RAN node, i.e., all the UEs which have joined the multicast session via the NG-RAN node share this tunnel for reception of the multicast session data.
17.	The NG-RAN selects PTM or PTP radio bearers to deliver the multicast PDUs to the UE(s) that have joined the multicast session.
18.	The NG-RAN transmits the multicast session data to the UE(s)  using the selected PTM or PTP radio bearer(s).
Steps 19 to 21 are for 5GC individual MBS traffic delivery:
19.	MB-UPF sends multicast PDUs in the N19mb tunnel associated to the multicast session to UPF. There is only one tunnel per multicast session and destination UPF, i.e., all associated PDU sessions share this tunnel.
20.	UPF forwards the multicast data towards the NG-RAN via unicast (i.e. in the N3 tunnel of the associated PDU Session).
21.	The NG-RAN forwards the multicast session data to the UE via unicast (i.e. over the radio bearer(s) corresponding to the mapped unicast QoS flow(s) of the associated PDU Session).
NOTE 7:	Details of the DL MBS data transmission are described in clause 6.7.
NOTE 8:	When the MBSF is involved in the multicast MBS session, the tunnel between MBSTF and MB-UPF has been established in the configuration procedure.

5th change

9.4.3.2	Nnef_MBSSession_Create service operation
Service operation name: Nnef_MBSSession_Create
Description: Create a new multicast session or broadcast session. Optionally implicitly subscribe to notifications for this MBS session.
Input, Required: MBS Session ID (source specific multicast address or TMGI) or TMGI request, Service Type (broadcast or multicast).
Input, Optional: MBS service area (mandatory for broadcast. Can be Cell ID list and/or TAI list, or geographical area information, or civic address information), MBS start time, MBS stop time, service requirement (e.g. Flow Description, QoS), Input Transport Address Request, session activity status (active/inactive), for subscription to notifications notification target address., For a multicast session, indication that any UE may join the multicast session. An Application ID.
Output, Required: Result Indication.
Output, Optional: TMGI, Cause, MB-UPF tunnel info.


End of changes
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