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6.2.6.2	NF profile
NF profile of NF instance maintained in an NRF includes the following information:
-	NF instance ID.
-	NF type.
-	PLMN ID in the case of PLMN, PLMN ID + NID in the case of SNPN.
-	Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID.
-	FQDN or IP address of NF.
-	NF capacity information.
-	NF priority information.
NOTE 1:	This parameter is used for AMF selection, if applicable, as specified in clause 6.3.5. See clause 6.1.6.2.2 of TS 29.510 [58] for its detailed use.
-	NF Set ID.
-	NF Service Set ID of the NF service instance.
-	NF Specific Service authorization information.
-	if applicable, Names of supported services.
-	Endpoint Address(es) of instance(s) of each supported service.
-	Identification of stored data/information.
NOTE 2:	This is only applicable for a UDR profile. See applicable input parameters for Nnrf_NFManagement_NFRegister service operation in clause 5.2.7.2.2 of TS 23.502 [3]. This information applicability to other NF profiles is implementation specific.
-	Other service parameter, e.g. DNN or DNN list, notification endpoint for each type of notification that the NF service is interested in receiving.
-	Location information for the NF instance.
NOTE 3:	This information is operator specific. Examples of such information can be geographical location, data centre.
-	TAI(s).
-	NF load information.
-	Routing Indicator, for UDM and AUSF.
-	One or more GUAMI(s), in the case of AMF.
-	SMF area identity(ies) in the case of UPF.
[bookmark: _Hlk79536432]-	UDM Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of internal group identifiers, range(s) of external group identifiers for UDM.
-	UDR Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers for UDR.
-	AUSF Group ID, range(s) of SUPIs for AUSF.
-	PCF Group ID, range(s) of SUPIs for PCF.
-	HSS Group ID, set(s) of IMPIs, set(s) of IMPU, set(s) of IMSIs, set(s) of PSIs, set(s) of MSISDN for HSS.
-	Supported Analytics ID(s), possibly per service, NWDAF Serving Area information (i.e. list of TAIs for which the NWDAF can provide services and/or data), Supported Analytics Delay per Analytics ID, NF types of the NF data sources, NF Set IDs of the NF data sources, if available, in the case of NWDAF.
NOTE 4:	The NWDAF's Serving Area information is common to all its supported Analytics IDs.
NOTE 5:	The Analytics IDs supported by the NWDAF may be associated with a Supported Analytics Delay i.e. the Analytics report can be generated with a time (including data collection delay and inference delay) in less than or equal to the Supported Analytics Delay.
NOTE 6:	The determination of Supported Analytics Delay, and how the NWDAF avoid updating its Supported Analytics Delay in NRF frequently is NWDAF implementation specific.
-	Event ID(s) supported by AFs, in the case of NEF.
-	Application Identifier(s) supported by AFs, in the case of NEF.
-	Range(s) of External Identifiers, or range(s) of External Group Identifiers, or the domain names served by the NEF, in the case of NEF.
NOTE 7:	This is applicable when NEF exposes AF information for analytics purpose as detailed in TS 23.288 [86].
NOTE 8:	It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in the case that e.g. an NF instance has an exceptional service authorization information.
NOTE 9:	The NRF may store a mapping between UDM Group ID and SUPI(s), UDR Group ID and SUPI(s), AUSF Group ID and SUPI(s) and PCF Group ID and SUPI(s), to enable discovery of UDM, UDR, AUSF and PCF using SUPI, SUPI ranges as specified in clause 6.3 or interact with UDR to resolve the UDM Group ID/UDR Group ID/AUSF Group ID/PCF Group ID based on UE identity, e.g. SUPI (see clause 6.3.1 for details).
-	IP domain list as described in clause 6.1.6.2.21 of TS 29.510 [58], Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes, in the case of BSF.
-	SCP Domain the NF belongs to.
-	DCCF Serving Area information, NF types of the data sources, NF Set IDs of the data sources, if available, in the case of DCCF.
-	Supported DNAI list, in the case of SMF .
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MBS related extensions to the NF profile of NF instance maintained in an NRF are specified in clause 6.X of TS 23.247 [129].



2nd change
7.2.2	AMF Services
The following NF services are specified for AMF:
Table 7.2.2-1: NF Services provided by AMF
	Service Name
	Description
	Reference in TS 23.502 [3] or indicated other TS

	Namf_Communication
	Enables an NF consumer to communicate with the UE and/or the AN through the AMF.
This service enables SMF to request EBI allocation to support interworking with EPS. This service also supports PWS functionality as described in TS 23.041 [46].
	5.2.2.2

	Namf_EventExposure
	Enables other NF consumers to subscribe or get notified of the mobility related events and statistics.
	5.2.2.3

	Namf_MT
	Enables an NF consumer to make sure UE is reachable.
	5.2.2.4

	Namf_Location
	Enables an NF consumer to request location information for a target UE.
	5.2.2.5

	Namf_MBSBroadcast
	Enables the NF consumer to communicate with the NG-RAN for broadcast communication
	TS 23.247 [129]

	Namf_MBSCommunication
	Enables MBS multicast related N2 message transfer towards the NG-RAN via the AMF
	TS 23.247 [129]
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7.2.8	NEF Services
The following NF services are specified for NEF:
Table 7.2.8-1: NF Services provided by NEF
	Service Name
	Description
	Reference in TS 23.502 [3] or indicated other TS

	Nnef_EventExposure
	Provides support for event exposure.
	5.2.6.2

	Nnef_PFDManagement
	Provides support for PFDs management.
	5.2.6.3

	Nnef_ParameterProvision
	Provides support to provision information which can be used for the UE in 5GS.
	5.2.6.4

	Nnef_Trigger
	Provides support for device triggering.
	5.2.6.5

	Nnef_BDTPNegotiation
	Provides support for background data transfer policy negotiation and optionally notification for the renegotiation.
	5.2.6.6

	Nnef_TrafficInfluence
	Provide the ability to influence traffic routing.
	5.2.6.7

	Nnef_ChargeableParty
	Requests to become the chargeable party for a data session for a UE.
	5.2.6.8

	Nnef_AFsessionWithQoS
	Requests the network to provide a specific QoS for an AS session.
	5.2.6.9

	Nnef_MSISDN-less_MO_SMS
	Used by the NEF to send MSISDN-less MO SM to the AF.
	5.2.6.10

	Nnef_ServiceParameter
	Provides support to provision service specific information.
	5.2.6.11

	Nnef_APISupportCapability
	Provides support for awareness on availability or expected level of a service API.
	5.2.6.12

	Nnef_NIDDConfiguration
	Used for configuring necessary information for data delivery via the NIDD API.
	5.2.6.13

	Nnef_NIDD
	Used for NEF anchored MO and MT unstructured data transport.
	5.2.6.14

	Nnef_SMContext
	Provides the capability to create, update or release the SMF-NEF Connection.
	5.2.6.15

	Nnef_AnalyticsExposure
	Provides support for exposure of network analytics.
	5.2.6.16

	Nnef_UCMFProvisioning
	Provides the ability to configure the UCMF with dictionary entries consisting of UE manufacturer-assigned UE Radio Capability IDs, the corresponding UE radio capabilities and the (list of) associated IMEI/TAC value(s) via the NEF. The UE radio capabilities the NEF provides for a UE radio Capability ID can be in TS 36.331 [51] format, TS 38.331 [28] format or both formats. Also used for deletion (e.g. as no longer used) or update (e.g. to add or remove a (list of) IMEI/TAC value(s) associated to an entry) of dictionary entries in the UCMF.
	5.2.6.17

	Nnef_ECRestriction
	Provides support for queuing status of enhanced coverage restriction, or enable/disable enhanced coverage restriction per individual UEs.
	5.2.6.18

	Nnef_ApplyPolicy
	Provides the capability to apply a previously negotiated Background Data Transfer Policy to a UE or a group of UEs.
	5.2.6.19

	Nnef_Location
	Provides the capability to deliver UE location to AF.
	5.2.6.21

	Nnef_AMInfluence
	Provides the ability to influence access and mobility management related policies for one or multiple UEs.
	5.2.6.22

	Nnef_AMPolicyAuthorization
	Provides the ability to provide inputs that can be used by the PCF for deciding access and mobility management related policies.
	5.2.6.23

	Nnef_AKMA
	AKMA Application Key derivation service
	TS 33.535 [124]

	Nnef_TMGI
	Provides the ability to an AF to request the allocation of TMGIs and release allocated TMGIs for MBS sessions
	TS 23.247 [129]

	Nnef_MBSSession
	Provides the ability to an AF to request the creation, modification or release of an MBS session and to obtain notifications related to the MBS session.
	TS 23.247 [192]
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7.2.x	MB-SMF Services
The following NF service is specified for MB-SMF.
Table 7.2.26-1: NF Services provided by MB-SMF
	Service Name
	Description
	Reference in TS 23.247 [129]

	Nmbsmf_TMGI
	This service enables NF service consumers to request the allocation of TMGIs and release allocated TMGIs.
	9.1.2

	Nmbsmf_MBSSession
	This service enables NF service consumers to request the creation, update and deletion of an MBS Session, to request information about the MBS session, and to request the reception of data related to the MBS session
	9.1.3
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