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Abstract of the contribution: In the SA2#146E and SA#93E meetings the topic of guaranteeing that the UE uses the DNS configuration provided by the CN raised was discussed but not solved. This document proposes a way forward to solve the issue.
1.
Discussion and proposal
In the last SA2 e-meetings the topic of how to guarantee that the DNS settings provided by the CN to the UE are used for triggering the EAS discovery has not been solved.
The authors of this paper propose a solution to this issue in S2-2107692 (CR #0030 vs. TS 23.548) which is based on the introduction of an Edge DNS Client (EDC) functionality in the UE that provides services to
-
Send an DNS query to and receive the related DNS response from the MNO indicated EASDF/DNS Resolver/DNS Server on behalf of the service consumer.
-
Provide the IP address of the MNO indicated EASDF/DNS Resolver/DNS Server to the service consumer.

S2-210xxxx does not describe where the EDC functionality is located in the UE (leaving the freedom to implement it at different layers) but define the detailed EDC services to enable 3GPP testability of the UE behaviour.

Proposal 1: it is proposed to agree S2-2107692 (CR #0030 vs. TS 23.548).
If the discussion in SA2#147E does not lead to an agreed solution to this issue, the authors of this paper propose 
Proposal 2: SA2#148E to be prepared to take a technical vote on this issue.
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