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1 Discussion

TS 23.548 clause 6.2.3.2.2 “EAS Discovery Procedure with EASDF” contains the following Editor’s

Note:

Editor's note:
How to guarantee that the UE uses the EASDF's IP address for the subsequent DSN Query in step 8 is FFS.
The scenarios and alternative solutions to solve this EN are discussed below.
	Scenario
	Alternative Solutions

	1. App requests DNS resolution and provides DNS server selection information. 
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	For this scenario, there is no need to specify a solution to resolve the EN, because the app itself indicates to OS which network interface (e.g., which PDU session) to use for the DNS resolution. The DNS Resolver in the UE sends the DNS query to the DNS server configured in the indicated network interface.

This capability is already supported in UEs based on Android, iOS, and other OSes.

	2. App requests DNS resolution without providing DNS server selection information.
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	Solution 2.1

In the PDU Session Est Accept message the UE receives an indication, which:

a) Indicates that the DNS server of this PDU Session has high preference with respect to other DNS servers configured in the UE.
or

b) Triggers the UE to initiate the DHCP procedure specified in RFC 6731 for DNS server selection, as shown below. After this procedure, the DNS Resolver in the UE can give high preference to the DNS server provided by SMF (see RFC 6731, clause 4.1) and send subsequent DNS queries to this DNS server.
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	Solution 2.2
The UE is configured with policy (i.e., URSP rules) which specifies how the DNS queries should be routed.

Example URSP rule:

Traffic Descriptor

App Id = app1.example.com

Route Selection Descriptor


Slice info = S-NSSAI-a


DNN = dnn1

PDU type = IPv6


DNS Server Selection 
Indication = true
The above URSP rule indicates that the traffic of app1.example.com should be sent on a PDU Session with [S-NSSAI-a, dnn1, IPv6] and the DNS queries for this app should be sent to the DNS server configured for this PDU Session (since the “DNS Server Selection Indication” is set to true).
	Solution 2.3
An additional DNS Resolver (EDC) is supported in the UE, which sends all DNS queries to the DNS server configured for a PDU Session. 
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In this case, the OS has two DNS Resolvers, and it should be provided with information for selecting one of the two for every DNS query.


To solve the issue for scenario 2, there are 4 alternative solutions: 2.1 a), 2.1 b), 2.2 and 2.3. These solutions are further discussed below. 
· Solution 2.1 a) 
An indication is sent to UE, indicating that the DNS server of this PDU Session has the highest preference with respect to other DNS servers configured in the UE. This indication can be sent via NAS PCO within PDU Session Est Accept message. The OS in the UE would need to be informed with this indication and it would need to configure the prioritized list of DNS servers used by the DNS resolver. 
· Solution 2.1 b) 

An indication is sent to the UE, e.g. via NAS PCO, as in the previous solution. However, this indication is used differently. It triggers the UE to initiate the DHCP procedure specified in RFC 6731 ("Improved Recursive DNS Server Selection for Multi-Interfaced Nodes") and to retrieve from SMF explicit domain configuration information. This information can contain a primary DNS server (e.g., the EASDF), the domains served by this primary DNS server (e.g., all or selected domains), and a preference value indicating that the primary DNS server should be handled with "high" preference. After that, whenever the DNS resolver in the UE receives a DNS query request, it creates a prioritized list of DNS servers to contact (having the EASDF at the top of the list) and attempts to resolve the request by querying one by one the DNS servers in priority order, until an answer is received. This solution is based on standardized mechanisms developed in IETF for DNS server selection and is expected to have small impact on the UE, since many UEs already support RFC 6731. 
· Solution 2.2 

This solution is based on URSP rule enhancements. The UE is provisioned with policy (in the form of URSP rules) which indicates to UE how to resolve DNS queries. For example, when the network provides to UE the below URSP rule, it essentially configures the UE (a) to send the traffic of app1.example.com on a PDU Session with parameters [S-NSSAI-a, dnn1, IPv6] and (b) to send the DNS queries from this app to the DNS server configured for this PDU Session (since the "DNS Server Selection Indication" is set to true).
Traffic Descriptor


App Id = app1.example.com

Route Selection Descriptor


Slice info = S-NSSAI-a


DNN = dnn1


PDU type = IPv6


DNS Server Selection Indication = true

To support this solution, the Route Selection Descriptor of a URSP rule should be enhanced to support the "DNS Server Selection Indication" component. If this component is present and is set to "true", it indicates that all DNS queries from the application in the Traffic Descriptor shall be resolved by the DNS server(s) configured for the PDU Session on which the traffic of this application is sent to. 
· Solution 2.3
In this solution, an additional DNS Resolver (EDC) is supported in the UE, which sends all DNS queries to the DNS server configured for a PDU Session. The additional DNS resolver (EDC), however, does not solve the issue in the EN because the OS in the UE should be configured to know which DNS queries to send to EDC and which DNS queries to send to its native DNS resolver. We do not believe that an additional DNS resolver is needed in the UE. The native DNS resolver in the UE is highly configurable, e.g., as specified in Solution 2.1 a) or 2.1 b), and it can be used to perform DNS server selection according to many requirements, including the requirements for edge computing.
Furthermore, it is respected that the user has special requirement to use DNS server other than the DNS server of this PDU Session, e.g. the user configures the private DNS server to be used via GUI for some test, so using the DNS server configured by the MNO for this PDU Session should also consider the UE preference.
2 Conclusions and Proposal

The above solutions should be considered for resolving the EN in TS 23.548 clause 6.2.3.2.2. 

In our view, the solution 2.1 a), the solution 2.1 b) and the solution 2.2 are all acceptable solutions and they can all resolve the above EN. The following CRs are provided for each one of these solutions:
· The CR for Solution 2.1 a) is defined in the contribution S2-2107670.
· The CR for Solution 2.1 b) is defined in the contribution S2-2107671
· The CRs for Solution 2.2 are defined in the contribution S2-2107673 (3GPP TS 23.548) and in S2-2107672 (3GPP TS 23.503).
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