3GPP TSG-WG SA2 Meeting #147E e-meeting 
S2-2107586
Elbonia, 18 – 22 October 2021

Title:
[Draft] Reply LS on UE data collection and reporting 
Response to:
S2-2107013 (S4-211221) / LS on UE data collection and reporting
Release:
Release 17
Work Item:
eNA_Ph2
Source:
SA2
To:
SA4
Cc:


Contact Person:


Name:
Juan Zhang


E-mail Address:
juanzhan@qti.qualcomm.com
Send any reply LS to:
3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org 


Attachments:


1. Overall Description:

SA2 would like to thank SA4 for the detail introduction about SA4 progress on UE data collection. SA2 also discussed the questions from SA4 and provides the following responses:
SA4 asks SA2 to confirm the following at the soonest available opportunity:
1.
That the reference architecture outlined in the attached draft TS 26.531 satisfies the requirements of TS 23.288.

Answer: Yes, the reference architecture in TS 26.531 satisfies the requirements of TS 23.288.

2.
That SA2 is content for SA4 to proceed with stage 2 definition of the proposed Ndcaf service.

Answer: Yes, as described in step 4 of clause 6.2.8.2.3 in TS 23.288, the direct and indirect data collection procedures should be performed as described in TS 26.531, and SA2 defers to SA4 to proceed with stage 2 definition of the proposed Ndcaf service. 
3.
That it is acceptable to expose certain events to system actors other than the NWDAF via the event exposure service, including actors deployed outside the trusted domain.


Answer: It is acceptable to expose certain events to system actors other than the NWDAF if the use case is justified. There is no SA2 restriction on AF event exposure to actors outside the trusted domain from a functional perspective, such specification is outside the scope of SA2.

4.
That it is acceptable for SA4 to define additional event types (e.g. a 5GMS media access event) to be exposed by the Data Collection AF to the NWDAF and/or other interested subscribers using the event exposure service for the purpose of data analytics.


Answer: Yes, it is acceptable for SA4 to define additional event types to be exposed by the Data Collection AF to the NWDAF and/or other interested subscribers. SA2 expects SA4 will inform SA2 on progress of additional event types defined in SA4.
5.
That it is acceptable for a Data Collection AF instance deployed inside the trusted domain to expose its Ndcaf service to system actors deployed outside the trusted domain via the NEF (Collaborations B and C in Annex A of the attached draft TS 23.531), and that SA2 will be able to make the necessary additions to TS 23.501, TS 23.502 and TS 23.288 in the Release 17 timeframe to accommodate such deployments.


Answer: SA2 agrees that a Data Collection AF instance deployed inside the trusted domain and which exposes its Ndcaf service to system actors deployed outside the trusted domain via the NEF is a valid scenario. However, the interaction between Data Collection AF and those system actors is currently out of SA2 scope, SA2 can evaluate whether it is necessary to update SA2 specs accordingly, depending on SA4 progress/outputs.

6.
That it is acceptable for a Data Collection AF instance deployed inside the trusted domain to expose events to actors deployed outside the trusted domain via the NEF, using the Nnef_EventExposure service.


Answer: See the above answer for Q5, and note that there is no SA2 restriction on Data Collection AF residing in trusted domain from accessing the Nnef_EventExposure service in order to expose events to actors located in untrusted domain.
7.
That it is acceptable for a Data Collection AF instance to be deployed outside the trusted domain (Collaboration D in Annex A of the attached draft TS 23.531) and to register itself with the NRF via the NEF across the trust boundary.

NOTE:
Table 5.2.7.1-1 of TS 26.502 lists the NEF as an example consumer of the Nnrf_NFManagement service. However, table 5.2.6 of TS 26.502 does not list this service as being exposed by the NEF. SA4 observes that this gap already adversely impacts one deployment scenario specified in clause 4.1 of TS 26.501 (Release 16) in which the 5GMS AF is deployed outside the trusted domain.


Answer: SA2 confirms that for a Data Collection AF deployed in untrusted domain, its AF profile is assumed to be initially registered in the NEF via implementation-specific mechanisms, and subsequently the NEF registers that AF profile to NRF.
8.
That it is acceptable for an NWDAF instance deployed inside the trusted domain to invoke the Nnef_EventExposure APIs on an externally deployed Data Collection AF instance via the NEF across the trust boundary.

Answer: It is supported that Data Collection AF deployed in the untrusted domain can expose event services to the NWDAF via Nnef_EventExposure service operation.
2. Actions:

To SA4.

ACTION: 
SA2 kindly ask SA4 to take the above answers into account.
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