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4.15.6.6	Setting up an AF session with required QoS procedure



Figure 4.15.6.6-1: Setting up an AF session with required QoS procedure
1.	The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message (UE address, AF Identifier, Flow description(s) or External Application Identifier, QoS reference, (optional) Alternative Service Requirements (containing one or more QoS reference parameters or sets of individual QoS parameters in a prioritized order), DNN, S-NSSAI) to the NEF. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The NEF assigns a Transaction Reference ID to the Nnef_AFsessionWithQoS_Create request. The AF may in addition provide the following individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] and the traffic characteristics related parameters as described in clause 6.1.3.23a of TS 23.503 [20]: Requested 5GS delay (optional), priority (optional), Requested GFBR, Requested MFBR, flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Periodicity (optional), Time domain (optional), Survival Time (optional). 
	When Alternative Service Requirements are provided by the AF, a set of Alternative QoS Related parameters as in clause 5.7.1.2a of TS 23.501 [2] (e.g. one or more from Alternative Requested GFBR, Alternative Requested MFBR) may be provided for each QoS Reference.
2.	The NEF assigns a Transaction Reference ID to the Nnef_AFsessionWithQoS_Create request. The NEF authorizes the AF request and may apply policies to control the overall amount of pre-defined QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
	If the NEF does not receive any of the individual QoS parameters or traffic characteristics related parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the steps 3, 4, 5, 6, 7, 8 are executed, otherwise, the steps 3a, 3b, 3c, 3d, 3e, 4a, 4b, 5, 6a, 7a, 7b, 8 are executed.
	If the NEF did not receive DNN and/or S-NSSAI from the AF and such information is configured as needed within 5GC, the NEF determines the DNN and/or S-NSSAI from the AF identifier.
3.	If the NEF does not receive any of the individual QoS parameters or traffic characteristics related parameters from the AF as described in clause 6.1.3.22 of TS 23.503 [20], the NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Create request message to interact directly with PCF to request reserving resources for an AF session without individual QoS parameters.
	If Alternative QoS Related parameter set(s) are provided by the AF, they are sent to the PCF via TSCTSF.
3a.	If the NEF receives any of the individual QoS parameters or traffic characteristics related parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the NEF forwards these received individual QoS parameters in the Ntsctsf_QoSandTSCAssistance_Create request message to the TSCTSF together with all other parameters received from the AF.
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Create request message to interact directly with TSCTSF to request reserving resources for an AF session.
	A TSCTSF address may be locally configured (a single TSCTSF per DNN/S-NSSAI) in the NEF, PCF and trusted AF. Alternatively, the TSCTSF is discovered from NRF and the TSCTSF stores the TSCTSF NF ID to the BSF and Notification Target Address to the UDR (Data Set = Application Data, Data Subset = Time-Sync).
	If the TSCTSF address is locally configured in the NEF and PCF, the NEF uses this configured TSCTSF NF ID to send the Ntsctsf_QoSandTSCAssistance_Create request message steps 3b and 3c are skipped, otherwise, they are executed to retrieve the Notification Target Address to the TSCTSF.
	(If local configuration is not available): The NEF retrieves the TSCTSFTime-Sync Data Subset from the UDR BSF for the given DNN/S-NSSAI. If the Time-Sync data does not contain NEF cannot retrieve a TSCTSF NF ID, the NEF discovers the TSCTSF from NRF. If the Time-Sync data contains NEF can retrieve a TSCTSF NF ID, the NEF uses this TSCTSF NF ID to send the Ntsctsf_QoSandTSCAssistance_Create request message. The TSCTSF stores the TSCTSF NF ID in the BSF for the given DNN and S-NSSAI if the TSCTSF has not stored such association in the BSF.
3b. (if local configuration is not available, the PCF subscribes to any Time-Sync information updates from the UDR) The TSCTSF stores the Notification Target Address and TSCTSF NF ID in the UDR (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN).
3c.	(if local configuration is not available, the PCF receives any TSCTSF information updates from the UDR) The PCF that has subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
3d.	(if the TSCTSF address is locally configured in the PCF): the PCF sends Npcf_PolicyAuthorization_Notify message, containing the received UE-DS-TT Residence Time, to the TSCTSF at the time the SM Policy Association is established or updated including the UE-DS-TT Residence Time.
	(If local configuration is not available in the PCF): the PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF after retrieving the TSCTSF address from the Time-Sync data in the UDR.
3e3b.	The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]).
	If the TSCTSF receives the Requested 5GS delay, the TSCTSF recalculates a Requested PDB by subtracting the UE-DS-TT residence time, provided by the PCF at the time the SM Policy Association Modification as described in clause 4.16.5.1in step 3d, from the Requested 5GS delay. If the TSCTSF receives any of the traffic characteristics related parametersflow direction, Burst Arrival Time, Periodicity, Time domain, Survival Time from the NEF, the TSCTSF forwards these parameters in the TSC Assistance Container in the Npcf_PolicyAuthorization_Create request to the PCF. The TSCTSF sends the Requested PDB, the TSC Assistance Container, and other received individual QoS parameters in the Npcf_PolicyAuthorization_Create request to the PCF.
4.	For requests received from the NEF in step 3, the PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters or sets of individual QoS parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	If the NEF provides Alternative QoS Related parameter set(s), then for each set, the PCF sets the PDB in the corresponding Alternative QoS parameter set as in clause 5.7.1.2a TS 23.501 [2]. It also sets the GFBR and MFBR according to the alternative requested values sent by the NEF. NEF specified parameter values are used to over-ride default values for the 5QI corresponding to the NEF provided QoS Reference in the Alternative Service Requirements.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Create response message directly to AF.
NOTE:	The alternative QoS parameters provided to the NG-RAN are specified in clause 5.7.1.2a of TS 23.501 [2].
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized, or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
4a.	For requests received from the TSCTSF in step 3e, the PCF determines whether the request is authorized and notifies the TSCTSF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the TSCTSF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the TSCTSF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters or sets of individual QoS parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	The PCF sets the QoS parameters in the PCC rule using the individual QoS parameters or traffic characteristics related parameters as described in clause 6.1.3.22 and 6.1.3.23a of TS 23.503 [20]PDB and MDBV according to the received Requested PDB and Burst Size received from the TSCTSF. If the Requested PDB is not provided, the PCF determines the PDB that matches the QoS Reference. If priority is provided, the PCF determines the 5QI with the QoS characteristics (e.g., Priority Level, PDB) matching the received priority. It also sets the GFBR and MFBR according to requested values sent by the TSCTSF. TSCTSF specified parameter values are used to over-ride default values for the 5QI corresponding to the TSCTSF provided QoS Reference.	Comment by Huawei-Z: Move to 23503
Editor's note:	Whether and how the PCF uses a Priority value provided by an AF other than the TSN AF is FFS.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized, or the required QoS is not allowed, TSCTSF responds to the NEF in step 4b with a Result value indicating the failure cause.
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Create response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Create response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
6a.	The TSCTSF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
7.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the NEF notifying about the event.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
7a.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF notifying about the event.
7b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to AF.
8.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
The AF may send Nnef_AFsessionWithQoS_Revoke request to NEF in order to revoke the AF request. The NEF authorizes the revoke request and triggers the Ntsctsf_QoSandTSCAssistance_Delete/Unsubscribe and/or Npcf_PolicyAuthorization_Delete and the Npcf_PolicyAuthorization_Unsubscribe operations for the AF request.

* * * * Second change * * * *
4.15.6.6a	AF session with required QoS update procedure




Figure 4.15.6.6a-1: AF session with required QoS update procedure
1.	For an established AF session with required QoS, the AF may send a Nnef_AFsessionWithQoS_Update request message (AF Identifier, Transaction Reference ID, [Flow description(s)], [QoS reference], [Alternative Service Requirements (containing one or more QoS reference parameters or sets of individual QoS parameters in a prioritized order)]) to NEF for updating the reserved resources. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The Transaction Reference ID provided in the AF session with required QoS update request message is set to the Transaction Reference ID that was assigned, by the NEF, to the Nnef_AFsessionWithQoS_Create request message. The AF may in addition provide the following individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] and the traffic characteristics related parameters as described in clause 6.1.3.23a of TS 23.503 [20]: Requested 5GS delay (optional), priority (optional), Requested GFBR, Requested MFBR, flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Periodicity (optional), Time domain (optional), Survival Time (optional). 
	When Alternative Service Requirements are provided by the AF, a set of Alternative QoS Related parameters as specified in clause 5.7.1.2a of TS 23.501 [2] (e.g. one or more from Alternative Requested GFBR, Alternative Requested MFBR) may be provided for each QoS Reference.
2.	The NEF authorizes the AF request of updating AF session with required QoS and may apply policies to control the overall amount of pre-defined QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
	If the NEF does not receive any of the individual QoS parameters or traffic characteristics related parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, then the steps 3, 4, 5, 6, 7 are executed, otherwise, the steps 3a, 3b, 3c, 3d, 3e, 4a, 4b, 5, 6a, 6b, 7 are executed.
	If the NEF did not receive DNN and/or S-NSSAI from the AF and such information is configured as needed within 5GC, the NEF determines the DNN and/or S-NSSAI from the AF identifier.
3.	If the NEF does not receive any of the individual QoS parameters or traffic characteristics related parameters from the AF as described in clause 6.1.3.22 of TS 23.503 [20], the NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Update request message to interact directly with PCF to update the reserving resources for an AF session.
	If Alternative QoS Related parameter set(s) are provided by the AF, they are sent to the PCF via TSCTSF. The TSCTSF determines the 5GS delay considering UE-DS-TT residence time.
3a.	If the NEF receives one or more of the individual QoS parameters or traffic characteristics related parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the NEF forwards these received individual QoS parameters in the Ntsctsf_QoSandTSCAssistance_Update or Ntsctsf_QoSandTSCAssistance_Create request message to the TSCTSF together with all other parameters received from the AF.
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Update request message to interact directly with TSCTSF to update the reserving resources for an AF session with individual QoS parameters.
	If the NEF sends a Ntsctsf_QoSandTSCAssistance_Update request to TSCTSF, the steps 3b-3d are skipped.
	If the NEF sends a Ntsctsf_QoSandTSCAssistance_Create request to TSCTSF, steps 3a and 3b in clause 4.15.6.1 apply.:
	A TSCTSF address may be locally configured (a single TSCTSF per DNN/S-NSSAI) in the NEF, PCF and trusted AF. Alternatively, the TSCTSF is discovered from NRF and the TSCTSF stores the TSCTSF NF ID and Notification Target Address to the UDR (Data Set = Application Data, Data Subset = Time-Sync).
	If the TSCTSF address is locally configured in the NEF and PCF, steps 3b and 3c are skipped, otherwise, they are executed to retrieve the Notification Target Address to the TSCTSF.
	(If local configuration is not available): The NEF retrieves the Time-Sync Data Subset from the UDR for the given DNN/S-NSSAI. If the Time-Sync data does not contain a TSCTSF NF ID, the NEF discovers the TSCTSF from NRF. If the Time-Sync data contains a TSCTSF NF ID, the NEF uses this TSCTSF NF ID to send the Ntsctsf_QoSandTSCAssistance_Create request message.
3b.	(If local configuration is not available, the PCF subscribes to any Time-Sync information updates from the UDR) The TSCTSF stores the Notification Target Address and TSCTSF NF ID in the UDR (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN).
3c.	(if local configuration is not available, the PCF receives any TSCTSF information updates from the UDR) The PCF that has subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
3d.	(if the TSCTSF address is locally configured in the PCF): the PCF sends Npcf_PolicyAuthorization_Notify message, containing the received UE-DS-TT Residence Time, to the TSCTSF at the time the SM Policy Association is established or updated including the UE-DS-TT Residence Time.
	(If local configuration is not available in the PCF): the PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF after retrieving the TSCTSF address from the Time-Sync data in the UDR.
3e3b.	The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update or Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]).
	If the TSCTSF receives the Requested 5GS delay, the TSCTSF recalculates a Requested PDB by subtracting the UE-DS-TT residence time, provided by the PCF at the time the SM Policy Association Modification as described in clause 4.16.5.1in step 3d, from the Requested 5GS delay. If the Requested PDB is not provided, the PCF determines the PDB that matches the QoS Reference.
Editor's note:	Whether and how the PCF uses a Priority value provided by an AF other than the TSN AF is FFS.
	If the TSCTSF receives any of the traffic characteristics related parametersflow direction, Burst Arrival Time, Periodicity, Time domain, Survival Time from the NEF, the TSCTSF forwards these parameters in the TSC Assistance Container in the Npcf_PolicyAuthorization_Update request to the PCF. The TSCTSF sends the Requested PDB, the TSC Assistance Container, and other received individual QoS parameters in the Npcf_PolicyAuthorization_Update request to the PCF.
4.	If the PCF received request from the NEF in step 3, the PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters or sets of individual QoS parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	If the NEF provides Requested PDB, Requested GFBR, Requested MFBR or Burst Size, then the PCF sets the PDB and/or MDBV according to the received Requested PDB and Burst Size received from the NEF. It also sets the GFBR and MFBR according to the requested values provided by the NEF. NEF specified parameter values are used to over-ride default values for the 5QI corresponding to the NEF provided QoS Reference. If the NEF provides Alternative QoS Related parameter set(s), then for each set, the PCF sets the PDB and MDBV in the corresponding Alternative QoS parameter set as described in clause 6.1.3.22 of TS 23.503 [20]. It also sets the GFBR and MFBR according to the alternative requested values sent by the NEF. NEF specified parameter values are used to over-ride default values for the 5QI corresponding to the NEF provided QoS Reference in the Alternative Service Requirements.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Update response message directly to AF.
	If the request is not authorized or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
4a. If the PCF received request from the TSCTSF in step 3e, the PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the TSCTSF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the TSCTSF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters or sets of individual QoS parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	If the TSCTSF provides Requested PDB, priority, Requested GFBR, Requested MFBR or Burst Size, then Tthe PCF sets the QoS parameters in the PCC rule using the individual QoS parameters or traffic characteristics related parameters as described in clause 6.1.3.22 and 6.1.3.23a of TS 23.503 [20] PDB and/or MDBV according to the received Requested PDB and Burst Size received from the TSCTSF. If the Requested PDB is not provided from TSCTSF, the PCF determines the PDB that matches the QoS Reference. If priority is provided, the PCF determines the 5QI with the QoS characteristics (e.g., Priority Level, PDB) matching the received priority.It also sets the GFBR and MFBR according to the requested values provided by the TSCTSF. TSCTSF specified parameter values are used to over-ride default values for the 5QI corresponding to the TSCTSF provided QoS Reference.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized or the required QoS is not allowed, TSCTSF responds to the NEF in step 4b with a Result value indicating the failure cause.
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Update or Ntsctsf_QoSandTSCAssistance_Create response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Update response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Update response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The PCF sends Npcf_PolicyAuthorization_Notify message to the NEF when the modification of the transmission resources corresponding to the QoS update succeeded or failed.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
6a.	The PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF when the modification of the transmission resources corresponding to the QoS update succeeded or failed.
6b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to AF.
7.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.

* * * * Third change * * * *
[bookmark: _Toc75411583]4.15.9.2	Exposure of UE availability for Time Synchronization service
The procedure is used by the AF to subscribe to notifications and to explicitly cancel a previous subscription for UE availability for time synchronization service. Cancelling is done by sending Nnef_TimeSynchronization_CapsUnsubscribe request identifying the subscription to cancel with Subscription Correlation ID.


Figure 4.15.9.2-1: Nnef_TimeSynchronization_CapsSubscribe, CapsUnsubscribe and CapsNotify operations
1.	The AF subscribes to the UE availability for time synchronization service and provides the associated Notification Target Address of the AF by sending Nnef_TimeSynchronization_CapsSubscribe request.
	Report Type defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting).
	The request may include DNN and slicing information (S-NSSAI) and shall include an AF-Service-Identifier. If the DNN and S-NSSAI are omitted in the request, the NEF uses the AF-Service-Identifier to determine the target DNN and slicing information (S-NSSAI).
	The Event Filter may include a list of UE identifiers (GPSIs) or Groups of UEs identified by an External Group Identifier that further define the subset of the target UEs. If the request does not include UE identifiers, the request is targeted to any UE with a PDU Session using the DNN and S-NSSAI. The NEF uses the UDM service to map the GPSIs to SUPIs and to map the External Group Identifier to Internal Group Identifier.
	Additionally, the Event Filter may include one or more of the requested PTP instance type, requested transport protocol for PTP, or requested PTP Profile as described in Table 5.2.6.25.6-1.
	When the NEF processes the AF request the AF-Service-Identifier may be used to authorize the AF request.
	Depending on the AF-Service-Identifier and/or DNN/S-NSSAI, the NEF may reject the request if the the list of UE identities or External Group Identifier is not included in the request.
	To remove an existing time synchronization service configuration, the AF invokes Nnef_TimeSynchronization_CapsUnsubscribe service operation and provides the Subscription Correlation ID.
2.	The NEF discovers the TSCTSF. The NEF invokes the Ntsctsf_TimeSynchronization_CapsSubscribe request service operation to the selected TSCTSF.
	The AF that is part of operator's trust domain may invoke the services directly with TSCTSF.
3.	(in the case of Ntsctsf_TimeSynchronization_CapsSubscribe): The TSCTSF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI). The Time-Sync data contains a Notification Target Address to the TSCTSF. In addition, the TSCTSF stores the TSCTSF NF ID in the BSF for the given DNN and S-NSSAI if the TSCTSF has not stored such association in the BSF.
	(in the case of Ntsctsf_TimeSynchronization_CapsUnsubscribe): The TSCTSF deletes the AF request information in the UDR.
NOTE:	The TSCTSF may update the corresponding UDR data via Nudr_DM_Create/Delete as appropriate.
4.	TSCTSF acknowledges the execution of Ntsctsf_TimeSynchronization_CapsSubscribe to the requester that initiated the request. The acknowledgement contains a Subscription Correlation ID that the requester can use to cancel or modify the subscription.
5.	NEF acknowledges the execution of Nnef_TimeSynchronization_CapsSubscribe to the requester that initiated the request. The acknowledgement contains a Subscription Correlation ID that the AF can use to cancel or modify the subscription.
6.	The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
7.	(in the case of Ntsctsf_TimeSynchronization_CapsSubscribe): The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF invokes Npcf_PolicyAuthorization_Notify request to the TSCTSF Notification Target Address as included in the Time-Sync data in the UDR.
	In order to ensure that the same TSCTSF instance is selected by the NEF (or AF) and the PCF for a given DNN and S-NSSAI, the TSCTSF instance is discovered and selected as described in clause 6.3.24 of TS 23.501 [2]PCF subscribes to notification of Time-Sync data change with the UDR as described in clause 4.16.5.1.
8.	(in the case of Ntsctsf_TimeSynchronization_CapsSubscribe): The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request message as in step 4 in Figure 4.3.6.4-1.
	(in the case of Ntsctsf_TimeSynchronization_CapsUnsubscribe): The TSCTSF uses the Subscription Correlation ID to determine the AF sessions and interacts with the PCF(s) by triggering a Npcf_PolicyAuthorization_Delete request message as in step 4 in figure 4.3.6.4-1. The rest of the steps are skipped.
9.	As part of Npcf_PolicyAuthorization_Create request, the TSCTSF uses the procedures as described in clause K.2.1 of TS 23.501 [2] to determine the (g)PTP capabilities from the DS-TT. If the TSCTSF has not determined the (g)PTP capabilities from the NW-TT, the TSCTSF determines the capabilities using the procedures as described in clause K.2.1 of TS 23.501 [2].
	The TSCTSF composes the time synchronization capabilities for the DS-TT/UE(s) connected to the NW-TT based on the capability information received from the DS-TT(s) and NW-TT. If the Ntsctsf_TimeSynchronization_CapsSubscribe request include an Event Filter with one or more of the requested PTP instance type, requested transport protocol for PTP, or requested PTP Profile, the TSCTSF considers only the DS-TT(s) and NW-TT(s) with these capabilities as part of the time synchronization capability set that is reported to the NEF (or AF).
	The TSCTSF maintains association between the user-plane Node ID, the time synchronization capabilities, the reference to the capabilities (as identified by the Subscription Correlation ID), the Event Filter (if available), the NEF or AF Notification Target Address, and list of the AF sessions with PCFs with this user-plane Node ID. If the Ntsctsf_TimeSynchronization_CapsSubscribe request includes one or more Event Filter(s), the TSCTSF considers only the matching UE identities and the DS-TT(s) and NW-TT(s) with the matching capabilities to be included in the associated AF sessions.
10.	The TSCTSF sends Ntsctsf_TimeSynchronization_CapsNotify (as described in clause 5.2.27.2.8) to the NEF. The message includes the time synchronization capabilities as composed in step 9. The message contains one or more user-plane Node ID(s) and a list of UE identifiers associated to each user-plane Node ID. The user-plane Node ID identifies the NW-TT to where the UE/DS-TT(s) are connected to.
11. The NEF sends Nnef_TimeSynchronization_CapsNotify with Time Synchronization capability event (as described in Table 5.2.6.25.8-1) to the AF.
12-15.	Upon PDU Session Establishment as defined clause 4.3.2.2.1-1, steps 6-9 are repeated for the new PDU Session.
16.	If necessary, the TSCTSF may update the time synchronization capabilities for the DS-TT/UE(s) connected to the NW-TT based on the capability information received from the new DS-TT. The TSCTSF sends Ntsctsf_TimeSynchronization_CapsNotify containing the updated capabilities and the UE identifier of the new PDU Session to the NEF.
17.	The NEF sends Nnef_TimeSynchronization_CapsNotify containing the updated capabilities and the UE identifier of the new PDU Session to the AF.
Table 4.15.9.2-1 describes the event for Time Synchronization capability. The event is detected when a UE/DS-TT establishes a PDU Session with an NW-TT, where DS-TT and NW-TT support time synchronization service as described in clause 4.4.8.3 in TS 23.501 [2].

* * * * Fourth change * * * *
[bookmark: _Toc68017052][bookmark: _Toc75411604][bookmark: _Toc51834820][bookmark: _Toc47592733][bookmark: _Toc45193101][bookmark: _Toc36192011][bookmark: _Toc27894930][bookmark: _Toc20204238]4.16.5.1	SMF initiated SM Policy Association Modification
The SMF may initiate the SM Policy Association Modification procedure if a Policy Control Request Trigger is met.
NOTE 1:	When SMF instance is changed within the same SMF set the callback URI can be updated via this procedure.


Figure 4.16.5.1-1: SMF initiated SM Policy Association Modification
For local breakout roaming, the interaction with HPLMN (e.g. step 2) is not used. In local breakout roaming, the V-PCF interacts with the UDR of the VPLMN.
1.	When a Policy Control Request Trigger condition is met the SMF requests to update (Npcf_SMPolicyControl_Update) the SM Policy Association and provides information on the conditions that have been met as specified in clause 5.2.5.4.5.
	If the SMF is notified by NRF that the stored PCF instance is not reachable, it should query the NRF for PCF instances within the PCF set and select another instance (see clause 6.3.1.0 of TS 23.501 [2]).
	The QoS constraints from the VPLMN are provided by the H-SMF to the H-PCF in the home routed roaming scenario as defined in clause 4.3.2.2.2.
2.	When an AF has subscribed to an event that is met due to the report from the SMF, the PCF reports the event to the AF by invoking the Npcf_PolicyAuthorization_Notify service operation.
	If the SMF has reported that new 5GS Bridge information has been detected and no subscription for "5GS bridge information Notification" event exists for this PDU session yet:
-		When If integration with TSN applies (see clause 5.28 of TS 23.501 [2]), then the PCF informs a pre-configured TSN AF using the Npcf_PolicyAuthorization_Notify (5GS Bridge ID, the port number of the DS-TT port, and MAC address of the DS-TT Ethernet port for the PDU Session) service operation for the event of "5GS bridge information Notification" as described in clause 6.1.3.18 of TS 23.503 [20].
-	Otherwise, i.e. if the integration with TSN does not apply, the PCF retrieves the Data Subset "Time-Sync data" under the Application Data from the UDR for the corresponding DNN/S-NSSAI and SUPI, and subscribes for the Time-Sync data changes in the UDR. If the "Time-Sync data" contains a TSCTSF Notification Target Address, the PCF informs the pre-configured TSCTSF or a TSCTSF discovered or selected via NRF (as described in clause 6.3.24 of TS 23.501 [2]) using the Npcf_PolicyAuthorization_Notify (User Plane Node ID, the port number of the DS-TT port, and MAC address of the DS-TT Ethernet port or IP address for the PDU Session) service operation for the event of "5GS bridge information Notification" as described in clause 6.1.3.18 of TS 23.503 [20]. If the "Time-Sync data" does not contain a TSCTSF Notification Target Address, the PCF stores the User Plane Node ID, the port number of the DS-TT port, and MAC address of the DS-TT Ethernet port or IP address for the PDU Session.When local configured TSCTSF is not available, the TSCTSF stores the TSCTSF NF ID in the BSF for the given DNN and S-NSSAI if the TSCTSF has not stored such association in the BSF.
	When the TSN AF or TSCTSF receives the Npcf_PolicyAuthorization_Notify message and no AF session exists for this PDU Session, the TSN AF or TSCTSF shall use the Npcf_PolicyAuthorization service described in clause 5.2.5.3 to request creation of a new AF session specific to the received MAC address of the DS-TT Ethernet port or IP address of the PDU Session. The TSN AF or TSCTSF shall then use the Npcf_PolicyAuthorization service to subscribe for notifications for 5GS Bridge information Notification event over the newly established AF session. If the PCF has stored the 5GS bridge information and has not reported the event to the TSN AF or TSCTSF, the PCF notifies the TSCTSF for the event of "5GS bridge information Notification" as described in clause 6.1.3.18 of TS 23.503 [20]. The TSN AF or TSCTSF may provide a Port or User-Plane Management Information Container for the PDU Session and related port number in the Npcf_PolicyAuthorization creation request.
	If the SMF has reported UE-DS-TT Residence Time or PMIC with port number or UMIC, then the PCF also provides these information elements to the TSN AF or TSCTSF.
	When integration with TSN applies (see clause 5.28 of TS 23.501 [2]), the TSN AF calculates the bridge delay for each port pair, using the UE-DS-TT Residence Time of the DS-TT Ethernet port(s) for the 5GS bridge indicated by the 5GS user-plane Node ID.
3.	If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clause 4.16.8.
4.	The PCF makes a policy decision as described in TS 23.503 [20]. The PCF may determine that updated or new policy information needs to be sent to the SMF.
	If the SMF reported accumulated usage for the PDU session in step 1 the PCF deducts the value from the remaining allowed usage for the subscriber, DNN, and S-NSSAI in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data) service operation.
	If the SMF reported accumulated usage for a MK(s) in step 1 the PCF deducts the value from the remaining allowed usage for the MK in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data (including MK(s))) service operation.
	When new PCF instance is selected in step 1, the new PCF should invoke Nbsf_Management_Update service operation to update the binding information in BSF.
	In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
	In the home-routed roaming scenario, the H-PCF ensures that the QoS constraints provided by the VPLMN are taken into account as described in TS 23.503 [20].
NOTE 2:	For local breakout roaming, PDU Session policy control subscription information and Remaining allowed usage subscription information for monitoring control as defined in clause 6.2.1.3 of TS 23.503 [20] are not available in V-UDR and V-PCF uses locally configured information according to the roaming agreement with the HPLMN operator.
5.	The PCF answers with a Npcf_SMPolicyControl_Update response with updated policy information about the PDU Session determined in step 4.

* * * * Fifth change * * * *
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The following table illustrates the PCF Services.
Table 5.2.5.1-1: NF services provided by PCF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer (s)

	Npcf_AMPolicyControl
	Create
	Request/Response
	AMF

	
	Update
	Request/Response
	AMF

	
	UpdateNotify
	Subscribe/Notify
	AMF

	
	Delete
	Request/Response
	AMF

	Npcf_Policy Authorization
	Create
	Request/Response
	AF, NEF, TSCTSF

	(NOTE)
	Update
	Request/Response
	AF, NEF, TSCTSF

	
	Delete
	Request/Response
	AF, NEF, TSCTSF

	
	Notify
	Subscribe/Notify
	AF, NEF, NWDAF, PCF, TSCTSF

	
	Subscribe
	
	AF, NEF, NWDAF, PCF, TSCTSF

	
	Unsubscribe
	
	AF, NEF, NWDAF, PCF, TSCTSF

	Npcf_SMPolicyControl
	Create
	Request/Response
	SMF

	
	UpdateNotify
	Subscribe/Notify
	SMF

	
	Update
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	Npcf_BDTPolicyControl
	Create
	Request/Response
	NEF

	
	Update
	Request/Response
	NEF

	
	Notify
	
	NEF

	Npcf_UEPolicyControl
	Create
	Request/Response
	AMF, V-PCF

	
	Update
	Request/Response
	AMF, V-PCF

	
	UpdateNotify
	Subscribe/Notify
	AMF, V-PCF

	
	Delete
	Request/Response
	AMF, V-PCF

	Npcf_EventExposure
	Subscribe
	Subscribe/Notify
	NEF, NWDAF

	
	Unsubscribe
	
	

	
	Notify
	
	

	Npcf_AMPolicyAuthorization
	Create
	Request/Response
	AF, NEF

	
	Update
	Request/Response
	AF, NEF

	
	Delete
	Request/Response
	AF, NEF

	
	Notify
	Subscribe/Notify
	AF, NEF

	
	Subscribe
	
	AF, NEF

	
	Unsubscribe
	
	AF, NEF

	NOTE:	In the Npcf_PolicyAuthorization operations, PCF is a consumer when the PCF for the UE and the PCF for the PDU session are different.



* * * * Sixth change * * * *
[bookmark: _Toc83355671][bookmark: _Toc75411909][bookmark: _Toc51835108][bookmark: _Toc47593021][bookmark: _Toc45193389][bookmark: _Toc36192276][bookmark: _Toc27895179][bookmark: _Toc20204480]5.2.5.3	Npcf_PolicyAuthorization Service
[bookmark: _Toc83355672]5.2.5.3.1	General
Service description: This service is to authorise an AF request and to create policies as requested by the authorized AF for the PDU Session to which the AF session is bound. Additionally this service allows an AF or TSCTSFNEF to exchange port management information with DS-TT and NW-TT. This service allows the NF consumer to subscribe/unsubscribe the notification of events, which are defined in clause 6.1.3.18 of TS 23.503 [20].
[bookmark: _Toc83793588][bookmark: _Toc51835110][bookmark: _Toc47593023][bookmark: _Toc45193391][bookmark: _Toc36192278][bookmark: _Toc27895181][bookmark: _Toc20204482]5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request, and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Port Management Information Container for ports on DS-TT or NW-TT, or User plane node Management Information Container.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: UE identity if available, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, AF Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, ASP Identifier, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition, spatial validity condition, Information for EAS IP Replacement in 5GC, EAS deployment information and AF indication for simultaneous connectivity over source and target PSA at edge relocation as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, User plane node Management Information Container, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.3.23 of TS 23.503 [20], Alternative QoS Related parameter set(s), QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], traffic characteristics related parameters as described in clause 6.1.3.23a of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS reference parameters or sets of individual QoS parameters in a prioritized order), MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in clauses 6.1.3.16 and clause 6.1.3.10 of TS 23.503 [20]).
Outputs, Optional: The service information that can be accepted by the PCF.
[bookmark: _Toc83793589][bookmark: _Toc51835111][bookmark: _Toc47593024][bookmark: _Toc45193392][bookmark: _Toc36192279][bookmark: _Toc27895182][bookmark: _Toc20204483]5.2.5.3.3	Npcf_PolicyAuthorization_Update service operation
Service operation name: Npcf_PolicyAuthorization_Update
Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.
Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, AF Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition, spatial validity condition, Information for EAS IP Replacement in 5GC, EAS deployment information and AF indication for simultaneous connectivity over source and target PSA at edge relocation as described in clause 5.6.7 of TS 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 of TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 of TS 23.503 [20], Port Management Information Container and related port number, User plane node Management Information Container, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.3.23 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], traffic characteristics related parameters as described in clause 6.1.3.23a of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS reference parameters or sets of individual QoS parameters in a prioritized order), Alternative QoS Related parameter set(s), QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in clause 6.1.3.16 of TS 23.503 [20]).
Outputs, Optional: The service information that can be accepted by the PCF.
Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
[bookmark: _Toc83793670][bookmark: _Toc51835184][bookmark: _Toc47593097][bookmark: _Toc45193465][bookmark: _Toc36192352][bookmark: _Toc27895255]5.2.6.9.2	Nnef_AFsessionWithQoS_Create service operation
Service operation name: Nnef_AFsessionWithQoS Create
Description: The consumer requests the network to provide a specific QoS for an AF session.
Inputs, Required: AF Identifier, UE address (i.e. IP address or MAC address), Flow description(s) or External Application Identifier, QoS Reference.
Inputs, Optional: time period, traffic volume, Alternative Service Requirements (containing one or more QoS reference parameters or sets of individual QoS parameters in a prioritized order), QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], traffic characteristics related parameters as described in clause 6.1.3.23a of TS 23.503 [20] Requested 5GS delay, Requested GFBR, Requested MFBR, Flow Direction, Burst Size, Burst Arrival Time at UE (uplink) or UPF (downlink), Periodicity, Survival Time, Time domain, DNN if available, S-NSSAI if available, Alternative QoS Related parameter sets.
Outputs, Required: Transaction Reference ID, result.
Output (optional): None.
[bookmark: _Toc83793673][bookmark: _Toc51835187][bookmark: _Toc47593100][bookmark: _Toc45193468][bookmark: _Toc36192355]5.2.6.9.5	Nnef_AFsessionWithQoS_Update service operation
Service operation name: Nnef_AFsessionWithQoS Update
Description: The consumer requests the network to update the Service Requirement(s) and/or additional Alternative Service Requirement(s) for an AF session.
Inputs, Required: Transaction Reference ID.
Inputs, Optional: Flow description, QoS reference, time period, traffic volume, Alternative Service Requirements (containing one or more QoS reference parameters or sets of individual QoS parameters in a prioritized order), QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], traffic characteristics related parameters as described in clause 6.1.3.23a of TS 23.503 [20]Requested 5GS delay, Requested GFBR, Requested MFBR, Flow Direction, Burst Size, Burst Arrival Time at UE (uplink) or UPF (downlink), Periodicity, Time domain, Alternative QoS Related parameter sets.
Outputs, Required: Result.
Output (optional): None.
 * * * * Seventh change * * * *
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Service operation name: Nnrf_NFDiscovery_Request
Description: provides the IP address or FQDN of the expected NF instance(s) and, if present in NF profile, the Endpoint Address(es) of NF service instance(s) to the NF service consumer or SCP.
Inputs, Required: one or more target NF service Name(s), NF type of the target NF, NF type of the NF service consumer.
If the NF service consumer intends to discover an NF service producer providing all the standardized services, it provides a wildcard NF service name.
Inputs, Optional:
-	S-NSSAI and the associated NSI ID (if available), DNN, target NF/NF service PLMN ID (or realm in the case of network specific identifier type SUCI/SUPI, see clause 4.17.5a), NRF to be used to select NFs/services within HPLMN, Serving PLMN ID (or PLMN ID and NID in the case of SNPN, see clause 4.17.5a), the NF service consumer ID, preferred target NF location, TAI.
NOTE 1:	For network slicing the NF service consumer ID is a required input.
-	FQDN for the S5/S8 interface of the SMF+PGW-C, to discover the N11/N16 interface of the SMF+PGW-C in the case of EPS to 5GS mobility.
-	If the target NF stores Data Set(s) (e.g., UDR, BSF): SUPI, GPSI, IMPI, IMPU, Data Set Identifier(s). (UE) IPv4 address, IP domain or (UE) IPv6 Prefix.
NOTE 2:	GPSI is relevant for BSF.
NOTE 3:	If the request includes a subscriber identifier the NRF may need to use the association between the supplied subscriber identifier and the appropriate NF Group ID as described in clause 6.3.1 of TS 23.501 [2] to determine the applicable set of NF instances for the response.
NOTE 4:	The (UE) IPv4 address or (UE) IPv6 Prefix is provided for BSF discovery: in that case the NRF looks up for a match within one of the Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes provided by BSF(s) as part of the invocation of Nnrf_NFManagement_NFRegister operation. The NRF is not meant to store individual (UE) IPv4 addresses or (UE) IPv6 prefixes.
-	If the target NF is UDM or AUSF, the request may include the UE's Routing Indicator, or the UE's Routing Indicator and Home Network Public Key identifier.
-	If the target NF is AUSF, the request may include the UE's HNI.
-	If the target NF is AMF, the request may include:
-	AMF region, AMF Set, GUAMI and Target TAI(s).
-	If the target NF is UDR or UDM or AUSF or PCF or BSF, the request may include UDR Group ID or UDM Group ID or AUSF Group ID or PCF Group ID or BSF Group ID respectively.
NOTE 5:	It is assumed that the corresponding NF service consumer is either configured with the corresponding Group ID or it received it via earlier Discovery output.
-	If the target NF is UDM, the request may include SUPI, GPSI, Internal Group ID and External Group ID.
	If the target NF is UPF, the request may include SMF Area Identity, UE IPv4 Address/IPv6 Prefix, supported ATSSS steering functionality
NOTE 6:	The (UE) IPv4 address or (UE) IPv6 Prefix is provided for UPF discovery: in that case the NRF looks up for a match within one of the Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes provided by UPF as part of the invocation of Nnrf_NFManagement_NFRegister operation. The NRF is not meant to store individual (UE) IPv4 addresses or (UE) IPv6 prefixes.
NOTE 7:	Discovering UPF at PDU Session Establishment time and creating the N4 association assumes full connectivity between SMF and UPFs.
-	If the target NF is CHF, the request may include SUPI or GPSI as specified in TS 32.290 [42].
-	If the target NF is PCF or SMF, the request may include the MA PDU Session capability to indicate that a NF instance supporting MA PDU session capability is requested.
-	If the target NF is PCF, the request may include the DNN replacement capability to indicate that a NF instance supporting DNN replacement capability is preferred.
-	If the target NF is NWDAF, the request may include Analytics ID(s) (possibly per service), TAI(s), Analytics aggregation capability, Analytics metadata provisioning capability, a Real-Time Communication Indication per Analytics ID, NF Set ID and NF Type of the NF data sources. Details about NWDAF discovery and selection are described in clause 6.3.13, TS 23.501 [2].
NOTE 8:	Analytics metadata provisioning capability is only applicable when NF service consumer is NWDAF.
-	If the target NF is HSS, the request may include IMPI, and/or IMPU and/or HSS Group ID.
-	If the NF service consumer needs to discover NF service producer instance(s) within an NF instance, the request includes the target NF Instance ID and NF Service Set ID of the producer.
-	If the NF service consumer needs to discover NF service producer instance(s) in an equivalent NF Service Set within an NF Set, the request includes the identification of the equivalent NF service Set and NF Set ID of producer.
NOTE 9:	TS 29.510 [37] specifies the mechanism to identify equivalent NF Service Sets.
-	If the NF service consumer needs to discover NF service producer instance(s) in the NF Set, the request includes the target NF Set ID of the producer.
-	If the target NF is SMF, the request may include:
-	the UE location (TAI); or
-	TAI list.
-	If the target NF is P-CSCF, the request may include UE location information, UE IP address/IP prefix, Access Type.
-	If the target NF is NEF, the request may include Event ID(s) provided by AF, and optional AF identification as described in clause 6.2.2.3 of TS 23.288 [50]. When the consumer is an AF, the request may include an External Identifier, External Group Identifier, or a domain name. If the target NF is local NEF, the request may include the parameters of list of supported TAI or list of supported DNAI additionally.
NOTE 10:	A consumer NF (e.g. AMF or SMF) may use AF FQDN (e.g. FQDN of the USS) in domain name for discovery and selection of the UAS NF/NEF for UAV authentication and authorization as specified in TS 23.256 [80].
-	If the target NF is SMF, the request may include the Control Plane CIoT 5GS Optimisation Indication or User Plane CIoT 5GS Optimisation Indication.
-	If the target NF is NSACF, the request may include S-NSSAI(s) of the network served by NSACF, NSACF Serving Area information, and NSACF service capability. Details about NSACF discovery and selection are described in clause 6.3.22 of TS 23.501 [2].
-	If the target NF is SCP, the request may include information about:
-	SCP domain(s).
-	Remote PLMN reachable through SCP.
-	Endpoint addresses or Address Domain(s) (e.g. IP Address or FQDN ranges) accessible via the SCP.
-	NF sets of NFs served by the SCP.
-	If the target NF is MB-SMF, the request may include the MBS Session ID and Area Session ID. Details about MB-SMF discovery and selection are described in clause 7.1.2 of TS 23.247 [78].
-	If the target NF is 5G DDNMF, the request may include SUPI, IP Address or FQDN of 5G DDNMF.
-	If the target NF is DCCF, the request may include TAI(s), NF type of the NF data sources, NF Set ID of the NF data sources. Details about DCCF discovery and selection are described in clause 6.3.19 of TS 23.501 [2].
-	If the target NF is EASDF, the request may include S-NSSAI, DNN, N6 IP address of the PSA UPF, location as per NF profile and DNAI(if exist). Details about EASDF discovery and selection are described in clause 6.3.23 of TS 23.501 [2].
-	If the target NF is TSCTSF, the request includes S-NSSAI, DNN.
Outputs, Required: A set of NF instances, a validity period for the discovery result, containing per NF Instance: NF type, NF instance ID, FQDN or IP address(es) of the NF instance and if applicable, a list of services instances, where each service instance has a service name, a NF service instance ID, and optionally Endpoint Address(es)
Endpoint Address(es) may be a list of IP addresses or an FQDN for the NF service instance.
NOTE 11:	SCPs does not have any service instances.
Outputs, Optional: Per NF instance, other information in the NF profile listed in clause 6.2.6 in TS 23.501 [2] related to the NF instance, such as:
-	NF load information.
-	NF capacity information.
-	NF priority information.
-	If the target NF stores Data Set(s) (e.g. UDR): Range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers, Data Set Identifier(s). If the target NF is BSF or P-CSCF: Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes, Range(s) of SUPIs, range(s) of GPSIs.
NOTE 12:	Range of SUPI(s) is limited in this release to a SUPI type of IMSI as defined in TS 23.003 [33].
-	If the target NF is UDM, UDR, PCF, BSF or AUSF, they can include UDM Group ID, UDR Group ID, PCF Group ID, BSF Group ID, AUSF Group ID respectively.
-	If the target NF is HSS, it can include HSS Group ID.
-	For UDM and AUSF, Routing Indicator, or Routing Indicator and Home Network Public Key identifier.
-	If the target NF is AMF, it includes list of GUAMI(s). In addition, it may include list of GUAMI(s) for which it can serve as backup for failure/maintenance.
-	If the target NF is CHF, it includes primary CHF instance and the secondary CHF instance pair(s), if configured in CHF instance profile.
-	For the UPF Management: UPF Provisioning Information as defined in clause 4.17.6.
-	S-NSSAI(s) and the associated NSI ID(s) (if available).
-	Information about the location of the target NF (operator specific information, e.g. geographical location, data centre).
-	TAI(s).
-	PLMN ID.
-	If the target is PCF or SMF, it includes the MA PDU Session capability to indicate if the NF instance supports MA PDU session or not.
-	If the target is PCF, it includes the DNN replacement capability to indicate if the NF instance supports DNN replacement or not.
-	If the target NF is NWDAF, it includes the Analytics ID(s) (possibly per service), NF Set ID and NF Type of the NF data sources, if available, NWDAF Serving Area information. In addition, it includes Analytics aggregation capability and/ or Analytics metadata provisioning capability, if such capability is provided by the NWDAF. It may include the Supported Analytics Delay per Analytics ID. If consumer is NWDAF, it may also include the Analytics Filter information for the trained ML model(s) per Analytics ID(s), if available. Details about NWDAF specific information are described in clause 6.3.13, TS 23.501 [2].
NOTE 13:	The Supported Analytics Delay is provided for an Analytics ID only when the NRF had received Real-Time Communication Indication for this Analytics ID in the NWDAF discovery request.
-	If the target is a trusted AF, it includes one or multiple combination(s) of the S-NSSAI and DNN corresponding to the AF. In addition, it may include supported Application Id(s), Event ID(s) supported by the AF and Internal-Group Identifier.
-	NF Set ID.
-	NF Service Set ID.
-	If the target NF is SMF, it may include the SMF(s) Service Area.
NOTE 14:	If no SMF Service Area is provided, the AMF assumes that a SMF can serve the whole PLMN.
-	If the target NF is P-CSCF, it includes P-CSCF FQDN(s) or IP address(es) and optional Access Type(s) associated with each P-CSCF.
-	If the target NF is NEF, it may include Event ID(s) provided by AF and/or it includes one or multiple combination(s) of the S-NSSAI and DNN corresponding to the untrusted AF served by the NEF.
-	SCP domain the NF belongs to.
NOTE 15:	Only one SCP domain is registered in NF profile for an NF.
-	If the target is SCP:
-	SCP domain(s).
-	Remote PLMNs reachable through SCP.
-	Endpoint addresses or Address Domain(s) (e.g. IP Address or FQDN ranges) accessible via the SCP.
-	NF sets of NFs served by the SCP.
-	If the target NF is 5G DDNMF, it may include IP Address or FQDN of 5G DDNMF.
-	If the target NF is MB-SMF, it may include the MBS Session ID(s), Area Session ID(s), MBS service area(s) as described in TS 23.247 [78].
-	If the target NF is DCCF, it includes DCCF serving area information, NF type of the NF data sources, NF Set ID of the NF data sources. Details about DCCF specific information are described in clause 6.3.19 of TS 23.501 [2].
See clause 4.17.4 and 4.17.5 for details on the usage of this service operation.
* * * * Eighth change * * * *
 5.2.13	BSF Services
[bookmark: _Toc83355935][bookmark: _Toc51835325][bookmark: _Toc47593238][bookmark: _Toc45193606][bookmark: _Toc36192504][bookmark: _Toc27895401][bookmark: _Toc20204687]5.2.13.1	General
The following table shows the BSF Services and Service Operations:
Table 5.2.13.1-1: NF services provided by the BSF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nbsf_management
	Register
	Request/Response
	PCF, TSCTSF

	
	Deregister
	Request/Response
	PCF, TSCTSF

	
	Discovery
	Request/Response
	NEF, AF, NWDAF, TSCTSF, PCF

	
	Update
	Request/Response
	PCF

	
	Susbcsribe
	Subscribe/Notify
	PCF, AF, TSCTSF

	
	Unsubscribe
	Subscribe/Notify
	PCF, AF, TSCTSF

	
	Notify
	Subscribe/Notify
	PCF, AF, TSCTSF



5.2.13.2	Nbsf_Management service
5.2.13.2.2	Nbsf_Management_Register service operation
Service Operation name: Nbsf_Management_Register
Description: Registers the tuple (UE address(es), SUPI, GPSI, MBS session ID, DNN, S-NSSAI, PCF address(es), PCF instance id, PCF Set ID, level of Binding) for a PDU Session or for a UE, or registers the tuple (TSCTSF instance id, DNN, S-NSSAI) for a given DNN and S-NSSAI.
NOTE 1:	In some cases only subset of these parameters may be registered (e.g. UE address(es) will be registered only if PCF registration is for a PDU Session and for MBS sessions SUPI and GPSI are also not available).
Inputs, Required: [Required, if PCF registration is for a PDU Session], UE address(es), PCF address(es) or TSCTSF address, DNN [Required, if PCF registration is for a PDU Session or TSCTSF registration], S-NSSAI [Required, if PCF registration is for a PDU Session or TSCTSF registration], MBS session ID as defined in TS 23.247 [78] [Required, if PCF registration is for a MBS Session].
UE address can contain IP address/prefix or MAC address as defined in TS 23.501 [2]. It can optionally include Framed Route information. W-5GAN specific UE IP address information is specified in TS 23.316 [53].
Framed Route information is defined in Table 5.2.3.3.1-1.
NOTE 2:	For TSN scenarios the UE address contains the DS-TT port MAC address.
Inputs, Conditional: SUPI [Required, if PCF registration is for a UE, otherwise it is optional].
Inputs, Optional: GPSI, PCF instance ID and PCF Set ID, TSCTSF instance ID, level of Binding (see clause 6.3.1.0 of TS 23.501 [2]).
NOTE 3:	DNN and S-NSSAI are not applicable when the PCF registration is for a UE.
NOTE 4:	It is up to stage3 to ensure an unambiguous error proof way for the BSF to differentiate between PCF for a PDU Session and PCF for a UE. This may or may not require providing the BSF additional parameter(s) when a PCF registers itself with the BSF.
Outputs, Required: Result indication, Binding Identifier for a PDU Session, or for a UE, or for an MBS session or for a given DNN and S-NSSAI.
Outputs, Optional: None.
5.2.13.2.3	Nbsf_Management_Deregister service operation
Service Operation name: Nbsf_Management_Deregister
Description: Removes the binding information for a PDU Session or for a UE or for a given DNN and S-NSSAI.
Inputs, Required: Binding Identifier for a PDU Session, or for a UE, or for an MBS session or for a given DNN and S-NSSAI.
W-5GAN specific UE IP address information are specified in TS 23.316 [53].
Inputs, Optional: 
Outputs, Required: Result indication.
Outputs, Optional: None.
5.2.13.2.4	Nbsf_Management_Discovery service operation
Service Operation name: Nbsf_Management discovery
Description: Discovers the PCF and PCF set selected for a PDU Session identified by the tuple (UE address(es), SUPI, GPSI, DNN, S-NSSAI), or discovers the PCF and PCF set selected for the UE identified by the tuple (SUPI, GPSI) , or discovers the TSCTSF for the given DNN and S-NSSAI.
Inputs, Required: UE address (i.e. IP address or MAC address), [Required, for a PDU Session and for a UE], DNN [Conditional], S-NSSAI [Conditional], if the target PCF is for a PDU Session, MBS session ID as defined in TS 23.247 [78], [Required, for an MBS Session].
SUPI and/or GPSI, if the target PCF is for a UE.
NOTE:	For TSN scenarios the UE address contains the DS-TT port MAC address.
Inputs, Optional: If the target PCF is for a PDU Session, SUPI, GPSI.
Outputs, Required: PCF address(es) or TSCTSF address, PCF instance ID [Conditional, if available] and PCF Set ID [Conditional, if available], TSCTSF instance ID, level of Binding [Conditional, if available] (see clause 6.3.1.0 of TS 23.501 [2]).
Outputs, Optional: None.

[bookmark: _Toc83793962]5.2.27.3.2	Ntsctsf_QoSandTSCAssistance_Create operation
Service operation name: Ntsctsf_QoSandTSCAssistance_Create
Description: The consumer requests the network to provide a specific QoS for an AF session.
Inputs, Required: AF Identifier, UE address, Flow description(s) or External Application Identifier, QoS Reference.
Inputs, Optional: time period, traffic volume, Alternative Service Requirements (containing one or more QoS reference parameters or sets of individual QoS parameters in a prioritized order), QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], traffic characteristics related parameters as described in clause 6.1.3.23a of TS 23.503 [20]Requested 5GS delay, priority, Requested GFBR, Requested MFBR, Flow Direction, Burst Size, Burst Arrival Time at UE (uplink) or UPF (downlink), Periodicity, Survival Time, Time domain, DNN if available, S-NSSAI if available, Alternative QoS Related parameter sets as described in clause 6.1.3.22 of TS 23.503 [20].
Outputs, Required: Transaction Reference ID, result.
Output (optional): None.
[bookmark: _Toc83793963]5.2.27.3.3	Ntsctsf_QoSandTSCAssistance_Update operation
Service operation name: Ntsctsf_QoSandTSCAssistance_Update
Description: The consumer requests the network to update the QoS and/or additional Alternative QoS for an AF session.
Inputs, Required: Transaction Reference ID.
Inputs, Optional: Flow description, QoS reference, time period, traffic volume, Alternative Service Requirements (containing one or more QoS reference parameters or sets of individual QoS parameters in a prioritized order), QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], traffic characteristics related parameters as described in clause 6.1.3.23a of TS 23.503 [20]Requested 5GS delay, priority, Requested GFBR, Requested MFBR, Flow Direction, Burst Size, Burst Arrival Time at UE (uplink) or UPF (downlink), Periodicity, Time domain, Survival Time, Alternative QoS Related parameter sets.
Outputs, Required: Result.
Output (optional): None.

* * * * End of changes * * * *

* * * * Changes for Option 2 for information * * * *
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Figure 4.15.6.6-1: Setting up an AF session with required QoS procedure
1.	The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message (UE address, AF Identifier, Flow description(s) or External Application Identifier, QoS reference, (optional) Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order), DNN, S-NSSAI) to the NEF. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The NEF assigns a Transaction Reference ID to the Nnef_AFsessionWithQoS_Create request. The AF may in addition provide the following individual QoS parameters: Requested 5GS delay (optional), priority (optional), Requested GFBR, Requested MFBR, flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Periodicity (optional), Time domain (optional), Survival Time (optional). When Alternative Service Requirements are provided by the AF, a set of Alternative QoS Related parameters as in clause 5.7.1.2a of TS 23.501 [2] (e.g. one or more from Alternative Requested GFBR, Alternative Requested MFBR) may be provided for each QoS Reference.
2.	The NEF authorizes the AF request and may apply policies to control the overall amount of pre-defined QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
	If the NEF does not receive any of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the steps 3, 4, 5, 6, 7, 8 are executed, otherwise, the steps 3a, 3b, 3c, 3d, 3e, 4a, 4b, 5, 6a, 7a, 7b, 8 are executed.
3.	If the NEF does not receive any of the individual QoS parameters from the AF as described in clause 6.1.3.22 of TS 23.503 [20], the NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Create request message to interact directly with PCF to request reserving resources for an AF session without individual QoS parameters.
	If Alternative QoS Related parameter set(s) are provided by the AF, they are sent to the PCF via TSCTSF.
	If the NEF did not receive DNN and/or S-NSSAI from the AF and such information is configured as needed within 5GC, the NEF determines the DNN and/or S-NSSAI from the AF identifier.
3a.	If the NEF receives any of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the NEF forwards these received individual QoS parameters in the Ntsctsf_QoSandTSCAssistance_Create request message to the TSCTSF.
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Create request message to interact directly with TSCTSF to request reserving resources for an AF session.
	A TSCTSF address may be locally configured (a single TSCTSF per DNN/S-NSSAI) in the NEF, PCF and trusted AF. Alternatively, the TSCTSF is discovered from NRF and the TSCTSF stores the TSCTSF NF ID and Notification Target Address to the UDR (Data Set = Application Data, Data Subset = Time-Sync). 
	If the TSCTSF address is locally configured in the NEF and PCF, the NEF uses this configured TSCTSF NF ID to send the Ntsctsf_QoSandTSCAssistance_Create request messagesteps 3b and 3c are skipped, otherwise, they are executed to retrieve the Notification Target Address to the TSCTSF.
	(If local configuration is not available): The NEF retrieves the Time-Sync Data Subset from the UDR for the given DNN/S-NSSAI. If the Time-Sync data does not contain a TSCTSF NF ID, tThe NEF discovers and selects the TSCTSF from via NRF. If the Time-Sync data contains a TSCTSF NF ID, tThe NEF uses this TSCTSF NF ID to send the Ntsctsf_QoSandTSCAssistance_Create request message.
NOTE:	For a given DNN and S-NSSAI, it is assumed that the network only needs to deploy one TSCTSF instance.
3b. (if local configuration is not available, the PCF subscribes to any Time-Sync information updates from the UDR) The TSCTSF stores the Notification Target Address and TSCTSF NF ID in the UDR (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN).
3c.	(if local configuration is not available, the PCF receives any TSCTSF information updates from the UDR) The PCF that has subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
3d.	(if the TSCTSF address is locally configured in the PCF): the PCF sends Npcf_PolicyAuthorization_Notify message, containing the received UE-DS-TT Residence Time, to the TSCTSF at the time the SM Policy Association is established or updated including the UE-DS-TT Residence Time.
	(If local configuration is not available in the PCF): the PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF after retrieving the TSCTSF address from the Time-Sync data in the UDR.
3e3b.	The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]).
	If the TSCTSF receives the Requested 5GS delay, the TSCTSF calculates a Requested PDB by subtracting the UE-DS-TT residence time, provided by the PCF at the time the SM Policy Association Modification as described in clause 4.16.5.1 in step 3d, from the Requested 5GS delay. If the TSCTSF receives any of the flow direction, Burst Arrival Time, Periodicity, Time domain, Survival Time from the NEF, the TSCTSF forwards these parameters in the TSC Assistance Container in the Npcf_PolicyAuthorization_Create request to the PCF. The TSCTSF sends the Requested PDB, the TSC Assistance Container, and other received individual QoS parameters in the Npcf_PolicyAuthorization_Create request to the PCF.
4.	For requests received from the NEF in step 3, the PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	If the NEF provides Alternative QoS Related parameter set(s), then for each set, the PCF sets the PDB in the corresponding Alternative QoS parameter set as in clause 5.7.1.2a TS 23.501 [2]. It also sets the GFBR and MFBR according to the alternative requested values sent by the NEF. NEF specified parameter values are used to over-ride default values for the 5QI corresponding to the NEF provided QoS Reference in the Alternative Service Requirements.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Create response message directly to AF.
NOTE:	The alternative QoS parameters provided to the NG-RAN are specified in clause 5.7.1.2a of TS 23.501 [2].
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized, or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
4a.	For requests received from the TSCTSF in step 3e, the PCF determines whether the request is authorized and notifies the TSCTSF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the TSCTSF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the TSCTSF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	The PCF sets the PDB and MDBV according to the received Requested PDB and Burst Size received from the TSCTSF. If the Requested PDB is not provided, the PCF determines the PDB that matches the QoS Reference. If priority is provided, the PCF determines the 5QI with the QoS characteristics (e.g., Priority Level, PDB) matching the received priority. It also sets the GFBR and MFBR according to requested values sent by the TSCTSF.  TSCTSF specified parameter values are used to over-ride default values for the 5QI corresponding to the TSCTSF provided QoS Reference.
Editor's note:	Whether and how the PCF uses a Priority value provided by an AF other than the TSN AF is FFS.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized, or the required QoS is not allowed, TSCTSF responds to the NEF in step 4b with a Result value indicating the failure cause.
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Create response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Create response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
6a.	The TSCTSF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
7.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the NEF notifying about the event.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
7a.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF notifying about the event.
7b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to AF.
8.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
The AF may send Nnef_AFsessionWithQoS_Revoke request to NEF in order to revoke the AF request. The NEF authorizes the revoke request and triggers the Ntsctsf_QoSandTSCAssistance_Delete/Unsubscribe and/or Npcf_PolicyAuthorization_Delete and the Npcf_PolicyAuthorization_Unsubscribe operations for the AF request.
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Figure 4.15.6.6a-1: AF session with required QoS update procedure
1.	For an established AF session with required QoS, the AF may send a Nnef_AFsessionWithQoS_Update request message (AF Identifier, Transaction Reference ID, [Flow description(s)], [QoS reference], [Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order)]) to NEF for updating the reserved resources. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The Transaction Reference ID provided in the AF session with required QoS update request message is set to the Transaction Reference ID that was assigned, by the NEF, to the Nnef_AFsessionWithQoS_Create request message. The AF may in addition provide the following individual QoS parameters: Requested 5GS delay (optional), priority (optional), Requested GFBR, Requested MFBR, flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Periodicity (optional), Time domain (optional), Survival Time (optional). When Alternative Service Requirements are provided by the AF, a set of Alternative QoS Related parameters as specified in clause 5.7.1.2a of TS 23.501 [2] (e.g. one or more from Alternative Requested GFBR, Alternative Requested MFBR) may be provided for each QoS Reference.
2.	The NEF authorizes the AF request of updating AF session with required QoS and may apply policies to control the overall amount of pre-defined QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
	If the NEF does not receive any of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, then the steps 3, 4, 5, 6, 7 are executed, otherwise, the steps 3a, 3b, 3c, 3d, 3e, 4a, 4b, 5, 6a, 6b, 7 are executed.
3.	If the NEF does not receive any of the individual QoS parameters from the AF as described in clause 6.1.3.22 of TS 23.503 [20], the NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Update request message to interact directly with PCF to update the reserving resources for an AF session.
	If Alternative QoS Related parameter set(s) are provided by the AF, they are sent to the PCF via TSCTSF. The TSCTSF determines the 5GS delay considering UE-DS-TT residence time.
	If the NEF did not receive DNN and/or S-NSSAI from the AF and such information is configured as needed within 5GC, the NEF determines the DNN and/or S-NSSAI from the AF identifier.
3a.	If the NEF receives one or more of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the NEF forwards these received individual QoS parameters in the Ntsctsf_QoSandTSCAssistance_Update or Ntsctsf_QoSandTSCAssistance_Create request message to the TSCTSF.
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Update request message to interact directly with TSCTSF to update the reserving resources for an AF session with individual QoS parameters.
	If the NEF sends a Ntsctsf_QoSandTSCAssistance_Update request to TSCTSF, the steps 3b-3d are skipped.
	If the NEF sends a Ntsctsf_QoSandTSCAssistance_Create request to TSCTSF, steps 3a and 3b in clause 4.15.6.1 apply.:
	A TSCTSF address may be locally configured (a single TSCTSF per DNN/S-NSSAI) in the NEF, PCF and trusted AF. Alternatively, the TSCTSF is discovered from NRF and the TSCTSF stores the TSCTSF NF ID and Notification Target Address to the UDR (Data Set = Application Data, Data Subset = Time-Sync).
	If the TSCTSF address is locally configured in the NEF and PCF, steps 3b and 3c are skipped, otherwise, they are executed to retrieve the Notification Target Address to the TSCTSF.
	(If local configuration is not available): The NEF retrieves the Time-Sync Data Subset from the UDR for the given DNN/S-NSSAI. If the Time-Sync data does not contain a TSCTSF NF ID, the NEF discovers the TSCTSF from NRF. If the Time-Sync data contains a TSCTSF NF ID, the NEF uses this TSCTSF NF ID to send the Ntsctsf_QoSandTSCAssistance_Create request message.
3b.	(If local configuration is not available, the PCF subscribes to any Time-Sync information updates from the UDR) The TSCTSF stores the Notification Target Address and TSCTSF NF ID in the UDR (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN).
3c.	(if local configuration is not available, the PCF receives any TSCTSF information updates from the UDR) The PCF that has subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
3d.	(if the TSCTSF address is locally configured in the PCF): the PCF sends Npcf_PolicyAuthorization_Notify message, containing the received UE-DS-TT Residence Time, to the TSCTSF at the time the SM Policy Association is established or updated including the UE-DS-TT Residence Time.
	(If local configuration is not available in the PCF): the PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF after retrieving the TSCTSF address from the Time-Sync data in the UDR.
3e3b.	The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update or Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]).
	If the TSCTSF receives the Requested 5GS delay, the TSCTSF calculates a Requested PDB by subtracting the UE-DS-TT residence time, provided by the PCF at the time the SM Policy Association Modification as described in clause 4.16.5.1 in step 3d, from the Requested 5GS delay. If the Requested PDB is not provided, the PCF determines the PDB that matches the QoS Reference.
Editor's note:	Whether and how the PCF uses a Priority value provided by an AF other than the TSN AF is FFS.
	If the TSCTSF receives any of the flow direction, Burst Arrival Time, Periodicity, Time domain, Survival Time from the NEF, the TSCTSF forwards these parameters in the TSC Assistance Container in the Npcf_PolicyAuthorization_Update request to the PCF. The TSCTSF sends the Requested PDB, the TSC Assistance Container, and other received individual QoS parameters in the Npcf_PolicyAuthorization_Update request to the PCF.
4.	If the PCF received request from the NEF in step 3, the PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	If the NEF provides Requested PDB, Requested GFBR, Requested MFBR or Burst Size, then the PCF sets the PDB and/or MDBV according to the received Requested PDB and Burst Size received from the NEF. It also sets the GFBR and MFBR according to the requested values provided by the NEF. NEF specified parameter values are used to over-ride default values for the 5QI corresponding to the NEF provided QoS Reference. If the NEF provides Alternative QoS Related parameter set(s), then for each set, the PCF sets the PDB and MDBV in the corresponding Alternative QoS parameter set as described in clause 6.1.3.22 of TS 23.503 [20]. It also sets the GFBR and MFBR according to the alternative requested values sent by the NEF. NEF specified parameter values are used to over-ride default values for the 5QI corresponding to the NEF provided QoS Reference in the Alternative Service Requirements.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Update response message directly to AF.
	If the request is not authorized or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
4a. If the PCF received request from the TSCTSF in step 3e, the PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the TSCTSF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the TSCTSF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	If the TSCTSF provides Requested PDB, priority, Requested GFBR, Requested MFBR or Burst Size, then the PCF sets the PDB and/or MDBV according to the received Requested PDB and Burst Size received from the TSCTSF. If the Requested PDB is not provided from TSCTSF, the PCF determines the PDB that matches the QoS Reference. If priority is provided, the PCF determines the 5QI with the QoS characteristics (e.g., Priority Level, PDB) matching the received priority. It also sets the GFBR and MFBR according to the requested values provided by the TSCTSF. TSCTSF specified parameter values are used to over-ride default values for the 5QI corresponding to the TSCTSF provided QoS Reference.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized or the required QoS is not allowed, TSCTSF responds to the NEF in step 4b with a Result value indicating the failure cause.
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Update or Ntsctsf_QoSandTSCAssistance_Create response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Update response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Update response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The PCF sends Npcf_PolicyAuthorization_Notify message to the NEF when the modification of the transmission resources corresponding to the QoS update succeeded or failed.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
6a.	The PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF when the modification of the transmission resources corresponding to the QoS update succeeded or failed.
6b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to AF.
7.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
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The procedure is used by the AF to subscribe to notifications and to explicitly cancel a previous subscription for UE availability for time synchronization service. Cancelling is done by sending Nnef_TimeSynchronization_CapsUnsubscribe request identifying the subscription to cancel with Subscription Correlation ID.


Figure 4.15.9.2-1: Nnef_TimeSynchronization_CapsSubscribe, CapsUnsubscribe and CapsNotify operations
1.	The AF subscribes to the UE availability for time synchronization service and provides the associated Notification Target Address of the AF by sending Nnef_TimeSynchronization_CapsSubscribe request.
	Report Type defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting).
	The request may include DNN and slicing information (S-NSSAI) and shall include an AF-Service-Identifier. If the DNN and S-NSSAI are omitted in the request, the NEF uses the AF-Service-Identifier to determine the target DNN and slicing information (S-NSSAI).
	The Event Filter may include a list of UE identifiers (GPSIs) or Groups of UEs identified by an External Group Identifier that further define the subset of the target UEs. If the request does not include UE identifiers, the request is targeted to any UE with a PDU Session using the DNN and S-NSSAI. The NEF uses the UDM service to map the GPSIs to SUPIs and to map the External Group Identifier to Internal Group Identifier.
	Additionally, the Event Filter may include one or more of the requested PTP instance type, requested transport protocol for PTP, or requested PTP Profile as described in Table 5.2.6.25.6-1.
	When the NEF processes the AF request the AF-Service-Identifier may be used to authorize the AF request.
	Depending on the AF-Service-Identifier and/or DNN/S-NSSAI, the NEF may reject the request if the the list of UE identities or External Group Identifier is not included in the request.
	To remove an existing time synchronization service configuration, the AF invokes Nnef_TimeSynchronization_CapsUnsubscribe service operation and provides the Subscription Correlation ID.
2.	The NEF discovers the TSCTSF. The NEF invokes the Ntsctsf_TimeSynchronization_CapsSubscribe request service operation to the selected TSCTSF.
	The AF that is part of operator's trust domain may invoke the services directly with TSCTSF.
3.	(in the case of Ntsctsf_TimeSynchronization_CapsSubscribe): The TSCTSF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI). The Time-Sync data contains a Notification Target Address to the TSCTSF.
	(in the case of Ntsctsf_TimeSynchronization_CapsUnsubscribe): The TSCTSF deletes the AF request information in the UDR.
NOTE:	The TSCTSF may update the corresponding UDR data via Nudr_DM_Create/Delete as appropriate.
4.	TSCTSF acknowledges the execution of Ntsctsf_TimeSynchronization_CapsSubscribe to the requester that initiated the request. The acknowledgement contains a Subscription Correlation ID that the requester can use to cancel or modify the subscription.
5.	NEF acknowledges the execution of Nnef_TimeSynchronization_CapsSubscribe to the requester that initiated the request. The acknowledgement contains a Subscription Correlation ID that the AF can use to cancel or modify the subscription.
6.	The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
7.	(in the case of Ntsctsf_TimeSynchronization_CapsSubscribe): The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF invokes Npcf_PolicyAuthorization_Notify request to the TSCTSF Notification Target Address as included in the Time-Sync data in the UDR.
	In order to ensure that the same TSCTSF instance is selected by the NEF (or AF) and the PCF for a given DNN and S-NSSAI, the TSCTSF instance is discovered and selected as described in clause 6.3.24 of TS 23.501 [2]PCF subscribes to notification of Time-Sync data change with the UDR as described in clause 4.16.5.1.
8.	(in the case of Ntsctsf_TimeSynchronization_CapsSubscribe): The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request message as in step 4 in Figure 4.3.6.4-1.
	(in the case of Ntsctsf_TimeSynchronization_CapsUnsubscribe): The TSCTSF uses the Subscription Correlation ID to determine the AF sessions and interacts with the PCF(s) by triggering a Npcf_PolicyAuthorization_Delete request message as in step 4 in figure 4.3.6.4-1. The rest of the steps are skipped.
9.	As part of Npcf_PolicyAuthorization_Create request, the TSCTSF uses the procedures as described in clause K.2.1 of TS 23.501 [2] to determine the (g)PTP capabilities from the DS-TT. If the TSCTSF has not determined the (g)PTP capabilities from the NW-TT, the TSCTSF determines the capabilities using the procedures as described in clause K.2.1 of TS 23.501 [2].
	The TSCTSF composes the time synchronization capabilities for the DS-TT/UE(s) connected to the NW-TT based on the capability information received from the DS-TT(s) and NW-TT. If the Ntsctsf_TimeSynchronization_CapsSubscribe request include an Event Filter with one or more of the requested PTP instance type, requested transport protocol for PTP, or requested PTP Profile, the TSCTSF considers only the DS-TT(s) and NW-TT(s) with these capabilities as part of the time synchronization capability set that is reported to the NEF (or AF).
	The TSCTSF maintains association between the user-plane Node ID, the time synchronization capabilities, the reference to the capabilities (as identified by the Subscription Correlation ID), the Event Filter (if available), the NEF or AF Notification Target Address, and list of the AF sessions with PCFs with this user-plane Node ID. If the Ntsctsf_TimeSynchronization_CapsSubscribe request includes one or more Event Filter(s), the TSCTSF considers only the matching UE identities and the DS-TT(s) and NW-TT(s) with the matching capabilities to be included in the associated AF sessions.
10.	The TSCTSF sends Ntsctsf_TimeSynchronization_CapsNotify (as described in clause 5.2.27.2.8) to the NEF. The message includes the time synchronization capabilities as composed in step 9. The message contains one or more user-plane Node ID(s) and a list of UE identifiers associated to each user-plane Node ID. The user-plane Node ID identifies the NW-TT to where the UE/DS-TT(s) are connected to.
11. The NEF sends Nnef_TimeSynchronization_CapsNotify with Time Synchronization capability event (as described in Table 5.2.6.25.8-1) to the AF.
12-15.	Upon PDU Session Establishment as defined clause 4.3.2.2.1-1, steps 6-9 are repeated for the new PDU Session.
16.	If necessary, the TSCTSF may update the time synchronization capabilities for the DS-TT/UE(s) connected to the NW-TT based on the capability information received from the new DS-TT. The TSCTSF sends Ntsctsf_TimeSynchronization_CapsNotify containing the updated capabilities and the UE identifier of the new PDU Session to the NEF.
17.	The NEF sends Nnef_TimeSynchronization_CapsNotify containing the updated capabilities and the UE identifier of the new PDU Session to the AF.
Table 4.15.9.2-1 describes the event for Time Synchronization capability. The event is detected when a UE/DS-TT establishes a PDU Session with an NW-TT, where DS-TT and NW-TT support time synchronization service as described in clause 4.4.8.3 in TS 23.501 [2].
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The SMF may initiate the SM Policy Association Modification procedure if a Policy Control Request Trigger is met.
NOTE 1:	When SMF instance is changed within the same SMF set the callback URI can be updated via this procedure.


Figure 4.16.5.1-1: SMF initiated SM Policy Association Modification
For local breakout roaming, the interaction with HPLMN (e.g. step 2) is not used. In local breakout roaming, the V-PCF interacts with the UDR of the VPLMN.
1.	When a Policy Control Request Trigger condition is met the SMF requests to update (Npcf_SMPolicyControl_Update) the SM Policy Association and provides information on the conditions that have been met as specified in clause 5.2.5.4.5.
	If the SMF is notified by NRF that the stored PCF instance is not reachable, it should query the NRF for PCF instances within the PCF set and select another instance (see clause 6.3.1.0 of TS 23.501 [2]).
	The QoS constraints from the VPLMN are provided by the H-SMF to the H-PCF in the home routed roaming scenario as defined in clause 4.3.2.2.2.
2.	When an AF has subscribed to an event that is met due to the report from the SMF, the PCF reports the event to the AF by invoking the Npcf_PolicyAuthorization_Notify service operation.
	If the SMF has reported that new 5GS Bridge information has been detected and no subscription for "5GS bridge information Notification" event exists for this PDU session yet:
-		When If integration with TSN applies (see clause 5.28 of TS 23.501 [2]), then the PCF informs a pre-configured TSN AF using the Npcf_PolicyAuthorization_Notify (5GS Bridge ID, the port number of the DS-TT port, and MAC address of the DS-TT Ethernet port for the PDU Session) service operation for the event of "5GS bridge information Notification" as described in clause 6.1.3.18 of TS 23.503 [20].
-	Otherwise, i.e. if the integration with TSN does not apply, the PCF retrieves the Data Subset "Time-Sync data" under the Application Data from the UDR for the corresponding DNN/S-NSSAI and SUPI, and subscribes for the Time-Sync data changes in the UDR. If the "Time-Sync data" contains a TSCTSF Notification Target Address, the PCF informs the pre-configured TSCTSF or a TSCTSF discovered or selected via NRF (as described in clause 6.3.24 of TS 23.501 [2]) using the Npcf_PolicyAuthorization_Notify (User Plane Node ID, the port number of the DS-TT port, and MAC address of the DS-TT Ethernet port or IP address for the PDU Session) service operation for the event of "5GS bridge information Notification" as described in clause 6.1.3.18 of TS 23.503 [20]. If the "Time-Sync data" does not contain a TSCTSF Notification Target Address, the PCF stores the User Plane Node ID, the port number of the DS-TT port, and MAC address of the DS-TT Ethernet port or IP address for the PDU Session.
NOTE 2:	For a given DNN and S-NSSAI, it is assumed that the network only needs to deploy one TSCTSF instance.
	When the TSN AF or TSCTSF receives the Npcf_PolicyAuthorization_Notify message and no AF session exists for this PDU Session, the TSN AF or TSCTSF shall use the Npcf_PolicyAuthorization service described in clause 5.2.5.3 to request creation of a new AF session specific to the received MAC address of the DS-TT Ethernet port or IP address of the PDU Session. The TSN AF or TSCTSF shall then use the Npcf_PolicyAuthorization service to subscribe for notifications for 5GS Bridge information Notification event over the newly established AF session. If the PCF has stored the 5GS bridge information and has not reported the event to the TSN AF or TSCTSF, the PCF notifies the TSCTSF for the event of "5GS bridge information Notification" as described in clause 6.1.3.18 of TS 23.503 [20]. The TSN AF or TSCTSF may provide a Port or User-Plane Management Information Container for the PDU Session and related port number in the Npcf_PolicyAuthorization creation request.
	If the SMF has reported UE-DS-TT Residence Time or PMIC with port number or UMIC, then the PCF also provides these information elements to the TSN AF or TSCTSF.
	When integration with TSN applies (see clause 5.28 of TS 23.501 [2]), the TSN AF calculates the bridge delay for each port pair, using the UE-DS-TT Residence Time of the DS-TT Ethernet port(s) for the 5GS bridge indicated by the 5GS user-plane Node ID.
3.	If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clause 4.16.8.
4.	The PCF makes a policy decision as described in TS 23.503 [20]. The PCF may determine that updated or new policy information needs to be sent to the SMF.
	If the SMF reported accumulated usage for the PDU session in step 1 the PCF deducts the value from the remaining allowed usage for the subscriber, DNN, and S-NSSAI in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data) service operation.
	If the SMF reported accumulated usage for a MK(s) in step 1 the PCF deducts the value from the remaining allowed usage for the MK in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data (including MK(s))) service operation.
	When new PCF instance is selected in step 1, the new PCF should invoke Nbsf_Management_Update service operation to update the binding information in BSF.
	In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
	In the home-routed roaming scenario, the H-PCF ensures that the QoS constraints provided by the VPLMN are taken into account as described in TS 23.503 [20].
NOTE 23:	For local breakout roaming, PDU Session policy control subscription information and Remaining allowed usage subscription information for monitoring control as defined in clause 6.2.1.3 of TS 23.503 [20] are not available in V-UDR and V-PCF uses locally configured information according to the roaming agreement with the HPLMN operator.
5.	The PCF answers with a Npcf_SMPolicyControl_Update response with updated policy information about the PDU Session determined in step 4.
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