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	Reason for change:
	For restricted usage of Onboarding PDU session both PCF and UPF takes care by the agreed below text.

Initial QoS parameters used for establishing Onboarding Services are configured in the SMF when dynamic PCC is not used.
Dynamic PCC may be used for a PDU session that is established for Onboarding Services as described in TS 23.503 [45]).
The QoS Flows of a PDU Session associated with the restricted DNN shall be dedicated to Onboarding Services. The SMF may configure PDR and FAR including PVS and DNS server IP addresses for the UPF to block any traffic that is not from or to PVS and DNS server addresses.
At present this is mentioned under clause 5.30.2.10.4.3 when User Plane Remote Provisioning of UEs when Onboarding Network is an ON-SNPN

But this handling is needed even when Onboarding Network is PLMN as well. Hence it is proposed to add the text under PLMN clause 


	
	

	Summary of change:
	The following change is proposed:
· It is proposed to add the above mentioed text for restricted usage of Onbaording PDU session for PLMN as well in 5.30.2.10.4.4


	
	

	Consequences if not approved:
	Onboarding UE will be able to get normal service through Onboarding PDU session
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* * * * start of 1st change * * * *
[bookmark: _Toc68061709]5.30.2.10.4.4	User Plane Remote Provisioning of UEs when Onboarding Network is a PLMN
Onboarding Services for a UE may be provided via PLMN using PDU Session for DNN(s) and S-NSSAI(s) used for onboarding. Subscription data of such a UE shall contain the DNN and S-NSSAI used for onboarding.
The AMF selects an SMF used for remote provisioning using the SMF discovery and selection functionality as described in clause 6.3.2, considering the DNN and S-NSSAI used for onboarding provided by the UE or the default DNN and S-NSSAI provided by UDM.
The UPF selection function described in clause 6.3.3 is applied, considering the DNN and S-NSSAI used for onboarding.
The SMF may be configured with one or more PVS FQDN and/or PVS IP address(es) per DNN and S-NSSAI used for onboarding. The SMF may send the PVS FQDN and/or PVS IP address(es) associated to the DNN and S-NSSAI of the PDU Session to the UE as part of Protocol Configuration Options (PCO) in the PDU Session Establishment Response.
Initial QoS parameters used for establishing Onboarding Services are configured in the SMF when dynamic PCC is not used.
Dynamic PCC may be used for a PDU session that is established for Onboarding Services as described in TS 23.503 [45]).
The QoS Flows of a PDU Session associated with the restricted DNN shall be dedicated to Onboarding Services. The SMF may configure PDR and FAR including PVS and DNS server IP addresses for the UPF to block any traffic that is not from or to PVS and DNS server addresses.
* * * * end of changes * * * *



