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[bookmark: _Toc536546762]*** 1st change ***
[bookmark: _Toc83301847][bookmark: _Toc83792940]5.15.11	Network Slice Admission Control
[bookmark: _Toc83301848]5.15.11.0	General
The Network Slice Admission Control Function (NSACF) monitors and controls the number of registered UEs per network slice and the number of PDU Sessions per network slice for the network slices that are subject to Network Slice Admission Control (NSAC). The NSACF is also configured with the information indicating which access type is specified for the S-NSSAI subject to NSAC (i.e. 3GPP Access Type, Non-3GPP Access Type, or both).
The NSACF also provides event based Network Slice status notifications and reports to the consumer NF (e.g. AF).
Multiple NSACFs may be deployed in a network. One NSACF may be responsible for one or more S-NSSAIs in a service area. Within a service area, one S-NSSAI is handled by one NSACF, which can be one NSACF instance or one NSACF Set. A PLMN may have one or more service areas.
Each NSACF is configured with the maximum number of UEs per network slice and the maximum number of PDU Sessions per network slice which are allowed to be served by each network slice that is subject to NSAC.
Subject to operator policy and national/regional regulations, the AMF may exempt from NSAC the network slices that the AMF has determined to include Emergency, Critical and Priority services (e.g. MCS, MPS). When the Registration Type indicates Emergency Registration or the establishment cause is associated with priority services (e.g. MPS, MCS), for the S-NSSAI to be subject to NSAC, or has been included in the Allowed NSSAI and is subject to NSAC, if the S-NSSAI is included in the Emergency Configuration Data, the AMF decides that the S-NSSAI may be exempt from NSAC. When the emergency PDU Session is requested to be established or a priority header is received from the AMF during PDU Session establishment, if the S-NSSAI is subject to NSAC, the SMF decides that NSAC may be skipped for the S-NSSAI. When NSAC is exempted for the S-NSSAI, the AMF and the SMF skip the corresponding NSAC procedure for the S-NSSAI, i.e. this UE (respectively PDU Session) is not counted towards the maximum number of UEs (respectively PDU Sessions).
[bookmark: _Toc83301849]5.15.11.1	Maximum number of UEs per network slice admission control
The NSACF controls (i.e. increase or decrease) the current number of UEs registered for a network slice so that it does not exceed the maximum number of UEs allowed to register with that network slice. The NSACF also maintains a list of UE IDs registered with a network slice that is subject to NSAC. When the current number of UEs registered with a network slice is to be increased, the NSACF first checks whether the UE Identity is already in the list of UEs registered with that network slice and if not, it checks whether the maximum number of UEs per network slice for that network slice has already been reached.
The AMF is configured with the information indicating which network slice is subject to NSAC and the information indicating which access type is specified for the S-NSSAI subject to NSAC (i.e. 3GPP Access Type, Non-3GPP Access Type, or both). The AMF triggers a request to NSACF for maximum number of UEs per network slice admission control when the UE's registration status for a network slice subject to NSAC over an applicable access type may change, i.e. during the UE Registration procedure in clause 4.2.2.2.2 of TS 23.502 [3], UE Deregistration procedure in clause 4.2.2.3 of TS 23.502 [3], Network Slice-Specific Authentication and Authorisation procedure in clause 4.2.9.2 of TS 23.502 [3], AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure in clause 4.2.9.3 of TS 23.502 [3], and AAA Server triggered Slice-Specific Authorization Revocation in clause 4.2.9.4 of TS 23.502 [3], and UE Configuration Update procedure in clause 4.2.4.2 of TS 23.502 [3]. 
· When the change of Allowed NSSAI is triggered by UE-initiated procedures (i.e. UE Registration, UE-initiated Deregistration, NSSAA during UE Registration), the AMF checkes whether the access type over which the UE sends a request message is specified for the S-NSSAI subject to NSAC, and triggers interaction with NSACF if the access type is specified for the S-NSSAI subject to NSAC. 
· [bookmark: _GoBack]When the change of Allowed NSSAI is triggered by network-initiated procedures (i.e. Network-initiated Deregistration, AAA server triggered NSSAA, AAA server triggered NSSAA revocation and UE Configuration Update procedure), the AMF checkes whether the access type for which the change of Allowed NSSAI is applied is specified for the S-NSSAI subject to NSAC, and triggers interation with NSACF if the access type is specified for the S-NSSAI subject to NSAC. 
The UE may register or deregister for an S-NSSAI via 3GPP access and/or non-3GPP access as described in clause 5.15.5.2.1. The Allowed NSSAI for the access type may change while the UE is registering to a network. The AMF provides the Access Type to the NSACF when triggering a request to increase or decrease the number of UEs. The NSACF takes Access Type into account for increasing and decreasing the number of UEs per network slice. The NSACF stores UE ID with the associated one or more Access Type(s), i.e. the NSACF is able to add or remove a registration for the UE ID for each Access Type.
NOTE:	For example, if the NSACF is configured to apply NSAC for 3GPP Access Type only, the NSACF counts registration via 3GPP access type only. If the NSACF is configured to apply NSAC for both Access Types, and the UE newly registers via 3GPP access while the UE is already registered via non-3GPP access (or vice versa), the NSACF updates the UE ID entry with both 3GPP Access Type and non-3GPP Access Type and the NSACF counts the UE twice.
*** End of the changes ***

