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	Reason for change:
	TS 23.256 specifies that DNN/S-NSSAIs are sent from SMF to UAS NF during UUAA-SM procedure. However these parameters are not included as input parameters of Nnef_Authentication_authenticate_authorize service operation. Also, UAV location is absent.

“The SMF invokes Nnef_Authentication_Authenticate service operation, including the Service Level Device Identity (that contains the CAA-Level UAV ID of the UAV), DNN, S-NSSAI, and may include the Authentication Server Address (i.e. the USS address) and the Authentication Data (i.e. the UUAA Aviation Payload) if it was provided by the UE, GPSI, optionally UAV location, PEI if available, and the UE IP Address if available. The UAV location is the User Location Information provided by the AMF (e.g. Cell ID). The UAS NF/NEF selects a USS based on either the Service Level Device Identity (i.e. CAA-Level UAV ID of the UAV) or the Authentication Server address (i.e. USS address) as described in clause 4.4.2.”

TS 23.256 specifies in clause 5.2.2.2 (UUAA-MM) at step 5 that USS sends “an indication whether the UAS service releated network resource can be released in case of UUAA failure” with final authentication message to UAS NF. Then this is forwarded to AMF at stepp 6. But this output parameter is absent in Nnef_Authentication_authenticate_authorize and Naf_Authentication_authenticate service operations

“USS to UAS NF: (final) Authentication Response, shall include: GPSI, a UUAA result (success/failure), may include an authorized CAA-level UAV ID and a UUAA Authorization Payload to the UAV (e.g. security info to be used to secure communications with USS), and a final authentication message (e.g. indicating success or failure, and indication whether the UAS service related network resource can be released in case of UUAA failure) based on authentication method used that is forwarded transparently to UE over NAS MM transport messages.”

	
	

	Summary of change:
	Adding Service operation parameters for Nnef_Authentication_authenticate_authorize and Naf_Authentication_authenticate

	
	

	Consequences if not approved:
	Missing service operation parameters for UUAA procedure.
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* * * * Start of 1st Change * * * * 
[bookmark: _Toc83205948]4.4.1.1.2.2	Nnef_Authentication_authenticate service operation
Service operation name: Nnef_Authentication_authenticate_authorize
Description: Provides the authentication and authorization result of the Service Level device Identity.
Input, Required: Notification endpoint, Service Level Device Identity (i.e. CAA-Level UAV ID), GPSI.
Input, Optional: Authorization Server Address (i.e. USS Address), PEI, UE IP address (in case the consumer NF is SMF), authentication/authorization container provided by UE, Combination of DNN/S-NSSAI (in case the consumer NF is SMF), UAV location.
Output, Required: Success/Failure indication, Authorization Data container, Authentication Session Correlation Id.
Output, Optional: Indication whether the UAS service related network resource can be released in case of UUAA failureNone.
* * * * Start of 2nd Change * * * * 
4.4.1.2.2.2	Naf_Authentication_authenticate service operation
Service operation name: Naf_Authentication_authenticate
Description: Provides the Authentication and Authorization result of the Service Level Device Identity (i.e. CAA-Level UAV ID for UAS).
Input, Required: Notification endpoint, Service Level Device Identity, GPSI.
Input, Optional: PEI, UE IP address, authentication container provided by UE, UAV location.
Output, Required: Success/Failure indication, GPSI, Authorization Data container, Authentication Session Correlation Id.
Output, Optional: Indication whether the UAS service related network resource can be released in case of UUAA failureNone.
* * * * End of Changes * * * *

