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1. Overall Description:

SA2 would like to thank CT1 for the question on applicability of NSAC and NSSRG to SNPN, and notes that no text in SA2 specifications excludes the applicability. In addition, SA2 has discussed and agreed that NSAC and NSSRG shall be applicable also to SNPN. 
TS 23.501 contains the following note in clause 6.2.23:

“When the NSSAAF is deployed in a PLMN, it supports Network Slice-Specific Authentication and Authorization, while when the NSSAAF is deployed in a SNPN may support Network Slice-Specific Authentication and Authorization and/or access to SNPN using credentials from Credentials Holder”

The note describes how NSSAA and NSSAAF are supported in SNPN for Network Slice-Specific Authentication and Authorization and/or for the access to SNPN using credential from credential holder, thus enabling NSSAF use in SPNS for slice authentication. This does not require any modification to TS 23.501 architecture figures in order to support NSSAF for Network Slice-Specific Authentication and Authorization. 
SA2 has agreed the enclosed CR to align the understanding of applicability of NSAC, NSSRG, and NSSAAF to SNPN.

2. Actions:

To XXX.

ACTION: 
SA2 kindly ask CT1 to keep the above into account
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