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FIRST CHANGE
4.15.3.2.X	Handling AF requests when the UE is identified via UE addressing information
An AF may via the NEF request Event Exposure (as defined otherwise in other sub-clauses of clause 4.15.3) or parameter provisioning (as defined in clause 4.15.6) targetting an individual UE, identifying the target UE by providing UE addressing information. 
In this case the 5GC first needs to retrieve a Permanent Identifier of the UE based on:
· the UE addressing information as provided by the AF: this may correspond to an UE IP address as allocated by 5GC,
· the corresponding DNN and/or S-NSSAI: this may have been provided by the AF or determined by the NEF using the identity of the AF;
[bookmark: _Hlk64110544]Once this is done, the 5GC may carry out the action requested by the AF and may deliver back to the AF AF specific UE Identifer  (as defined in TS 23.501 [2]). This AF specific UE Identifer may later on be used by the AF to issue further requests about the same UE.
The AF may have its own means to maintain the AF specific UE Identifer through, e.g., an AF session. After the retrieval of an AF specific UE Identifer the AF shall not keep maintaining a mapping between the returned AF specific UE Identifer and the UE IP address as this mapping may change.

NEXT CHANGE (2)
[bookmark: _Toc20204207][bookmark: _Toc27894899][bookmark: _Toc36191979][bookmark: _Toc45193069]4.15.6	External Parameter Provisioning
4.15.6.X	Parameter Provisioning when the UE is identified via UE addressing information
Handling of Parameter Provisioning requests targeting an individual UE when the UE is identified via UE addressing information is described in clause 4.15.3.2.X. Once the procedure described in clause 4.15.3.2.X has taken place, the Parameter Provisioning as described in other sub-clauses of 4.15.6 may apply.


NEXT CHANGE (3)
[bookmark: _Toc27895213][bookmark: _Toc36192310][bookmark: _Toc45193423][bookmark: _Toc47593055][bookmark: _Toc51835142][bookmark: _Toc83793628]5.2.6.2.2	Nnef_EventExposure_Subscribe operation
Service operation name: Nnef_EventExposure_Subscribe
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.
Inputs, Required: (Set of) Event ID(s) as specified in clause 4.15.3.1 or Npcf_PolicyAuthorization_Notify and Naf_EventExposure_Subscribe service operation, Target of Event Reporting (GPSI, SUPI, External Group Identifier, or Internal Group Identifier), UE addressing information (IP address) or AF specific UE Identifer as defined in clause 4.15.3.2.X),) Event Reporting Information defined in Table 4.15.1-1, Notification Target Address (+ Notification Correlation ID), MTC Provider Information.
Inputs, Optional: Event Filter, (set of) External Application Identifier(s), Subscription Correlation ID (in the case of modification of the event subscription), Expiry time, list of group member UE(s) whose subscription to event notification(s) are removed from a group-based event notification subscription, DNN, S-NSSAI, Idle Status Indication request (if UE reachability or Availability after DDN failure reporting is requested).
Outputs, Required: When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs, Optional: First corresponding event report is included, if available (see clause 4.15.1), AF specific UE Identifer (see clause 4.15.3.2.X).
.



NEXT CHANGE (4)

[bookmark: _Toc20204526][bookmark: _Toc27895225][bookmark: _Toc36192322][bookmark: _Toc45193435][bookmark: _Toc47593067][bookmark: _Toc51835154][bookmark: _Toc83793640]5.2.6.4	Nnef_ParameterProvision service
[bookmark: _Toc20204527][bookmark: _Toc27895226][bookmark: _Toc36192323][bookmark: _Toc45193436][bookmark: _Toc47593068][bookmark: _Toc51835155][bookmark: _Toc83793641]5.2.6.4.1	General
This service is for allowing external party to provision of information which can be used for the UE in 5GS.
[bookmark: _Toc20204528][bookmark: _Toc27895227][bookmark: _Toc36192324][bookmark: _Toc45193437][bookmark: _Toc47593069][bookmark: _Toc51835156][bookmark: _Toc83793642]5.2.6.4.2	Nnef_ParameterProvision_Update service operation
Service operation name: Nnef_ParameterProvision_Update
Description: The consumer updates the UE related information (e.g., Expected UE Behaviour, Network Configuration parameters, Location Privacy Indication parameters, ECS Address Configuration Information) or 5G VN Group related information (e.g. 5G VN group data, 5G VN membership management).
Inputs, Required: AF Identifier, Transaction Reference ID.
Inputs, Optional: 
-	UE ID (GPSI, UE addressing informationor AF specific UE Identifer as defined in clause 4.15.3.2.X), External Group ID 
-	at least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters or 5G VN related information or ECS Address Configuration Information, Validity Time or Location Privacy Indication parameters, MTC Provider Information.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available, AF specific UE Identifer (see clause 4.15.3.2.X) in case of success.
.
[bookmark: _Toc20204529][bookmark: _Toc27895228][bookmark: _Toc36192325][bookmark: _Toc45193438][bookmark: _Toc47593070][bookmark: _Toc51835157][bookmark: _Toc83793643]5.2.6.4.3	Nnef_ParameterProvision_Create service operation
Service operation name: Nnef_ParameterProvision_Create
Description: The consumer creates a 5G VN group.
Inputs, Required: AF Identifier, Transaction Reference ID.
Inputs, Optional: 
-	UE ID (GPSI, UE addressing informationor AF specific UE Identifer as defined in clause 4.15.3.2.X), External Group ID for 5G VN group creation, External Group ID, 	Comment by Ericsson MO: Unrelated change?
-	5G VN group related information (e.g., 5G VN group data, 5G VN membership management), MTC Provider Information.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available, AF specific UE Identifer (see clause 4.15.3.2.X) in case of success.
[bookmark: _Toc20204530][bookmark: _Toc27895229][bookmark: _Toc36192326][bookmark: _Toc45193439][bookmark: _Toc47593071][bookmark: _Toc51835158][bookmark: _Toc83793644]5.2.6.4.4	Nnef_ParameterProvision_Delete service operation
Service operation name: Nnef_ParameterProvision_Delete
Description: The consumer deletes a 5G VN group.
Inputs, Required: AF Identifier, Transaction Reference ID.
Inputs, Optional: External Group ID.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc20204531][bookmark: _Toc27895230][bookmark: _Toc36192327][bookmark: _Toc45193440][bookmark: _Toc47593072][bookmark: _Toc51835159][bookmark: _Toc83793645]5.2.6.4.5	Nnef_ParameterProvision_Get service operation
Service operation name: Nnef_ParameterProvision_Get
Description: The consumer gets the UE related information (e.g. Expected UE Behaviour, Network Configuration parameters, ECS Address Configuration Information).
Inputs, Required: UE ID (GPSI, UE addressing informationor AF specific UE Identifer as defined in clause 4.15.3.2.X, AF Identifier, requested information (e.g., Expected UE Behaviour, Network Configuration parameters, ECS Address Configuration Information).
Inputs, Optional: None.
Outputs, Required: Requested data, Operation execution result indication.
Outputs, Optional: AF specific UE Identifer (see clause 4.15.3.2.X) in case of success.None.


	Comment by Ericsson MO: This servcie operation send a notification FROM NEF to AF/NF
NEXT CHANGE (5)

[bookmark: _Toc36192414][bookmark: _Toc45193523][bookmark: _Toc47593155][bookmark: _Toc51835242][bookmark: _Toc83793729]5.2.6.21.2	Nnef_Location_LocationUpdateNotify service operation
Service operation name: Nnef_Location_LocationUpdateNotify
Description: Provides UE location information to the consumer NF.
Inputs, Required: Identity of the AF, UE identifier (GPSI), event causing the location estimate (5GC-MO-LR), location estimate, age of location estimate, accuracy indication, LCS QoS class.
Inputs, Optional: None.
Outputs, Required: Success/Failure indication.
Output (optional): Failure Cause (in the case of failure indication provided) .


NEXT CHANGE 


[bookmark: _Toc20204692][bookmark: _Toc27895406][bookmark: _Toc36192509][bookmark: _Toc45193611][bookmark: _Toc47593243][bookmark: _Toc51835330][bookmark: _Toc83793855]5.2.13.2.4	Nbsf_Management_Discovery service operation
Service Operation name: Nbsf_Management discovery
Description: Discovers the PCF and PCF set selected for a PDU Session identified by the tuple (UE address(es), SUPI, GPSI, DNN, S-NSSAI), or discovers the PCF and PCF set selected for the UE identified by the tuple (SUPI, GPSI). This operation may also be used to determine the SUPI/GPSI from the tuple (UE address, DNN, S-NSSAI).
Inputs, Required: UE address (i.e. IP address or MAC address), [Required, for a PDU Session and for a UE], DNN [Conditional], S-NSSAI [Conditional], if the target PCF is for a PDU Session, MBS session ID as defined in TS 23.247 [78], [Required, for an MBS Session].
SUPI and/or GPSI, if the target PCF is for a UE.
NOTE:	For TSN scenarios the UE address contains the DS-TT port MAC address.
Inputs, Optional: If the target PCF is for a PDU Session, SUPI, GPSI.
Outputs, Required: PCF address(es), PCF instance ID [Conditional, if available] and PCF Set ID [Conditional, if available], level of Binding [Conditional, if available] (see clause 6.3.1.0 of TS 23.501 [2]).
Outputs, Optional: None.



NEXT CHANGE  	Comment by LTHM0: Was by mistake in 7647
[bookmark: _Toc68062002]
4.15.z	AF specific UE ID retrieval
This clause contains the detailed description and the procedures for the AF specific UE ID retrieval. The AF specific UE ID is defined in clause 4.15.3.2.X. .
NOTE:	After retrieving AF specific UE ID, the AF can invoke NEF provided services (e.g. location monitoring). 



Figure 4.15.z-1: AF specific UE ID retrieval
1.	AF requests to retrieve UE ID via the Nnef_UEId_Get service operation. The request message shall include UE address (IP address or MAC address) and AF Identifier, it may include AF Service Identifier, MTC Provider Information, DNN, S-NSSAI, Application port ID IP domain. The MTC Provider Information identifies the MTC Service Provider and/or MTC Application.	Comment by Ericsson MO: IP domain is needed for IPv4
NOTE 1:	The MTC Provider Information can be used by any type of Service Providers (MTC or non-MTC) or Corporate or External Parties for, e.g. to distinguish their different customers.
NOTE 2: 	The case where UE IP address provided by the AF to the NEF corresponds to an IP address that has been NATed (Network and Port Address Translation) is not supported in this release.
NOTE 3:	The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g., based on the requesting AF).

NOTE 3: 	The Application Port ID is as defined in Nnef_Trigger_Delivery.
2.	The NEF authorizes the AF request. If the authorisation is not granted, the NEF replies to the AF with a Result value indicating authorisation failure; otherwise the NEF proceeds with the following steps. The NEF determines corresponding DNN and/or S-NSSAI information: this may have been provided by the AF or is determined by the NEF based on the requesting AF Service Identifier, MTC Provider Information.
3-4.	The NEF may use the Nbsf_Management_Discovery service operation with UE address and (DNN, S-NSSAI)  to retrieve the session binding information of the UE. If no SUPI is received in the session binding information from the BSF, the NEF replies to the AF with a Result value indicating that the UE ID is not available.
5.	The NEF interacts with UDM to retrieve the AF specific UE Identifervia the Nudm_SDM_Get service operation. The request message includes SUPI and at least one of Application PortMTC Provider Information or AF Service Identifier..
NOTE 4:	The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g., based on the requesting AF).
6.	The UDM responds to the NEF with AF specific UE Identifer .
7.	The NEF further responds to the AF with the AF specific UE Identifer.




NEXT CHANGE 	Comment by LTHM0: Was by mistake in 7647

5.2.6.1	General
The following table shows the NEF Services and Service Operations:
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF, NWDAF

	
	Unsubscribe
	
	AF, NWDAF

	
	Notify
	
	AF, NWDAF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	
	Notify
	Subscribe/Notify
	AF

	
	AppRelocationInfo
	Subscribe/Notify
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Revoke
	Request/Response
	AF

	Nnef_MSISDN-less_MO_SMS
	Notify
	Notify
	AF

	Nnef_ServiceParameter
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_APISupportCapability
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	Subscribe/Notify
	AF

	
	Notify
	Subscribe/Notify
	AF

	Nnef_NIDDConfiguration
	Create
	Request/Response
	AF

	
	TriggerNotify
	Subscribe/Notify
	AF

	
	UpdateNotify
	Subscribe/Notify
	AF

	
	Delete
	Request/Response
	AF

	Nnef_NIDD
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	
	GroupDeliveryNotify
	Notify
	AF

	Nnef_SMContext
	Create
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	
	DeleteNotify
	Subscribe/Notify
	SMF

	
	Delivery
	Request/Response
	SMF

	Nnef_AnalyticsExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	
	Fetch
	Request/Response
	AF

	Nnef_UCMFProvisioning
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ECRestriction
	Get
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ApplyPolicy
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_Location
	LocationUpdateNotify
	Notify
	AF

	Nnef_SliceStatus
	Retrieve
	Request/Response
	AF

	Nnef TimeSynchronization
	ConfigUpdate
	Request/Response
	AF

	
	ConfigCreate
	Request/Response
	AF

	
	ConfigDelete
	Request/Response
	AF

	
	ConfigUpdateNotify
	Subscribe/Notify
	AF

	
	CapsSubscribe
	Subscribe/Notify
	AF

	
	CapsUnsubscribe
	Subscribe/Notify
	AF

	
	CapsNotify
	Subscribe/Notify
	AF

	Nnef_UEId
	Get
	Request/Response
	AF




NEXT CHANGE 	Comment by LTHM0: Was by mistake in 7647

5.2.6.z	Nnef_UEId service
[bookmark: _Toc20204555][bookmark: _Toc27895254][bookmark: _Toc36192351][bookmark: _Toc45193464][bookmark: _Toc47593096][bookmark: _Toc51835183][bookmark: _Toc68062403]5.2.6.z.1	General
See clause 4.15.z.
5.2.6.z.2	Nnef_UEId_Get operation
Service operation name: Nnef_UEId_Get
Description: Get the UE identifier.
Inputs, Required: UE address (i.e. IPv4/IPv6 address or MAC address), AF Identifier.
Inputs, Optional: AF Service Identifier, Application Port ID MTC Provider Information
Outputs, Required: Result, AF specific UE Identifer if successful.
Outputs, Optional: None.






NEXT CHANGE 
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Reason for change:  R elates with incoming LS in S2 - 2106990 = S6 - 211082   An AF may only be able to identify the UE target of an AF request for Data  Provisioning or for Event Exposure about a UE by providing  UE   addressing  information ( e.g.  IP address and port information)  to identify   this UE.  

  

Summary of change:  An AF may request  ( via the NEF )   information   exposure or parameter  provisioning targetting an individual UE, identifying the target UE by  providing  UE   addressing information .   In this case the 5GC   (NEF)   first needs to retrieve a Permanent Identifier of  the U E      Then   the NEF Event exposure or the parameter provisioning may apply as  defined in R16.     Nnef_EventExposure_ Subscribe ,  Nnef_Location_LocationUpdateNotify  and  Nnef_Pa rameterProvision   operations are modified accordingly.   The NEF  may deliver back to the AF an  UE external Identifier for an  Application. This UE external Identifier for an Application may later on be  used by the AF to issue further requests about the same UE.  

  

Consequences if not  approved:  An AF cannot  identify the UE target of an AF request for Data Provisioning  or for Event Exposure by providing  UE   addressing information  to identify   this  UE.  

  

Clauses affected:  4.15.3.2.X (new) ; 5.2.6.2.2 ; 5.2.6.4 ; 5.2.13.2.4   ; 4.15. Z (new) ; 5.2.6.1    ;  5.2.6.z (new)  
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