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	Reason for change:
	Based on RAN2 questions in LS S2-2107044/R2-2109114, it is suggested that R17 SNPN-capable UEs that are not in SNPN Access Mode cannot camp on an SNPN cell supporting emergency services to obtain emergency services via any SNPN, which means the UE in limited sate also follow the restriction of SNPN access mode to select PLMN or SNPN.

Also, as defined in 23.501 clause 5.30.2.3,	“NOTE 1:	When Credentials Holder is an SNPN, and the MCC and MNC of the SNPN is not unique, then IMSI based SUPI is not supported as the MCC and MNC need not be globally unique always; instead USIM credentials are supported using Network Specific Identifier based SUPI.”  
Besides, PLMN doesn't support NID, so PLMN doesn't the NSI based SUPI with NID in realm.

Hence, when the PLMN ID of the SNPN is not unique, the UE shall use the IMEI(Sv)/PEI to access the PLMN for emergency service.

	
	

	Summary of change:
	Correct the behaviour for SNPN UE in limited states

	
	

	Consequences if not approved:
	The PLMN cannot identify and differentiate SNPN subscribed UEs based on IMSI, when the PLMN ID of the SNPN is not unique.
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[bookmark: _Toc83302028][bookmark: _Toc75441016][bookmark: _Toc36188014][bookmark: _Toc45183919][bookmark: _Toc47342761][bookmark: _Toc51769462][bookmark: _Toc75440885][bookmark: _Toc75441010][bookmark: _Toc68015305]5.30.2.4.1	General
An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.
Emergency services are supported in SNPN access mode. If the UE is in limited service state, the UE shall attempt to camp on an acceptable cell of any available SNPN supporting emergency calls (irrespective of SNPN ID or GIN) or on any available PLMN supporting emergency calls (irrespective of PLMN ID).
NOTE1:	A UE in SNPN mode uses PEI to access a the PLMN for emergency services.
[bookmark: _GoBack]If a UE  is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs. A UE  not set to operate in SNPN access mode performs PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17]. For a UE capable of simultaneously connecting to an SNPN and a PLMN, the setting for operation in SNPN access mode is applied only to the Uu interface for connection to the SNPN. Clause D.4 provides more details.
An SNPN-enabled UE that supports access to an SNPN using credentials from a Credentials Holder and that is equipped with a PLMN subscription needs to first enter SNPN access mode to be able to select SNPNs. Once the UE has entered SNPN access mode, SNPN selection is performed as described in clause 5.30.2.4. Once an SNPN has been selected the UE attempts registration in the SNPN using the PLMN credentials.
NOTE2:	Details of activation and deactivation of SNPN access mode are up to UE implementation.
When a UE is set to operate in SNPN access mode the UE does not perform normal PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17].
UEs operating in SNPN access mode read the information described in clause 5.30.2.2 from the broadcast system information and take them into account during network selection.
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