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****************** START CHANGE ***************
[bookmark: _Toc83302154][bookmark: _Toc75441016][bookmark: _Toc36188014][bookmark: _Toc45183919][bookmark: _Toc47342761][bookmark: _Toc51769462][bookmark: _Toc75440885][bookmark: _Toc75441010][bookmark: _Toc68015305]5.39	Remote provisioning of credentials for NSSAA or secondary authentication/authorization
5.39.1	General
The UE and the HPLMN may provide functionalities to provision or update the credentials used for NSSAA or credentials for secondary authentication/authorization to the UE. The provisioning via UE Parameters Update procedure as defined in clause 4.20 of TS 23.502 [3] and via User Plane are both supported.
Editor's note:	It is FFS whether and how the credentials can be sent from a provisioning server (e.g. using an AF) to the UDM and whether NEF is needed.
For User Plane provisioning, the UE establishes a PDU session that is used for remote provisioning, e.g. by using DNN(s)/S-NSSAI(s) which can access the provisioning server. The AMF selects an SMF used for remote provisioning using the SMF discovery and selection functionality as described in clause 6.3.2, considering the DNN/S-NSSAI of the PDU session. If the SMF is configured with the PVS address(es) and/or PVS FQDN(s), the SMF shall send the PVS address(es) and/or PVS FQDN(s)address of the provisioning server per DNN/S-NSSAI to the UE via PCO during PDU Session establishment procedure, based on the UE’s subscribed DNN(s)/S-NSSAI(s). The PVS address(es) and/or PVS FQDN(s), which are not related to UE’s subscribed DNN(s)/S-NSSAI(s), are not sent to the UE. Alternatively, the UE may be configured with an address of a provisioning server or the provisioning server may subscribe for UE Reachability Notification and may use the Application Triggering procedure as specified in TS 23.502 [3] to trigger the UE to initiate the setup of connection for remote provisioning.

****************** NEXT CHANGE ***************
[bookmark: _Toc20150094][bookmark: _Toc27846893][bookmark: _Toc36188024][bookmark: _Toc45183929][bookmark: _Toc47342771][bookmark: _Toc51769473][bookmark: _Toc83302046]5.30.3.1	General
Public Network Integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in clause 5.15. When a PNI-NPN is made available via a PLMN, then the UE shall have a subscription for the PLMN in order to access PNI-NPN.
NOTE 1:	Annex D provides additional consideration to consider when supporting Non-Public Network as a Network Slice of a PLMN.
As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas where the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used to apply access control.
A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.
CAG is used for the PNI-NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated CAG cell(s).
NOTE 2:	CAG is used for access control e.g. authorization at cell selection and configured in the subscription as part of the Mobility Restrictions i.e. independent from any S-NSSAI. CAG is not used as input to AMF selection nor Network Slice selection. If NPN isolation is desired, operator can better support NPN isolation by deploying network slicing for PNI-NPN, configuring dedicated S-NSSAI(s) for the given NPN as specified in Annex D, clause D.2 and restricting NPN's UE subscriptions to these dedicated S-NSSAI(s).
The UE and PNI-NPN may support remote provisioning of credentials for NSSAA or credentials for secondary authentication/authorization to the UE, as specified in clause 5.39.
NOTE 3:	After successful provisioning of the credentials to the UE, specific service subscription data (e.g. to enable the use of PNI-NPN) can be activated in the UE Subscription data in the UDR/UDM. This can result in a change of the UE Subscription Data to include new S-NSSAI, DNN or CAG information, which can trigger update of the UE configurations, e.g. described in clause 5.15.5.2.2. It is not expected to configure the UE with the new S-NSSAI, DNN or CAG information before the successful provisioning of the related credentials to the UE.
NOTE 4:	The UE always has subscription to the HPLMN providing the PNI-NPN and has a USIM that contains primary authentication credentials.

****************** END CHANGES ***************


