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	Reason for change:
	TS 23.228 has mentioned about passing HSS Group ID in SIP signalling procedure.

In addition, every IMS node receiving an HSS Group ID in SIP signalling (e.g. S-CSCF and IMS AS) should store it as part of the UE information, and should use the received HSS Group ID to select an SBI capable HSS. Additionally, an IMS node receiving an HSS Group ID in SIP signalling should include it in subsequent SIP signalling related to the above procedures.
If the HSS Group ID is different for originating and terminating user then it will lead to call failure

Scenario:

1) Originating S-CSCF sends the INVITE to terminating I-CSCF. This INVITE will have HSS Group ID for the originating user
2) Terminating I-CSCF does S-CSCF selection by querying HSS for terminating user. Here if I-CSCF use the received HSS Group ID then it will get user not found from HSS leading to call failure

Hence the proposal is not to send the HSS group ID to the terminating side.


	
	

	Summary of change:
	The following change is proposed:
· IMS nodes should not send the HSS Group ID to any other party involved in the session/communication.

	
	

	Consequences if not approved:
	Call failure
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* * * * start of 1st change * * * *
[bookmark: _Toc83210230][bookmark: _Toc68061709]AA.3.3.3	Handling of HSS Group ID in IMS Procedures
The HSS group ID may be transported in SIP signalling related to the following procedures:
-	Initial IMS Registration procedure.
-	IMS Terminating session establishment procedure.
-	IMS Originating session establishment procedure.
An SBI enabled I-CSCF receiving an HSS Group ID during the NRF-based HSS discovery procedure should include the HSS Group ID for transportation to the next hop in subsequent SIP signalling related to the above procedures.
In addition, every IMS node receiving an HSS Group ID in SIP signalling (e.g. S-CSCF and IMS AS) should store it as part of the UE information, and should use the received HSS Group ID to select an SBI capable HSS. Additionally, an IMS node receiving an HSS Group ID in SIP signalling should include it in subsequent SIP signalling related to the above procedures.
The HSS Group ID in SIP signalling is specific to the UE served by this IMS and shall not be sent to any other party involved in the session/communication (e.g. to the terminating side and/or outside the HPLMN).
* * * * end of changes * * * *


