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Abstract of the contribution: Proposed way forward of UE DNS Query using EASDF’s IP address
[bookmark: _Toc510607461]1. Introduction
Solution introduced in TS 23.543 provides an option of DNS resolution/resolver to enable UE applications to efficiently discover/access the EAS deployed at the edge. This is very beneficial to some applications, e.g. the operator deployed applications and applications who don’t know what could be the optimum DNS server.
There are also some applications, which are configured with the optimum DNS server provided by the ASP, e.g. the ASP deploys CDN and its own DNS server for the application. The ASP may expect the DNS setting is not overwritten and the DNS query is not redirected to some other DNS server. It is better to adopt the DNS server preferred by the ASP.
Some UEs support private DNS Mode, in which user can manually input a private DNS provider host name if it is available, see Figure 1 below. In that case, the DNS provider host input by user should be applied for all the applications.
[image: ]
Figure 1: A screenshot of Private DNS Mode
In existing implementation, UE OS may determine a DNS server based on multiple inputs:
· Cached DNS server address
· Default DNS server address
· DNS server indicated by the application
· User input
To assure the application always access EAS with the optimum path deemed by the user, the ASP or the operator, UE has to consider the requirements from the user, the application and the operator for the determination of the DNS server address.
To support mechanisms defined in TS 23.543, the UE OS additionally considers EASDF IP address received from SMF for the determination of the DNS setting.
2. Conclusions
It is proposed that the UE considers EASDF IP address received from SMF in addition to other information (e.g. Cached DNS server address, Default DNS server address, DNS server indicated by the application and User input) for the determination of the DNS setting.
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