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1. Overall Description:

SA2 thanks SA4 for the Reply LS to SA2 informing us on the start of the EVEX work item in SA4.

Regarding the request to confirm certain details, please find the SA2 replies as below in line with SA4 list of actions:

1.
That the reference architecture outlined in the attached draft TS 26.531 satisfies the requirements of TS 23.288.

[SA2 Reply]: The attached draft TS 26.531 architecture can satisfy the requirements for UE data collection in Rel-17 based on the newly proposed reference points R1, R2, R3, R5, R7 and R8 provided that collective behaviour information and service experience information as outlined in LS S2-2104864 / S4-210963 can be exposed via this architecture and the related reference points.
2.
That SA2 is content for SA4 to proceed with stage 2 definition of the proposed Ndcaf service.

[SA2 Reply]: Please consider SA2 feedback regarding point 1 (as above) and points 3, 4, 5 and 6 (as below).
3.
That it is acceptable to expose certain events to system actors other than the NWDAF via the event exposure service, including actors deployed outside the trusted domain.

[SA2 Reply]: SA2 assumes point 3 is related to the development of newly proposed reference point, R6 (and possibly reference point R4). Based on the Rel-17 envisioned use cases in eNA (requiring exposure to the NWDAF only), it is not clear for SA2 if such reference points are needed to meet SA2 requirements for UE data collection in Rel-17 eNA. It would be great if SA4 clarifies whether this is based on the SA2 request.
4.
That it is acceptable for SA4 to define additional event types (e.g. a 5GMS media access event) to be exposed by the Data Collection AF to the NWDAF and/or other interested subscribers using the event exposure service for the purpose of data analytics.

[SA2 Reply]: This needs to be analysed in the context of UE data collection in Rel-17 in eNA and whether such events can have any meaningful usage by the NWDAF. Otherwise such events are beyond the scope of eNA in Rel-17.
5.
That it is acceptable for a Data Collection AF instance deployed inside the trusted domain to expose its Ndcaf service to system actors deployed outside the trusted domain via the NEF (Collaborations B and C in Annex A of the attached draft TS 23.531), and that SA2 will be able to make the necessary additions to TS 23.501, TS 23.502 and TS 23.288 in the Release 17 timeframe to accommodate such deployments.

[SA2 Reply]. Please refer to the reply to point 3 and point 4. 
6.
That it is acceptable for a Data Collection AF instance deployed inside the trusted domain to expose events to actors deployed outside the trusted domain via the NEF, using the Nnef_EventExposure service.

[SA2 Reply]: Please refer to the reply to point 3 and point 4.
7.
That it is acceptable for a Data Collection AF instance to be deployed outside the trusted domain (Collaboration D in Annex A of the attached draft TS 23.531) and to register itself with the NRF via the NEF across the trust boundary.

NOTE:
Table 5.2.7.1-1 of TS 26.502 lists the NEF as an example consumer of the Nnrf_NFManagement service. However, table 5.2.6 of TS 26.502 does not list this service as being exposed by the NEF. SA4 observes that this gap already adversely impacts one deployment scenario specified in clause 4.1 of TS 26.501 (Release 16) in which the 5GMS AF is deployed outside the trusted domain.

[SA2 Reply]: Yes. This is already covered in Rel-17 Specs in TS 23.288, TS 23.501 and TS 23.502 for untrusted AF(s) via NEF.
8.
That it is acceptable for an NWDAF instance deployed inside the trusted domain to invoke the Nnef_EventExposure APIs on an externally deployed Data Collection AF instance via the NEF across the trust boundary.

[SA2 Reply]: Yes. This is already covered in Rel-17 Specs in TS23.288, TS23.501 and TS23.502 for untrusted AF(s) via NEF.
2. Actions: 
To SA4:
SA2 kindly asks SA4 to take the above information into account and request to provide feedback to SA2.
3. Dates of Next SA2 Meetings:
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