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Abstract of the contribution: Proposal to endorse how to handle SA1 PIRATES requirements (based on the Tdoc on Analysis of SA1 PIRATES requirements)
1 Discussion
[bookmark: _Hlk84878609]From 22.261
CPN	Customer Premises Network
PIN	Personal IoT Network
PRAS	Premises Radio Access Station
A Customer Premises Network (CPN) is a network located within a premises (e.g. a residence, office or shop). Via an evolved Residential Gateway (eRG), the CPN provides connectivity to the 5G network. The eRG can be connected to the 5G core network via wireline, wireless, or hybrid access. The eRG is an evolution of the 5G-RG.
A Personal IoT Network (PIN) consists of PIN Elements that communicate using PIN Direct Connection or direct network connection and is managed locally (using a PIN Element with Management Capability). Examples of PINs include networks of wearables and smart home / smart office equipment.  Via a PIN Element with Gateway Capability, PIN Elements have access to the 5G network services and can communicate with PIN Elements that are not within range to use PIN Direct Connection. 
Current SID references: SID proposals at SA plenary (will be modified as part of SA2 147e): 
5WWC (SP-211080), PIRATES (SP-211022) and 5GSF (SP-211129) 


Companion Tdoc 7648 has identified following questions and options
[bookmark: _Hlk84859213][bookmark: _Hlk84877469]The option for managing the various activities are the following
· Support of RG/CPN
· Option A)
· SA2 5WWC covers only aspects not related to RG/CPN in SA1 PIRATES, and the “objective 2” of SP-211080 on UE behind RG is moved to PIRATES,
· SA2 PIRATES includes WTs to study PIN aspects and RG/CPN aspects in SA1 PIRATES as well as “objective 2” of SP-211080 on UE behind RG
Note: for the aspect related to RG/CPN, coordination with study in 5WWC and with BBF are required
· Option B)
· SA2 5WWC covers all aspect as in SP-211080, including all CPN related aspect of SA1 PIRATES,
· SA2 PIRATES includes only WTs to study the PIN aspect and NOT the CPN aspects of SA1 PIRATES,
· Support of PRAS: 
· Option C)
· SA2 PIRATES includes WTs to study PRAS aspects
· 5GFS (see SP-211129) addresses limited set of specific requirements for UE accessing PRAS (when such requirements are in SA2 scope) or even 5GFS work is included in SA2 PIRATES
· Option D)
· SA2 PIRATES does not include WTs to study any PRAS related aspects
· 5GFS covers all PRAS related aspect of SA1 PIRATES (when such requirements are in SA2 scope),

As shown in the companion analysis Tdoc 7648, SA1 PIRATES requirements mix multiple aspects that are quite different
· work on PRAS (part of NG RAN, not a user device even though the user may buy it, PRAS is to be operated as a subset of NG RAN)
· work on CPN for which there is huge need to coordinate with BBF as BBF is responsible of the RG specifications and especially of how the RG controls the CPN
· Work on PIN where PIN is a new concept (wrt existing RAN and wireline access/BBF/RG deployments). PIN has little, if any, overlap with PRAS
Analysis for the Support of RG/CPN :
With option A, BBF interactions are widely spread between SA2 5WWC and SA2 PIRATES; option B limits the overlap wrt BBF interactions where in the SA2 PIRATES SID, BBF interactions would be limited to a closer set of features needed by PIN e.g. would be limited to support of the case where the RG acts as a PIN Gateway.
The support of UE behind RG may be totally un-correlated with PIN, as these devices may not form a local sub-network  thus it looks artificial to merge the support of UE behind RG with SA2 PIRATEs as suggested in Option A
Conclusion for the Support of RG/CPN :
· Apply Option B)
· SA2 5WWC covers all aspect involving CPN, including all CPN related aspect of SA1 PIRATES,
· SA2 PIRATES includes only WTs to study the PIN aspect and NOT the CPN aspects of SA1 PIRATES,

Analysis for the PRAS:
With option D, there is a clean cut between work 
· Work on PRAS (part of NG RAN), while a PRAS shall be under control / operation of the NG RAN  even though the user may buy it
· Work related with SA2 5WWC and other aspects of SA1 PIRATES requirements.
SA1 PIRATES requirements related with PIN may apply for a PIN located behind a smartphone connected to a regular (non PRAS) NG RAN and thus should be handled separately from PRAS handling
Conclusion for the Support of PRAS:
· SA2 PIRATES does not include WTs to study any PRAS related aspects
· SA2 5GFS covers all PRAS related aspect of SA1 PIRATES (when such requirements are in SA2 scope),







2 Proposal
[bookmark: _Hlk513714389]It is proposed to endorse following 2 proposals
1. Conclusion for the Support of PRAS:
· SA2 PIRATES does not include WTs to study any PRAS related aspects
· SA2 5GFS covers all PRAS related aspect of SA1 PIRATES (when such requirements are in SA2 scope),

2. Conclusion for the Support of RG/CPN :
· SA2 5WWC covers all aspect involving CPN, including all CPN related aspect of SA1 PIRATES,
· SA2 PIRATES includes only WTs to study the PIN aspect and NOT the CPN aspects of SA1 PIRATES,
CPN, PRAS and PIN aspects are defined in Tdoc S2-2107648
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