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The NWDAF provides analytics to 5GC NFs, and OAM as defined in clause 7. An NWDAF can be decomposed into:
-	Analytics logical function (AnLF): An NWDAF containing the Analytics logical function, denoted as NWDAF (AnLF), can perform inference, derive analytics information (i.e. derives statistics and/or predictions based on Analytics Consumer request) and expose analytics service i.e. Nnwdaf_AnalyticsSubscription or Nnwdaf_AnalyticsInfo.
-	Model Training logical function (MTLF): An NWDAF containing the Model Training logical function, denoted as NWDAF (MTLF), trains Machine Learning (ML) models and exposes new training services (e.g. providing trained ML model) as defined in clause 7.5 and clause 7.6.
NOTE 1:	NWDAF can contain Model Training logical function, Analytics logical function, or both. An NWDAF contains both logical functions and is denoted as NWDAF, unless explicitly mentioned as NWDAF (AnLF) and NWDAF (MTLF).
NOTE 2:	Pre-trained ML model storage and provisioning to NWDAF is out of the scope of 3GPP.
NOTE 3:	In this Release of the specification an NWDAF containing AnLF is locally configured with (a set of) NWDAF (MTLF) ID(s) and the analytics Analytics ID(s) supported by each NWDAF containing MTLF to retrieve trained ML models. An NWDAF containing AnLF uses NWDAF discovery for NWDAF(MTLF) within the set of configured NWDAF containing MTLF ID(s), if necessary.
Analytics information are either statistical information of the past events, or predictive information.
Different NWDAF instances may be present in the 5GC, with possible specializations per type of analytics. The capabilities of a NWDAF instance are described in the NWDAF profile stored in the NRF.
To guarantee the accuracy of analytics output for an Analytics ID, based on the UE abnormal behaviour analytics from itself or other NWDAF including abnormal UE list and the observed time window, the NWDAF is to detect and may delete the input data from the abnormal UE(s), and then may generate a new ML model and/or analytics outputs for the Analytics ID without the input data related to abnormal UE list during the observed time window, and then send/update the ML model information and/or analytics outputs to the subscribed NWDAF service consumer.
In order to support NFs to discover and select an NWDAF instance containing MLTF, AnLF, or both, that is able to provide the required service (e.g. analytics exposure or ML model provisioning) for the required type of analytics, each NWDAF instance should provide the list of supported Analytics ID(s) (possibly per supported service) when registering to the NRF, in addition to other NRF registration elements of the NF profile. NFs requiring the discovery of an NWDAF instance that provides support for some specific service(s) for a specific type of analytics may query the NRF for NWDAFs supporting the required service(s) and the required Analytics ID(s).
NOTE 4:	The NWDAF(MTLF) registers the ML model provisioning service when it has trained ML model(s) for the Analytics ID.
The consumers, i.e. 5GC NFs and OAM, decide how to use the data analytics provided by NWDAF.
The interactions between 5GC NF(s) and the NWDAF take place within a PLMN.
The NWDAF has no knowledge about NF application logic. The NWDAF may use subscription data but only for statistical purpose.
The NWDAF architecture allows for arranging multiple NWDAF instances in a hierarchy/tree with a flexible number of layers/branches. The number and organisation of the hierarchy layers, as well as the capabilities of each NWDAF instance remain deployment choices.
In a hierarchical deployment, NWDAFs may provide data collection exposure capability for generating analytics based on the data collected by other NWDAFs, when DCCF, MFAF are not present in the network.
In order to make NWDAF discoverable in some network deployments, NWDAF may be configured (e.g. for UE mobility analytics) to register in UDM (Nudm_UECM_Registration service operation) for the UE(s) it is serving and for the related Analytics ID(s). Registration in UDM should take place at the time the NWDAF starts serving the UE(s) or collecting data for the UE(s). Deregistration in UDM takes place when NWDAF deletes the analytics context information for the UE(s) (see clause 6.1B.4) for a related Analytics ID.
NOTE 5:	The procedures for data collection for UE related analytics need to take user consent into account, how to do this depends on the decisions of SA WG3. 
* * * * Next change * * * *
5A.2	Data Collection Coordination
Data Collection Coordination is supported by a DCCF. The Data Consumer may use an NRF to perform NF discovery and selection to find a DCCF that can coordinate data collection (DCCF discovery principles are defined in clause 6.3.19 of TS 23.501 [2]). Data Consumers send requests for data to the DCCF rather than directly to the NF Data Source. Whether the data consumers directly contact the NF Data Source or goes via the DCCF is based on configuration of the data consumers. For the Data Consumer and each notification endpoint in a data request, the Data Consumer may specify Formatting and Processing Instructions that determine how the data is to be provided. Upon receiving a request from a Data Consumer, the selected DCCF determines the NF instance that can be a Data Source if the Data Source is not indicated in the Data Consumer's request. The DCCF may also select an ADRF if the data is to be stored in an ADRF and an ADRF endpoint is not indicated in the Data Consumer's request. To retrieve data for a specific UE, the NRF, UDM or BSF can provide the DCCF with the identity of the Data Source using the services indicated in table 5A.2-1.
Table 5A.2-1: NF Services consumed by DCCF to determine which NF instances are serving a UE
	Type of NF instance (serving the UE) to determine
	NF to be contacted by DCCF
	Service
	Reference in TS 23.502 [3]

	UDM
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	AMF
	UDM
	Nudm_UECM
	5.2.3.2

	SMF
	UDM
	Nudm_UECM
	5.2.3.2

	BSF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	PCF
	BSF
	Nbsf_Management
	5.2.13.2

	NEF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	NWDAF
	UDM
	Nudm_UECM
	5.2.3.2



The DCCF keeps track of the data actively being collected from the Data Sources it is coordinating. It may do so by maintaining a record of the active prior requests it sends to each Data Source. If a NWDAF subscribes for data directly with a Data Source, or a Data Source has stored data in an ADRF, the NWDAF or ADRF may register the data collection profile (Service Operation, Analytics/Data Specification, ADRF ID or NWDAF ID) with the DCCF. The data collection profile may include the following parameters:
-	"Service Operation" identifies the service used to collect the data or analytics from a Data Source (e.g. Namf_EventExposure_Subscribe or Nnwdaf_AnalyticsSubscription_Subscribe);. 
-	"Analytics/Data Specification" is the "Service Operation" specific parameters that identify the collected data (i.e. Analytics ID(s) / Event ID (s), Target of Event Reporting, Event Filter, etc.);. 
-	NWDAF ID or ADRF ID specifies specify the ADRF or NWDAF which registers data collection profile. 
The DCCF may then determine certain historical data may be available in the NWDAF or ADRF and coordinate collection of data from the NWDAF or ADRF based on the data collection profile.
When the DCCF receives a request for data, it determines the status of data collection from the Data Source. If parameters in a request for data from a Data Consumer match those in a prior request or in a data collection registration, the DCCF may determine that the requested data is already being collected from a Data Source or that a prior subscription to a Data Source may be modified to in addition satisfy the requirements of the new data request from a Data Consumer. This status is used in clause 5A.3 to deliver data to the Data Consumer and notification endpoints.
For persisting event exposure subscriptions for long-lived data collection, the DCCF may subscribe to the UDM to receive event notifications even if a Data Source that serves a UE changes.
The DCCF may subscribe to the NRF to receive event notifications if a Data Source changes (e.g. because of a NF life-cycle event).
NOTE:	A DCCF may support multiple Data Sources, Data Consumers, and Message Frameworks. However, to avoid duplicate data collection, each Data Source NF or Set of Data Source NF should be associated with only one DCCF instance or DCCF Set.
A DCCF may use the same mechanisms described in clause 6.2.2.1 to determine AMF and SMF to retrieve data related to "any UE".
If the data consumer requests to collect data for any UE in an area of interest, the data consumer shall first determine all DCCFs covering the area of interest and then contact these DCCFs to request for data collection.
* * * * Next change * * * *
[bookmark: _Toc83212384][bookmark: _Toc75344531]5A.3.2	Data Delivery via a Messaging Framework


Figure 5A.3.2-1: Data Delivery via a Messaging Framework
Data Delivery via a Messaging Framework is shown in figure 5A.3.2-1. The Messaging Framework formats and processes data received from the Data Source NF and sends notifications to all Data Consumers and Notification Endpoints specified by Data Consumers or determined by the DCCF. Each Data Consumer may specify in its request to the DCCF multiple notification endpoints, which may include the requesting Data Consumer, an ADRF or other NFs. The DCCF may also select an ADRF or other notification endpoint based on configuration. While the Messaging Framework is not standardized by 3GPP, a Messaging Framework Adaptor NF (MFAF) offers 3GPP defined services that allow the 5GS to interact with the Messaging Framework. Internally, the Messaging Framework may for example support the pub-sub pattern, where received data are published to the Messaging Frameworkmessaging framework and requests from 3GPP Consumers result in Messaging Frameworkmessaging framework specific subscriptions. Alternatively, the Messaging Framework may support other protocols outside of the scope of 3GPP.
The Messaging Framework Adaptor NF offers services that enable the 5GS to interact with the Messaging Frameworkmessaging framework:
-	3GPP Consumer Adaptor (3CA) Data Management Service: Nmfaf_3caDataManagement Service delivers data to each Data Consumer or notification endpoint after formatting and processing of data received by the Messaging Frameworkmessaging framework.
-	3GPP DCCF Adaptor (3DA) Data Management Service: Nmfaf_3daDataManagement Service enables the DCCF to convey to the Messaging Frameworkmessaging framework, information about the data the Messaging Frameworkmessaging framework will receive from a Data Source, formatting and processing instructions and the Data Consumer and notification endpoints.
Upon the DCCF determining the status of data collection for a data request (see clause 5A.2):
-	If the requested data is not currently being collected from a Data Source, the DCCF sends a new subscription/request towards the Data Source with the notification target specified as the Messaging Frameworkmessaging framework.
-	If the requested data is partially covered by existing subscriptions with the Data Source, the DCCF sends a request to the Data Source to modify one or more subscriptions to accommodate both the previous requests for data and the new request for data.
NOTE:	The internal logic of DCCF, e.g. how it decides on what modifications to do, is not specified.
-	The DCCF uses the Nmfaf_3daData Management service to convey information so:
1.	the Messaging Framework can recognize data that are received from a Data Source.
2.	the MFAF can obtain data received by the Messaging Framework, process and format the data according to processing and formatting instructions for each Consumer / notification endpoint and send notifications or responses to the Data Consumers.
When data are received by the Messaging Framework (e.g. because of an event notification) they are processed according the Formatting and Processing Instructions for each Consumer / notification endpoint before notifications are sent to the Data Consumer or Notification Endpoints. Notifications sent via the Nmfaf_3caDataManagement service have the same content as those sent via a Ndccf_DataManagement service for Data Delivery via the DCCF.
* * * * Next change * * * *
[bookmark: _Toc83212398][bookmark: _Toc83212439]6.1.3	Contents of Analytics Exposure
The consumers of the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operations described in clause 7 provide the following input parameters listed below.
-	A list of Analytics ID(s): identifies the requested analytics.
-	Analytics Filter Information: indicates the conditions to be fulfilled for reporting Analytics Information. This set of optional parameter types and values enables to select which type of analytics information is requested. Analytics Filter Information are defined in the analytics related clauses.
-	Target of Analytics Reporting: indicates the object(s) for which Analytics information is requested, entities such as specific UEs, a group of UE(s) or any UE (i.e. all UEs).
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing to correlate notifications received from NWDAF with this subscription.
-	Related to analytic consumers that aggregate analytics from multiple NWDAF subscriptions:
-	[OPTIONAL] (Set of) NWDAF identifiers of NWDAF instances used by the NWDAF service consumer when aggregating multiple analytics subscriptions. See clause 6.1A.
-	Analytics Reporting Information with the following parameters:
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Analytics Reporting Parameters as per Event Reporting parameters defined in Table 4.15.1-1 of TS 23.502 [3].
NOTE 1:	When the Analytics Reporting Parameters indicates a periodic reporting mode and the periodicity of the report is equal to or greater than the Supported Analytics Delay associated with the Analytics ID (if available) defined in clause 6.2.6.2 of TS 23.501 [2], it is expected that the periodic reporting can be provided by the NWDAF as requested.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Reporting Thresholds, which indicate conditions on the level of each requested analytics that when reached shall be notified by the NWDAF. A matching direction may be provided such as below, above, or crossed. If no matching direction is provided, the default direction is crossed.
-	Analytics target period: time interval [start..end], either in the past (both start time and end time in the past) or in the future (both start time and end time in the future). An Analytics target period in the past is a request or subscription for statistics. An Analytics target period in the future is a request or subscription for predictions. The time interval is expressed with actual start time and actual end time (e.g. via UTC time). When the Analytics Reporting Parameters indicate a periodic reporting mode, the time interval can also be expressed as positive or negative offsets to the reporting time, which indicates a subscription for predictions or statistics respectively. By setting start time and end time to the same value, the consumer of the analytics can request analytics or subscribe to analytics for a specific time rather than for a time interval.
-	[OPTIONAL] Data time window: if specified, only events that have been created in the specified time interval are considered for the analytics generation.
-	Preferred level of accuracy of the analytics ("Low", "Medium", "High" or "Highest").
-	[OPTIONAL] Accuracy level per analytics subset ("Low", "Medium", "High" or "Highest"). When an accuracy level is expressed for a given analytics subset, it takes precedence for this subset over the above preferred level of accuracy. Analytics subsets are defined in the "Output Analytics" clause of applicable analytics.
-	[OPTIONAL] Dataset Statistical Properties: information in order to influence the data selection mechanisms to be used for the generation of an analytics Analytics ID, assuring that the generated analytics Analytics ID reflects the statistical characteristics of the data that are relevant for the NWDAF consumer. The following dataset statistical properties are allowed:
-	Uniformly distributed datasets, which indicates the use of data samples that are uniformly distributed according to the different aspects of the requested analytics (e.g. equivalent data samples for each UE listed as a target of analytics reporting or for S-NSSAIs included in the analytics filter information).
-	Datasets with or without outliers, which indicates that the data samples shall consider or disregard data samples that are at the extreme boundaries of the value range.
-	Time when analytics information is needed (if applicable): indicates to the NWDAF the latest time the analytics consumer expects to receive analytics data provided by the NWDAF. It should not be set to a value less than the Supported Analytics Delay of the selected NWDAF if applicable. If the time is reached the consumer does not need to wait for the analytics information any longer, yet the NWDAF may send an error response or error notification to the consumer. "Time when analytics information is needed" is a relative time interval as the gap with respect to analytics request /subscription (e.g. "in 10 minutes").
NOTE 2:	If the Time when analytics information is needed is provided and it is less than the Supported Analytics Delay associated with the Analytics ID (if available) defined in clause 6.2.6.2 of TS 23.501 [2], it is expected that the NWDAF may not be able to treat the Analytics ID on time.
NOTE 3:	When an aggregator NWDAF receives Time when analytics information is needed from the analytics consumer with the value greater than or equal to its Supported Analytics Delay, the NWDAF should ensure the sum of time needed for the aggregation plus the Supported Analytics Delay of other NWDAFs where analytics are collected from is not beyond its registered Supported Analytics Delay when it applies analytics aggregation for related Analytics ID(s). If this cannot be ensured, the aggregator NWDAF may reject the analytics request.
-	[OPTIONAL] Maximum number of objects requested by the consumer (max) to limit the number of objects in a list of analytics per Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response.
-	[OPTIONAL] Preferred order of results when a list of analytics is returned, possibly with a criterion for identifying the property of the results to which the preferred ordering is applied.
-	[OPTIONAL] Maximum number of SUPIs (SUPImax) requested by the consumer to limit the number of SUPIs in an object. When SUPImax is not provided, the NWDAF shall return all SUPIs concerned by the analytics object. When SUPImax is set to 0, the NWDAF shall not provide any SUPI.
-	[OPTIONAL] Output strategy: indicates the relevant factors for determining when the analytics reported. The following values are allowed:
-	Binary output strategy: indicates that the analytics shall only be reported when the requested level of accuracy is reached within a cycle of periodic notification as defined in the Analytics Reporting Parameters.
NOTE 3:	If preferred level of accuracy is more important than providing an output, then the binary strategy is used so that all analytics outputs have equivalent confidence in the prediction.
-	Gradient output strategy: indicates that the analytics shall be reported according with the periodicity defined in the Analytics Reporting Parameters irrespective if the requested level of accuracy has been reached.
NOTE 4:	If having an analytics output is more important than reaching the preferred level of accuracy, then the gradient output strategy is used so that each NWDAF will timely provide the output indicating the level of accuracy at the moment of the output generation.
NOTE 5:	When no output strategy is included in the subscription, the analytics output will be generated based on the gradient strategy and includes the reached level of accuracy for the reporting period.
-	[OPTIONAL] Analytics metadata request: indicates a request from one NWDAF to another NWDAF to provide the "analytics metadata information" related to the produced output analytics. This input parameter indicates which parameters in "analytics metadata information" are required to aggregate the output analytics for the requested Analytics ID(s).
The NWDAF provides to the consumer of the Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request service operations described in clause 7, the output information listed below:
-	(Only for Nnwdaf_AnalyticsSubscription_Notify) The Notification Correlation Information.
-	For each Analytics ID the analytics information in the requested Analytics target period.
-	In addition, the following additional information:
-	Timestamp of analytics generation: allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;
-	Validity period: defines the time period for which the analytics information is valid.
-	Probability assertion: confidence in prediction.
-	[OPTIONAL] For each Analytics ID the Termination Request, that notifies the consumer that the subscription is cancelled due to user consent revoked.
-	[OPTIONAL] Analytics metadata information: additional information required to aggregate the output analytics for the requested Analytics ID(s). This parameter shall be provided if the "Analytics metadata request" parameter was provided in the corresponding Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operation.
-	Number of data samples used for the generation of the output analytics;
-	Data time window of the data samples;
-	Dataset Statistical Properties of the analytics output used for the generation of the analytics;
-	[OPTIONAL] Data source(s) of the data used for the generation of the output analytics;
-	[OPTIONAL] Data Formatting and Processing applied on the data;
-	Output strategy used for the reporting of the analytics.
-	(Only for error response or error notification) Revised waiting time: indicates to the consumer a revised waiting value for "Time when analytics information is needed". Each NWDAF may include this as part of error response or error notification to "Time when analytics information is needed" as described in clause 6.2.5. Revised waiting time is the minimum time interval recommended by NWDAF to use as "Time when analytics information is needed" for similar future analytics requests/subscriptions.

* * * * Next change * * * *
[bookmark: _Toc83212401]6.1.4.2	Analytics Exposure via DCCF
The procedure as depicted in Figure 6.1.4.2-1 is used by analytics consumer(s) (e.g. NFs/OAM) to subscribe/unsubscribe to NWDAF analytics and be notified of analytics information via the DCCF, using Ndccf_DataManagement_Subscribe service operation. Whether a NWDAF service consumer directly contacts the NWDAF or goes via the DCCF is based on NWDAF service consumer configuration.


Figure 6.1.4.2-1: Network data analytics subscription via DCCF
1.	Analytics consumer subscribes to analytics information via DCCF by invoking the Ndccf_DataManagement_Subscribe (Nnwdaf service operation, Analytics Specification, Formatting Instructions, Processing Instructions, NWDAF (or NWDAF-Set) ID, ADRF Information) service operation. The analytics consumer may specify one or more notification endpoints. Analytics consumer decides to go via DCCF based on internal configuration. The "Analytics Specification" provides Nnwdaf service operation specific parameters, e.g. Analytics IDs, target of analytics reporting, and optional parameters used to retrieve the analytics. The analytics consumer may provide the identity of the NWDAF to collect analytics from. The analytics consumer may provide additional information on possible notification endpoints or ADRF information so analytics are archived.
2.	If the NWDAF instance or NWDAF Set is not identified by the analytics Consumer, the DCCF determines the NWDAF instances that can provide analytics. If the consumer requested storage of analytics in an ADRF but an ADRF ID is not provided by the Analytics Consumer, or the collected analytics is to be stored in an ADRF according to configuration on the DCCF, the DCCF selects an ADRF to store the collected data.
3.	The DCCF determines whether the analytics requested in step 1 are already being collected. If the requested analytics are already being collected by an Analytics Consumer, the DCCF adds the new analytics consumer to the list of analytics consumers that are subscribed for these analytics.
4.	If the analytics subscribed in step 1 partially matches an analytics that is already being collected by the DCCF from an NWDAF, and a modification of this subscription to the NWDAF would satisfy both the existing analytics subscriptions as well as the newly requested analytics, the DCCF invokes a modification of the previous subscription via Nnwdaf_AnalyticsSubscription_Subscribe service operation (as specified in clause 6.1.1.1), and the DCCF adds the analytics consumer to the list of analytics consumers that are subscribed for these analytics.
	If the analytics requested at step 1 are not already available or not being collected yet, the DCCF subscribes to analytics from NWDAF using the Nnwdaf_AnalyticsSubscription_Subscribe procedure as specified in clause 6.1.1.1. The DCCF adds the analytics consumer to the list of analytics consumers that are subscribed for these analytics.
5.	When new output analytics are available, the NWDAF notifies the analytics information to the DCCF by invoking Nnwdaf_AnalyticsSubscription_Notify service operation.
6.	The DCCF uses Ndccf_DataManagement_Notify to send the analytics to all notification endpoints indicated in step 1. Analytics sent to notification endpoints may be processed and formatted by the DCCF so they conform to delivery requirements for each analytics consumer or notification endpoint as specified in clause 5A.4. The DCCF may store the analytics in the ADRF if requested by the consumer or if required by DCCF configuration, using procedure as specified in clause 6.2B15.3.
NOTE:	According to Formatting Instructions provided by the Analytics Consumer, multiple notifications from a NWDAF can be combined in a single Ndccf_DataManagement_Notify so many notifications from an NWDAF results in fewer notifications (or one notification) to the Analytics Consumer. Alternatively, a notification can instruct the analytics notification endpoint to fetch the analytics from the DCCF.
7.	If a Ndccf_DataManagement_Notify contains a fetch instruction, the notification endpoint sends a Ndccf_DataManagement_Fetch request to fetch the analytics from the DCCF before an expiry time.
8.	The DCCF delivers the analytics to the notification endpoint.
9.	When the Analytics Consumer no longer wants analytics to be collected it invokes Ndccf_DataManagement_Unsubscribe (Subscription Correlation ID), using the Subscription Correlation Id received in response to its subscription in step 1. The DCCF removes the analytics consumer from the list of analytics consumers that are subscribed for these analytics.
10.	If there are no other Analytics Consumers subscribed to the analytics, the DCCF unsubscribes with the NWDAF.
* * * * Next change * * * *

[bookmark: _Toc83212403]6.1.4.4	Analytics Exposure via Messaging Framework
The procedure as depicted in Figure 6.1.4.4-1 is used by analytics consumer(s) (e.g. NFs/OAM) to subscribe/unsubscribe to NWDAF analytics and be notified of analytics information, using Ndccf_DataManagement_Subscribe service operation. The 3GPP DCCF Adaptor (3da) Data Management service and 3GPP Consumer Adaptor (3ca) Data Management service of the Messaging Framework Adaptor Function (MFAF) are used to interact with the 3GPP Network and the Messaging Framework. Whether a NWDAF service consumer directly contacts the NWDAF or goes via the DCCF is based on NWDAF service consumer configuration.


Figure 6.1.4.4-1: Network data analytics subscription via DCCF
1.	Analytics consumer subscribes to analytics information via DCCF by invoking the Ndccf_DataManagement_Subscribe (Nnwdaf service operation, Analytics Specification, Formatting Instructions, Processing Instructions, NWDAF (or NWDAF-Set) ID, ADRF Information, Analytics Consumer Notification Target Address (+ Notification Correlation ID)) service operation. The analytics consumer may specify one or more notification endpoints. Analytics consumer decides to go via DCCF based on internal configuration. The "Analytics Specification" provides Nnwdaf service operation specific parameters, e.g. Analytics IDs, target of analytics reporting, and optional parameters used to retrieve the analytics. The analytics consumer may provide the identity of the NWDAF to collect analytics from. The analytics consumer may provide additional information on possible notification endpoints or ADRF information to archive analytics.
2.	If the NWDAF instance or NWDAF Set is not identified by the analytics consumer, the DCCF determines the NWDAF instances that can provide analytics. If the consumer requested storage of analytics in an ADRF but an ADRF ID is not provided by the Analytics Consumer, or the collected analytics is to be stored in an ADRF according to configuration on the DCCF, the DCCF selects an ADRF to store the collected analytics.
3.	The DCCF determines whether the analytics requested in step 1 are already being collected. If the requested analytics are already being collected by an analytics consumer, the DCCF adds the new analytics consumer to the list of analytics consumers that are subscribed for these analytics.
4.	The DCCF sends an Nmfaf_3daDataManagement_Configure (Analytics Consumer Information, MFAF Notification Information, Formatting Conditions, Processing Instructions) to configure the MFAF to map notifications received from the NWDAF to outgoing notifications sent to endpoints, and to instruct the MFAF how to format and process the outgoing notifications.
	"Analytics Consumer Information" contains for each notification endpoint, the analytics consumer Notification Target Address (+ Analytics Consumer Notification Correlation ID) to be used by the MFAF when sending notifications in step 7.
	"MFAF Notification Information" is included if an NWDAF is already sending the analytics to the MFAF. MFAF Notification Information identifies Event Notifications received from the NWDAF and comprises the MFAF Notification Target Address (+ MFAF Notification Correlation ID). If the MFAF does not receive MFAF Notification information from the DCCF, the MFAF selects an MFAF Notification Target Address (+ MFAF Notification Correlation ID) and sends the MFAF Notification Information, containing the MFAF Notification Target Address (+ MFAF Notification Correlation ID), to the DCCF in the Nmfaf_3daDataManagement_Configure Response.
5.	If the analytics subscribed in step 1 partially matches analytics that are already being collected by the DCCF from a NWDAF, and a modification of this subscription to the NWDAF would satisfy both the existing analytics subscriptions as well as the newly requested analytics, the DCCF invokes Nnwdaf_AnalyticsSubscription_Subscribe (Subscription Correlation ID) with parameters indicating how to modify the previous subscription (as specified in clause 6.1.1.1). The DCCF adds the analytics consumer to the list of analytics consumers that are subscribed for these analytics.
	If the analytics requested at step 1 are not already available or not being collected yet, the DCCF subscribes to analytics from the NF using Nnwdaf_AnalyticsSubscription_Subscribe, setting the Notification Target Address (+Notification Correlation ID)) to the MFAF Notification Target Address (+ MFAF Notification Correlation ID) received in step 4. The DCCF adds the analytics consumer to the list of analytics consumers that are subscribed for these analytics.
6.	When new output analytics are available, the NWDAF uses Nnwdaf_AnalyticsSubscription_Notify to send the analytics to the MFAF. The Notification includes the MFAF Notification Correlation ID.
7.	The MFAF uses Nmfaf_3caDataManagement_Notify to send the analytic to all notification endpoints indicated in step 4. Notifications are sent to the Notification Target Address(es) using the Analytics Consumer Notification Correlation ID(s) received in step 4. Analytics sent to notification endpoints may be processed and formatted by the MFAF, so they conform to delivery requirements specified by the analytics consumer. The MFAF may store the information in the ADRF if requested by consumer or if required by DCCF configuration, using procedure as specified in clause 6.2B15.3.
NOTE:	According to Formatting Instructions provided by the Analytics Consumer, multiple notifications from a NWDAF can be combined in a single Nmfaf_3caDataManagement_Notify, so many notifications from the NWDAF results in fewer notifications (or one notification) to the analytics consumer. Alternatively, a notification can instruct the analytics notification endpoint to fetch the analytics from the MFAF before an expiry time.
8.	If a Nmfaf_3caDataManagement_Notify contains a fetch instruction, the notification endpoint sends a Nmfaf_3caDataManagement_Fetch request to fetch the analytics from the MFAF.
9.	The MFAF delivers the analytics to the notification endpoint.
10.	When the analytics consumer no longer wants analytics to be collected, it invokes Ndccf_DataManagement_Unsubscribe (Subscription Correlation ID), using the Subscription Correlation Id received in response to its subscription in step 1. The DCCF removes the analytics consumer from the list of analytics consumers that are subscribed for these analytics.
11.	If there are no other analytics consumers subscribed to the analytics, the DCCF unsubscribes with the NWDAF.
12.	The DCCF de-configures the MFAF so it no longer maps notifications received from the NWDAF to the notification endpoints configured in step 4.
* * * * Next change * * * *
[bookmark: _Toc83212406]6.1A.1	General
In a multiple NWDAF deployment scenario, an NWDAF instance may be specialized to provide Analytics for one or more Analytics IDs. Each of the NWDAF instances may serve a certain Area of Interest or TAI(s). Multiple NWDAFs may collectively serve the particular Analytics ID. An NWDAF may have the capability to support the aggregation of Analytics (per analytics Analytics ID) received from other NWDAFs, possibly with Analytics generated by itself.
The procedure for analytics aggregation from multiple NWDAFs is as defined in clause 6.1A.3.
* * * * Next change * * * *
[bookmark: _Toc83212407]6.1A.2	Analytics Aggregation
The analytics aggregation from multiple NWDAFs is used to address cases where an NWDAF service consumer requests Analytics ID(s) that requires multiple NWDAFs that collectively serve the request.
Aggregator NWDAF or aggregation point:
-	Is an NWDAF instance with additional capabilities to aggregate output analytics provided by other NWDAFs. This is in addition to regular NWDAF behaviour such as collecting data from other data sources to be able to generate its own output analytics.
-	Is able to divide the area of interest received from the consumer into sub area of interest based on the serving area of each NWDAF to be requested for data analytics, and then send data analytics requests including the sub area of interest as an Analytics Filter to corresponding NWDAFs. The Aggregator NWDAF may maintain information on the discovered NWDAFs, their supported Analytics IDs and NWDAF Serving Areas.
-	Has "analytics aggregation capability" registered in its NF Profile within the NRF.
-	Supports the requesting and exchange of "Analytics Metadata Information" between NWDAFs when required for the aggregation of output analytics.
	"Analytics Metadata Information" is additional information associated with the requested Analytics ID(s) as defined in clause 6.1.3.
-	Supports dataset statistical properties, output strategy, and data time window parameters per type of analytics (i.e. analytics Analytics ID) as defined in clause 6.1.3.
NRF:
-	Stores the NF Profile of the NWDAF instances, including "analytics aggregation capability" for Aggregator NWDAFs and "analytics metadata provisioning capability" when supported by the NWDAF.
-	Returns the NWDAF(s) matching the attributes provided in the Nnrf_NFDiscovery_Request, as specified in clause 5.2.7.3 of TS 23.502 [3].
NWDAF service consumer:
-	Requests or subscribes to receive analytics for one or more Analytics IDs in a given Area of Interest, as specified in clause 6.1 of the present document.
-	Uses the discovery mechanism from NRF as defined in clause 6.3.13 of TS 23.501 [2] to identify NWDAFs with certain capabilities (e.g. Analytics aggregation), covering certain area of interest (e.g. providing data/analytics for specific TAI(s)).
-	Can differentiate and select the preferred NWDAF in case multiple NWDAFs are returned based on its internal selection criteria (possibly considering registered capabilities and information in NRF).
* * * * Next change * * * *
[bookmark: _Toc83212409]6.1A.3.1	Procedure for analytics aggregation with Provision of Area of Interest
The procedure depicted in figure 6.1A.3-1 is used to address cases where an NWDAF service consumer requests Analytics ID(s) for an Area of Interest that requires multiple NWDAFs that collectively serve the request.


Figure 6.1A.3.1-1: Procedure for analytics aggregation
1a-b.	NWDAF service consumer discovers the NWDAF via NRF. NRF may return multiple NWDAF candidates matching the requested capabilities, area of interest, and supported Analytics ID(s). NWDAF service consumer selects an NWDAF (e.g. NWDAF 1) with analytics aggregation capability (i.e. aggregator NWDAF), based on its internal selection criteria, possibly considering registered NWDAF capabilities and information in NRF.
2.	NWDAF service consumer invokes Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe service operation from the selected aggregator NWDAF (e.g. NWDAF 1). In the request, NWDAF service consumer provides the requested Analytics ID(s), (e.g. Analytics ID 1) along with the required area of interest, e.g. TAI-1, TAI-2, TAI-n, if known to the NWDAF service consumer.
3.	On receiving the request in step 2, Aggregator NWDAF (e.g. NWDAF 1), based on, e.g. configuration or queries to NRF, and considering the request from the NWDAF service consumer (e.g. analytics filter information), determines the other NWDAF instances that collectively can cover the area of interest indicated in the request (e.g. TAI-1, TAI-2, TAI-n).
NOTE:	In the discovery request sent to NRF, Aggregator NWDAF may indicate "analytics metadata provisioning capability" (e.g. as query parameter), thus, requesting to NRF to reply back with, if available, those NWDAF instance(s) which also supports "analytics metadata provisioning capability" functionality as indicated during particular NWDAF instance registration procedure.
4-5.	Aggregator NWDAF (e.g. NWDAF 1) invokes Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe service operation from each of the NWDAFs discovered/determined in step 3 (e.g. NWDAF 2 and NWDAF 3).
	The request may optionally indicate "analytics metadata request" parameter to the determined NWDAFs (e.g. NWDAF 2 and/or NWDAF 3), when analytics metadata is supported by these NWDAFs.
	The request or subscription to the determined NWDAFs (e.g. NWDAF 2 and/or NWDAF 3) may also include the dataset statistical properties, output strategy, and data time window. This indicates to the determined NWDAFs that the analytics Analytics ID output shall be generated based on such parameters when requested.
6-7a-b.	The determined NWDAFs (e.g. NWDAF 2 and/or NWDAF 3) reply or notify with the requested output analytics.
	If "analytics metadata request" was included in the request received by such NWDAF (in steps 4-5), the NWDAF additionally returns the "analytics metadata information" used for generating the analytics output as defined in clause 6.1.3.
8.	Aggregator NWDAF (e.g. NWDAF 1) aggregates received Analytics information, i.e. generates a single output analytics based on the multiple analytics outputs and, optionally, the "analytics metadata information" received from the determined NWDAFs (e.g. NWDAF 2 and NWDAF 3).
	The Aggregator NWDAF (e.g. NWDAF 1) may also take its own analytics for TAI-n into account for the analytics aggregation.
9a-b.	Aggregator NWDAF (e.g. NWDAF 1) sends a response or notifies to the NWDAF service consumer the aggregated output analytics for the requested analytics Analytics ID.
* * * * Next change * * * *
[bookmark: _Toc83212410]6.1A.3.2	Procedure for Analytics Aggregation without Provision of Area of Interest
The procedure depicted in Figure 6.1A.3.2-1 is used to address cases where an NWDAF service consumer requests Analytics ID(s) without providing an Area of Interest, but requires multiple NWDAFs to collectively serve the request.


Figure 6.1A.3.2-1: Procedure for analytics aggregation without provision of Area of Interest
1.	This step is a NWDAF discovery procedure without providing any area of interest. NRF may return multiple NWDAF candidates matching the requested capabilities and supported Analytics ID(s).
	Depending on the requested Analytics ID, the NWDAF service consumer, e.g. based on internal logic, can be able to determine which NWDAF should be selected for providing the required data analytics. If not, the NWDAF service consumer should select a NWDAF with large serving area from the candidate NWDAFs which supports analytics aggregation, e.g. NWDAF 1.
2.	NWDAF service consumer sends Analytics information or analytics subscription request to the aggregator NWDAF, i.e. NWDAF 1 in the Figure 6.1A.3.2-1. In the request, NWDAF service consumer provides the requested Analytics ID(s), e.g. Analytics ID 1.
	Once receiving the request, the Aggregator NWDAF 1 may decide to subscribe data analytics from other NWDAF instances which can provide the requested data analytics. Based on the analytics Analytics ID, there are two cases for the Aggregator NWDAF 1 to subscribe data analytics from other NWDAF instances:
3a.	If the data analytics requires UE location information, e.g. for the analytics Analytics IDs "UE Mobility", "Abnormal behaviour", or "User Data Congestion", then:
-	3a-1: (optional) The Aggregator NWDAF 1 queries UDM to discover the NWDAF serving the UE, if it is supported.
-	3a-2: If step 3a-1 is not supported, was not executed, or did not return a suitable NWDAF serving the UE, the Aggregator NWDAF 1 determines the AMF serving the UE as specified in the clause 6.2.2.1, then requests UE location information from the AMF to be used in the query to NRF in step 4.
NOTE:	If an Aggregator NWDAF receives an Analytics request for a group of UEs, i.e. the Target of Analytics Reporting set to an Internal Group ID, it performs NWDAF discovery based on location information of all UEs in the group, and then requests all discovered NWDAFs to provide the required analytics.
3b.	If the data analytics does not require to collect UE location information, e.g. for the analytics Analytics IDs "Service Experience", "NF load information", or "UE Communication", the Aggregator NWDAF 1 can determine the NFs to be contacted for data collection as specified in clause 6.2.2.1 and then it can retrieve NF service area for each of the data source NF from NRF.
4.	(conditional) With the data obtained in step 3, the Aggregator NWDAF 1 queries the NRF for discovering the required NWDAF, by sending an NF discovery request including UE location (e.g. TAI-1) or NF serving area (e.g. TAI list-1) as a filter to NRF, and obtains candidates target NWDAF(s) that can provide the required analytics. This step is skipped if a suitable NWDAF was discovered in step 3a-1.
	Depending on the discovered NWDAF instance(s), there can be two cases:
5a.	If a single target NWDAF (e.g. NWDAF 2) can provide the requested analytics data, the Aggregator NWDAF (e.g. NWDAF 1) can redirect the Nnwdaf_AnalyticsInfo_Request to that target NWDAF or request an analytics subscription transfer to that target NWDAF, depending on the type of the analytics request/subscription received by the NWDAF Service Consumer.
5b.	If the Aggregator NWDAF decides to request data analytics from one or more target NWDAFs, the steps 4-9 of the analytics aggregation procedure in clause 6.1A.3.1 are executed.
* * * * Next change * * * *
[bookmark: _Toc83212415]6.1B.2.2	Analytics Subscription Transfer initiated by source NWDAF
The procedure in Figure 6.1B.2.2-1 is used by an NWDAF instance to request the transfer of analytics subscription(s) to another NWDAF instance, using the Nnwdaf_AnalyticsSubscription_Transfer service operation defined in clause 7.2.5.
If the source NWDAF discovers that the analytics consumer may change concurrently to this procedure, the source NWDAF should not perform the procedure. In such a case, the source NWDAF may send a message to indicate to the analytics consumer that it will not serve this subscription anymore.
NOTE 1:	To discover if the analytics consumer may change, the source NWDAF can, for example, check if the serving area of target NWDAF is within the serving area of the analytics consumer, if the serving area information is available.
NOTE 2:	Handling of overload situation or preparation for a graceful shutdown are preferably executed inside an NWDAF Set, when available, therefore, not requiring an analytics subscription transfer as described in this clause. The procedure in Figure 6.1B.2.2-1 is applicable for analytics subscription transfer across NF Sets or if the NWDAF is not deployed in a Set.


Figure 6.1B.2.2-1: Analytics subscription transfer initiated by source NWDAF
0.	Source analytics consumer subscribes to Analytics from source NWDAF. The Analytics Consumer may send its NF ID or serving area, enabling NWDAF to determine whether this procedure is applicable. Optionally the source NWDAF subscribes to UE mobility events.
1.	[Optional] Source NWDAF determines, e.g. triggered by a UE mobility event notification, to prepare an analytics subscription transfer to target NWDAF(s), as specified in the procedure illustrated in clause6.1B.2.3.
2.	Source NWDAF determines, e.g. based on the UE location information received and the NF consumer's serving area either directly received in step 0 or indirectly received via NRF, to perform an analytics subscription transfer to target NWDAF(s). Therefore, the source NWDAF determines the analytics subscription(s) to be transferred to a target NWDAF.
3.	Source NWDAF performs an NWDAF discovery and selects the target NWDAF. NWDAF discovery may be skipped if the target NWDAF had already been discovered as part of a prepared analytics subscription transfer In the case of aggregated analytics from multiple NWDAFs, the source NWDAF may use the set of NWDAF identifiers related to aggregated analytics (see clause 6.1.3) to preferably select a target NWDAF that is already serving the consumer.
4.	Source NWDAF requests, using Nnwdaf_AnalyticsSubscription_Transfer Request service operation, a transfer of the analytics subscription(s) determined in step 2 to the target NWDAF. The request contains a callback URI of the analytics consumer. The request also contains active data source ID(s), ML model information and/or ML model provider NWDAF ID(s), which are related to the analytics subscriptions requested to be transferred, if not already provided as part of the prepared analytics subscription transfer in the preparation procedure (see step 1). The request message may also include "analytics context identifier(s)" indicating the availability of analytics context for particular Analytics ID(s).
	If the analytics subscription being transferred requires analytics aggregation in the Source NWDAF (i.e. the Source NWDAF as an Aggregator NWDAF produces analytics information for the analytics subscription being transferred by aggregating analytics outputs from other NWDAFs and possibly itself as specified in clause 6.1A), the request message may also include the analytics subscription aggregation information, i.e. information about the analytics subscriptions that the source NWDAF has with these NWDAFs that collectively serve the transferred analytics subscription for specific analytics Analytics ID(s), which includes IDs of these NWDAFs for specific analytics Analytics ID(s) and optionally input parameters of analytics exposure as defined in clause 6.1.3.
5.	Target NWDAF accepts the analytics subscription transfer and takes over the analytics generation based on the information received from the source NWDAF.
	Target NWDAF may use the ML model information, if provided in the Nnwdaf_AnalyticsSubscription_Transfer request, to retrieve the ML model(s) and use it for the transferred analytics subscription. If ML model provider NWDAF ID(s) is provided in the Nnwdaf_AnalyticsSubscription_Transfer request, target NWDAF may request or subscribe to the ML model(s) from the indicated ML model provider NWDAF(s) as specified in clause 6.2A, taking account of the locally configured set of NWDAFs containing MTLF if any, and use the ML model(s) for the transferred analytics subscription.
	If the analytics subscription being transferred requires analytics aggregation and the Nnwdaf_AnalyticsSubscription_Transfer request contains the analytics subscription aggregation information as described in step 3a, the target NWDAF, if supporting analytics aggregation, may use the analytics subscription aggregation information as indicated in the request to acquire analytics outputs and perform analytics aggregation for the transferred analytics subscription.
NOTE 3:	If not yet done during a prepared analytics subscription transfer, the target NWDAF allocates a new subscription Id to the received analytics subscriptions, following the behaviour of AmfEventSubscription as specified in TS 29.518 [25] clause 6.2.6.2.2 and UEContextTransfer as specified in TS 29.518 [25] clause 5.2.2.2.1.1.
NOTE 4:	The target NWDAF might already have received information on some/all of the analytics subscriptions as part of the prepared analytics subscription transfer request received in step 1 and, thus, might already have started to prepare for the analytics generation, e.g. by having already subscribed to relevant event notifications.
6.	Target NWDAF informs the analytics consumer about the successful analytics subscription transfer using a Nnwdaf_AnalyticsSubscription_Notify message and providing the new subscription Id, that had been assigned by the target NWDAF, in the Subscription Change Notification Correlation Id parameter of this message as specified in clause 7.2.4.
NOTE 5:	The existing Analytics context in the source NWDAF is not deleted directly but will be purged first when it was collected by the target NWDAF.
NOTE 6:	If this subscription is used as input for analytics aggregation by the analytics consumer, the analytics consumer may inform the other NWDAFs instance participating in this analytics aggregation that the Set of NWDAF identifiers of NWDAF instances used by the NWDAF service consumer for this analytics aggregating (see clause 6.1.3) has changed using the Nnwdaf_AnalyticsSubscription_Subscribe service operation.
7.	[Conditional] If "analytics context identifier(s)" had been included in the Nnwdaf_AnalyticsSubscription_Transfer Request received in step 4, the target NWDAF requests the "analytics context". The analytics context information transfer procedure is specified in clause 6.1B.3.
8.	[Optional] Target NWDAF subscribes to relevant data source(s), if it is not yet subscribed to the data source(s) for the data required for the Analytics.
9.	Target NWDAF confirms the analytics subscription transfer to the source NWDAF.
10.	[Optional] Source NWDAF unsubscribes with the data source(s) that are no longer needed for the remaining analytics subscriptions. In addition, Source NWDAF unsubscribes with the ML model provider NWDAF(s), if exist, which are no longer needed for the remaining analytics subscriptions.
NOTE 7:	At this point, the analytics subscription transfer is deemed completed, i.e. the source NWDAF can delete all information related to the successfully transferred analytics subscription.
11-12.	Target NWDAF at some point derives new output analytics based on new input data and notifies the analytics consumer about the new analytics using a Nnwdaf_AnalyticsSubscription_Notify message as specified in clause 6.1.1.
NOTE 8:	Notification correlation information allows the analytics consumer to correlate the notifications to the initial subscription request made with the source NWDAF in step 0.
* * * * Next change * * * *
[bookmark: _Toc83212418]6.1B.4	Contents of Analytics Context Information
The consumers of the Nnwdaf_AnalyticsInfo_ContextTransfer service operation (as specified in clause 7.3.3) provide the following input parameters:
-	A list of analytics context identifier(s): identify a set of analytics context information that are available at the NWDAF instance providing this service and that are requested to be transferred to the consumer NWDAF instance. The analytics context identifier is provided as the following:
-	Subscription Correlation ID: identifies the analytics subscription for which the related analytics context information is requested; or
-	A set of SUPI and associated Analytics ID for UE related Analytics; or
-	An Analytics ID for NF related Analytics.
-	[OPTIONAL] Requested Analytics Context Information per analytics context identifier: indicates which part of the analytics context information the consumer wishes to receive. Following values are specified:
-	Pending output Analytics;
-	Historical output Analytics;
-	Analytics subscription aggregation information;
-	Data related to Analytics;
-	Aggregation related information;
-	Model related information.
NOTE:	A list of "analytics context identifier(s)" can be provided by the source NWDAF to the target NWDAF in an analytics subscriptions transfer request as described in clause 6.1B.2; information allowing to identify an analytics context can also be provided by the NWDAF consumer to the target NWDAF in the Nnwdaf_AnalyticsSubscription_Subscribe request as defined in clause 7.2.2.
The NWDAF provides to the consumer of the Nnwdaf_AnalyticsInfo_ContextTransfer service operation (as specified in clause 7.3.3), the output information listed below:
-	(Set of) Analytics context information matching the input parameters of the Nnwdaf_AnalyticsInfo_ContextTransfer request. If no Requested Analytics Context Information parameters are available in the request, all available analytics context information is sent. Analytics context information includes the following information parts, if available:
-	Analytics related:
-	Pending output analytics (i.e. not yet notified to the consumer);
	Historical output analytics information. The content of the output analytics is specified in clause 6.1.3 as output information of the Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request service operations.
-	Timestamp(s) of the last output analytics provided to the analytics consumer(s). Value is set to 0 if no output analytics had been sent yet.
-	Analytics subscription aggregation information (only provided when analytics context is related to analytics aggregation): information about the analytics subscriptions that the source NWDAF has with the NWDAFs that collectively serve the transferred analytics subscription, which includes IDs and analytics metadata information of these NWDAFs for specific analytics Analytics ID(s), and optionally input parameters of analytics exposure as defined in clause 6.1.3.
-	Data related to Analytics:
-	Historical data that is available at the source NWDAF and that is related to the analytics to be handed over to the target NWDAF. If available, the time period of the collected data, NF ID(s) of the data source(s) and information about subscriptions with the data sources that are related to the analytics is included.
-	Aggregation related information: Related to analytic consumers that aggregate analytics from multiple NWDAF subscriptions:
-	(Set of) NWDAF identifiers of NWDAF instances used by the NWDAF service consumer when aggregating multiple analytic subscriptions.
-	Model related information:
-	Model provider NWDAF ID(s): Instance ID(s) of the ML model provider NWDAF(s) from which the consumer NWDAF currently subscribes to the ML model information used for the analytics.
* * * * Next change * * * *
[bookmark: _Toc83212420][bookmark: _Toc83212426]6.1C.1	General
The procedures in this clause are applicable to UE-related analytics (e.g., UE mobility analytics) for some network deployments, e.g. such with an NWDAF co-located to an AMF or SMF, where the NWDAF is configured to register in UDM for the UEs that it is serving or collecting data for, and for the related Analytics ID(s). This enables NWDAF service consumers to discover the NWDAF instance that is already serving the UE for one or more Analytics ID(s).

* * * * Next change * * * *
[bookmark: _Toc83212422]6.1C.3	NWDAF De-registration from UDM
Figure 6.1C.3-1 shows the procedures for deregistration of the NWDAF in UDM.


Figure 6.1C.3-1: NWDAF de-registration from UDM
1.	NWDAF triggers a de-registration from a previous registration in UDM. This trigger may be that, e.g. the NWDAF has purged the Analytics context information for the UE (see clause 6.1B.4) for related Analytics ID(s), the NWDAF is no longer collecting data related to the UE, or an administrative action.
2.	NWDAF sends Nudm_UECM_Deregistration request (UE ID, NWDAF ID, Analytics ID(s)).
3.	UDM sends a response to NWDAF.

* * * * Next change * * * *
6.2.2.1	General
The Data Collection from NFs is used by NWDAF to subscribe/unsubscribe at any 5GC NF to be notified for data on a set of events.
The Data Collection from NFs is based on the services of AMF, SMF, UDM, PCF, NRF and AF (possibly via NEF):
-	Event Exposure Service offered by each NF as defined in TS 23.502 [3] clause 4.15 and clause 5.2.
-	other NF services (e.g. Nnrf_NFDiscovery and Nnrf_NFManagement in NRF as defined in TS 23.502 [3] clause 4.17)
This data collection service is used directly in order to retrieve behaviour data for individual UEs or groups of UEs (e.g. UE reachability), and also to retrieve global UE information (e.g. Number of UEs present in a geographical area).
Table 6.2.2.1-1: NF Services consumed by NWDAF for data collection
	Service producer
	Service
	Reference in TS 23.502 [3]

	AMF
	Namf_EventExposure (NOTE 3)
	5.2.2.3
5.2.3.5

	SMF
	Nsmf_EventExposure (NOTE 3)
	5.2.8.3
5.2.3.5

	PCF
	Npcf_EventExposure (for a group of UEs or any UE)
Npcf_PolicyAuthorization_Subscribe (for a specific UE)
	5.2.5.7

	UDM
	Nudm_EventExposure
	5.2.3.5

	NEF
	Nnef_EventExposure
	5.2.6.2

	AF
	Naf_EventExposure
	5.2.19.2

	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	
	Nnrf_NFManagement
	5.2.7.2



NOTE 1:	The present document specifies that NWDAF can collect some UPF input data for deriving analytics, but how NWDAF collects these UPF input data is not defined in this Release of the specification.
NOTE 2:	There is no data collected from the PCF by the NWDAF defined in this Release of the specification.
NOTE 3:	The Nudm_EventExposure can be used when NWDAF uses the procedures specified in TS 23.502 [3] clause 4.15.4.3 to subscribe to AMF or SMF via UDM.
To retrieve data related to a specific UE, there are two cases:
-	If no Area of interest is indicated by the consumer, the NWDAF shall first determine which NF instances are serving this UE as stated in table 6.2.2.1-2 unless the NWDAF has already obtained this information due to recent operations related to this UE.
-	If an Area of interest is indicated, the NWDAF can:
-	First determine the AMF serving the UE and subscribe UE location from the AMF. Once the UE is in or moves into the Area of interest, the NWDAF determines which NF instances are serving this UE as stated in table 6.2.2.1-2 unless the NWDAF has already obtained this information due to recent operations related to this UE; or
-	Determine the NF instances of a given type of network function serving the Area of interest by querying NRF unless the NWDAF has already obtained this information due to recent operations related to this UE.
Table 6.2.2.1-2: NF Services consumed by NWDAF to determine which NF instances are serving a UE
	Type of NF instance (serving the UE) to determine
	NF to be contacted by NWDAF
	Service
	Reference in TS 23.502 [3]

	UDM
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	AMF
	UDM
	Nudm_UECM
	5.2.3.2

	SMF
	UDM
	Nudm_UECM
	5.2.3.2

	BSF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	PCF
	BSF
	Nbsf_Management
	5.2.13.2

	NEF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	NWDAF
	NRF
UDM
	Nnrf_NFDiscovery
Nudm_UECM
	5.2.7.3
5.2.3.2



The UDM instance should be determined using NRF as described in clause 4.17.4 of TS 23.502 [3] and factors to determine as described in clause 6.3.8 of TS 23.501 [2].
The AMF, SMF instances should be determined using a request to UDM providing the SUPI. To determine the SMF serving a PDU session, the NWDAF should in addition provide the DNN and S-NSSAI of this PDU Session; otherwise the NWDAF will obtain a list of possibly multiple SMFs (e.g. one per PDU session).
The BSF instance should be discovered using NRF thanks to optional request parameters (e.g. DNN list, IP domain list, IPv4 address range, IPv6 prefix range) as stated in clause 4.17.4 of TS 23.502 [3] or based on local configuration at the NWDAF.
The PCF instance serving UE PDU Session(s) should be determined using a request to BSF with the allocated UE address, DNN and S-NSSAI.
When NWDAF receives a request addressed to an Internal Group ID from a consumer, NWDAF may need to initiate data collection from several 5GC NFs, such as AMF, SMF, UDM, PCF, AF (e.g. via NEF), etc. If an Area of interest is indicated by the consumer, NWDAF may first discover the instances of the required 5GC NFs deployed in the network, e.g. by querying NRF, otherwise:
-	For discovering the UDM, NWDAF can query the NRF with the Internal Group ID as the target of the query.
-	For discovering AMF, SMF, PCF, NEF, and AF, NWDAF may need to discover all instances in the network by using the Nnrf_NFDiscovery service.
NOTE 4:	It is assumed that all members of an Internal Group ID belong to the same UDM Group ID. NWDAF can select a UDM instance supporting the UDM Group ID of the Internal Group ID.
Then, if data needs to be collected from AMF, SMF, UDM, and PCF, NWDAF may initiate the data collection with the Internal Group ID as the target, e.g. subscribing to the event exposure in all the instances of a given type of network function. This subscription to all the instances of required source of event exposure handles, e.g. mobility of UEs across AMFs, or initiation of new PDU sessions with different allocated SMFs.
For collecting data from AMF and SMF, NWDAF may collect the data directly from AMF and/or SMF, or indirectly via UDM, according to TS 23.502 [3] clause 4.15.4.4. The indirect method may be required if the event exposure subscription from NWDAF, for a UE or group of UEs, needs to survive the removal of UE context in the AMF including event exposure subscriptions, or upon the creation of new UE context in AMF or SMF serving the UE or group of UEs. In this case the UDM is responsible for (re)creating event exposure subscriptions in AMF and SMF, as specified in TS 23.502 [3], clause 4.15.4.4.
The NWDAF determines to collect data from a trusted AF supporting specific Event ID(s) and serving specific application(s) based on internal configuration.
The NEF instance that is serving a specific network slices and/or applications of a UE should be determined using NRF using optional request parameters as defined in clause 6.3.14 of TS 23.501 [2]
If NWDAF needs to collect data from an AF deployed outside the operator's domain, the NWDAF shall contact NEF with a SUPI or Internal Group ID as the target of the data collection. NEF is responsible for translation of SUPI to GPSI, or internal to external group identifiers, by querying UDM, prior to contacting the AF.
NOTE 5:	It is assumed that an AF is provisioned with the list of UE IDs (GPSIs or SUPIs) belonging to an External or Internal Group ID.
To retrieve required data for any UE, the NWDAF may subscribe to events from the AMF and/or SMF instances it has determined, setting the target of event reporting to "any UE" and the event filter(s) according to the Analytics Filter Information. Alternatively, if the required data is communication related and for any UE within an Area of interest, the NWDAF can obtain from the AMF instances it has determined a list of UEs located within the Area of Interest. Based on the obtained UE list, for each UE in the list, the NWDAF retrieves the SMF serving the UE and the NWDAF subscribes to data from the relevant SMF per each specific UE. The indirect event exposure subscription to AMF or SMF via UDM is not available for "any UE" or "any UE within an Area of interest". If the required data is collected from UE via AF as described in clause 6.2.8 and the target of analytics reporting received from consumer is "any UE", the NWDAF may either set the target of event reporting to "any UE" in the data collection request to the AF, or may determine a list of UEs from AMF and/or SMF based on the analytics filter information and send the data collection request to the AF for the determined list of UEs.
NOTE 6:	If NWDAF requires collecting data from either AMF or SMF for "any UE" or "any UE within an Area of Interest", NWDAF can use the direct Event Exposure subscription to AMF or SMF, since subscriptions to "any UE" or "any UE within an Area of Interest" are persistent by nature in AMF or SMF, due to not being linked to a UE context.
To retrieve data related to "any UE" based on analytics filter information, the NWDAF shall first determine which NF instances are matching the analytics filter information (see clause 6.7.5.1) as stated in table 6.2.2.1-3 unless the NWDAF has already obtained this information due to recent operations related to this analytics filter information.
Table 6.2.2.1-3: NF Services consumed by NWDAF to determine which NF instances are matching analytics filters
	Type of NF instance (matching analytics filters) to determine
	NF to be contacted by NWDAF
	Service
	Reference in TS 23.502 [3]

	AMF, SMF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3



To retrieve data related to analytics Analytics IDs for "any UE" with analytics filter information defining an area of interest in terms of TA or Cells and/or with specific S-NSSAIs, NWDAF requires the network slice association information to properly determine the AMFs to collect data from as well as the proper queries to OAM for data collection.
NOTE 7:	Examples of analytics Analytics ID requiring NWDAF to use network slice association information for data retrieval are: network performance clause 6.6.1; user data congestion clause 6.8.1; QoS Sustainability clause 6.9; Dispersion Analytics clause 6.10.1; observed service experience for a Network Slice clause 6.4.1; and slice load analytics clause 6.3.
The network slice association information comprises the TAs associated with each AMF, and for each TAI its associated access type, cells and list of supported S-NSSAIs (including indication of S-NSSAIs restricted by AMF). Additionally, the mapping of cells per TAI and supported S-NSSAIs (including indication of S-NSSAIs restricted by AMF) for TAI for each AMF can change and NWDAF shall obtain this accurate information in order to properly retrieve data for analytics generation.
In order to derive the network slice association information, NWDAF may be configured with the mapping of cells per TAI, and the S-NSSAIs per TAI. NWDAF may subscribe to the "S-NSSAIs per TAI mapping" event exposed by AMF. The NWDAF may use the configured information (when the analytics subscription or request is at cell granularity) and the area of interest in the analytics subscription or request to retrieve from AMF the list of supported S-NSSAIs (including indication of S-NSSAIs restricted by AMF) per TAI, and access types per TAI for each AMF in the required area of interest. NWDAF consumes the "S-NSSAIs per TAI mapping" event exposed by AMF using, as target of event reporting, the list of TAIs based on the area of interest received in the analytics filter information or identified by the mapping of the Cells per TAI matching to the Cell granularity included in the analytics filter information. The AMF "S-NSSAIs per TAI mapping" event output contains, for each of the TAIs requested by NWDAF, its associated access type and the list of supported S-NSSAIs (including indication of S-NSSAIs restricted by AMF).
To retrieve data from SMFs for analytics Analytics IDs subscription or requests for "any UE" including analytics filter information with specific Applications, DNNs, DNAIs and area of interest per TA granularity, NWDAF shall first discover the SMF serving the area of interest via NRF.
NOTE 8:	Examples of analytics Analytics ID requiring NWDAF to collect data related to PDU sessions associated with an AoI with TA granularity are: network performance clause 6.6.1; user data congestion clause 6.8.1, QoS Sustainability clause 6.9.
NWDAF may directly consume events from the discovered SMF using the event target set to "any PDU session", and event filters with the same parameters of the analytics filter information, i.e. list of Application IDs, and/or DNNs, and/or DNAI, and the area of interest related to the requested analytics Analytics ID.
1.	When SMF supports the exchange of UE Location parameter when SMF interacts with AMF via Nsmf_PDUSession_Create/Update/CreateSMContext/UpdateSMContext due to session establishment, modification, or release, service request, or handover procedures (as defined in the TS 23.502 [3] clause 5.2.8.2), SMF can directly map the PDU sessions to an AoI with TA granularity.
	If there are any changes in PDU sessions in the area of interest, for the Application ID, and/or DNN, and/or DNAI subscribed by NWDAF, SMF notifies the detected changes to NWDAF via Nsmf_EventExposure_Notify service operation, enabling NWDAF to keep an updated map of SMF and PDU sessions associated with the analytics filter information in an area of interest.
2.	When SMF does not support the exchange of UE Location parameter when SMF interacts with AMF but supports the mapping of PDU sessions per TA (as defined in TS 23.501 [2] clause 5.6.11), SMF may subscribe to UE mobility event notifications of AMF as described in clause 5.3.4.4 of TS 23.501 [2] using event ID "UE moving in or out of Area of Interest" and Event Filters as described in Table 5.2.2.3.1-1 from TS 23.502 [3] to retrieve the list of SUPIs (and GPSIs if available) in the area of interest. Based on the retrieved list of SUPIs in the area of interest, SMF identifies the PDU sessions in the area of interest.
3.	When SMF does not support the exchange of UE Location parameter when SMF interacts with SMF nor supports the mapping of PDU sessions per TA (as defined in TS 23.501 [2] clause 5.6.11), SMF rejects the request from NWDAF. Upon the reject, NWDAF identifies the need to create the mapping of PDU sessions per TA. NWDAF subscribes to UE mobility event notifications of AMF as described in clause 5.3.4.4 of TS 23.501 [2] using event ID "UE moving in or out of Area of Interest" and Event Filters as described in Table 5.2.2.3.1-1 from TS 23.502 [3] to retrieve the list of SUPIs (and GPSIs if available) in the area of interest. Based on the retrieved list of SUPIs in the area of interest, NWDAF subscribes to the SMFs serving the UEs in the area of interest and derives the mapping of PDU sessions per TA.
An NWDAF may require to discover and select other NWDAFs for UE related analytics. In this case, the NWDAF may discover from UDM if an NWDAF is already collecting data related to the UE, as specified in clauses 5.2 and 6.1C.
* * * * Next change * * * *
[bookmark: _Toc83212427]6.2.2.2	Procedure for Data Collection from NFs
The procedure in Figure 6.2.2.2-1 is used by NWDAF to subscribe/unsubscribe at NFs in order to be notified for data collection on a related event (s), using Event Exposure Services as listed in Table 6.2.2.1-1. Depending on local regulation requirements, user consent for UE related data collection and usage of collected data may be required. User consent is defined for a specific purpose such as, e.g. analytics or model training. NWDAF checks user consent taking the purpose for data collection and usage of these data into account.





Figure 6.2.2.2-1: Event Exposure Subscribe/unsubscribe for NFs
1.	The NWDAF checks if data is to be collected for a user, i.e., SUPI or GPSI, then, depending on local policy and regulations, the NWDAF checks the user consent by retrieving the user consent information from UDM using Nudm_SDM_Get including data type "User consent". If user consent is not granted, NWDAF does not subscribe to event exposure for events related to this user and the data collection for this SUPI or GPSI stops here.
2.	If the user consent is granted, the NWDAF subscribes to UDM to notifications of changes on subscription data type "User consent" for this user using Nudm_SDM_Subscribe.
3.	The NWDAF subscribes to or cancels subscription for a (set of) Event ID(s) by invoking the Nnf_EventExposure_Subscribe/Nnf_EventExposure_Unsubscribe service operation.
NOTE 1:	The Event ID(s) are defined in TS 23.502 [3].
4.	If NWDAF subscribes to a (set of) Event ID(s), the NFs notify the NWDAF (e.g. with the event report) by invoking Nnf_EventExposure_Notify service operation according to Event Reporting Information in the subscription.
	When the Reporting type is provided at step 1, the NWDAF determines that the events are disappeared, if the same events are included in the notification compared to the previous notification. Otherwise, NWDAF determines the events are newly appeared or changed. Also, the NWDAF restores the events that are not included in the notification, but included in the previous notification.
	If the Granularity of dynamics is applied to the subscription, the NWDAF shall infer the events in the NF from the events in the previous notification with the applied Granularity of dynamics.
NOTE 2:	The Event Reporting Information are defined in TS 23.502 [3].
NOTE 3:	The NWDAF can use the immediate reporting flag as defined in Table 4.15.1-1 of TS 23.502 [3] to meet the request-response model for data collection from NFs.
NOTE 4:	This procedure is also used when the NWDAF subscribes for data from a trusted AF.
5.	The UDM may notify the NWDAF on changes of user consent at any time after step 2.
6-7.	If user consent is no longer granted for a user for which data has been collected, the NWDAF shall unsubscribe to any Event ID to collect data for that SUPI or GPSI. The NWDAF may unsubscribe to be notified of user consent updates from UDM for each SUPI for which data consent has been revoked.
* * * * Next change * * * *
[bookmark: _Toc83212440]6.2.6.1	Bulked Data Collection
6.2.6.1.0	General
NWDAFs or DCCF or MFAF or ADRF may provide bulked data to consumers as an alternative to providing individual events (i.e. subscription to multiple event IDs to obtain the data required for an analytics generation).
The bulked data is the set of data samples from the collected event notifications to be used for an analytics Analytics ID for a consumer of NWDAF, DCCF, MFAF or ADRF. A data sample may be a notification, in which case the bulked data may comprise a group of received notifications, or a data sample may be information extracted from a notification and processed, in which case the bulked data comprises the processed information. The bulked data can be used for the purpose of analytics inference or ML model training.
The bulked data is generated based on the set of data samples from event notifications collected data from NFs/OAM and the properties for the selection of such data. Consumers of bulked data or operators may define different rules (e.g. aggregation formats or processes) for generation of bulked data for training or inference.
NFs capable to expose bulked data have the following capabilities:
-	Exposing runtime collected data (e.g. data from NFs/AFs/OAM retrieved via notification mechanisms), or historical collected data (e.g. data from NFs/AFs/OAM that were at some point collected, then stored), or both;
-	Applying selection processes of data samples or processing mechanisms for the generation of the bulked data according to bulked data formatting and processing instructions provided by consumers of the bulked data or defined by an operator. The bulked data formatting and processing instructions may include the formatting and processing instructions as specified in clause 5A.4 and further instructions as described in clause 6.2.6.1.1. Such instructions define the allowed and/or restricted properties and/or processes to be applied to the set of data from the collected event notifications to be used for the bulked data, the properties and processes being:
-	The properties associated with the Bulked data formatting and processing are filters over the data to be associated with the bulked data. The properties for bulked data are defined as per Data Specification parameters in clause 6.2.6.1.1.
-	The processes associated with the bulked data formatting and processing are mechanisms applied to the data to be associated with the bulked data and are defined according to the Formatting and Processing parameter defined in clause 5A.4 and the further instructions defined in clause 6.2.6.1.1. These processes may comprise: definition if data to be used for composing the bulked data is directly extracted from collected events, or the data is extracted from event notification of the same event type and pre-processed, or both; applying anonymization of data fields in the bulked data to avoid exposing undesired information, aggregation levels (i.e. per cell, per UEs, or temporal, e.g. per hours or days).
NOTE:	Pre-process data from collected event notifications of the same event type refers to the usage of data manipulation processes in order to aggregate, concatenate, process data from multiple collected event notifications from the same event type that results in a single processed value.
-	Having the mapping of the Service Operation that have to be used for collecting data of the bulked data associated with an analytics Analytics ID.
* * * * Next change * * * *
[bookmark: _Toc83212441]6.2.6.1.1	Services for Bulked Data Collection
NWDAF, DCCF, MFAF, ADRF may expose service(s), respectively, the Nnwdaf_DataManagement_Subscribe or Ndccf_DataManagement_Subscribe, Nmfaf_3daDataManagement_Configure, Nadrf_DataManagement_RetrievalSubscribe service operation with a request for bulked data including the following input parameters:
-	Data Specification:
-	Event ID(s) or Analytics ID(s);
-	In the case of Event IDs, the Data Specification fields includes the fields Target of Event Reporting and Event Filter Information as defined in TS 23.502 [3] clause 4.15.1, and Bulked Data Type parameter, which can be set to ''raw data samples'' (i.e. data is directly extracted from collected events) or ''pre-processed data samples'' (i.e. data from collected events is processed and the processed data is included in the bulked data) or a combination of both;
-	If the Analytics ID(s), the Data Specification fields contain:
-	Target of Reporting including a tuple with analytics Analytics ID; Bulked Data Type, which can be set to ''raw data samples'' (i.e. data is directly extracted from collected events) or ''pre-processed data samples'' (i.e. data from collected events is processed and the processed data is included in the bulked data) or a combination of both; analytics stage (inference or training);
-	Filter Information may include fields related to the analytics Analytics ID such as: Target of Analytics Information (e.g. any UE, list of UEs, groups of UEs); Analytics Filter Information (e.g. area of interest, DNN, Application, S-NSSAI). The analytics Analytics ID also determines the Service Operation from NFs, OAM to be used and type of data (i.e. Event IDs, OAM measurements) to be collected and associated with the bulked data.
-	Service Operation in the case of Event ID, defines the service operation to be used by NWDAF, DCCF, MFAF, or ADRF to request data (e.g. Namf_EventExposure_Subscribe or OAM Subscribe)
-	Bulked Data Formatting and Processing: the parameters defined in TS 23.502 [3] clause 4.15.1 for Event Reporting Information and Formatting and Processing as defined in clause 5A.4 may be part of the possible formatting and processing instructions to be applied for bulked data generation. Additionally, the following parameters may be also included:
-	Periodic bulked data notification-:	Notifications are sent periodically (e.g. every hour) and may also in a specified time window (e.g. 2AM to 3AM), irrespective of the number of notifications from a Data Source or amount of data that have been bulked. Applicable when the Fetch Flag=false.
-	Feature type is the field defining the type of pre-processing to be applied to the data from the collected event notifications if the bulked data type includes ''pre-processed data samples''. In this case, for each feature type there is an associated list of events that should be processed according with the feature type. Feature types are: average, maximum, minimum, skewed value from the collected event notification, most frequent value, and least frequent value.
NOTE:	There must exist a compatibility between the desired feature type and the possible processing applicable to the event notifications of the Event ID.
-	Time Window - : Specifies the start and stop time for the requested data or analytics.
 -	If the Time Window includes a period in the past, then the data or analytics collection is "historical".
-	If the Time Window includes a period in the future, the data or analytics collection is "runtime".
-	(Optional) Minimum and/or maximum number of samples to be included in the bulked data.
-	Fetch flag, when set to false, it indicates that the bulked data needs to be generated and included in notification messages; when set to true, it indicates that bulked data will not be returned in the notification messages and the consumer must fetch the bulk data. The default value of fetch flag is false.
-	Bulked data deadline, which indicates the limit of time for the consumer to fetch bulked data after receiving a notification that the data is available. Applicable when the fetch flag is set to true.
-	Notification Event Clubbing as defined in clause 5A.4, indicates the number of notifications from a data source to be bulked before sending a notification containing the bulked data to the Consumer. Applicable when the Fetch Flag=False.
-	Processing rules: the types of data manipulation to be applied for the requested bulked data and comprises: entity or geographical aggregation level (e.g. per UEs, per AoI), temporal aggregation (i.e. per minute, per hour); anonymization rules (e.g. anonymization of UE identifications).
-	A Notification Target Address (+ Notification Correlation ID), where the Notification Correlation ID is the unique identification for the bulked data being generated for the requesting consumer.
-	ADRF ID or NWDAF ID (or ADRF Set ID or NWDAF Set ID) storing historical data (optional). If known to the consumer, this may be specified to direct a DCCF or an NWDAF to the repository containing historical data.
-	(Optional) ADRF information indicating whether the collected data for the generation of the bulked data are to be stored in an ADRF, and optionally an ADRF ID.
-	(Optional, in case the requested data is Event IDs) Data Source identification to collect the data, e.g. NF Instance (or NF Set) ID from which the data needs to be collected.
The output parameter of the Nnwdaf_DataManagement_Subscribe or Ndccf_DataManagement_Subscribe, or Nadrf_DataManagement_RetrievalSubscribe service operation comprise the subscription correlation ID, which identifies the requested bulked data.
The input parameters of Nnwdaf_DataManagement_Notify or Ndccf_DataManagement_Notify, or Nmfaf_3caDataManagement_Notify, or Nadrf_DataManagement_RetrievalNotify service operation shall contain the Notification Correlation ID, and the generated bulked data when the fetch flag = false. When the fetch flag = true the notifications will contain the Notification Correlation ID, the Fetch Correlation ID and a target address where the generated bulked data may be retrieved. In the case of unsuccessful bulked data generation, the notification will contain an indication of an unsuccessful bulked data generation, optionally with expired bulked data deadline.
The input parameters for the service operation Nnwdaf_DataManagement_Fetch or Ndccf_DataManagement_Fetch, or Nmfaf_3caDataManagement_Fetch, or Nadrf_DataManagement_RetrievalRequest include: the Notification correlation ID (+list of Fetch Correlation ID), which identifies the requested bulked data.
The output parameters for the service operation Nnwdaf_DataManagement_Fetch include:
-	the generated bulked data.
The generated bulked data exposed by the above listed service operations comprises:
-	the dataset (i.e. the resulting set of data samples and/or set of pre-processed data samples from the collected event notifications) generated based on the parameters of bulked data request and instructions for bulked data generation, with each data sample including the following data structure:
-	if the bulked data type is ''pre-processed data samples'' the data type (e.g. Event ID) and associated feature type (e.g. average values of Event ID) are included;
-	data value (when ''data samples" bulk data type is used) or processed values (when ''pre-processed data samples'' bulked data type is used);
-	timestamp when the data sample is associated with a bulked data.
* * * * Next change * * * *
[bookmark: _Toc83212442]6.2.6.2	Procedure for Data Collection from NWDAF
The procedure in Figure 6.2.6.2-1 is used by NWDAF service consumer to invoke the data management services at NWDAFs in order to retrieve runtime and historical data.


Figure 6.2.6.2-1: Data Collection from NWDAF via Data Management Service
1.	NWDAF service consumer (e.g. NWDAF, DCCF) identifies that further data from an NWDAF is required in order to perform some operation related to analytics Analytics ID. The triggers for further data collection are related to:
a)	the local policies of NWDAF,  or DCCF (e.g. preparation for future requests for analytics Analytics ID as specified in clause 6.2.2.1);
b)	a request for analytics generation requiring data not available or not directly reachable via the NWDAF service consumer (e.g. out of the serving area);
c)	a request for model training;
d)	a request for data collection that NWDAF service consumer cannot provide by itself.
NOTE 1:	If the NWDAF service consumer is a DCCF, the discovery of the proper NWDAF is defined in clause 6.2.6.3.6. If the NWDAF service consumer is a NWDAF, the NWDAF service consumer can discover the appropriate NWDAF(s) as defined in clause 5.2.
2a.	NWDAF service consumer invokes Nnwdaf_DataManagement_Subscribe service from NWDAF to request a required data. The request comprises the Data Specification as well as Bulked Data Formatting and Processing as defined in clause 6.2.6.1, Notification Target Address (+ Notification Correlation ID).
	When the required data is Event IDs, the NWDAF service consumer may include the Data Source, e.g. NF Instance (or NF Set) ID from which the data needs to be collected.
	The NWDAF service consumer may include ADRF information indicating whether the data are to be stored in an ADRF, and optionally an ADRF ID.
	The NWDAF service consumer may include ADRF ID or NWDAF ID (or ADRF Set ID or NWDAF Set ID) storing historical data (optional), directing NWDAF to the repository containing historical data.
2b.	Based on the received request, NWDAF creates a new bulked data for the requesting consumer. NWDAF sends Nnwdaf_DataManagement_Subscribe service response with a confirmation of successful request and the subscription correlation ID identifying the requested data.
NOTE 2:	Subscription Correlation ID allows the NWDAF service consumer to request to NWDAF any changes in the generation of a requested data.
3.	NWDAF determines whether the request data is available at such NWDAF.
	NWDAF maintains a local association of requested Event IDs or Analytics IDs to the list of triggered event subscription identifications from data sources to generate the requested data. Based on this local association, the NWDAF checks if the data to be collected is available at itself. If the data is available, NWDAF uses such data to generate the bulked data.
	When data sources are NFs, the NWDAF discovers the proper NFs as defined in clause 6.2.2.1.
	When the data sources are other NWDAFs, the NWDAF discovers the other NWDAFs as defined in clause 5.2.
	When the data source is DCCF, the NWDAF discovers the proper DCCF as defined in clause 6.3.19 of TS 23.501 [2].
4a.	(Optional) If NWDAF receives a request for data that is not available or not reachable by such NWDAF (e.g. out of serving area), NWDAF determines the sources for the data that is not available, if the information has not been included in the subscription to the requested data.
4b.	(Optional) NWDAF may trigger further data collection using any of the available mechanisms in clause 6.2.2 (e.g. if the data subscribed in step 2a partially matches data that are already being collected by the NWDAF from a data source and a modification of the subscription to the data source would satisfy both the existing data collection as well as the newly requested data) and clause 6.2.6 (e.g. recursively using data collection services from other needed NWDAFs, DCCFs, ADRFs, NFs).
	NWDAF updates its local association of the mapping of the requested data (Event ID or Analytics ID) to the identification of the request/subscription for data collection from the further data sources.
5.	Based on the properties of the received request and considering local bulked data instructions, NWDAF generates the requested data including the available or collected data (e.g. from other NWDAFs, DCCFs or ADRFs, NFs).
6a.	If the fetch flag is set to true in step 2a, NWDAF waits until the requested data is ready and sends a Nnwdaf_DataManagement_Notify service message with the Notification Correlation ID, the Fetch Correlation ID and the target address where the data may be retrieved.
	The requested data is ready when NWDAF generated the bulked data based on the available or collected data samples from the event notifications and the applicable bulked data processing and formatting instructions.
6b.	If the fetch flag is set to false in step 2a, NWDAF uses the Nnwdaf_DataManagement_Notify service to send the Notification Correlation ID and requested data to the NWDAF service consumer.
	NWDAF waits until the bulked data is generated or the bulked data deadline expires and uses Nnwdaf_DataManagement_Notify service with the indication of the outcome. In case of successful bulked data generation, NWDAF provides the bulked data via Nnwdaf_DataManagement_Notify service as defined in clause 6.2.6.1. In case of bulked data deadline expiration and unsuccessful bulked data generation, NWDAF provides the bulked data via Nnwdaf_DataManagement_Notify an indication of an unsuccessful bulked data generation with expired deadline. The Notification Target Address is used by the Nnwdaf_DataManagement_Notify service operation to deliver the message to the NWDAF service consumer.
7(a.b).	Alternatively, when the fetch flag is set to true in Step 2a, the NWDAF service consumer shall fetch the required data from NWDAF via Nnwdaf_DataManagement_Fetch service operation. The NWDAF service consumer invokes the Nnwdaf_DataManagement_Fetch service operation with the input parameters including the Notification Correlation ID (+Fetch Correlation ID), that identifies the data to be fetched and receives a response with the requested data, as defined in clause 6.2.6.1.
8.	The NWDAF service consumer uses the requested data for performing further processing. If the NWDAF service consumer is an NWDAF the requested data can be used for analytics generation or model training or for further exposing such data to other NWDAFs. If the NWDAF service consumer is a DCCF, the requested data can be used to be provided to a DCCF data consumer.
9.	When the NWDAF service consumer determines that no more data is required, it unsubscribe to the requested data from NWDAF. If NWDAF had triggered further data collection in Step 3a and 3b, NWDAF also unsubscribe to all data sources.
NOTE 3:	It is also possible that instead of providing the dataset of the generated bulked data in steps 6a, 6b, 7b, the NWDAF provides a reference to where the dataset can be retrieved by the NWDAF service consumer.
* * * * Next change * * * *
[bookmark: _Toc83212445]6.2.6.3.2	Data Collection via DCCF
The procedure depicted in Figure 6.2.6.3.2-1 is used by a data consumer (e.g. NWDAF) to obtain data and be notified of events via the DCCF using Ndccf_DataManagement_Subscribe service operation. Whether the data consumer directly contacts the Data Source or goes via the DCCF is based on configuration of the data consumer.


Figure 6.2.6.3.2-1: Data Collection via DCCF
1.	The data consumer subscribes to data via the DCCF by invoking the Ndccf_DataManagement_Subscribe (Service_Operation, Data Specification, Formatting Instructions, Processing Instructions, NF (or NF-Set) ID, ADRF Information) service operation as specified in clause 8.2.2. The data consumer may specify one or more notification endpoints.
	Service_Operation is the service operation to be used by the DCCF to request data (e.g. Namf_EventExposure_Subscribe or OAM Subscribe). Data Specification provides Service Operation-specific parameters (e.g. event IDs, UE-ID(s), target of event reporting) used to retrieve the data. Formatting and Processing Instructions are as defined in clause 5A.4. The data consumer may include the Data Source, e.g. NF Instance (or NF Set) ID from which the data needs to be collected. The data consumer may include ADRF information indicating whether the data are to be stored in an ADRF, and optionally an ADRF ID.
2.	The DCCF determine the NF type(s) and/or OAM to retrieve the data based on the Service Operation requested in step 1. If the NF instance or NF Set ID is not provided by the data consumer. the DCCF determines the NF instances that can provide data as described in clause 5A.2 and clause 6.2.2.2. If the consumer requested storage of data in an ADRF but the ADRF ID is not provided by the data consumer, or the collected data is to be stored in an ADRF according to configuration on the DCCF, the DCCF selects an ADRF to store the collected data.
3.	The DCCF determines whether the data requested in step 1 are already being collected, as described in clause 5A.2.
	If the data requested are already being collected by a data consumer, the DCCF adds the data consumer to the list of data consumers that are subscribed for these data.
4.	If the data subscribed in step 1 partially matches data that are already being collected by the DCCF from a Data Source, and a modification of this subscription to the Data Source would satisfy both the existing data subscriptions as well as the newly requested data, the DCCF invokes Nnf_EventExposure_Subscribe (Subscription Correlation ID) with parameters indicating how to modify the previous subscription (as specified in clause 5A.2). The DCCF adds the data consumer to the list of data consumers that are subscribed for these data.
	If the data requested at step 1 are not already available or not being collected yet, the DCCF subscribes to data from the NF using the Nnf_EventExposure_Subscribe service operation as specified in clause 5A.2 and clause 6.2.2.2, with DCCF indicated as Notification Target Address. The DCCF adds the data consumer to the list of data consumers that are subscribed for these data.
5.	When new output data are available, the Data Source uses Nnf_EventExposure_Notify to send the data to the DCCF.
6.	The DCCF uses Ndccf_DataManagement_Notify to send the data to all notification endpoints indicated in step 1. Data sent to notification endpoints may be processed and formatted by the DCCF so they conform to delivery requirements for each data consumer or notification endpoint as specified in clause 5A.4. The DCCF may store the information in ADRF if requested by the consumer or if required by DCCF configuration, using procedure as specified in clause 6.2B15.3.
NOTE:	according to Formatting Instructions provided by the data consumer, multiple notifications from a Data Source can be combined in a single Ndccf_DataManagement_Notify so many notifications from the Data Source result in fewer notifications (or one notification) to the data consumer. Alternatively, a notification can instruct the data notification endpoint to fetch the data from the DCCF before an expiry time.
7.	If DCCF needs to retrieve data from OAM, procedure for data collection from OAM as per steps 1-4 from clause 6.2.3.2 is used. The DCCF then uses Ndccf_DataManagement_Notify to send the data to all notification endpoints indicated in step 1. Data sent to notification endpoints may be processed and formatted by the DCCF, so they conform to delivery requirements for each data consumer or notification endpoint as specified in clause 5A.4. The DCCF may store the information in ADRF if requested by the consumer or if required by DCCF configuration, using procedure as specified in clause 6.2B15.3.
8.	If a Ndccf_DataManagement_Notify contains a fetch instruction, the notification endpoint sends a Ndccf_DataManagement_Fetch request to fetch the data from the DCCF.
9.	The DCCF delivers the data to the notification endpoint
10.	When the data consumer no longer wants data to be collected it invokes Ndccf_DataManagement_Unsubscribe (Subscription Correlation ID), using the Subscription Correlation Id received in response to its subscription in step 1. The DCCF removes the data consumer from the list of data consumers that are subscribed for these data.
11.	If there are no other data consumers subscribed to the data, the DCCF unsubscribes with the Data Source.

* * * * Next change * * * *
[bookmark: _Toc83212461]6.2.9	User consent for analytics
Depending on local policy or regulations, to protect the privacy of user data, the data collection and analytics generation for a SUPI or GPSI, Internal or External_Group_Id or "any UE" may be subject to user consent bound to a purpose, such as analytics or model training. The user consent is subscription information stored in the UDM, that includes:
a)	whether the user authorizes the collection and usage of its data for a particular purpose;
b)	the purpose for data collection, e.g., analytics or model training.
The NWDAF retrieves the user consent to data collection and usage from UDM for a user, i.e. SUPI prior to collecting user data from an NF as described in clause 6.2.2.2. If a request for analytics is for "any UE", meaning that the consumer requests analytics for all UEs registered in an area, such as a S-NSSAI or DNN or AoI, then the NWDAF resolves "any UE" into a list of SUPIs using the Namf_EventExposure service with EventId "Number of UEs served by the AMF and located in an area of interest" and retrieves user consent for each SUPI. If a request for analytics is for an Internal or External Group Id, NWDAF resolves it into a list of SUPIs and retrieves user consent for each SUPI.
If user consent for a user is granted, then the NWDAF subscribes to user consent updates in UDM using Nudm_SDM_Subscribe service operation. Otherwise, the NWDAF excludes the corresponding SUPI from the request to collect data and generate analytics.
When Data data is collected from the UE Application, the ASP is responsible to obtain user consent to share data with the MNO.
If the UDM notifies that the user consent changed, then the NWDAF checks if the user consent is not granted for the purpose of analytics or model training. If user consent was revoked for a UE, the NWDAF stops data collection for that UE. For analytics subscriptions to any of the UE related analytics with the Target of Analytics Reportingtarget for analytics set to that UE, the NWDAF stops generation of new analytics and stops providing affected analytics to consumers. If the Target of Analytics Reportingtarget for analytics is either an Internal or External Group Id or a list of SUPIs or "any UE", the NWDAF skips those SUPIs that do not grant user consent for the purpose of analytics or model training. The NWDAF may unsubscribe to be notified of user consent updates from UDM for users for which data consent has been revoked.
NOTE:	The NWDAF can provide analytics to consumers that request analytics for an Internal or External Group Id, or for "any UE", and skips those users for which consent is not granted or is revoked.
The Analytics ID that needs to check user consent before collecting input data are those that collect input data per user, i.e. per SUPI, GPSI, Internal or External Group Id, or those with the Target of Analytics ReportingTarget for Analytics set to a SUPI, GPSI or External or Internal Group Id, and are described in clause 6.
* * * * Next change * * * *
[bookmark: _Toc83212555]6.2B	Analytics Data Repository procedures
[bookmark: _Toc83212556]6.2B.1	General
Collected data and analytics may be stored in ADRF, using procedure as specified in clause 6.2B.2 and clause 6.2B.3. Collected data and analytics may be deleted from ADRF, using procedure as specified in clause 6.2B.4.
[bookmark: _Toc83212557]6.2B.2	Historical Data and Analytics storage
The procedure depicted in figure 6.2B.2-1 is used by consumers (e.g. NWDAF, DCCF or MFAF) to store historical data and/or analytics, i.e. data and/or analytics related to past time period that has been obtained by the consumer. After the consumer obtains data and/or analytics, consumer may store historical data and/or analytics in an ADRF. Whether the consumer directly contacts the ADRF or goes via the DCCF or via the Messaging Framework is based on configuration.


Figure 6.2B.2-1: Historical Data and Analytics storage
1.	The consumer sends data and/or analytics to the ADRF by invoking the Nadrf_DataManagement_StorageRequest (collected data, analytics) service operation.
2.	The ADRF stores the data and/or analytics sent by the consumer. The ADRF may, based on implementation, determines whether the same data and/or analytics is already stored or being stored based on the information sent in step 1 by the consumer NF and, if the data and/or analytics is already stored or being stored in the ADRF, the ADRF decides to not store again the data and/or analytics sent by the consumer.
3.	The ADRF sends Nadrf_DataManagement_StorageRequest Response message to the consumer indicating that data and/or analytics is stored, including when the ADRF may have determined at step 2 that data or analytics is already stored.
[bookmark: _Toc83212558]6.2B.3	Historical Data and Analytics Storage via Notifications
The procedure depicted in figure 6.2B.3-1 is used by consumers (NWDAF, DCCF) to store received notifications in the ADRF. The consumer requests the ADRF to initiate a subscription for data and/or analytics. Data and/or analytics provided in notifications as a result of the subsequent subscription by the ADRF are stored in the ADRF.


Figure 6.2B.3-1: Historical Data and Analytics Storage via Notifications
1a-d. Based on provisioning or based on reception of a DataManagement subscription request (e.g. see clause 6.2.6.3.2), the DCCF or the NWDAF determines that notifications are to be stored in an ADRF.
2a-b.	The DCCF or the NWDAF determines the ADRF where data and/or analytics needs to be stored, and requests that the ADRF subscribes to receive notifications. The determination may be made based on configuration or information supplied by the data consumer as described in clauses 6.1.4 and 6.2.6.3. The request to the ADRF specifies the data and/or analytics to which the ADRF will subscribe by invoking the Nadrf_DataManagement_StorageSubscriptionRequest service operation.
3.	[Optional] The ADRF may, based on implementation, determines whether the same data and/or analytics is already stored or being stored, based on the information sent in step 2 by the consumer.
4.	[Optional] If the data and/or analytics is already stored and/or being stored in the ADRF, the ADRF sends Nadrf_DataManagement_StorageRequest Response message to the consumer indicating that data and/or analytics is stored.
5a-b.	ADRF subscribes to the DCCF or the NWDAF to receive notifications, providing its notification endpoint address and a notification correlation ID.
6.	The DCCF, the MFAF or the NWDAF send Analytics or Data notifications containing the notification correlation ID provided by the ADRF to ADRF notification endpoint address. The ADRF stores the notifications.
7a-b.	The DCCF or the NWDAF determines that notifications no longer need to be stored in the ADRF.
8a-b.	The DCCF or the NWDAF requests that the ADRF unsubscribes to receive notifications.
9a-b.	The ADRF sends a request to the DCCF or the NWDAF to unsubscribe to data notifications.
	The NWDAF may interact with the Data Source, and the DCCF may interact with the Data Source and/or MFAF. Delivery notifications from the DCCF/MFAF or NWDAF to the ADRF are subsequently halted.
[bookmark: _Toc83212559]6.2B.4	Data removal from an ADRF
The procedure depicted in figure 6.2B.4-1 is used by consumers (DCCF, NWDAF) to remove data previously stored in an ADRF.


Figure 6.2B.4-1: Data Removal from an ADRF
1.	A consumer requests that specified data be deleted from the ADRF using Nadrf_DataManagement_Delete request service operations.
2.	The ADRF deletes all copies of the stored data.
3.	The ADRF indicates the result (i.e. data deleted, data not found, data found but not deleted) using Nadrf_DataManagement_Delete response service operations.
* * * * Next change * * * *
[bookmark: _Toc83212468]6.3.1	General
The NWDAF provides slice load level information to a consumer NF on a Network Slice level or a Network Slice instance level or both. The NWDAF is not required to be aware of the current subscribers using the slice. The NWDAF notifies slice specific network status analytics information to the consumer NF that is subscribed to it. A consumer NF may collect directly slice specific network status analytics information from NWDAF. This information is not subscriber specific.
The NWDAF services as defined in the clause 7.2 and clause 7.3 are used to expose slice load level analytics from the NWDAF to the consumer NF (e.g. PCF, NSSF or AMF).
The consumer of these analytics shall indicate in the request or subscription:
-	Analytics Id ID set to "Load level information";
-	The following Analytics Filter Information:
-	S-NSSAI and NSI ID;
NOTE:	The use of NSI ID in the network is optional and depends on the deployment choices of the operator. If used, the NSI ID is associated with S-NSSAI. NSI ID is only applicable when the consumer of analytics is NSSF or AMF.
-	an optional Area of Interest;
-	an optional list of NF types;
-	optionally, the list of analytics subsets that are requested among those specified in clause 6.3.3A.
-	optionally, Load Level Threshold value; and
-	optionally, "maximum number of objects" indicating the maximum number of Network Slice instances expected in output, when the Analytics Filter Information does not indicate an NSI ID.
* * * * Next change * * * *
[bookmark: _Toc83212475]6.4.1	General
This clause specifies how NWDAF can provide Observed Service Experience (i.e. average of observed Service MoS and/or variance of observed Service MoS indicating service MOS distribution for services such as audio-visual streaming as well as services that are not audio-visual streaming such as V2X and Web Browsing services) analytics, in the form of statistics or predictions, to a service consumer.
The Observed Service Experience analytics may provide one or both of the following:
-	Service Experience for a Network Slice: Service Experience for a UE or a group of UEs or any UE in a Network Slice;
-	Service Experience for an Application: Service Experience for a UE or a group of UEs or any UE in an Application or a set of Applications.
-	Service Experience for an Edge Application over a UP path: Service experience for a UE or a group UEs or any UE in an Application or a set of Applications over a specific UP path (UPF, DNAI and EC server).
Therefore, Observed Service experience may be provided individually per UE or group of UEs, or globally, averaged per Application or averaged across a set of Applications on a Network Slice.
The service consumer may be an NF (e.g. PCF, NSSF, AMF), AF, or the OAM.
The consumer of these analytics shall indicate in the request or subscription:
-	Analytics Id ID set to "Service Experience";
-	The Target of Analytics Reporting: one or more SUPI(s) or Internal Group Identifier(s), or "any UE";
-	Analytics Filter Information as defined in Table 6.4.1-1;
-	optionally, maximum number of objects and maximum number of SUPIs;
-	optionally, preferred level of accuracy of the analytics;
-	optionally, accuracy level per analytics subset (Network Slice instance service experience, Application service Experience);
-	optionally, preferred order of results for the list of Application Service Experiences and/or Slice instance service experiences: "ascending" or "descending"; and
-	optionally, preferred granularity of location information: TA level or cell level.
Table 6.4.1-1: Analytics Filter Information related to the observed service experience
	Information
	Description
	Mandatory

	
	
	Application
	Network Slice
	Edge Applications over a UP path

	Application ID (0...max)
	The identification of the application(s) for which the analytics information is subscribed or requested.
	Y
	N
	Y

	S-NSSAI
	When requesting Service Experience for a Network Slice: identifies the Network Slice for which analytics information is subscribed or requested.
When requesting Service Experience for an Application: identifies the S-NSSAI used to access the application together with the DNN listed below.
	N
	Y
	N

	NSI ID(s)
	Identifies the Network Slice instance(s) for which analytics information is subscribed or requested.
	N
	N
	N

	Area of Interest
	Identifies the Area (i.e. set of TAIs), as defined in TS 23.501 [2] for which the analytics information is subscribed or requested.
	N
	N
	N

	DNN
	When requesting Service Experience for an Application, this is the DNN to access the application.
	N
	N
	N

	DNAI
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].
	N
	N
	Y

	RAT Type
	Identifies the RAT type.
	N
	N
	N

	Frequency
	Identifies the frequency.
	N
	N
	N

	Application Server Address(es) (NOTE 1)
	List of IP address(s)/FQDN(s) of the Application Server(s) that a UE, group of UEs, or 'any UE' has a communication session for which Service Experience Analytic information is requested.
	N
	N
	Y

	UPF anchor ID (NOTE 1)
	Identifies the UPF where a UE has an associated PDU session
	N
	N
	N

	NOTE 1:	These parameters may be provided when a consumer requires analytics for an edge application over a UP path



NOTE:	A service consumer may use the Area of Interest in order to reduce the amount of signalling that the analytics subscription or request generates.
-	An Analytics target period that indicates the time window for which the statistics or predictions are requested;
-	In a subscription, the Notification Correlation Id and the Notification Target Address.
The NWDAF shall notify the result of the analytics to the consumer as specified in clause 6.4.3.
NWDAF collects the network data from AF (directly or via NEF) and from other 5GC NF(s) in order to calculate and provide statistics and predictions on the observed service experience to a consumer NF or to OAM.
Based on the Analytics Filter information in Table 6.4.1-1 and the Target of Analytics reporting provided by the service consumer in the analytics subscription or request, NWDAF determines whether service experience analytics should be delivered for:
i)	Application(s);
ii)	Network Slice;
iii)	both Application(s) and Network Slice;
iv)	Edge Applications over a UP path.
If NWDAF is unable to differentiate based on the analytics subscription or request, it provides service experience analytics for both Application(s) and Network Slice.
If service experience for both Application(s) and Network Slice is desired but the Target of Analytics reporting or Analytics Filter information values (e.g. Area of Interest) need to be different, separate subscriptions/requests may be provided by the service consumer.
* * * * Next change * * * *
6.15	Analytics Data Repository proceduresVoid
6.15.1	GeneralVoid
Collected data and analytics may be stored in ADRF, using procedure as specified in clause 6.15.2 and clause 6.15.3. Collected data and analytics may be deleted from ADRF, using procedure as specified in clause 6.15.4.
6.15.2	Historical Data and Analytics storageVoid
The procedure depicted in figure 6.15.2-1 is used by consumers (e.g. NWDAF, DCCF or MFAF) to store historical data and/or analytics, i.e. data and/or analytics related to past time period that has been obtained by the consumer. After the consumer obtains data and/or analytics, consumer may store historical data and/or analytics in an ADRF. Whether the consumer directly contacts the ADRF or goes via the DCCF or via the Messaging Framework is based on configuration.


Figure 6.15.2-1: Historical Data and Analytics storage
1.	The consumer sends data and/or analytics to the ADRF by invoking the Nadrf_DataManagement_StorageRequest (collected data, analytics) service operation.
2.	The ADRF stores the data and/or analytics sent by the consumer. The ADRF may, based on implementation, determines whether the same data and/or analytics is already stored or being stored based on the information sent in step 1 by the consumer NF and, if the data and/or analytics is already stored or being stored in the ADRF, the ADRF decides to not store again the data and/or analytics sent by the consumer.
3.	The ADRF sends Nadrf_DataManagement_StorageRequest Response message to the consumer indicating that data and/or analytics is stored, including when the ADRF may have determined at step 2 that data or analytics is already stored.
6.15.3	Historical Data and Analytics Storage via NotificationsVoid
The procedure depicted in figure 6.15.3-1 is used by consumers (NWDAF, DCCF) to store received notifications in the ADRF. The consumer requests the ADRF to initiate a subscription for data and/or analytics. Data and/or analytics provided in notifications as a result of the subsequent subscription by the ADRF are stored in the ADRF.


Figure 6.15.3-1: Historical Data and Analytics Storage via Notifications
1a-d. Based on provisioning or based on reception of a DataManagement subscription request (e.g. see clause 6.2.6.3.2), the DCCF or the NWDAF determines that notifications are to be stored in an ADRF.
2a-b.	The DCCF or the NWDAF determines the ADRF where data and/or analytics needs to be stored, and requests that the ADRF subscribes to receive notifications. The determination may be made based on configuration or information supplied by the data consumer as described in clauses 6.1.4 and 6.2.6.3. The request to the ADRF specifies the data and/or analytics to which the ADRF will subscribe by invoking the Nadrf_DataManagement_StorageSubscriptionRequest service operation.
3.	[Optional] The ADRF may, based on implementation, determines whether the same data and/or analytics is already stored or being stored, based on the information sent in step 2 by the consumer.
4.	[Optional] If the data and/or analytics is already stored and/or being stored in the ADRF, the ADRF sends Nadrf_DataManagement_StorageRequest Response message to the consumer indicating that data and/or analytics is stored.
5a-b.	ADRF subscribes to the DCCF or the NWDAF to receive notifications, providing its notification endpoint address and a notification correlation ID.
6.	The DCCF, the MFAF or the NWDAF send Analytics or Data notifications containing the notification correlation ID provided by the ADRF to ADRF notification endpoint address. The ADRF stores the notifications.
7a-b.	The DCCF or the NWDAF determines that notifications no longer need to be stored in the ADRF.
8a-b.	The DCCF or the NWDAF requests that the ADRF unsubscribes to receive notifications.
9a-b.	The ADRF sends a request to the DCCF or the NWDAF to unsubscribe to data notifications.
	The NWDAF may interact with the Data Source, and the DCCF may interact with the Data Source and/or MFAF. Delivery notifications from the DCCF/MFAF or NWDAF to the ADRF are subsequently halted.
6.15.4	Data removal from an ADRFVoid
The procedure depicted in figure 6.15.4-1 is used by consumers (DCCF, NWDAF) to remove data previously stored in an ADRF.


Figure 6.15.4-1: Data Removal from an ADRF
1.	A consumer requests that specified data be deleted from the ADRF using Nadrf_DataManagement_Delete request service operations.
2.	The ADRF deletes all copies of the stored data.
3.	The ADRF indicates the result (i.e. data deleted, data not found, data found but not deleted) using Nadrf_DataManagement_Delete response service operations.

* * * * Next change * * * *
[bookmark: _Toc83212576]7.4.4	Nnwdaf_DataManagement_Notify service operation
Service operation name: Nnwdaf_DataManagement_Notify.
Description: NWDAF notifies the consumer instance of the requested data according to the request.
Inputs, Required: Notification Correlation ID, time stamp.
Inputs, Optional: Requested Data, Fetch Correlation ID, target address where the data may be retrieved in case the Fetch Correlation ID is included in the notification, unsuccessful bulked data generation, expired bulked data deadline.
NOTE:	The Requested Data or Target address can be provided per Event ID or per analytics Analytics ID specified in the Data Specification field of the subscription.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
* * * * Next change * * * *
[bookmark: _Toc83212613]10.2.3	Nadrf_DataManagement_StorageSubscriptionRequest service operation
Service operation name: Nadrf_DataManagement_StorageSubscriptionRequest
Description: The consumer (NWDAF or DCCF) uses this service operation to request the ADRF to initiate a subscription for data or analytics (see clause 6.2B15.3). Data or analytics provided in notifications as a result of the subsequent subscription by the ADRF are stored in the ADRF.
This service operation provides parameters needed by the ADRF to initiate the subscription (to a DCCF or NWDAF).
Inputs, Required: Service operation, Analytics Specification or Data Specification, Target NF (or Set) to subscribe to for notifications.
"Service Operation" identifies the service used to request data or analytics from a Data Source (e.g. Namf_EventExposure_Subscribe or Nnwdaf_AnalyticsSubscription_Subscribe)
"Analytics Specification or Data Specification" is the "Service Operation" specific required and optional input parameters that identify the data to be collected (e.g. Analytics ID(s) / Event ID (s), Target of Event Reporting, Event Filter, etc.). Service Operations and input parameters are defined in clause 7 for NWDAF and in TS 23.502 [3], clause 5.2 for the other NFs.
"Target NF (or Set) to subscribe to for notifications" may be a DCCF or NWDAF that can provide the data or analytics
Inputs, Optional: Formatting Instructions, Processing Instructions.
Formatting Instructions and Processing Instructions are as defined in clause 5A.4.
Outputs Required: Transaction Reference ID.
Outputs, Optional: None.
* * * * End of changes * * * *
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