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	Reason for change:
	CT1 ask the scope of applying Network Slicing feature in Rel-17 and Rel-16 in their LS S2-2107026/ C1-215137. 
Since there is no stage 1 requirement to support Network Slicing feature for SNPN, in R16 and R17 network slicing related WIs, i.e. eNS and eNS Ph2, related features including NSSAA, NSAC and NSSRG are all supported only for PLMN. There were no objectives related to supporting network slicing features in SNPN and therefore SA2 never discussed or evaluated whether and how these network slicing features are supported in SNPN, e.g. functionalities or security impacts on SNPN network and SNPN capable UE. 
Based on above, SA2 believes the network slicing features above is not supported for SNPN in Rel-16 and Rel-17, which needs to be clarified explicitly in TS 23.501.
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[bookmark: _Toc36188014][bookmark: _Toc45183919][bookmark: _Toc47342761][bookmark: _Toc51769462][bookmark: _Toc83302022]5.30.2	Stand-alone non-public networks
[bookmark: _Toc51769463][bookmark: _Toc83302023]5.30.2.0	General
SNPN 5GS deployments are based on the architecture depicted in clause 4.2.3, the architecture for 5GC with untrusted non-3GPP access (Figure 4.2.8.2.1-1) for access to SNPN services via a PLMN (and vice versa) and the additional functionality covered in clause 5.30.2.
Alternatively, a Credentials Holder (CH) may authenticate and authorize access to an SNPN separate from the Credentials Holder based on the architecture specified in clause 5.30.2.9.
In this Release, direct access to SNPN is specified for 3GPP access only.
Interworking with EPS is not supported for SNPN. Also, emergency services are not supported for SNPN when the UE accesses the SNPN over NWu via a PLMN. Furthermore, roaming is not supported for SNPN, e.g. roaming between SNPNs. Handover between SNPNs, between SNPN and PLMN or PNI NPN are not supported. Idle mode mobility is supported as defined in clause 5.30.2.11. CIoT 5GS optimizations are not supported in SNPNs. CAG is not supported in SNPNs. Network slicing enhancements, including NSSAA, NSAC and NSSRG are not supported for SNPN.
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