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1. Introduction
Last meeting, it discussed the support of Disaster Roaming with Minimization of Service Interruption in stage 2 based on the conclusions from TR24.811. The basic principles of how disaster roaming works have been captured into TS23.501 and TS23.502. However, we still have some issues to be solved as the following EN left in TS23.501 and TS23.502 during the disaster roaming registration:

	TS23.501:
[bookmark: _Toc83302161]5.40.4	Registration for Disaster Roaming service
….
Editor's note:	It is FFS if Disaster Roaming indication needs to be provided from AMF to other NFs (e.g. SMF, AUSF, UDM).
TS23.502:
[bookmark: _Toc20203931][bookmark: _Toc27894616][bookmark: _Toc36191683][bookmark: _Toc45192769][bookmark: _Toc47592401][bookmark: _Toc51834482][bookmark: _Toc83354986]4.2.2.2.2	General Registration
…
Editor's note:	It is FFS how the AUSF executes authentication of the UE, in the case of Disaster Roaming Registration.
Editor's note:	It is FFS how the UDM provides applicable subscription data for Disaster Roaming service to the AMF, in case of Disaster Roaming Registration.
Editor's note:	It is FFS how the UDM provides applicable slice selection subscription data for Disaster Roaming service to the AMF, in the case of Disaster Roaming Registration.



This paper will focus on the above open issues for discussion, and then try to give out the valuable proposals to resolve them.
2. Discussion
Before discussing the above open issues, we should have a unified understanding on the scenarios of disaster roaming. According to current progress and discussion in stage3, there may be the following 2 cases of performing disaster roaming:
Case 1): PLMN with disaster condition is HPLMN of UE. The serving PLMN of UE or the PLMN to serve the UE is the HPLMN of UE that is suffering disaster condition, then the UE is changed to a disaster inbound roamer and then performs the disaster roaming to a PLMN which can provide the disaster roaming services to the HPLMN of the UE.
Case 2): PLMN with disaster condition is VPLMN of UE. The serving PLMN of UE or the PLMN to serve the UE is the VPLMN of UE that is suffering disaster condition, then the UE is changed to a disaster inbound roamer and then performs the disaster roaming to a PLMN which can provide the disaster roaming services to the VPLMN of the UE.
[bookmark: _Hlk83805424]The following figure depicts 5G System roaming architecture in the case of local break out scenario using the reference point representation which is copied from TS23.501 Figure 4.2.4-4 for background. In this paper, we will take the local break out roaming as example for further discussion. The Home routed roaming case follows the same logic for the analysis.


Figure 4.2.4-4: Roaming 5G System architecture - local breakout scenario in reference point representation
2.1 Case 1: PLMN with DC is HPLMN of the UE
For the case1, the PLMN with disaster condition is UE’s HPLMN, it can be understood the disaster roaming architecture has nothing different from the 5G basic Roaming System architecture when the disaster roaming agreements between MNOs have been achieved. Only the difference is that the disaster roaming agreements may be different from the normal roaming agreements since that is dedicated to the disaster condition and forbidden PLMN, but anyway this is out of 3GPP scope. Thus, the disaster roaming architecture can reuse the 5G basic Roaming System architecture directly as follows:


[bookmark: _Hlk83741752]Figure1: Disaster roaming architecture of HPLMN with DC
In above figure, the PLMN A is not suffering disaster condition and able to provide the disaster roaming services for HPLMN. PLMN A and HPLMN follow the disaster roaming agreements.
[bookmark: _Hlk83737954][bookmark: _Hlk83738685]Observation 1: If HPLMN is suffering to disaster condition, the Disaster roaming architecture reuses the 5G basic Roaming System architecture. 
[bookmark: _Hlk83738548]Since the Disaster roaming architecture reuses the 5G basic Roaming System architecture, correspondingly, the disaster roaming registration procedure also can reuse the basic roaming registration procedure as defined in TS23.502 clause 4.2.2.2. From the protocol’s view, it can be seen there is no special indication for roaming from AMF to AUSF or UDM during performing authentication or obtaining the UE’s subscriptions during basic roaming registration procedure. The HPLMN can figure out the request from AMF whether is for roaming registration or not based on the roaming agreements and corresponding configurations. Now to support MINT, follow the similar understanding, it seems we have no reason to introduce dedicated indication from AMF for disaster roaming, as the disaster roaming agreements with the dedicated configurations can help the AUSF or UDM know the request from AMF is for disaster roaming.
[bookmark: _Hlk83740051]Proposal 1: If HPLMN is suffering to disaster condition, there is no need to introduce additional indication from AMF to indicate disaster roaming as the disaster roaming agreements can figure it out. 
[bookmark: _Hlk83740106]Similarly, there is nothing special for AUSF to perform authentication from the procedure perspective in TS23.502. Based on the above analysis, disaster roaming agreements will make the MNOs provide corresponding configuration to the AUSF over the service interface, when HPLMN Disaster condition happen, the disaster roaming agreements and corresponding configuration will be activated immediately, AUSF can exactly figure out the request from AMF that is for disaster roaming then perform the authentication. Anyway, from the procedure perspective, there is nothing special compared with basic roaming registration procedure.
Proposal 2: If HPLMN is suffering to disaster condition, from the procedure of authentication perspective, there is nothing special compared with basic roaming registration procedure.
As for how UDM provides applicable subscription data for Disaster Roaming service to the AMF during the disaster roaming registration, we have similar understanding to the previous proposal. Disaster roaming is only a kind of special roaming case and has no special impacts on the existing 5G basic roaming architecture. In the current registration procedure, there is no dedicated specifications to the roaming and dedicated indication to the roaming case. The HPLMN can exactly figure out that the AMF request is for roaming based on the roaming agreements between HPLMN and VPLMN.
Similar logical can be extended to disaster roaming registration, based on the existing disaster roaming agreements and with some default configurations for disaster roaming, the UDM can exactly figure out that the AMF request is from the PLMN providing disaster roaming services and then provides the AMF with corresponding UE’s subscriptions data about disaster roaming services based on the disaster roaming agreements between the PLMN providing disaster roaming services and HPLMN.
Proposal 3: If HPLMN is suffering to disaster condition, there is no nothing special compared with the normal roaming case, UDM can learn about the AMF request is for Disaster Roaming service based on the disaster roaming agreements and then can provide the AMF with applicable subscription data including the applicable slice selection subscription data.
2.2 Case 2: PLMN with DC is VPLMN of the UE
This case is more complicated as it happens when the UE is performing roaming. The PLMN suffering disaster condition is the UE’s VPLMN. The UE will register to a PLMN that supports disaster roaming serves for the VPLMN. But no matter what, the principles of authentication or the subscriptions obtaining from HPLMN should not be changed. Thus, the Disaster roaming architecture of this case should be:



Figure2: Disaster roaming architecture of VPLMN with DC
[bookmark: _Hlk83742606]In above figure, the PLMN A is not suffering disaster condition and able to provide the disaster roaming services for VPLMN. PLMN A and VPLMN follow the disaster roaming agreements. The HPLMN and VPLMN follow the normal roaming agreements. It can be understood that in the above figure the PLMN A is also UE’s forbidden PLMN from the HPLMN perspective.
In above figure, the N58, N12 and N8 within the red line are kind of logic interfaces, the information over these interfaces may be forwarded transparently from VPLMN, the VPLMN may act as a proxy between PLMN A and HPLMN. 
For this disaster condition case, we have the following thinking on supporting disaster roaming procedure:
· When the disaster condition happens to the VPLMN, the VPLMN will notify HPLMN and PLMN A about the disaster condition information. For the notification to the HPLMN, the VPLMN also should tell the HPLMN about which PLMNs will support the disaster roaming services for VPLMN.
· During the UE registers to the PLMN A, the AMF of PLMN A will forward the authentication request to the AUSF of HPLMN and get the subscription from the UDM of HPLMN. In this procedure, the VPLMN may act as a proxy to forward the AMF’s request from PLMN A to HPLMN.
· HPLMN will figure out the AMF’s request from the PLMN A based on the disaster information from VPLMN and then charge it to the VPLMN.
These above procedures are totally out of 3GPP scope but are very necessary to support disaster roaming. Based on this understanding, then all the disaster roaming registration procedure including authentication and subscriptions obtaining can still follow the basic roaming registration. Based on the previous analysis in case 1, it has no need to introduce indication for AMF to indicate the request is for disaster roaming. Thus, for the case2 the PLMN with disaster condition is VPLMN, we have similar proposal to the proposal 1 that:
Proposal 4: If VPLMN is suffering to disaster condition, there is no need to introduce additional indication from AMF to indicate disaster roaming as the disaster roaming agreements can figure it out.
Based on the above analysis, we have similar understanding to proposal 2 for AUSF authentication for the disaster roaming registration, then have the following proposal:
Proposal 5: If VPLMN is suffering to disaster condition, from the procedure of authentication perspective, there is nothing special compared with basic roaming registration procedure.
Correspondingly, the above analysis is also applied to UDM for providing applicable subscription data about Disaster Roaming service. Thus:
Proposal 6: If VPLMN is suffering to disaster condition, there is no nothing special compared with the normal roaming case, UDM can learn about the AMF request is for Disaster Roaming service based on the disaster roaming agreements and then can provide the AMF with applicable subscription data including the applicable slice selection subscription data.

3. Conclusion
[bookmark: OLE_LINK5][bookmark: OLE_LINK10]Based on the above discussion, the following are proposed: 
Proposal 1: If HPLMN is suffering to disaster condition, there is no need to introduce additional indication from AMF to indicate disaster roaming as the disaster roaming agreements can figure it out. 
Proposal 2: If HPLMN is suffering to disaster condition, from the procedure of authentication perspective, there is nothing special compared with basic roaming registration procedure.
Proposal 3: If HPLMN is suffering to disaster condition, there is no nothing special compared with the normal roaming case, UDM can learn about the AMF request is for Disaster Roaming service based on the disaster roaming agreements and then can provide the AMF with applicable subscription data including the applicable slice selection subscription data.
Proposal 4: If VPLMN is suffering to disaster condition, there is no need to introduce additional indication from AMF to indicate disaster roaming as the disaster roaming agreements can figure it out.
Proposal 5: If VPLMN is suffering to disaster condition, from the procedure of authentication perspective, there is nothing special compared with basic roaming registration procedure.
Proposal 6: If VPLMN is suffering to disaster condition, there is no nothing special compared with the normal roaming case, UDM can learn about the AMF request is for Disaster Roaming service based on the disaster roaming agreements and then can provide the AMF with applicable subscription data including the applicable slice selection subscription data.
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