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	Reason for change:
	The 23.501 text implies a Subscription information may not include any default S-NSSAI. However, the stage 3 specifieds that at least one default S-NSSAI is present in the information sent to the AMF. See TS 29.503

Table 6.1.6.2.2-1: Definition of type Nssai
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supportedFeatures
	SupportedFeatures
	O
	0..1
	See clause 6.1.8
	 

	defaultSingleNssais
	array(Snssai)
	M
	1..N
	A list of Single Nssais used as default. (NOTE)
	 

	singleNssais
	array(Snssai)
	O
	1..N
	List of non default Single Nssais. (NOTE)
	 

	provisioningTime
	DateTime
	C
	0..1
	This attribute shall be present if the Nssai is sent to the AMF while reception has not yet been acknowledged from the UE; otherwise shall be absent.
This attribute serves as Network Slicing Subscription Change Indication.
	 

	additionalSnssaiData
	map(AdditionalSnssaiData)
	O
	1..N
	A map (list of key-value pairs where singleNssai converted to string serves as key) of additional information related to this single Nssai.
	Nssaa

	NOTE:       If the NF consumer does not support Nssaa optional feature, the UDM shall not include S-NSSAI(s) subject to Network Slice-Specific Authentication and Authorization in the message body with "200 OK" response (See clause 5.2.2.2.2).





	
	

	Summary of change:
	Clarify that the subscription information shall include at least one default S-NSSAI. and that the subscription information the UDM sends to the AMF shall include at least one default S-NSSAI.
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first change

[bookmark: _Toc75440690]5.15.3	Subscription aspects
The Subscription Information shall contain one or more S-NSSAIs i.e. Subscribed S-NSSAIs. The subscription information shall include at least one default S-NSSAI. The UDM sends at the most 16 Subscribed S-NSSAIs to AMF, i.e. the number that can fit in a Configured NSSAI. The subscription information the UDM sends to the AMF shall include at least one default S-NSSAIBased on operator's policy, one or more Subscribed S-NSSAIs can be marked as a default S-NSSAI. 
If an S-NSSAI is marked as default, then the network is expected to serve the UE with a related applicable Network Slice instance when the UE does not send any permitted S-NSSAI to the network in a Registration Request message as part of the Requested NSSAI.
The Subscription Information for each S-NSSAI may contain:
-	a Subscribed DNN list and one default DNN; and
-	the indication whether the S-NSSAI is marked as default Subscribed S-NSSAI; and
-	the indication whether the S-NSSAI is subject to Network Slice-Specific Authentication and Authorization; and
-	Network Slice Simultaneous Usage Group (NSSRG) information (see clause 5.15.12).
The network verifies the Requested NSSAI the UE provides in the Registration Request against the Subscription Information. For the S-NSSAIs subject to Network Slice-Specific Authentication and Authorization the clause 5.15.10 applies.
NOTE 1:	It is recommended that at least one of the Subscribed S-NSSAIs marked as default S-NSSAI is not subject to Network Slice-specific Authentication and Authorization, in order to ensure access to services even when Network Slice-specific Authentication and Authorization fails.
NOTE 2:	It is recommended to minimize the number of Subscribed S-NSSAIs in subscriptions for NB-IoT capable UEs to minimize overhead for signalling a large number of S-NSSAIs in Requested NSSAI in RRC and NAS via NB-IoT.
In roaming case, the UDM shall provide to the VPLMN only the S-NSSAIs from the Subscribed S-NSSAIs the HPLMN allows for the UE in the VPLMN. If the UE is subject to restrictions of simultaneous registration of network slices (i.e. if the Subscription Information for the S-NSSAIs contains NSSRG information), the UDM provides to the VPLMN a subscribed S-NSSAIs and, if applicable, NSSRG information, as described in clause 5.15.12.
NOTE 3:	Network slice instances supporting an S-NSSAI subject to Network Slice-Specific Authentication and Authorization need to be deployed with AMFs supporting Network Slice-Specific Authentication and Authorization, otherwise S-NSSAIs requiring Network Slice-Specific Authentication and Authorization would be incorrectly allowed without execution of Network Slice-Specific Authentication and Authorization.
NOTE 4:	Network slice instances supporting an S-NSSAI subject to Network Slice Admission Control need to be deployed with AMFs supporting Network Slice Admission Control, otherwise S-NSSAIs requiring Network Slice Admission Control would be incorrectly allowed without execution of Network Slice Admission Control.
When the UDM updates the Subscribed S-NSSAI(s) to the serving AMF, based on configuration in this AMF, the AMF itself or the NSSF determines the mapping of the Configured NSSAI for the Serving PLMN and/or Allowed NSSAI to the Subscribed S-NSSAI(s). The serving AMF then updates the UE with the above information as described in clause 5.15.4.
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