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Abstract of the contribution: This pCR updates the procedure on the EAS deployment information management in the EASDF.
1 Discussion

This is a contribution to update the procedure on the EAS deployment information management in the EASDF to support the node level EAS Deployment information provisioning and removing the related ENs, based on the discussion in S2-2106289.
2 Proposal
It is proposed to update TS 23.548 as follows

Start change 
6.2.3.4
Node Level EAS Deployment Information Management

The node level EAS deployment information management procedures are described in this clause, the procedures are independent of any PDU Session, including:

-
the procedure for EAS deployment information management in the SMF, and 

-
the procedure for EAS deployment information management in the EASDF.

6.2.3.4.1
EAS Deployment Information Management in the SMF

The SMF may receive the EAS deployment information from UDR via NEF via pull mode or push mode as shown in the figure below.

Editor's note:
It is FFS whether the interaction between SMF and UDR needs to go via NEF.

Editor's note:
If both modes push and pull are needed is FFS.
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Figure 6.2.3.4.1-1: EAS Deployment Information Management in the SMF procedure

For Pull Mode:

1.
SMF may invokes the Nnef_EASDeployment_Fetch (DNN and/or DNAI(s)) and/or application(s) to the NEF. The SMF may fetch all the EAS deployment information for the DNN or for DNAI(s).

2.
The NEF invokes Nudr_DM_Query (DNN and/or DNAI(s) and/or application(s)) to retrieve the EAS deployment information from UDR.

3.
The UDR provides a Nudr_DM_Query response with EAS deployment information for the DNN and/or DNAI(s) and/or application(s)to the NEF.

4.
The NEF replies to the SMF with Nnef_EASDeployment_Fetch Response with EAS deployment information.

For Push Mode:


The NEF invokes Nnef_EASDeployment_Notify (DNN and/or DNAI(s) and/or application(s), EAS deployment information) to the SMF(s) to which the EAS deployment information shall be provided. The NEF may decide to delay the distribution of EAS deployment information to the SMF(s) for some time to optimize the signalling load. If the NEF received an Allowed Delay for a EAS deployment information, the NEF shall distribute this EAS deployment information within the indicated time interval.

The procedures enable the SMF to receive EAS deployment information for DNN and/or DNAI(s) and/or application(s) when a PDU Session for the DNN and/or DNAI(s) is established and EAS deployment information provided by the NEF are not available at the SMF. In addition, the procedures also enable the SMF to retrieve EAS deployment information from the NEF when the caching timer for the EAS deployment information elapses and there is/are PDU session(s) for this DNN and/or DNAI(s) and/or application(s). Either the complete list of EAS deployment information for one or more DNN and/or DNAI(s), or a subset of EAS deployment information for individual DNN and/or DNAI(s) and/or application(s) may be managed.

Editor's note:
It is FFS whether it is needed and how to support the feature related with "caching timer' and 'Allow Delay'.

6.2.3.4.2
EAS Deployment Information Management in the EASDF

SMF may provision/update or remove the Node Leve DNS handling rules belonging to an DNN(s) and/or DNAI(s) and/or application(s) in the EASDF.
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Figure 6.2.3.4.2-1: EAS Deployment Information Management in the EASDF procedure

1.
The SMF may triggered to provision or remove the Node Leve DNS handling rules for DNN and/or DNAI(s) and/or application(s) in the following cases:


-
When the caching timer expires and there's no PDU session that refers to the corresponding a DNN and/or DNAI(s) and/or application(s), the SMF may inform the EASDF to remove the Node Leve DNS handling rules for DNN and/or DNAI(s).

-
When a EAS deployment information for DNN and/or DNAI(s) and/or application(s) is provided that is not already provided to the EASDF, the SMF may provide the Node Leve DNS handling rules for DNN and/or DNAI(s) and/or application(s) to the EASDF (if there is no EAS deployment information for DNN and/or DNAI(s) and/or application(s) cached, the SMF may retrieve it from the NEF, as described in clause 6.2.3.4.1.

-
When any update of the EAS deployment information for DNN and/or DNAI(s) and/or application(s) is received from NEF, and there are still valid DNS context corresponding to valid PDU Session in EASDF for the DNN and/or DNAI(s) and/or application(s).
The Node Leve DNS handling rules is deducted from the node level EAS Deployment Information, including information used for DNS message detection and associated action(s) for any UE accessing DNN and/or DNAI(s) and/or application(s) as following:
· for the DNS query messages, the related rule should include the information of the list of DNS server identifier (consisting of IP address and port) for each DNAI for forwarding the DNS messages for any UE accessing the related applications.
· for the DNS response messages, the related rule should include the information of the Array of FQDN ranges and/or array of EAS IP address ranges for each DNAI used for the DNS response message reporting.
· The definition of DNS message detection and Actions(s) of the Node Leve DNS handling rules follows what specified in clause 6.2.3.2.2.
NOTE x:
While both the node level DNS message handling rules and the session level DNS message handling rules are supported, and if there is conflict between them, the specific ones (the session level DNS message handling rules) take higher priority over the general ones (the node level DNS message handling rules).
2.
The SMF invokes Neasdf_NodeLeveDNSHandlingRules_Create/Update/Delete service operation of the EASDF to provision/update/remove the Node Leve DNS handling rules corresponding to the DNN(s) and/or DNAI(s) and/or application(s). This interaction with the EASDF is a node level procedure, i.e. independent of any PDU Session.

3.
The EASDF updates the Node Leve DNS handling rules for DNN and/or DNAI(s) and/or application(s) and acknowledges the SMF.
2nd change 
7.1
EASDF Services

7.1.1
General

The following table illustrates the EASDF Services and Service Operations.

Table 7.1.1-1: NF services provided by the EASDF

	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Neasdf_DNSContext
	Create
	Request/Response
	SMF

	
	Update
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	
	Notify
	Subscribe/Notify
	SMF

	Neasdf_NodeLeveDNSHandlingRules
	Create
	Request/Response
	SMF

	
	Update
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF


7.1.2
Neasdf_DNSContext service

7.1.2.1
General

Service description: This service enables the consumer to create, update, or delete DNS context in EASDF and to Subscribe to DNS message related reporting from EASDF.

DNS contexts in EASDF include rules on how EASDF is to handle DNS messages.

7.1.2.2
Neasdf_DNSContext_Create service operation

Service operation name: Neasdf_DNSContext_Create.

Description: Create a DNS context in EASDF.

Input, Required: UE IP address, DNN, callback URI, DNS message handling rule (DNS message detection, Action(s)).

DNS message detection and Actions(s) are specified in clause 6.2.3.2.2.

Input, Optional: None.

Output, Required: If successful, IP address of the EASDF, EASDF Context ID, Result Indication.

Output, Optional: None.

7.1.2.3
Neasdf_DNSContext_Update service operation

Service operation name: Neasdf_DNSContext_Update.

Description: Update the DNS context in EASDF, or indicate EASDF to forward the DNS Response to UE.

Input, Required: EASDF Context ID, DNS message handling rules.

Input, Optional: None.

Output, Required: Success or Failure.

Output, Optional: None.

7.1.2.4
Neasdf_DNSContext_Delete service operation

Service operation name: Neasdf_DNSContext_Delete.

Description: Delete the DNS context in EASDF.

Input, Required: EASDF Context ID.

Input, Optional: None.

Output, Required: Success or Failure.

Output, Optional: None.

7.1.2.5
Neasdf_DNSContext_Notify service operation

Service operation name: Neasdf_DNSContext_Notify.

Description: EASDF reports DNS message related information to the consumer when receiving DNS Query or DNS Response.

Input, Required: DNS message reporting information (EAS information specified in clause 6.2.3.2.2 and corresponding DNS message type).

Input, Optional: None.

Output, Required: Success or Failure.

Output, Optional: None.

7.1.2.x
Neasdf_NodeLeveDNSHandlingRules_Create service operation

Service operation name: Neasdf_NodeLeveDNSHandlingRules_Create.

Description: Create the node level DNS message handling rules in EASDF.

Input, Required: Application Identifier(s) and/or DNN, S-NSSAI, callback URI, DNS message handling rule (DNS message detection, Action(s)).

DNS message detection and Actions(s) are specified in clause 6.2.3.4.2.

Input, Optional: None.

Output, Required: Result.

Output, Optional: None.

7.1.2.y
Neasdf_NodeLeveDNSHandlingRules_Update service operation

Service operation name: Neasdf_NodeLeveDNSHandlingRules_Update.

Description: Update the node level DNS message handling rules in EASDF.

Input, Required: Application Identifier(s) and/or DNN, S-NSSAI, DNS message handling rule (DNS message detection, Action(s)).

Input, Optional: None.

Output, Required: Result.

Output, Optional: None.

7.1.2.z
Neasdf_NodeLeveDNSHandlingRules_Delete service operation

Service operation name: Neasdf_NodeLeveDNSHandlingRules_Delete.

Description: Delete the node level DNS message handling rules in EASDF.

Input, Required: Application Identifier(s) and/or DNN, S-NSSAI.
Input, Optional: None.

Output, Required: Result.

Output, Optional: None.

End of change
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