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***** Start of changes *****
5.30.2.10.4.4	User Plane Remote Provisioning of UEs when Onboarding Network is a PLMN
Onboarding Services for a UE may be provided via PLMN using PDU Session for DNN(s)/S-NSSAI(s) used for remote provisioning. Subscription data of such a UE shall contain the DNN/S-NSSAI used for remote provisioning.
The AMF selects an SMF used for remote provisioning using the SMF discovery and selection functionality as described in clause 6.3.2, considering the DNN/S-NSSAI used for remote provisioning provided by the UE or the default DNN/S-NSSAI provided by UDM.
The UPF selection function described in clause 6.3.3 is applied, considering the DNN/S-NSSAI used for remote provisioning.
The SMF may be configured with one or more PVS FQDN and/or PVS IP address(es) per DNN/S-NSSAI used for remote provisioning. The SMF may send the PVS FQDN and/or PVS IP address(es) associated to the DNN/S-NSSAI of the PDU Session to the UE as part of Protocol Configuration Options (PCO) in the PDU Session Establishment Response.
Based on operator’s local policy, the SMF may trigger a secondary authentication to ensure the UE has right to access the PVS before sends the PVS FQDN and/or PVS IP address(es) to the UE.
***** End of changes *****

