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Abstract: This contribution resolves three remaining ENs about ECS address. The first one is whether the ECS address is provided for single UE or any UE. The second one is whether DNN and S-NSSAI are part of AF provided ECS Address Configuration Information. The last one is whether and how the 5GC Derives the ECS Configuration Information, considering the Spatial Validity Condition.
1. Discussion
1.1
Whether the ECS address is provided for single UE or any UE
According to the clause 6.3.4 of TS 23.558[5], the ECS can be deployed in the MNO domain or can be deployed in 3rd party domain by service provider. Also, according to clause 4.15.6.3d of TS 23.502[3], the ECS address configuration information contains both the ECS address and Spatial Validity Condition. The ECS Address Configuration Information is only applicable for certain area and the ECS address which contained in is applicable for all of the UEs which has the capability and matching the area information. 
As a service provider, edge computing services provided by ECS are available to all users. The task of AF is to tell 5GC where ECS services can be provided in a specific area. AF provides ECS address to 5GC and how does SMF decide to send address to a specific UE are two aspect of things. 
In theory, a UE can receive an ECS address as long as its current location information matches the area that the ECS can serve. However, due to some UEs do not have the ability to receive ECS addresses, SMF needs to use an additional UE capability information to filter out the UEs which can’t receive the ECS address.
There is an extreme case, that the AF provides ECS address to 5GC target to a group of UEs or any UEs, but only one UE satisfied the condition of both location and UE capability. 
Conclusion 1: The AF provides ECS address to 5GC that target any UEs or a group of UE. And SMF triggers NAS procedure to deliver ECS address to individual UEs.
Conclusion 2: The SMF determines whether the any UE meets the conditions for sending the ECS address according to UE capability and location. 
1.2
Does AF needs to provide DNN + S-NSSAI
In clause 4.15.6.3d, there is an ENs that describe whether the DNN and S-NSSAI should be added as AF input: 
Editor's note:
It is FFS whether DNN and S-NSSAI are part of AF provided ECS Address Configuration Information.
According to the discussion in Section 1.1, due to the ECS address is applicable to the UEs that coordinated with the Spatial Validity Condition, so the ECS address is not provided as per session level. 
As long as the UE has the UE capability, and current UE location is coordinated with the Spatial Validity Condition of ECS address, the SMF can provide ECS address to UE via NAS message in ePCO. It is not important that which the PDU sessions that UE belongs to. 
The ECS address belongs to Session Management Subscription data and should be stored in UDR with Data key = SUPI and Data Sub key = S-NSSAI and DNN, so, the NEF translate the AF Identifier to DNN + S-NSSAI, and don’t need AF to additionally provided. 

Also, even if the DNN + S-NSSAI is indicated, still the SMF should filter out the applicable UEs in certain DNN + S-NSSAI that has the UE capability and in certain location. So, only targets of any UE is needed, DNN + S-NSSAI is not needed.
Conclusion 3: DNN and S-NSSAI are not needed to be part of AF provided ECS Address Configuration Information.
1.3
How the 5GC Derives the ECS Configuration Information, considering the Spatial Validity Condition
In clause 4.15.6.3d, there is an ENs that describe how the 5GC Derives the ECS Configuration Information, considering the Spatial Validity Condition: 

Editor's note:
How the 5GC Derives the ECS Configuration Information, considering the Spatial Validity Condition, is FFS.

In general, the 5GC only needs to know the UEs whose location coordinates the Spatial Validity Condition of ECS Configuration Information will be delivered this ECS address. And the SMF is not to assumed to understand the internal structure of ECS Address Configuration Information, such as, ECS address. 
But there exists a situation that we want 5GC to deliver the dedicated ECS address to UE. As indicated in Figure 1.3-1, in UE, there are three EECs, EEC1 to EEC3. As the provider of EEC, it will have an SLA with the ECS provider that purchase the edge computing service provided by ECS 1. So, it means, not all of the EECs on UE can use the ECS address, it depends on whether the EEC Provider (EECP) has SLA with ECS Provider (ECSP). 
Even if the EEC2 receives the ECS address 1, due to EECP of EEC2 doesn’t has SLA with ECS1, the EEC2 can not be authorized to communicate with the ECS1 according to clause 8.3.3.2.2 of TS 23.558[5]. 

This is why 5GC wants to derives the ECS Configuration Information, especially the ECSP ID. As long as the 5GC knows who provides the ECS address, and knows which ECSP that the UE or EEC wants, 5GC can provide dedicated ECS address to UE/EEC accurately. 
In order to achieve the goal, there are two innovation to do:
1. 5GC should understand the internal structure of ECS Address Configuration Information, especially to get the ECS Provider ID

2. UE should indicate its capability that which ECS Provider ID the EECs/UE supports.
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Figure 1.3-1 Deliver ECS address 1 to dedicated EEC 1 and EEC 3 on UE
But there are also several reasons that these modifications are not needed. 
1. Which ECS that EEC can communicate is purely the application capability, not UE capability. UE doesn’t indicate the application capability in NAS message.

2. Secondly, due to in UE, there are several EECs, and the how to delivers the ECS address to EEC is totally the UE internal interaction, not 5GC interaction. So, the 5GC is just responsible for delivering the applicable ECS address to UE, and EEC can provide ECSP ID to UE and UE decides which address should be delivered. 
3. The EECs on UE is dynamically updated, for example, newly installed. And which the ECS can communicate is also dynamically changed. UE frequently indicates its EEC capability and 5GC frequently deliver the dedicated ECS address will cause signal overload.
4. At last, the design of introducing new application capability and let SMF aware of ECSP ID makes the UE and 5GC complexity, and the potential enhancement is limited.
Conclusion 4: 5GC is not needed to understand the internal structure of ECS Address Configuration Information, and which EEC should be delivered the dedicated ECS address received from SMF depends on UE capability and internal interaction between EECs and UE OS.

1.4
Addition to ECS address provision procedure for any UE target
In Figure 1.4-1, the overall ECS address provision procedure, especially for any UE situation is shown. 

The UDM will modify each UE’s subscription data in UDR when the AF request is targeting to any UE. But due to some of UEs don’t have the capability to receive the ECS address and the existing UE location is not matching the Spatial Validity Condition of ECS Address Configuration Information, so it is not needed to deliver the ECS address to all of the UE. There should design a filter in SMF to filter out the UEs. 
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Figure 1.4-1 ECS address provision procedure
0a.
Several UEs are indicates their capability that UE supports the ability to receive ECS Address Configuration Information via NAS and to transfer the ECS Address(es) to the EEC(s) to 5GC.

Step 1 – 8: The same as step 0 – 7 in clause 4.15.6.2 of TS 23.502[3].
9.
After SMF receives the newly provided ECS Address Configuration Information from UDM, the SMF uses the following filters to filter out the applicable UEs that can be delivered ECS address via NAS message: 

1)
The UEs which the UE location is coordinates with the Spatial Validity Condition of ECS Address Configuration Information; and
2)
The UEs which have already indicated their capability that UE supports the ability to receive ECS Address Configuration Information via NAS and to transfer the ECS Address(es) to the EEC(s) to 5GC.
After filtering out, SMF achieves the SUPIs of applicable UEs that can be deliver the ECS address. 
10.
According to the Spatial Validity Condition from AF, SMF subscribes that whether a UE move into the Area of Interest. The Area of Interest equals to Spatial Validity Condition. If some UEs move into the area that matches to Spatial Validity Condition of ECS Address Configuration Information, and this UE has the capability that supports the ability to receive ECS Address Configuration Information via NAS and to transfer the ECS Address(es) to the EEC(s), the SMF will trigger NAS message to send ECS address to UE in step 11. 
11.
The SMF may provide the ECS Address Configuration Information to the UEs which are filtered out by SMF according to UE capability, UE location and Spatial Validity Condition in step 9. SMF may trigger several NAS messages to individually delivers ECS Address Configuration Information in PCO to UEs.
12.
The EEC on the UE can indicate the ECS Provider of the ECS address that the EEC can receive. After UE receives ECS Address Configuration Information via NAS message from SMF, UE (OS) obtains the ECSP ID of ECS Address Configuration Information, and decides which EECs on UE should be delivered this ECS address. 
Whether and how EEC indicates the supported ECSP ID and supported ECS address that ECS provides to UE are UE capability and depends on UE implementation. 
13.
When another more UE moves into the Area of interest, and this UE has already indicated the UE capability, it means this UE should be delivered ECS address. 

14.
AMF notifies the SUPI of UE to SMF. 
15.
The SMF may provide the ECS Address Configuration Information to the UEs. It is the same procedure as step 11.
2. Proposal
This contribution proposes to implement the following updates to TS 23.548 v0.3.0.
* * * First Change * * *
6.5.2.1
ECS Address Configuration information
The ECS Address Configuration Information consists of one or more FQDN(s) and/or IP Address(es) of Edge Configuration Server(s), and of an ECS Provider ID. It may be associated with spatial validity conditions. It is further described in TS 23.502 [3]. A UE may receive multiple instances of ECS Address Provisioning information (e.g. corresponding to different ECS Provider ID).

The SMF does not need to be aware of the internal structure of the ECS Address Configuration Information but may use the spatial validity conditions to determine when to deliver ECS Address Configuration Information to the UE.

After UE receives ECS Address Configuration Information via NAS message from SMF, UE (OS) obtains the ECSP ID of ECS Address Configuration Information, and decides which EECs on UE should be delivered this ECS address. Whether and how EEC indicates the ECSP ID of the ECS address that the EEC can receive are UE capability and depends on UE implementation.
* * * End of Change * * *
* * * Second Change * * *
6.5.2.2
ECS Address Configuration information Provisioning to the UE
If the UE hosts an EEC and supports transferring the ECS address received from the 5GC to the EEC, the UE indicates in the PCO at PDU Session establishment that it supports the ability to receive ECS address(es) via NAS and to transfer the ECS Address(es) to the EEC(s) (see TS 23.502 [3]). As described in TS 23.502 [3], if the UE supports the ability to receive ECS Address Configuration Information via NAS and to transfer the ECS Address(es) to the EEC(s), the UE may receive ECS Address Configuration Information from the SMF via PCO during PDU Session Establishment and/or during PDU Session Modification procedures.
The SMF may receive ECS Address Configuration Information and associated spatial validity conditions from the UDM together with SM subscription information. The UDM in the HPLMN may provide the SMF (in HPLMN in HR case, in VPLMN in LBO case) with ECS address configuration information that depends on the serving PLMN of the UE.
The SMF determines the ECS Address Configuration Information to be sent to the UE based on UE subscription information received from UDM(as described in 4.15.6.3d-2 in TS 23.502 [3]). In non-roaming scenarios, the SMF may also derive the Edge Configuration Server Information based on the UE's location and the Spatial Validity of ECS Address Configuration Information (e.g., the SMF may send information about ECS(s) that can provision services to the EEC that are accessible in the UE's current location).

The SMF may decide to send updated ECS Address Configuration Information to the UE based on locally configured policy, updated UE subscription information, or a change of UE location (e.g., in non-roaming scenarios, if the UE moves out of the Spatial Validity of ECS Address Configuration Information delivered to the UE, then updated ECS Address Configuration Information may be sent by the SMF to the UE via PDU Session Modification procedure). The PDU Session Modification procedure is used to send updated ECS Address Configuration Information to the UE as described in clause 4.3.3 in TS 23.502 [3].
The UE may need to be aware of the internal structure of ECS Address Configuration Information and obtain the ECS Provider ID. With the help of ECSP ID, UE can deliver ECS address to dedicated EECs on UE. The EECs on the UE can indicate the ECSP ID of the ECS address that the EEC can receive. After UE receives ECS Address Configuration Information via NAS message from SMF, UE obtains the ECSP ID of ECS Address Configuration Information, and decides which EECs on UE should be delivered this ECS address. Whether and how EEC indicates the ECSP ID of the ECS address that the EEC can receive are UE capability and depends on UE implementation.
NOTE 1:
In home routed sessions, the ECS Address Configuration Information comes from the H-SMF. The traffic to the indicated Edge Configuration Server(s) can be transmitted via a PDU session with local breakout.
NOTE 2:
Although the Service Provisioning procedure with the ECS can take place over a HR session, the UE needs to establish an LBO PDU Session to access the EES(s) and EAS(s) in VPLMN. As the UE is not aware of whether a PDU Session is working in LBO or in HR mode, in this case the PDU session used to access the EES(s) would need to use another combination of (DNN, S-NSSAI) than the PDU Session working in HR mode.
NOTE 3:
The Service Provisioning procedure is described in TS 23.558 [5].
* * * End of Change * * *
* * * Third of Change * * *
6.5.2.3
ECS Address Provisioning by a 3rd Party AF

As described in TS 23.558 [5], the Edge Configuration Server can be deployed in a 3rd party domain by a service provider. An AF in the MNO domain or, if the Edge Configuration Server is deployed in a 3rd party domain by a service provider, a 3rd party AF can use Nnef_ParameterProvision to provide, update, or delete AF provided ECS Address Configuration Information applying on a DNN and/or S-NSSAI for a UE (that may be identified by its GPSI), or a group of UE (See TS 23.502 [3], clause 4.15.6.2).

When the AF uses Nnef_ParameterProvision to send a new AF provided ECS Address Configuration Information to the UDM (e.g. because on Application layer activity, etc.), the UDM may notify the impacted SMF(s) of the updated Subscription provided ECS Address Configuration Information and the new ECS Address Configuration Information will be sent to the UE(s) in a PDU Session Modification procedure.
After SMF receives the ECS Address Configuration Information from UDM, the SMF uses the following filters to filter out the applicable UEs that can be delivered ECS address via NAS message: 

1)
The UEs whose location are coordinated with the Spatial Validity Condition of ECS Address Configuration Information; and
2)
The UEs which have already indicated their capability that UE supports the ability to receive ECS Address Configuration Information via NAS and to transfer the ECS Address(es) to the EEC(s) to 5GC.
After filtering out, SMF achieves the several SUPIs of applicable UEs. SMF delivers several UEs’ ECS Address Configuration Information in ePCO via NAS message to UE.
NOTE1:
Mechanisms to avoid signalling overload when the AF uses Nnef_ParameterProvision to send new ECS Address Information to many UEs are defined in TS 23.502 [3].
NOTE2:
The AF provides ECS Address Configuration Information to 5GC that target any UEs or a group of UE. 
NOTE3:
According to the Spatial Validity Condition from AF, SMF subscribes that whether a UE move into the Area of Interest. The Area of Interest equals to Spatial Validity Condition. If some UEs move into the area that matches to Spatial Validity Condition of ECS Address Configuration Information, and this UE has the capability that supports the ability to receive ECS Address Configuration Information via NAS and to transfer the ECS Address(es) to the EEC(s), the SMF will trigger NAS message to send ECS address to dedicated UE.

* * * End of Change * * *
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