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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc20204473][bookmark: _Toc27895172][bookmark: _Toc36192269][bookmark: _Toc45193382][bookmark: _Toc47593014][bookmark: _Toc51835101][bookmark: _Toc75411902][bookmark: _Toc75411941]5.2.5.1	General
The following table illustrates the PCF Services.
Table 5.2.5.1-1: NF services provided by PCF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer (s)

	Npcf_AMPolicyControl
	Create
	Request/Response
	AMF

	
	Update
	Request/Response
	AMF

	
	UpdateNotify
	Subscribe/Notify
	AMF

	
	Delete
	Request/Response
	AMF

	Npcf_PolicyAuthorization
	Create
	Request/Response
	AF, NEF

	(NOTE)
	Update
	Request/Response
	AF, NEF

	
	Delete
	Request/Response
	AF, NEF

	
	Notify
	Subscribe/Notify
	AF, NEF, NWDAF, PCF

	
	Subscribe
	
	AF, NEF, NWDAF, PCF

	
	Unsubscribe
	
	AF, NEF, NWDAF, PCF

	Npcf_SMPolicyControl
	Create
	Request/Response
	SMF

	
	UpdateNotify
	Subscribe/Notify
	SMF

	
	Update
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	Npcf_BDTPolicyControl
	Create
	Request/Response
	NEF

	
	Update
	Request/Response
	NEF

	
	Notify
	
	NEF

	Npcf_UEPolicyControl
	Create
	Request/Response
	AMF, V-PCF

	
	Update
	Request/Response
	AMF, V-PCF

	
	UpdateNotify
	Subscribe/Notify
	AMF, V-PCF

	
	Delete
	Request/Response
	AMF, V-PCF

	Npcf_EventExposure
	Subscribe
	Subscribe/Notify
	NEF, NWDAF

	
	Unsubscribe
	
	

	
	Notify
	
	

	Npcf_AMPolicyAuthorization
	Create
	Request/Response
	AF, NEF

	
	Update
	Request/Response
	AF, NEF

	
	Delete
	Request/Response
	AF, NEF

	
	Notify
	Subscribe/Notify
	AF, NEF

	
	Subscribe
	
	AF, NEF

	
	Unsubscribe
	
	AF, NEF

	NOTE:	In the Npcf_PolicyAuthorization operations, PCF is a consumer when the PCF for the UE and the PCF for the PDU session are different.



* * * * Second change * * * *
5.2.5.8.2	Npcf_AMPolicyAuthorization_Create service operation
Service operation name: Npcf_AMPolicyAuthorization_Create
Description: Authorizes the request, and optionally determines and installs AM Policy Control Data according to the information provided by the NF Consumer.
Inputs, Required: SUPI.
Inputs, Optional: GPSI, Throughput requirements, service coverage requirements, policy duration, AF Application Identifier, subscribed events.
The subscribed event includes Event ID as specified in Npcf_AMPolicyAuthorization_Notify service operation, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address.
Outputs, Required: Success or Failure.
Outputs, Optional: Identification of the created application context, the inputs that can be accepted by the PCF.
* * * * Third change * * * *
[bookmark: _Toc75411945]5.2.5.8.6	Npcf_AMPolicyAuthorization_Subscribe service operation
Service operation name: Npcf_AMPolicyAuthorization_Subscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of events.
Inputs, Required: Event ID as specified in Npcf_AMPolicyAuthorization_Notify service operation, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address.
Inputs, Optional: target of PCF event reporting (SUPI or GPSI) in the case of initial event subscription, Subscription Correlation ID (in the case of modification of the event subscription).
Outputs, Required: When the subscription is accepted: Subscription Correlation ID.
Outputs, Optional: None.
[bookmark: _Toc75412084]* * * * Forth change * * * *
5.2.7.2.2	Nnrf_NFManagement_NFRegister service operation
Service Operation name: Nnrf_NFManagement_NFRegister.
Description: Registers the consumer NF in the NRF by providing the NF profile of the consumer NF to NRF, and NRF marks the consumer NF available.
Inputs, Required: NF type, NF instance ID, FQDN or IP address of NF, Names of supported NF services (if applicable), and PLMN ID e.g. if NF needs to be discovered by other PLMNs.
NOTE 1:	for the UPF, the addressing information within the NF profile corresponds to the N4 interface.
NOTE 2:	For the purpose of the Nnrf_NFManagement service, the SCP is treated by the NRF in the same way as NFs. Specifically, the SCP is designated with a specific NF type and NF instance ID. However, the SCP does not support services and related NF profile parameters do not apply (e.g. NF Set ID, NF service set ID, Endpoint Address(es) of instance(s) of supported service(s)), see clause 6.2.6.3 of TS 23.501 [2].
Inputs, Optional:
-	If the consumer NF stores Data Set(s) (e.g. UDR): Range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers, Data Set Identifier(s).
-	If the consumer is BSF: Range(s) of SUPIs, range(s) of GPSIs, Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes, IP domain list as described in clause 6.1.6.2.21 of TS 29.510 [37].
NOTE 3:	Range of SUPI(s) is limited in this release to a SUPI type of IMSI as defined in TS 23.003 [33].
-	If the consumer is UDM, UDR, PCF or AUSF, they can include UDM Group ID, UDR Group ID, PCF Group ID, AUSF Group ID respectively.
-	For UDM and AUSF, Routing Indicator.
-	If the consumer is AMF, it includes list of GUAMI(s). In addition, AMF may include list of GUAMI(s) for which it can serve as backup for failure/maintenance.
-	If the consumer is CHF, it may include Range(s) of SUPIs, Range(s) of GPSIs, or Range(s) of PLMNs as defined in TS 32.290 [42].
-	If the consumer is CHF, primary CHF instance and the secondary CHF instance pair. If the CHF does not provide NF set ID or NF Service Set ID, it shall provide a primary CHF instance and the secondary CHF instance pair, and otherwise it may do so.
-	If the consumer is P-CSCF, the P-CSCF IP address(es) to be provided to the UE by SMF.
-	If the consumer is HSS, IMPI range, IMPU range, HSS Group ID (as defined in TS 23.228 [55]) can be used as optional input parameters.
-	For the UPF Management: UPF Provisioning Information as defined in clause 4.17.6.
-	S-NSSAI(s) and the associated NSI ID(s) (if available).
-	DNN(s) if the consumer is PCF or BSF.DNN(s) per S-NSSAI if the consumer is SMF or UPF.
-	If the consumer is trusted AF it may include one or multiple combination(s) of S-NSSAI and DNN corresponding to the AF.
-	Information about the location of the NF consumer (operator specific information, e.g. geographical location, data centre).
-	TAI(s).
-	NF Set ID.
-	NF Service Set ID.
-	If the consumer is PCF or SMF, it includes the MA PDU Session capability to indicate if the NF instance supports MA PDU session or not.
-	If the consumer is PCF, it includes the DNN replacement capability to indicate if the NF instance supports DNN replacement or not.
-	If the consumer is NWDAF, it includes Analytics ID(s) (possibly per service), NWDAF Serving Area information and Supported Analytics Delay per Analytics ID(s) (if available). In addition, it includes Analytics aggregation capability and/ or Analytics metadata provisioning capability if such capability is provided by the NWDAF. If the consumer NWDAF contains MTLF, it may also include the Analytics Filter information and the Target of Analytics Reporting for the trained ML model(s) per Analytics ID(s), if available. It may also include Data Collection parameters (if data management service is available). Details about NWDAF specific information are described in clause 6.3.13, TS 23.501 [2].
-	If the consumer is NEF, it may include Event ID(s) supported by AFs, Application Identifier(s) supported by AFs, range(s) of External Identifiers, or range(s) of External Group Identifiers, or the domain names served by the NEF.
-	If the consumer is NSACF, it includes S-NSSAI(s) for which it manages network slice admission control, NSACF Serving Area information and NSACF service capabilities. Details about NSACF Service Area information and NSACF service capabilities are described in clause 6.3.22 of TS 23.501 [2].
-	Notification endpoint for default subscription for each type of notification that the NF is interested in receiving.
-	Endpoint Address(es) of instance(s) of supported service(s).
-	NF capacity information.
-	NF priority information.
-	If consumer is NF, SCP domain the NF belongs to.
-	If the consumer is SCP, it may include:
-	SCP domain(s) the SCP belongs to.
-	Remote PLMNs reachable through SCP.
-	Endpoint addresses or Address Domain(s) (e.g. IP Address or FQDN ranges) accessible via the SCP.
-	NF sets of NFs served by the SCP.
-	If the consumer NF is MB-SMF, it may include MB-SMF service area, and the MBS Session ID(s) if available, as specified in TS 23.247 [78].
-	If the consumer is DCCF, the request may include DCCF Serving Area information, NF type of the NF data source, NF Set ID of the NF data sources. Details about DCCF discovery and selection are described in clause 6.3.19 of TS 23.501 [2].
Outputs, Required: Result indication.
Outputs, Optional: None.
See clause 5.21.2.1 in TS 23.501 [2], the AMF registers itself to NRF.
* * * * Fifth change * * * *
[bookmark: _Toc20204692][bookmark: _Toc27895406][bookmark: _Toc36192509][bookmark: _Toc45193611][bookmark: _Toc47593243][bookmark: _Toc51835330][bookmark: _Toc75412166]5.2.13.2.4	Nbsf_Management_Discovery service operation
Service Operation name: Nbsf_Management discovery
Description: Discovers the PCF and PCF set selected for a PDU Session identified by the tuple (UE address(es), SUPI, GPSI, DNN, S-NSSAI), or discovers the PCF and PCF set selected for the UE identified by the tuple (SUPI, GPSI).
Inputs, Required: UE address (i.e. IP address or MAC address), DNN [Conditional], S-NSSAI [Conditional], if the target PCF is for a PDU Session.
SUPI and/or GPSI, if the target PCF is for a UE.
NOTE:	For TSN scenarios the UE address contains the DS-TT port MAC address.
Inputs, Optional: If the target PCF is for a PDU Session, SUPI, GPSI.
Outputs, Required: PCF address(es), PCF instance ID [Conditional, if available] and PCF Set ID [Conditional, if available], level of Binding [Conditional, if available] (see clause 6.3.1.0 of TS 23.501 [2]).
Outputs, Optional: None.
* * * * End of changes * * * *
