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Abstract of the contribution: The paper introduces some scenarios that need to be addressed. 
1.
Discussion
This paper highlights some scenarios describing how the use of Human Readable Slice Names (HRSN) are beneficial to address specific network deployment scenarios in which it is essential for the user to be aware of which slice the UE is actually connected to particularly after rel.17 since slice isolation has be standardised.
2.
Use Cases

The following use cases identify the types of issues to be addressed:
2.1
Slice used for dedicated enterprise network in business 
In this first scenario, the user wants to do inventory check for a specific warehouse located in large business park with multiple warehouses, each belonging to different business. It is assumed that each warehouse has its own PNI-NPN from the same PLMN identified by CAG and S-NSSAI, and that each slice (S-NSSAI) is isolated from each other and gives access to network belonging to the specific corresponding enterprise. Due to the location of multiple warehouses, there is overlapping coverage between CAG-1 and CAG-2.
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In such scenario, how the user of the UE knows to which PNI-NPN (CAG and S-NSSAI combination) the UE is connected at the time, and therefore whether it can access the correct services and information?  
2.2


In this second scenario, the user wants to do inventory check for a specific warehouse located in large business park with multiple warehouses, each belonging to different business. It is assumed that the business park has its own CAG but each enterprise has its own S-NSSAI, all from the same PLMN sharing the CAG, and that each slice (S-NSSAI) is isolated from each other and gives access to network belonging to the specific corresponding enterprise. 
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In such scenario, how the user of the UE knows to which S-NSSAI the UE is connected at the time, and therefore whether it can access the correct services and information?  
3.
Why Identifying the S-NSSAI Specifically?
TS 23.501 states the following
5.30.3.1
General
Public Network Integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in clause 5.15. When a PNI-NPN is made available via a PLMN, then the UE shall have a subscription for the PLMN in order to access PNI-NPN.
[…]

CAG is used for the PNI-NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated CAG cell(s).
NOTE 2: CAG is used for access control e.g. authorization at cell selection and configured in the subscription as part of the Mobility Restrictions i.e. independent from any S-NSSAI. CAG is not used as input to AMF selection nor Network Slice selection. If NPN isolation is desired, operator can better support NPN isolation by deploying network slicing for PNI-NPN, configuring dedicated S-NSSAI(s) for the given NPN as specified in Annex D, clause D.2 and restricting NPN's UE subscriptions to these dedicated S-NSSAI(s).
In order to support CAGs, TS 23.501 states:

Support of Non-Public Network as a network slice of a PLMN
The PLMN operator can provide access to an NPN by using network slicing mechanisms. The following are some considerations in such a PNI-NPN case:
1.
The UE has subscription and credentials for the PLMN;
2.
The PLMN and NPN service provider have an agreement of where the NPN Network Slice is to be deployed (i.e. in which TAs of the PLMN and optionally including support for roaming PLMNs);
3.
The PLMN subscription includes support for Subscribed S-NSSAI to be used for the NPN (see clause 5.15.3);
4.
The PLMN operator can offer possibilities for the NPN service provider to manage the NPN Network Slice according to TS 28.533 [79].
5.
When the UE registers the first time to the PLMN, the PLMN can configure the UE with URSP including NSSP associating Applications to the NPN S-NSSAI (if the UE also is able to access other PLMN services);
6.
The PLMN can configure the UE with Configured NSSAI for the Serving PLMN (see clause 5.15.4);
7.
The PLMN and NPN can perform a Network Slice specific authentication and authorization using additional NPN credentials;
8.
The UE follows the logic as defined for Network Slicing, see clause 5.15;
9.
The network selection logic, access control etc are following the principles for PLMN selection; and
10.
The PLMN may indicate to the UE that the NPN S-NSSAI is rejected for the RA when the UE moves out of the coverage of the NPN Network Slice. However, limiting the availability of the NPN S-NSSAI would imply that the NPN is not available outside of the area agreed for the NPN S-NSSAI, e.g. resulting in the NPN PDU Sessions being terminated when the UE moves out of the coverage of the NPN Network Slice. Similarly access to NPN DNNs would not be available via non-NPN cells.
11.
In order to prevent access to NPNs for authorized UE(s) in the case of network congestion/overload and if a dedicated S-NSSAI has been allocated for an NPN, the Unified Access Control can be used using the operator-defined access categories with access category criteria type (as defined in TS 24.501 [47]) set to the S-NSSAI used for an NPN.
12.
If NPN isolation is desired, it is assumed that a dedicated S-NSSAI is configured for the NPN and that the UE is configured to operate in Access Stratum Connection Establishment NSSAI Inclusion Mode a, b or c, see clause 5.15.9, such that NG-RAN receives Requested NSSAI from the UE and it can use the S-NSSAI for AMF selection.
When NPNs were introduced, in order to enable NPN isolation slicing was adopted as a mean to achieve isolation. CAG is used to reserve specific cells to such users, however CAG is not associated with a concept of service: the service is associated with the S-NSSAI associated to a slice. Therefore, in the scenarios above for NPNs and using CAG, in order for the user of a UE to identify what service is allowed and it is connected to, it is essential to identify which slice(s) are available, and therefore identifying the S-NSSAI is essential. 
4.
Issues To Be Addressed

Two issues need to be addressed specifically:

· Issue 1: how the user of a UE knows to which NPN is connected and NOT connected, as identified by the S-NSSAIs, given that NPNs may have overlapping coverage
· Issue 2: how the user of a UE can select between S-NSSAIs in order to select the NPN that he/she wants
Issue 2 can be partially be addressed by manual CAG selection, which is already supported and would resolve the first scenario.

However, for issue 1 there is no clear solution. 
The use of Human Readable Slice Names would address such issues.
5.
Examples of use of HRSNs

The use of a HRSN associated to an S-NSSAI would allow a user of a UE to be aware of what slice the UE is connected to and what applications are usable, e.g. 
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Another example is:
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6.
Proposal
It is proposed to add a new objective to the SID for eNS_Ph3 evolution stating “study how to support the identification by a human user of the slices available to the UE and to which the UE is connected when networks (e.g. NPNs) have overlapping coverage, pending completion of requirements in SA1.”
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