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Abstract of the contribution: This paper discusses how to support IMSI based SUPI in Key issue #1 scenario when accessing an SNPN using credentials from Credentials Holder.
1	Background
-	In Rel-17, SNPN supports UE access this SNPN with credentials owned by a Credentials Holder which is separated from the SNPN.
-	When supporting UE from Credentials Holder to access an SNPN, it is possible that the UE is configured to use IMSI based SUPI.
-	But there is a problem when the SNPN and Credentials Holder are using the same PLMN ID, or the Credentials Holder are sharing PLMN ID with other networks. 
2	Discussion
A scenario where one PLMN Operator shares its own PLMN ID with SNPNs, and also this PLMN Operator coordinates the IMSI based SUPI and NID for each SNPN, is shown in Figure 2-1 and Table 2-1.


Figure 2-1: SNPN-A supporting access using credentials from CH.

	
	MCC
	MNC
	NID
	IMSI Range

	PLMN
	123
	456
	
	12345688xxxxxx

	SNPN-A
	123
	456
	1
	12345644xxxxxx

	SNPN-B
	123
	456
	2
	12345622xxxxxx

	SNPN-C
	123
	456
	3
	12345677xxxxxx


Table 2-1: Deployment assumption
Observation 1: This is not uncommon deployment assumption. Since some PLMN Operators may want to deploy SNPNs for verticals, but do not have extra PLMN ID except the one used in the public network.
Observation 2: The SNPNs may initially support only Rel-16 capabilities, and later on be upgraded with Rel-17 capabilities. In Rel-16, both IMSI based SUPI and NSI based SUPI can be an option of UE identity of the SNPN. For example, as shown in the Figure 2-1, SNPN-A is Rel-17 SNPN, but there will be a mixture of Rel-16 and Rel-17 UEs in the network.
Observation 3: With the deployment assumption in Table 2-1, the AMF in SNPN-A will not be able to distinguish if the UE is native UE (i.e. whether the UE has subscription of SNPN-A), or if the UE is from a Credentials Holder and in that case which Credentials Holder the UE belongs to. The reason is the HNI in the concealed IMSI based SUPI has the same MCC/MNC for all the different type of UEs.
Observation 4: In the scenario described in the deployment assumption in Table 2-1, the PLMN is segmenting its subscription base to assign different IMSI ranges to different SNPNs. Each SNPN supports their own AUSF/UDM instances acting as CH supporting their UEs to access from different SNPNs. The scenario where a PLMN segments its subscription base into different AUSF/UDM groups due to different reasons (e.g. regionalization) is already supported by existing specifications. In these cases, each UE (USIM) is configured with a Routing Indicator which assists AMF to select the appropriate AUSF/UDM group corresponding to the UE during authentication requests using concealed SUPIs. The Routing Indicator is together with the HNI also a key component of the SUCI. 
Proposal 1: It is proposed to update TS 23.501 so that Rel-17 SNPN UE (USIM) from a CH using AUSF/UDM when accessing via another SNPN using an IMSI based SUPI can be configured with a Routing Indicator associated with the AUSF/UDM of its SNPN acting as CH. It is also proposed that the AMF at the SNPN the UE is accessing from selects the AUSF/UDM at the SNPN/CH the UE belongs to based on the Routing Indicator provided by the UE within the SUCI. 
Alternatively, the PLMN Operator may allocate one separate PLMN ID and share this PLMN ID among all the SNPNs. This requires the PLMN Operator to obtain extra PLMN ID from local regulator. Routing Indicator can be used to select appropriate AUSF/UDM of the corresponding SNPN/CH if needed.
Observation 5: When the PLMN operator uses the same PLMN ID for public network services and SNPN use, the service discovery for the AUSF/UDM services at the UE’s SNPN/CH makes use of the NRF of the PLMN. 
Proposal 2: It is proposed to update TS 23.502 so that it is clarified that service discovery for the AUSF/UDM services at the UE’s SNPN/CH when using an IMSI based SUPI makes use of the NRF of the PLMN. 
3	Conclusion
It is proposed to update TS 23.501 so that the selection of the AUSF/UDM of the CH/SNPN an SNPN UE belongs to when accessing via another SNPN using an IMSI based SUPI is executed as recommended in Proposal 1. This is, based on a Routing Indicator configured in the SNPN UE (USIM) and provided to the AMF within the SNPN SUCI. Alternative, the PLMN Operator may allocate a separate PLMN ID and share this PLMN ID amongst all supported SNPNs.
Additionally, it is proposed to update TS 23.502 to clarify that service discovery for the AUSF/UDM services at the UE’s SNPN/CH when using an IMSI based SUPI makes use of the NRF of the PLMN
Accompanying CRs in S2-2105797 and S2-2105831 implements these updates respectively.
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