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Abstract: This contribution makes a clarification on traffic policies and rules used for UAV Presence Monitoring. 
1. Introduction/Discussion
In step 1 of Procedure for UAV presence monitoring (see clause 5.3.3), it describes that the USS may provide policies or rules indicating the 3GPP network to take corresponding actions when the Area of Interest (AOI) event report is detected. However, it is not clear what the policies or rules contain.
Based on the use cases in the following text of clause 5.3.1.2, this contribution makes it clear that the policy or rule either contains an indication of revoking the connectivity between UAV and UAV controller or a redirect destination with the target traffic filter used to steer the traffic toward/ from the UAV to USS/TPAE for further analysis. 
If the traffic routing policies or rules were provided to UAS NF, when the location of UAV or the UAV presence in the monitoring area matches a policy, UAS NF based on the policy indicates SMF to take the appropriate network layer actions, e.g. revoke the connectivity between UAV and UAV controller, steering the traffic toward/ from the UAV to USS/TPAE for further analysis, etc.
Besides, this contribution makes it clear that each UAV presence monitoring requests contains only one GPSI corresponding to the target UAV and thus optionally includes one policy or rule.
2. Text Proposal
[bookmark: _Toc519004414]It is proposed to capture the following changes vs. TS 23.256.
[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc64385473][bookmark: _Toc64529623][bookmark: _Toc73975007]5.3.3	Procedure for UAV presence monitoring
The following procedures describe the 3GPP UAV presence monitoring mode operation.


Figure 5.3.3-1: UAV Presence Monitoring
1.	USS to UAS NF/NEF: The USS initiates the UAV presence monitoring request via the Nnef_EventExposure_Subscribe service operation to UAS NF/NEF to subscribe to the target UAV presence events from 3GPP network (e.g. moving in or out of the monitoring area). In addition to providing the a GPSI corresponding to the target UAV for the presence monitoring, the request also includes the geographic area info (e.g., longitude/latitude, zip code, etc.). Optionally, it includes a policies policy or rules indicating the 3GPP network to take the corresponding action when the Area of Interest (AOI) event report is detected. The policy or rule contains a moving in or moving out event associated with an indication of revoking the connectivity between UAV and UAV controller or a redirect destination with the target traffic filter indicating to steer the traffic toward/ from the UAV to USS/TPAE for further analysis.
2.	UAS NF/NEF maps the geographical area into an aera of interest that is represented by a list of Cell IDs, gNB IDs or TAIs, and determines the relevant NF (s), i.e. AMF or GMLC for location reporting based on the UAV's capability or network capability, the geographic area info etc.
3a.	If the requested geographic area info can be mapped to 3GPP defined area and the relevant NF is determined as AMF in step 2, then the UAS NF/NEF maps the GPSI provided by UTM/USS to SUPI, and provides the SUPI and the mapped 3GPP defined area to the AMF to obtain the UE presence status by reusing the Area of Interest mechanism.
3a.	If the requested geographic area info cannot be mapped to 3GPP defined area and the relevant NF is determined as GMLC in step 2, then the UAS NF/NEF may use GMLC based procedure for configuring the presence monitoring. It is preferrable for UAS NF/NEF to use GMLC based procedure if presence monitoring is needed in a granularity finer than the Cell Id. The UAS NF/NEF invokes an Ngmlc_Location_ProvideLocation Request service operation towards the GMLC including the geographical area of interest for presence monitoring. The UAS NF/NEF may first use AMF based procedure for UE presence monitoring as described in step 3a before invoking GMLC service.
4.	UAS NF/NEF receives the UAV presence monitoring report from AMF or GMLC, including the presence status of UE in the monitoring area (e.g. UE is moving out of the monitoring area).
5a.	UAS NF/NEF reports the UAV presence in the geographic area to UTM/USS by including its GPSI in the report. The CAA-Level UAV ID is optionally provided in the report.
5b-5c. [Optional] If policies have been provided to UAS NF/NEF in step1 from USS, when the UAV presence in the monitoring area matches a policy, UAS NF/NEF based on the policy indicates SMF to take the appropriate network layer actions, e.g. revoke the connectivity between UAV and UAV controller, etc. UAS NF/NEF considers those policies as active and ongoing instructions from UTM/USS without constant or repeated triggers/requests from UTM/USS.
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