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Abstract: This pCR clarifies AMF initiate Re-authentication procedure for the UAV and two sides of C2 communication belong to the same UAS.
1. Introduction/Discussion
1. In the clause 5.2.2.2 UUAA-MM Procedure, it describes that besides the USS, AMF may also initiate the re-authentication at any time after the initial registration (see following text). 
At any time after the initial registration, the USS (via UAS NF) or the AMF may initiate Re-authentication procedure for the UAV. For AMF initiated case the Re-authentication procedure shall start from step 2. USS initiated re-authentication procedure is described in clause 5.2.4.
However, this feature is not covered by the Functional Entities clause (clause 4.3.4). 
2. Whether two sides of C2 communication belong to the same UAS is not very clear. It needs to be clearly clarified.
2. Text Proposal
It is proposed to capture the following changes vs. TS 23.256.
* * * * First change * * * *
[bookmark: _Toc66381065][bookmark: _Toc73974950]4.3.4	AMF
In addition to the functionality defined in TS 23.501 [2], the AMF:
-	may trigger the UUAA-MM procedure for a UE requiring UAV authentication and authorization by a USS when registering with 5GS when the UE has Aerial UE subscription information and based on local operator policy, or when the USS that authenticated the UAV triggers a re-authentication, or when AMF itself determines to re-authentication the UAV after the initial registration.
[bookmark: _Toc66381066][bookmark: _Toc73974951]4.3.5	SMF
In addition to the functionality defined in TS 23.501 [2], the SMF:
-	trigger the UUAA-SM procedure for a UE requiring UAV authentication and authorization by a USS when requesting user plane resources for UAV operation, or when the USS/UTM that authenticated the UAV triggers a re-authentication;
-	may trigger the authorization of pairing between a UAV and a networked UAVC or a UAVC that connects to the UAV via Internet connectivity during the establishment of the PDN connection/PDU session for C2 communication.

[bookmark: _Toc519004414]* * * * Second change * * * *
[bookmark: _Toc73974992]5.2.5.1	General
[bookmark: OLE_LINK23][bookmark: OLE_LINK22][bookmark: OLE_LINK21][bookmark: OLE_LINK20][bookmark: OLE_LINK19][bookmark: OLE_LINK18][bookmark: OLE_LINK17]Authorization for C2 is required when a UAV establishes a user plane connection for C2 operations, i.e. to deliver messages with information of command and control for UAV operations from a UAV-C or USS to a UAV or to report telemetry data from a UAV to its UAV-C. Two sides of C2 communication, i.e. UAV and UAV-C, belong to the same UAS.
A UAV shall be authorized by the USS to use a PDU Session/PDN connection for C2. Authorization for C2 includes the following:
-	Authorization for pairing with a networked UAV-C or a UAV-C that connects to the UAV via Internet connectivity, before the UAV and the UAV-C can exchange C2 communication. One UAV can be paired with only one UAV-C at the any time. One UAV-C may be paired with one or more UAVs at the same time.
C2 authorization may be carried out:
-	During the UUAA procedure (if UUAA is carried out at PDU session/PDN connection establishment) as described in clause 5.2.3 when the UAV requests establishment of PDU Session/PDN connection for connectivity.
-	During PDU Session Modification/ UE requested bearer resource modification when the UAV requires to use an existing PDU session/PDN connection to exchange C2 communication related messages.
-	During a new PDU Session/PDN connection establishment, if the UAV requires to use a separate PDU Session/PDN connection for C2 communication.
* * * * End of changes * * * *
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