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	Reason for change:
	This CR removes the following editor note:
Editor's note:	It is FFS whether and how to restrict the signalling sent from the AMFs to the NSACF in case the maximum number of UEs has been reached for prolonged time.

	
	

	Summary of change:
	When NRF is deployed, the NSCAF registers the Signalling Restriction flag status as part of its profile. The flag is typically initially set to allow intertacion with the NSCAF, and when congested the NSCAF changes the status to stop interaction. AMF is notified of any changes to the Signalling Restriction Flag status and act accordingly. The O&M sets the Signalling Restriction flag status  in the NSCAF. The O&M system has the global view of any S-NSSAI status.
When NRF is not deployed an O&M sets the Signalling Restriction Flag status in the AMF.

	
	

	Consequences if not approved:
	No support for NSCAF to instruct the AMF to stop interaction with it when the NSCAFdeems that an S-NSSAI  has been sufficiently congested to warrant additional signalling, and to resume signalling when congestion is over.
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[bookmark: _Toc75441109]6.3.22	NSACF discovery and selection
Multiple instances of NSACF may be deployed in a network. One NSACF may be responsible for one or more S-NSSAIs in a service area. Within a service area, one S-NSSAI is handled by one NSACF. A PLMN may have one or more service areas.
NOTE:	The maximum number of UEs/PDU sessions is configured locally in each NSACF.
The NF consumers shall utilise the NRF to discover NSACF instance(s) unless NSACF information is available by other means, e.g. locally configured in NF consumers.
If the NSACF NF consumer is the AMF, the NSACF selection function in the AMF selects an NSACF instance based on the available NSACF instances, which are obtained from the NRF or locally configured in the AMF.
The following factors may be considered by the NF consumer for NSACF selection:
-	S-NSSAI(s) supported and for every supported S-NSSAI, the Signalling Restriction flag status (enabled/disabled).  See clause 4.2.11.X of TS 23.502 [3] for description of the Signalling Restriction Flag.
-	NSACF Serving Area information. The NSACF service area is related to the location of the NF consumer.
NOTE:	Each Serving Area is unique and unambiguously identified.
-	NSACF service capabilities:
-	Support monitoring and controlling the number of registered UEs per network slice for the network slice that is subject to NSAC.
-	Support monitoring and controlling the number of established PDU Sessions per network slice for the network slice that is subject to NSAC.
In the case of delegated discovery and selection in SCP, the NSACF NF consumer shall send all available factors to the SCP.
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