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Abstract of the contribution: This contribution proposes an alternative way to the subscription to notifications when a PCF for a UE PDU session to a DNN, S-NSSAI is registered in the BSF. 
1.	Discussion 
The management of AM Policies depending on the application in use is described in clause 4.16.14 of TS 23.502. It enables modification of the Access and Mobility policies on detection of the start and stop of an application. The figure below shows both options when the PCF for the UE and the PCF for the PDU session running the application are the same PCF or different PCFs.  If PCF for the UE and PCF for the PDU Session are the same PCF, then steps 2, 4, 5, and 8 in the figure below are not performed.




When a policy such as change of RFSP or SAR, is triggered at application detection, the PCF for the UE needs to contact the PCF for PDU Session to request notification of application start and stop. This process requires (step 2 in the above flow) that the PCF for the UE finds the PCF for the PDU Session using the SUPI, DNN,S-NSSAI as a key.
Issues raised with the solution above: For the deployment option where there are a BSF collocated with the SMF and multiple SMF serving the same DNN,S-NSSAI, the PCF for the UE would need to subscribe for all of those potential BSFs to discover the PCF for the PDU Session of the UE, and the subscription to all BSFs serving the DNN,S-NSSAI generates significant signalling, as such is not considered as an optimal solution.
The following alternative solutions have been discussed offline, below there is a summary of the discussion:
1.1  Alternative solution#1 – PCF for the PDU session reports application start and stop to the PCF for the UE
This alternative was submited to SA2#145E, CR 2848 to TS 23.502 (status: Not handled), and proposes 2 methods:
· Method 1: SM-PCF finds the AM-PCF through AM-BSF. 
· First step: the SM-PCF should get the UE’s AM policy requirement from UDR, which is already supported by today’s interaction between SM-PCF and UDR(this is because there is only one NF type for PCF, so if the AM-PCF can retrieve the UE’s AM policy, the SM-PCF can also get the information).
· Second step: the SM-PCF should discover the AM-PCF through the AM-BSF.
· Third step: the SM-PCF should start the application detection and report/notify the result to AM-PCF.
· Method 2: SM-PCF finds the AM-PCF through NRF
· First step is the same as the method 1.
· Second step: the SM-PCF discovers the AM-PCF based on UE SUPI, DNN+S-NSSAI and finds the AM-PCF set from NRF. 
· Third step: the SM-PCF should start the application detection and report/notify the result to AM-PCF set.
A benefit of this solution is that saves signalling towards the BSF, so that the goal to find an alternative solution is achieved.
The drawbacks of this solution are that the PCF for the PDU Session does not know if there is a PCF for the UE serving the AMF, or not, and is not resolved how the PCF for the PDU Session will be notified by BSF. The PCF for the PDU Session needs to be configured to know that there are AM Policies that are triggered by an application start/stop or instead retrieve it from the UDR, this approach breaks the PCF for the PDU Session and PCF for the UE functional split that is defined in 23.503. In addition, upon receiving the notification of the application detection from the PCF for the PDU Session, the PCF for the UE  must search the AM influence policy using the DNN, S-NSSAI and SUPI as a key and try to find a matching influence data. Only then the PCF for the UE knows what to do with this notification. One gap is that the current Npcf_PolicyAuthorization_Notify does not contain the DNN, S-NSSAI or SUPI or both, those would need to be added.
Method 2 has also the drawback that the NRF provides all of the PCF NF instances which have registered themselves in the NRF for the SUPI range or GPSI Range or BSF Group ID, which covers the specific SUPI or GPSI. some of these PCF NF Instances may not really serve that specific UE, and so when they get notified they will need to use error handling and that may not be pretty.
1.2 Alternative solution#2 – Find the PCF for the UE via UDR
This alternative stores the PCF binding information (including PCF id) as Policy Control Subscription Data for the SUPI, DNN, S-NSSAI corresponding to the application traffic to the UDR, then the PCF for the PDU session reads it from the UDR at SM Policy Association establishment for a SUPI, DNN, S-NSSAI and notifies the PCF for the UE that a SM Policy Association is established and the UE IP address(es). Steps 2 and 4 in Figure 4.16.14.2-1 in TS 23.502 are replaced by Steps 2 and 4 below.





A benefit of this solution is that it does not require subscription to the BSF either, so that the goal to find an alternative solution that reduces signalling to all BSFs in a DNN,S-NSSAI is achieved.
The drawbacks of this solution are that it is an alternative method to find the PCF for a UE that is currently a BSF functionality so that any NF, not only the PCF for the PDU Session may have both options available. In the current proposal as described above, the PCF for the UE registers itself to the UDR only when the AM policies depend on detection of application traffic, thus the use of the method is limited only to this use case, but may be extended for other use cases based on requirements

1.3 Alternative solution#3 – Find the PCF for the PDU session via BSF
To enhance BSF discovery, i.e. to allow BSF to register its Serving Area in the NRF, so that the PCF for the UE can subscribe to those BSFs serving a DNN,S-NSSAI and a Serving Area. This Serving Area needs to be the same as the SMF Serving Area given that the BSF and SMF are colocated in the deployment option we are discussing.
A benefit of this solution is that it is an easy enhancement to the solution defined in Rel-17 DCAMP, the PCF for the UE still subscribes to BSF, so impacts are quite limited. The PCF for the UE registeres to the BSFs serving the DNN,S-NSSAI and serving area instead of the full set of BSFs serving the DNN, S-NSSAI.
The drawback of this solution are that there is a need to configure the PCF to know the Serving Area of the UE and in principle PCF is not aware of the network topology as for now.
1.4 Alternative solution#4 – The same PCF for the UE and PDU Session
A straight forward solution is that the same PCF serves the UE and its PDU Sessions, this is already resolved since Rel-15 so there will be no issue given that the PCF for the UE does not need to use the BSF discovery service to find the SM-PCF anylonger.
The drawback of this solution are that by definition limits the deployment options.

1.5 Alternative solution#5 - Find the PCF for the UE via AMF/SMF
Method 1: 
If the PCF for the UE notices that a detection of application may influence AM Policies for DNN/S-NSSAI, it indicates a new PCRT to the AMF, indicating a notification target address and correlation ID, and also the corresponding DNN/S-NSSAI. Upon detecting an establishent of matching PDU Session, the AMF forwards the PCF ID and binding information, notification target and correlation ID to the SMF (via the SM context create request). The SMF forwards the information to the PCF for the PDU Sessin.
This information is used in the PCF for the PDU Session to notify the PCF for the UE that the SM Policy Association is established and its UE IP address(es), and the PCF binding information. The PCF for the PDU Session will notify that the association with the PCF for the UE terminates when the PDU Session is terminated and the PCC Rules are removed from the SMF.


A benefit of this solution is that it reuses the mechanism to send the PCF id from the AMF to the SMF that exists today, so the impacts on the AMF and SMF are considered not major. However, the PCF id alone is not sufficient, the whole subscription (including the notification address and correlation id) for the new event must be piggybacked via AMF and SMF to the SM-PCF.
A drawback is that there are also impacts on the PDU Session modification for the AMF to notify the SMF and then to the PCF. The PCF for the PDU Session needs to indicates when a new SM Policy Association is estalished or terminated. It also impacts a few more NFs that other solutions. 

Method 2: 
As in Method 1, the PCF for the UE indicates a new PCRT to the AMF, indicating the corresponding DNN/S-NSSAI. Upon PDU Session establishment, the SMF sends PCF ID (of SM PCF) to the AMF during PDU Session establishment. (SM-PCF will not change within the lifetime of the PDU Session, so reporting once each is OK.) If the AMF detects a match with the DNN/S-NSSAI in the PCRT provided by the PCF for the UE, the AMF will report the SM-PCF ID, and corresponding DNN and S-NSSAI to the PCF for the UE. Then PCF for the UE could subscribe related events from corresponding PCF for the PDU Session.
The drawback of this solution are that it needs to be developed further, given that the PCF for the UE does not receive the UE IP address that needs to subscribe to events from the PCF for the PDU Session. 

1.6 Alternative solution#6 - Find the PCF for the PDU Session via AMF/SMF

If the PCF for the UE notices that a detection of application may influence AM Policies for DNN/S-NSSAI, either via local configuration or retrieval from the UDR, the PCF for the UE indicates a new PCRT to the AMF, indicating also the corresponding DNN/S-NSSAI. The PCF for the UE is notified for the SMF ID by the AMF, via a new PCRT, when a new PDU Session is established for the DNN,S-NSSAI of the application that requires change of AM Policies, then the PCF for the UE subscribes for the UE IP address(es) change from the SMF serving the PDU Session. The PCF for the UE finds the PCF for the PDU Session via BSF using the UE IP address(es) for the PDU Session:
A benefit of this solution is that it is an easy enhancement to the solution defined in Rel-17 DCAMP, the PCF for the UE still subscribes to BSF, so impacts are quite limited, no new services or service operations are required. A drawback is that the PCF of the UE is impactes with new service operations.

1.7 Alternative solution#7 - Find the SMF for the PDU Session via UDM
If the PCF for the UE notices that a detection of application may influence AM Policies for DNN/S-NSSAI, either via local configuration or retrieval from UDR, the PCF for the UE uses the SUPI, DNN/S-NSSAI as a key to subscribe to be notified for Subscription Data type and  the "UE context in SMF data" in the UDM. Upon establishment of a PDU Session, the SMF registers to the UDM as described in TS 23.502. The registration data to UDM from the SMF contains SUPI, DNN/S-NSSAI, SMF ID and SM-PCF ID (conditional if the PDU Session supports EPC interworking), as described in TS 23.502. The UDM notifies the AM-PCF for the "UE context in SMF data" with the SUPI, DNN/S-NSSAI, SMF ID and may include the PCF ID (s)for the PDU session depending on whether interworking with EPC is supported). 
If the PCF for the UE received the PCF id from the UDM, the AM-PCF can use it to send the Npcf_PolicyAuthorization_Subscribe request to the SM-PCF, as in existing procedure in clause 4.16.14 of TS 23.502. Otherwise, the AM-PCF uses the SMF ID to subscribe for the UE IP address(es) change from the SMF serving the PDU Session. The PCF for the UE finds the PCF for the PDU Session via BSF using the UE IP address(es) for the PDU Session. After this the AM-PCF can send the Npcf_PolicyAuthorization_Subscribe request to the SM-PCF, as in existing procedure in clause 4.16.14 of TS 23.502.
A benefit of this solution is that, the PCF for the UE still subscribes to BSF, same as in solution#6, the PCF for the UE can still use the BSF to find the PCF for the PDU session 
The drawback of this solution are the impacts in the PCF for the UE to access subscriber data via UDM, that is not currently supported but rather as in solution#2, the PCF for the UE or both PDU Session or both access the Policy data in the UDR: 
2.	Proposed way forward
It is proposed to define solution 5 (Method 1) as no concerns were raised in the offline discussion, see S2-215419 and S2-215420
Solutions 1, 2, 3 and 4 are not recommended as not enough support was reached in the offline discussion.
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