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FIRST CHANGE
[bookmark: _Toc75344700][bookmark: _Toc75344719][bookmark: _Toc75344745]6.15.2	Historical Data and Analytics storage
The procedure depicted in figure 6.15.2-1 is used by consumers (e.g. NWDAF, DCCF or MFAF) to store historical data and/or analytics, i.e. data and/or analytics related to past time period that has been obtained by the consumer. After the consumer obtains data and/or analytics, consumer may store historical data and/or analytics in an ADRF. Whether the consumer directly contacts the ADRF or goes via the DCCF or via the Messaging Framework is based on configuration.


Figure 6.15.2-1: Historical Data and Analytics storage
1.	The consumer sends data and/or analytics to the ADRF by invoking the Nadrf_DataManagement_StorageRequest (collected data, analytics, NF type and NF Id of the data source) service operation.
2.	The ADRF stores the data and/or analytics sent by the consumer. The ADRF may, based on implementation, determines whether the same data and/or analytics is already stored or being stored based on the information sent in step 1 by the consumer NF and, if the data and/or analytics is already stored or being stored in the ADRF, the ADRF decides to not store again the data and/or analytics sent by the consumer.
3.	The ADRF sends Nadrf_DataManagement_StorageRequest Response message to the consumer indicating that data and/or analytics is stored, including when the ADRF may have determined at step 2 that data or analytics is already stored.
[bookmark: _Toc75344701]
NEXT CHANGE
6.15.3	Historical Data and Analytics Storage via Notifications
The procedure depicted in figure 6.15.3-1 is used by consumers (NWDAF, DCCF) to store received notifications in the ADRF. The consumer requests the ADRF to initiate a subscription for data and/or analytics. Data and/or analytics provided in notifications as a result of the subsequent subscription by the ADRF are stored in the ADRF.


Figure 6.15.3-1: Historical Data and Analytics Storage via Notifications
1a-d. Based on provisioning or based on reception of a DataManagement subscription request (e.g. see clause 6.2.6.3.2), the DCCF or the NWDAF determines that notifications are to be stored in an ADRF.
2a-b.	The DCCF or the NWDAF determines the ADRF where data and/or analytics needs to be stored, and requests that the ADRF subscribes to receive notifications. The determination may be made based on configuration or information supplied by the data consumer as described in clauses 6.1.4 and 6.2.6.3. The request to the ADRF specifies the data and/or analytics to which the ADRF will subscribe by invoking the Nadrf_DataManagement_StorageSubscriptionRequest service operation.
3.	[Optional] The ADRF may, based on implementation, determines whether the same data and/or analytics is already stored or being stored, based on the information sent in step 2 by the consumer.
4.	[Optional] If the data and/or analytics is already stored and/or being stored in the ADRF, the ADRF sends Nadrf_DataManagement_StorageRequest Response message to the consumer indicating that data and/or analytics is stored.
5a-b.	ADRF subscribes to the DCCF or the NWDAF to receive notifications, providing its notification endpoint address and a notification correlation ID.
6.	The DCCF, the MFAF or the NWDAF send Analytics or Data notifications containing the notification correlation ID provided by the ADRF to ADRF notification endpoint address, with the NF type and the NF Id of the data source. The ADRF stores the notifications.
7a-b.	The DCCF or the NWDAF determines that notifications no longer need to be stored in the ADRF.
8a-b.	The DCCF or the NWDAF requests that the ADRF unsubscribes to receive notifications.
9a-b.	The ADRF sends a request to the DCCF or the NWDAF to unsubscribe to data notifications.
	The NWDAF may interact with the Data Source, and the DCCF may interact with the Data Source and/or MFAF. Delivery notifications from the DCCF/MFAF or NWDAF to the ADRF are subsequently halted.


7.4.4	Nnwdaf_DataManagement_Notify service operation
Service operation name: Nnwdaf_ DataManagement_Notify.
Description: NWDAF notifies the consumer instance of the requested data according to the request.
Inputs, Required: Notification Correlation ID, time stamp.
Inputs, Optional: Requested Data, NF type and NF Id of the data source,  Fetch Correlation ID, target address where the data may be retrieved in case the Fetch Correlation ID is included in the notification, unsuccessful bulked data generation, expired bulked data deadline.
NOTE:	The Requested Data or Target address can be provided per Event ID or per analytics ID specified in the Data Specification field of the subscription.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

NEXT CHANGE
[bookmark: _Toc75344734]8.2.4	Ndccf_DataManagement_Notify service operation
Service operation name: Ndccf_DataManagement_Notify
Description: Provides the previously subscribed Data or Analytics, or notification of availability of previously subscribed Data or Analytics to the NF Consumer when data delivery is via the DCCF.
Inputs, Required: Notification Correlation Information.
Inputs, Optional: Data or Analytics, NF type and NF Id of the data source, Fetch Instructions
Fetch Instructions indicate whether the data or analytics are to be fetched by the Consumer. If the data or analytics are to be fetched, the fetch instructions include an address from which the data may be fetched and one or more Fetch Correlation IDs.
NOTE:	Data or Analytics provided in notifications are processed and formatted according to the Processing and Formatting Instructions provided by the Consumer in Ndccf_DataManagement_Subscribe.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

NEXT CHANGE
9.2.2	Nmfaf_3daDataManagement_Configure service operation
Service operation name: Nmfaf_3daDataManagement_Configure
Description: The consumer configures or reconfigures the MFAF to map data or analytics received by the MFAF to out-bound notification endpoints and to format and process the out-bound data or analytics.
Inputs, Required: Data Consumer or Analytics Consumer Information.
"Data Consumer or Analytics Consumer Information" contains for each notification endpoint, the consumer provided Notification Target Address (+ Analytics Consumer Notification Correlation ID) or other endpoint addresses if provisioned on the DCCF to be used by the MFAF when sending notifications.
Inputs, Optional: Formatting Instructions, Processing Instructions, MFAF Notification Information, Transaction Reference Id, NF Id of the data source.
"MFAF Notification Information" is used to identify Event Notifications received from a Data Source and comprises the MFAF Notification Target Address (+ MFAF Notification Correlation ID). If a Data Source is already supplying the data to the MFAF, the MFAF Notification Information previously provided by the MFAF and used by the DCCF to obtain data from a Data Source is provided as an Input. If a new subscription to a Data Source is needed, the MFAF Notification Information is not specified as an Input and the MFAF provides Notification Information as an output. The MFAF Notification Information may subsequently be used by the DCCF when subscribing to a Data Source.
Outputs Required: Operation execution result indication.
Outputs, Optional: MFAF Notification Information, Transaction Reference Id.

[bookmark: _Toc75344749]NEXT CHANGE
9.3.2	Nmfaf_3caDataManagement _Notify service operation
Service operation name: Nmfaf_3caDataManagement_Notify
Description: Provides data or analytics or notification of availability of data or analytics to notification endpoints.
Inputs, Required: Notification Correlation Information.
Inputs, Optional: Data or Analytics, NF type and NF Id of the data source, Fetch Instructions.
Fetch Instructions indicate whether the data or analytics are to be fetched by the Consumer. If the data or analytics are to be fetched, the fetch instructions include an address from which the data may be fetched and one or more Fetch Correlation IDs.
NOTE:	Data or Analytics provided in notifications can be processed and formatted according to the Processing and Formatting Instructions provided by the Consumer.
Outputs, Required: None.
Outputs, Optional: None.

[bookmark: _Toc75344752]NEXT CHANGE
[bookmark: _Toc75344755][bookmark: _Hlk77076639]10.2.2	Nadrf_DataManagement_StorageRequest service operation
Service operation name: Nadrf_DataManagement_StorageRequest
Description: The consumer NF uses this service operation to request the ADRF to store data or analytics. Data or analytics are provided to the ADRF in the request message.
Inputs, Required: Data or Analytics to be stored. NF type and NF Id of the data source.
Inputs, Optional: None.
Outputs Required: Result Indication.
Outputs, Optional: Storage Transaction Identifier.

END OF CHANGES
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