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1. Introduction
The objective of the discussion paper is to discuss a scenario to configure a UE subscription in the ME when a USIM card is re-inserted in the same ME.
2. Discussion
Facts:

1) When a USIM in inserted in a UE and the UE is registered to the PLMN successfully, the AMF fetches the PEI of the UE and stored it in the UE context in the AMF i.e. the PEI-SUPI association is maintained in the AMF. The AMF futher indicates the PEI-SUPI association to an UDM. The UDM maintains an association of the PEI-SUPI. (Please see item i) in reference section)
2) When the UDM determines that PEI-SUPI association changes, e.g. when a USIM is removed from a UE and inserted in another UE, the UDM populates the UE subscription (e.g. CAG information) to the UE during the registration procedure. (Please see item ii) in reference section)
3) When a new USIM is inserted in a UE and the UE shall delete the 5GMM parameters stored in the ME memory of the previous USIM which was inserted in the ME. (Please see item iii) in reference section)

In the following scenario, the AMF/UDM can not determine whether the UE 5GMM parameters related to a USIM is present in the ME memory, the PEI-SUPI association remains same in the AMF or UDM. therefore the UDM can not re-configure the susbcription parameters (e.g. CAG information, Operator determined access barring definition) stored in the UE.

Scenario 

1) A first USIM (SUPI 1) is inserted in the ME. The UE is registered to a PLMN. The 5GMM parameters (e.g. CAG information) is stored in the ME memory for the first USIM.

2) The user removes the first USIM from the ME and insert a second USIM (SUPI 2). The UE performs deregistration procedure for the second first USIM. 
3) The AMF keeps the UE context (PEI-SUPI 1 association is maintained in the AMF) when the AMF does not purge the UE context immediately. The UDM also maintain PEI-SUPI 1 association. 
3) The UE deletes the 5GMM parameters of the first USIM. The UE is registered to a PLMN for the second USIM.

4) The user re-insert the first USIM in the same ME, the UE performs registration procedure. The PEI-SUPI 1 association does not change in the AMF. The AMF1 does not indicate PEI-SUPI change indicator to the UDM if the AMF haven’t purged the UE context. 

In case the AMF purged the UE context, the AMF indicates the PEI and SUPI 1 association to the UDM during the registration procedure in the message Nudm_UECM_Registration when the AMF is registering itself to the UDM. 

5) For the UDM the PEI-SUPI 1 association remains same, therefore it will not push the 5GMM parameters (e.g. CAG information or other subscription information) to the UE. 

6) The UE will not have 5GMM parameters (e.g. CAG Information or other subscription information). In absence of the 5GMM parameters the UE is not able to perform the NAS or AS procedure as expected. In some case may lead to the no service.

e.g.  1) if the CAG information is not reconfigured then the UE shall not camp on the subscribed CAG cell, therefore it can’t access service related to non public network.


2) if operator defined access categories are not configured then the UE can not performs function related to the access control.

Problem : for the above scenario, the UE will not have 5GMM parameters i.e. subscription inormation. In absence of these parameters the UE can not work as expected. In some cases, it can not get service. 
Solution 1: 

When a USIM is replaced in a ME, the ME indicates PEI-SUPI change indication to the AMF. When the AMF receives PEI-SUPI change indication, the AMF determines that the USIM is replaced in the ME and the ME does not contain the 5GMM parameters (subscription parameters or configuration parameters) for the current  SUPI. Therefore, the AMF sends all 5GMM parameter in the registration accept message. 
Pros:

The AMF sends all the 5GMM parameters only when the AMF determines that the ME doesn’t contain any 5GMM parameter for the SUPI. Therefore, it does not always sends all 5GMM parameters in the registration accept message. This saves a lot of radio resources as there are many 5GMM parameters and the size of the 5GMM parameters can be very large and the AMF needs to send all 5GMM parameters during initial registration procedure.
Cons:

The UE needs to send a new indicator PEI-SUPI change indicator in the registration request message.
Solution 2:

The AMF sends all 5GMM parameters in registration accept message during initial registration procedure.
Pros: 
The UE doesn’t need to send an indicator indicating that the ME does not have any 5GMM parameters related to the SUPI.
Cons:
This saves a lot of radio resources as there are many 5GMM parameters and the size of the 5GMM parameters can be 
very large and the AMF needs to send all 5GMM parameters during initial registration procedure. The configuration parameter Operator-defined access category definitions can be 3-8323 byte in size, the CAG information can be very big as well the size is 3-n byte, the configured NSSAI can be 4-146 byte. (Please refer registration accept message in bullet 4 in the reference.
3. Proposal

It is proposed to agree solution 1 to solve the problem mentioned above. The contribution S2-2106415corresponding to the solution 1 is uploaded on the server.
4. References
i) TS 23.501 v 17.0.0

11.
[Conditional] new AMF to UE: Identity Request/Response (PEI).


If the PEI was not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE to retrieve the PEI. The PEI shall be transferred encrypted unless the UE performs Emergency Registration and cannot be authenticated.


For an Emergency Registration, the UE may have included the PEI in the Registration Request. If so, the PEI retrieval is skipped.

If the UE supports RACS as indicated in UE MM Core Network Capability, the AMF shall use the PEI of the UE to obtain the IMEI/TAC for the purpose of RACS operation.
Table 4.15.3.1-1: List of events for monitoring capability
	Event
	Detection criteria
	Which NF detects the event

	Change of SUPI-PEI association
	This event is detected when the association between PEI and subscription (SUPI) changes (USIM change).
	UDM


5.2.3.2.1
Nudm_UECM_Registration service operation
Service operation name: Nudm_UECM_Registration
Description: Register UE's serving NF (if NF Type is AMF, SMSF) or Session's serving NF (if NF Type is SMF) on the UDM. This operation implies the following:

-
The authorization, if applicable, to register the NF service consumer in UDM for the UE (e.g. based on UE roaming/RAT restrictions applicable when NF type is AMF). If this is successful, the NF service consumer is set as a serving NF for the corresponding UE/Session context.

-
When the consumer is AMF or SMF, it is implicitly subscribed to be notified when it is deregistered in UDM. This notification is done by means of Nudm_UECM_DeregistrationNotification operation.

-
When the consumer is AMF or SMF, it may optionally use this operation to subscribe to be notified of the need for P-CSCF Restoration. This notification is done by means of Nudm_UECM_PCscfRestoration operation. For more information regarding P-CSCF restoration procedures see TS 23.380 [38].

Inputs, Required: NF ID, SUPI, NF Type, Access Type (if NF Type is AMF, SMSF), RAT Type (if NF Type is AMF), PDU Session ID (if NF Type is SMF). If NF Type is SMF: DNN or Indication of Emergency Services, S-NSSAI, SMF+PGW-C FQDN for S5/S8 if the PDU Session supports EPS interworking, Serving PLMN ID. If NF type is AMF and Access Type is 3GPP access: Registration type. If NF type is SMSF: SMSF MAP address and/or Diameter address, Serving PLMN ID.
Inputs, Optional: PEI (conditional, condition stated below), P-CSCF Restoration notification information, GUAMI, NID (e.g. if NF Type is AMF; see clause 5.18 of TS 23.501 [2]), backup AMF(s) (if NF Type is AMF), "Homogeneous Support of IMS Voice over PS Sessions" indication (if NF Type is AMF), UE SRVCC capability (if NF Type is AMF), indication that access is from ePDG (shall be sent if NF Type is SMF and PDU Session is setup via S2b), VGMLC ID (if NF type is AMF and information is available in AMF). Backup AMF(s) sent only once by the AMF to the UDM in its first interaction with the UDM, indication of no event exposure subscription information available (if NF Type is AMF). PCF ID selected for the PDN connection/PDU Session (If NF type is SMF).

Outputs, Required: Result indication.
Outputs, Optional: None.

If the PEI was retrieved by the AMF (either from the UE or another AMF), AMF shall provide it to the UDM using Nudm_UECM_Registration in order to ensure that the UDM always has the latest PEI available e.g. for reporting event Change of SUPI-PEI association.
See step 14a of clause 4.2.2.2.2 for an example usage of this service operation.

ii) TS 23.501 v 17.0.0

4.5.1
Subscriber Data Update Notification to AMF

When the CAG information in the subscription data changes, or when the SUPI and PEI association changes, UDM provides a CAG information Subscription Change Indication to the AMF. Once the AMF updates the UE and obtains an acknowledgment from the UE, the AMF informs the UDM that the UE received the CAG information using the Nudm_SDM_Info service operation.
iii) TS 24.501 v 17.1.0
The following 5GMM parameters shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM:

-
configured NSSAI(s);

-
NSSAI inclusion mode(s);

-
MPS indicator;

-
MCS indicator;

-
operator-defined access category definitions;
-
network-assigned UE radio capability IDs; and

-
"CAG information list", if the UE supports CAG.
Each configured NSSAI consists of S-NSSAI(s) stored together with a PLMN identity, if it is associated with a PLMN. The UE shall store the S-NSSAI(s) of the HPLMN. If the UE is in the VPLMN, the UE shall also store the configured NSSAI for the current PLMN and any necessary mapped S-NSSAI(s). The configured NSSAI(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the configured NSSAI(s).
Operator-defined access category definitions are stored together with a PLMN identity of the PLMN that provided them, and is valid in that PLMN or equivalent PLMN. The operator-defined access category definitions can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the operator-defined access category definitions. The maximum number of stored operator-defined access category definitions is UE implementation dependent.
The "CAG information list" can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete the "CAG information list".

iv)
8.2.7
Registration accept

8.2.7.1
Message definition
The REGISTRATION ACCEPT message is sent by the AMF to the UE. See table 8.2.7.1.1.

Message type:
REGISTRATION ACCEPT

Significance:
dual

Direction:
network to UE

Table 8.2.7.1.1: REGISTRATION ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Registration accept message identity
	Message type

9.7
	M
	V
	1

	
	5GS registration result
	5GS registration result

9.11.3.6
	M
	LV
	2

	77
	5G-GUTI
	5GS mobile identity

9.11.3.4
	O
	TLV-E
	14

	4A
	Equivalent PLMNs
	PLMN list

9.11.3.45
	O
	TLV
	5-47

	54
	TAI list
	5GS tracking area identity list

9.11.3.9
	O
	TLV
	9-114

	15
	Allowed NSSAI
	NSSAI

9.11.3.37
	O
	TLV
	4-74

	11
	Rejected NSSAI
	Rejected NSSAI

9.11.3.46
	O
	TLV
	4-42

	31
	Configured NSSAI
	NSSAI

9.11.3.37
	O
	TLV
	4-146

	21
	5GS network feature support
	5GS network feature support

9.11.3.5
	O
	TLV
	3-5

	50
	PDU session status
	PDU session status

9.11.3.44
	O
	TLV
	4-34

	26
	PDU session reactivation result
	PDU session reactivation result

9.11.3.42
	O
	TLV
	4-34

	72
	PDU session reactivation result error cause
	PDU session reactivation result error cause

9.11.3.43
	O
	TLV-E
	5-515

	79
	LADN information
	LADN information

9.11.3.30
	O
	TLV-E
	12-1715

	B-
	MICO indication
	MICO indication
9.11.3.31
	O
	TV
	1

	9-
	Network slicing indication
	Network slicing indication

9.11.3.36
	O
	TV
	1

	27
	Service area list
	Service area list

9.11.3.49
	O
	TLV
	6-114

	5E
	T3512 value
	GPRS timer 3

9.11.2.5
	O
	TLV
	3

	5D
	Non-3GPP de-registration timer value
	GPRS timer 2

9.11.2.4
	O
	TLV
	3

	16
	T3502 value
	GPRS timer 2

9.11.2.4
	O
	TLV
	3

	34
	Emergency number list
	Emergency number list

9.11.3.23
	O
	TLV
	5-50

	7A
	Extended emergency number list
	Extended emergency number list

9.11.3.26
	O
	TLV-E
	7-65538

	73
	SOR transparent container
	SOR transparent container

9.11.3.51
	O
	TLV-E
	20-n

	78
	EAP message
	EAP message

9.11.2.2
	O
	TLV-E
	7-1503

	A-
	NSSAI inclusion mode
	NSSAI inclusion mode

9.11.3.37A
	O
	TV
	1

	76
	Operator-defined access category definitions
	Operator-defined access category definitions

9.11.3.38
	O
	TLV-E
	3-8323

	51
	Negotiated DRX parameters
	5GS DRX parameters

9.11.3.2A
	O
	TLV
	3

	D-
	Non-3GPP NW policies
	Non-3GPP NW provided policies

9.11.3.36A
	O
	TV
	1

	60
	EPS bearer context status
	EPS bearer context status
9.11.3.23A
	O
	TLV
	4

	6E
	Negotiated extended DRX parameters
	Extended DRX parameters

9.11.3.26A
	O
	TLV
	3

	6C
	T3447 value
	GPRS timer 3

9.11.2.5
	O
	TLV
	3

	6B
	T3448 value
	GPRS timer 2

9.11.2.4
	O
	TLV
	3

	6A
	T3324 value
	GPRS timer 3

9.11.2.5
	O
	TLV
	3

	67
	UE radio capability ID
	UE radio capability ID

9.11.3.68
	O
	TLV
	3-n

	E-
	UE radio capability ID deletion indication
	UE radio capability ID deletion indication

9.11.3.69
	O
	TV
	1

	39
	Pending NSSAI
	NSSAI

9.11.3.37
	O
	TLV
	4-146

	74
	Ciphering key data
	Ciphering key data

9.11.3.18C
	O
	TLV-E
	34-n

	75
	CAG information list
	CAG information list

9.11.3.18A
	O
	TLV-E
	3-n

	1B
	Truncated 5G-S-TMSI configuration
	Truncated 5G-S-TMSI configuration

9.11.3.70
	O
	TLV
	3

	1C
	Negotiated WUS assistance information
	WUS assistance information

9.11.3.71
	O
	TLV
	3-n

	29
	Negotiated NB-N1 mode DRX parameters
	NB-N1 mode DRX parameters

9.11.3.73
	O
	TLV
	3

	68
	Extended rejected NSSAI
	Extended rejected NSSAI

9.11.3.75
	O
	TLV
	5-90

	YY
	Service-level-AA container
	Service-level-AA container

9.11.2.10
	O
	TLV-E
	6-n


