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1	Introduction
This paper proposes procedure of AF requested multicast session join.
FS_5MBS has concluded that both UE-triggered and AF-triggered join/leave are to be supported, as documented in 8.2.2.2 of TR 27.757:
-	For multicast session establishment/join/leave/release:
-	The UE may perform application level join/leave to a multicast session, the 5GC shall support multicast session join/leave operation for a user, e.g based on AF request.
There have been some questions on the necessity and some details of the proposal. The following is the list of Q&As.
Q1: If AF cannot get UE IP, how does the solution work
Answer: The use case and solution are for trusted AFs and the UE can provide the pre-NAT UE address to the AF at application layer. The OS layer has provided API for UE APP to obtain UE address(es) and associated connection type, i.e., WiFi, mobile (i.e., 2G, 3G, …), the UE APP can send the UE address (which is pre-NATed) to the AF, which is totally application-level implementation.

Q2. How to configure the UE’s modem via application-level message
Answer: After a UE requests certain content and AF authorizes it, the following happen:
AF notifies UE APP (at application level) the multicast information (e.g., IP multicast address, port number, protocol, etc.), so that the UE APP can bind the socket in OS layer. UE behaves the same way as in UE-join case, except that UE APP does not send IGMP JOIN and UE-join is not sent on N1.
AF requests 5GC to send 5MBS traffic to the UE. After the AF-request reaches the SMF, the rest of processing is the same as in the UE-join case, including RAN notifying the UE to prepare for receiving traffic and also provide information like TMGI.

Q3. The benefit for designing a new procedure other than UE-based join
Answer: 
This solution is aimed at facilitating top CPs (e.g. Netflix or AiQiYi (China)) to transition from unicast CDN to 5MBS by reusing their existing deployment model as much as possible. Being able to reuse the existing model lowers the threshold for the CP to use 5MBS, and top CPs’ adoption of 5MBS is critical to 5MBS’s success.
Existing model involves the following steps:
1. A subscriber clicks a link to request a certain content
2. The CP authorizes the request, and based on many factors a certain CDN node is chosen to start sending unicast traffic – whether over wireline or over wireless networks.
With AF requested joins in case of 5MBS, the above model needs little change – after the CP finishes authorization and decides that the UE subscriber should receive 5MBS (vs. unicast), it simply asks 5GS to start sending 5MBS traffic to the UE.
Reusing the existing model has the following benefits:
a) Avoid exposure of some sensitive business information by providing user authorization information to 5GC
If UE join is used instead, 5GC has to do the authorization based on information pre-provided by the CP, not only it is troublesome for both CP and MNO to provide/maintain the information, but also and more importantly the top CPs may not want to provide the user/authorization information and hand the control/authorization to MNOs.
For example, whenever the user made some changes, e.g., upgrade/downgrade VIP class, the CPs shall notify the 5GC all the allowed TMGIs for the user (and they may change based on the subscriber’s class/status), which exposes some business sensitive information to MNO that CPs are not willing to share (e.g., category of VIP information, VIP class difference, change of VIP content whenever it changes, user’s VIP class information timely, etc.). While when AF based join is used, the AF only needs to ask the MNO to start sending certain 5MBS traffic when a UE requests and is authorized for certain content.
b) Avoid the need for encrypting content traffic
With UE-based joins, as long as a UE discovers the multicast information (via whatever way that may not be desired by the CP), it can send join requests. To prevent a UE from receiving content that it is not entitled to, either authorization needs to be performed or, traffic needs to be encrypted and keys needs to be distributed to the authorized UEs.
A CP currently does not need to encrypt traffic distributed via unicast CDN because only authorized subscribers will receive traffic. Encrypting 5MBS traffic to prevent unauthorized access is an additional requirement/burden that may not be desired by a CP – it needs to deploy a security platform for content delivery and maintain the KEYs whenever the user change the content/class subscription, while any KEY change on a MBS session will impact other users who has subscribed the same session.
Using join authorization removes the need for encrypting traffic, and as mentioned in a) AF-requested join/leave simplifies the life.
c) Provide possibility for CPs to have more customized control
UE-join solution makes it possible for any UE APP to trigger the UE-join towards a specific CP when user has subscribed the session (e.g., knows the IP multicast address of the MBS Session by other means. Currently, lots of APPs integrate different services, and some CPs are willing to have this kind of entrance to extend the market), and the control is mainly be done by the operator based on the MBS Session ID and SUPI/GPSI. This kind of possibility may not be expected by top CPs as it limits the control of CP. 
AF-join solution needs UE APP to interact with AF privately, which means the UE APP can only be the one that is deployed by the CP. AF-join makes the CP can have more customized control, e.g., based on account of the user, based on the class of the user that user can change anytime if he/she paid the money.
An example of customized control by AF is that when user account is expires or VIP class is changed, if AF based join/leave is used, the CP can immediately request 5GC to release resources towards the UE for the multicast session that the user is not entitled any longer, but if UE based join/leave is used and the UE APP is not deployed by the CP, the CP cannot remove the UE from the group in time.
Please note that there may be no standardized middle-ware (something like V2X layer) for 5MBS in UE, only NAS and AS layer in UE (lives in modem) are mandatory to be standardised.

In summary, current CPs don’t have to drastically change their existing model of operation/management (especially the way they perform authorization and determine how to delivery content – via traditional uncast CDN or via 5MBS – this can be done at per UE-channel level). This is very important to convince CPs to adopt 5MBS for content distribution, and the top CPs adopting 5MBS is very important to 5MBS’ success beyond 4G era’s limited deployment. 
[bookmark: _Hlk79275383]On 5GC side, the main difference from UE-join is that authorization is now done by AF dynamically instead of by 5GC based on pre-provisioned authorization information. This not only relieves the MNO from the authorization chores, but also leads to CPs’ being more willing to adopt 5MBS (many CPs especially top CPs do not want to provide user/authorization information and hand the control/authorization to MNO). 

Q4. How could AF find the PDU session if UE interacts with AF by using mechanism (e.g., WiFi) other than 5GS
Answer: The AF join solution is based on that trust relationship between the MNO and the CP, and CP-deployed-APP can know the access type from OS layer to avoid request multicast content from WiFi (UE APP is able to know the connection type and associated UE address(es) from OS layer via API already, hence can send the request over mobile connection, including 3GPP and non-3GPP access, instead of WiFi connection). If the UE APP of the CP breaks the agreement, which will result in that SMF identifies that the associated PDU Session is inactive due to UE switching to use system other than 5GS, the MNO can refuse to perform the service and not trust the CP anymore. Above is corner case, no trusted CP is willing to break the rule with consequence.
When mobile connection is used and multiple PDU Sessions exist, the MNO can use URSP to force the UE to use the associated PDU Session to interact with the AF/AS, if UE address provided by the UE to the AF/AS is not mapping to the associated PDU Session (due to multiple PDU Sessions exist), the 5GC can return error to the AF/AS, which then could make the UE APP to use another UE address for the request, and the UE APP can remember the correct UE address for successive requests. All above is over application layer, which is application-level implementation oriented except URSP requirement.

Q5. Whether NW (5GC) is the best position to make the unicast/multicast decision other than AF
Answer: For 5MBS traffic that AF sends out, NW is in the best position to decide if shared delivery or individual delivery should be used. However, whether to use the old unicast CDN model or 5MBS to send a particular content to a particular UE, it is purely up to AF. The AF may consider many factors that may or may not be related to 5GS.
More importantly, this solution is for *AFTER AF DECIDES TO USE 5MBS* - whether the request should come from UE or from AF.

Q6. About UE consent over 5GS
Answer: The AF requested joins are for trusted AFs only and no additional steps for 5GS to obtain/verify UE consent is needed.
The user consent is done over application layer between the UE and the trusted CP, without involving 5GS.
For 5MBS traffic, it is expected that MNO charges the trusted AF based on a formula that considers both traffic rate and the number of UEs receiving traffic. Therefore, it is not in trusted AF’s best interest to send 5MBS traffic to UEs w/o receiving requests from UEs first.
If an overly concerned MNO needs to perform additional UE consent check itself, the CP can redirect the UE APP to resend the HTTPS request to the MNO for user consent check over application layer without user awareness of the redirecting, the MNO can, e.g., popup a dialog for confirmation after redirecting, then the NEF can verify whether the user agrees to receive the multicast data after receiving the AF-request, which can be left to implementation. 

Q7. Consider SA4/SA6 input/design/realization
Answer: We don’t see a need to involve SA4/SA6. The UE APP and the AF/AS both are deployed by the same CP, the UE APP-AF interaction is totally OTT interaction and does not need to involve 5GS at all. All that is needed is for 5GC to handle join requests from AF, which can be handled by SA2 in this 5MBS WID.
2	Proposal
It is proposed to approve following changes in TS 23.247:
[bookmark: _Toc517082226]* * * * First change (new text) * * * *
7.2.X	Multicast session management requested by trusted content provider
Multicast transmission requested by trusted AF/AS allows a trusted internal or external party to request the 5GC establishing or releasing the transmission resources for some UEs. 
The trusted AF instructs the PCF via NEF or directly for the UEs, which indicates the MBS Session ID, Target UE information, and operation type for different services/applications. The PCF instructs the SMF per the UE of the MBS Session ID and operation type. Then the SMF updates the transmission resources of the MBS session indicated by the MBS Session ID for the UE. 
The following call flow depicts the multicast session management requested by content provider, and the procedure is based on clause 4.15.6.6 and 4.15.6.6a of TS 23.502 [6] as well as clause 7.2.1.3 and 7.2.2.2. 
Pre-condition: 
-	The multicast session has been configured in the 5GS.
-	UE has registered in the 5GS, and has established a PDU Session associated with the MBS Session as described in clause 7.2.1.2.


Figure 7.2.X-1: Multicast session management requested by trusted content provider
1.	The UE and the trusted AF/AS interact over application layer via the associated PDU Session, which may include UE address provided by the UE to the AF/AS. The mobile network operator shall force the UE to interact with the AF/AS via the PDU session associated with MBS, i.e., using URSP if needed.
2.	The trusted external AF/AS of the content provider sends MBS Session Application Request message to the NEF/MBSF. Besides the AF Identifier, operation type, and MBS Session ID, the message includes information of UE address. 
NOTE:	The user consent verification can be done via application layer with mobile network operator involved according to the SLA between the mobile network operator and the trusted content provider, e.g., content provider redirects the UE APP to resend the HTTPS request in step 1 to the mobile network operator for user consent check over application layer, then after step 2, the NEF can verify whether the user agrees to receive the multicast data. 
3.	The NEF/MBSF or trusted internal AF invokes Npcf_PolicyAuthorization_Create/Update (UE address, AF parameters) towards the PCF per the UE, the AF parameters include MBS Session ID and operation type. The NEF/MBSF may query BSF to find the PCF associated with the PDU Session of the UE. If the UE address is not able to map to the associated PDU Session, the NEF/MBSF/PCF shall return error.
	The NEF/MBSF may verify the request from trusted AF/AS, e.g., whether the MBS Session is performed by the trusted AF/AS.
4.	The NEF/MBSF responses to the trusted external AF/AS.
5.	The PCF invokes Npcf_SMPolicyControl_UpdateNotify with MBS Session ID towards the SMF serving the UE.
6.	This step is same as steps 3-7 described in clause 7.2.1.3 for multicast session establishment or is same as steps 3-11 described in clause 7.2.2.2 for multicast session leave with the following differences:
-	The SMF invokes Namf_Communication_N1N2MessageTransfer towards the AMF instead of returns response to the Nsmf_PDUSession_UpdateSMContext request.
* * * * End of changes * * * *
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