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3GPP™ Work Item Description

Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
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Unique identifier: to be allocated by MCC
1
Impacts 
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	X
	
	X
	

	No
	X
	
	X
	
	X

	Don't know
	
	
	
	
	


2
Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a … {Tick one box. "Feature / Building Block / Work Task" form a hierarchical structure. E.g. no Building Block can be proposed without a corresponding parent Feature. The full structure of all existing Work Items is shown in the 3GPP Work Plan in ftp://ftp.3gpp.org/Information/WORK_PLAN } 
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 
{Not applicable for Feature nor for a Study Item}
{For a Building Block: list here the parent Feature }
{For a Work Task: list here the parent Building Block }
	Parent Work Items 

	Unique ID
	Title

	
	


2.3
Other related Work Items and dependencies
{List here other Work Items which relate to the proposed one, such as preceding SI or a preceding WI (e.g. if further enhancing a feature).}

	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	

	
	
	


3
Justification

A UE may connect to 5GC via several types of untrusted non-3GPP access networks, all of them providing IP connectivity between the UE and an N3IWF. An example scenario is shown in Fig. 1, where three different UEs connect to the same 5GC via three different types of untrusted non-3GPP access networks: (1) a WiFi Access Network, e.g., a public hotspot or a residential WiFi network, (2) a Wireline Access Network, e.g., a cable or ADSL access network, and (3) a Standalone Non-Public Network (SNPN). However, when a UE accesses 5GC via an N3IWF, the 5GC does not know what type of untrusted non-3GPP access network is being used by the UE. For example, in Fig. 1 the 5GC does not know that UE1 is using a WiFi access network, UE2 is using a wireline access network and UE3 is using an SNPN. The 5GC only knows that all three UEs are using untrusted non-3GPP accesses but cannot determine that each of these UEs is using a different type of untrusted non-3GPP access network.
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Fig. 1: Access to 5GC via different types of Untrusted Non-3GPP Access Networks
More specifically, when a UE registers to 5GC via an N3IWF, the N3IWF sends to AMF only User Location Information (ULI) for the UE and the AMF always applies the same Access Type (= "Non-3GPP") and the same Radio Access Type (= "Virtual"). The "Virtual" Radio Access Type (RAT) means that the 5GC knows only that the UE is using untrusted non-3GPP access but does not know the precise RAT being used by the UE. Note that the ULI, which contains an IP address, could be used to identify the untrusted non-3GPP access used by the UE, but it is quite unreliable when there is one or more NAT devices between the UE and N3IWF.

This issue does not exist when the UE connects to 5GC via trusted non-3GPP access – in this case, 5GC knows if the UE is using WLAN access or wireline access. It is therefore reasonable to extend this capability to the untrusted non-3GPP access and to enable 5GC identify the type of untrusted non-3GPP access network used by the UE that connects via an N3IWF. 

The advantages of enabling 5GC to identify the type of untrusted non-3GPP access network used by a UE that connects via an N3IWF include the following:

· Operators can exercise better access control. For example, they may allow access to 5GC only from certain types of untrusted non-3GPP accesses, while disallow access to 5GC from other types of untrusted non-3GPP accesses.

· Operators can better control access to certain services. For example, they may allow access to IMS services from wireline accesses but not from untrusted WLAN accesses.

· Operators can better control the QoS over different types of untrusted non-3GPP access. For example, they may assign different QoS parameters to a Service Data Flow (SDF) depending on the type of untrusted non-3GPP that carries this SDF.

· Operators can exercise better charging control. For example, they may choose to apply different charging policies when the UE uses untrusted WLAN access over the charging policies applied when the UE uses SNPN access.
4
Objective

To address the issue explained in the previous section, this WID will specify:

-
A solution that enables 5GC to identify the type of untrusted non-3GPP access network used by the UE that connects via an N3IWF.
The specified solution will enable the UE to obtain information about the untrusted non-3GPP access network including an Access Technology Type (ATT) and an Access Network Identity (ANI). This information can be obtained from the DHCP server in the untrusted non-3GPP access network (as specified in RFC 7839), or from an ANQP server, or even from the data broadcast by the untrusted non-3GPP access network (e.g., an SNPN). As an example, when the UE connects to a WLAN access network, the ATT indicates "WLAN" or "IEEE 802.11" and the ANI indicates the SSID of the WLAN. When the UE connects to an SNPN, the ATT indicates "SNPN", and the ANI includes the PLMN ID + Network Access Identity broadcast by the SNPN. 
The ATT and ANI obtained by the UE are provided to AMF (via the N3IWF), which maps them to a particular RAT type. For example, when the AMF may set Access Type="non-3GPP" and RAT="Untrusted-WLAN" or "Untrusted-Wireline" or "Untrusted-SNPN".
1 TU is foreseen to complete this work.

5
Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks


{Note 1: Only TSs may contain normative provisions. Study Items shall create or impact only TRs.
"Internal TR" is intended for 3GPP internal use only whereas "External TR" may be transposed by OPs.}
{Note 2: The first listed Rapporteur is the specification primary Rapporteur. Secondary Rapporteur(s) are possible for particular aspect(s) of the TS/TR. In this case, their responsibility has to be provided as "Remarks".}
	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	23.501
	Support access type identification for untrusted non-3GPP access
	SA#97
(Sep. 2022)
	

	23.502
	Support access type identification for untrusted non-3GPP access
	SA#97
(Sep. 2022)
	


6
Work item Rapporteur(s)
Apostolis Salkintzis, Lenovo, y1026c@lenovo.com
7
Work item leadership

SA2
8
Aspects that involve other WGs

SA3 for security aspects.
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Supporting Individual Members 
	Supporting IM name

	Lenovo
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