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**** First Change ****
5.1	General
The NWDAF provides analytics to 5GC NFs, and OAM as defined in clause 7. An NWDAF can be decomposed into:
-	Analytics logical function (AnLF): An NWDAF containing the Analytics logical function, denoted as NWDAF (AnLF), can perform inference, derive analytics information (i.e. derives statistics and/or predictions based on Analytics Consumer request) and expose analytics service i.e. Nnwdaf_AnalyticsSubscription or Nnwdaf_AnalyticsInfo.
-	Model Training logical function (MTLF): An NWDAF containing the Model Training logical function, denoted as NWDAF (MTLF), trains Machine Learning (ML) models and exposes new training services (e.g. providing trained model) as defined in clause 7.
NOTE 1:	NWDAF can contain Model Training logical function, Analytics logical function, or both. An NWDAF contains both logical functions and is denoted as NWDAF, unless explicitly mentioned as NWDAF (AnLF) and NWDAF (MTLF).
NOTE 2:	Pre-trained ML model storage and provisioning to NWDAF is out of the scope of 3GPP.
NOTE 3:	In this Release of the specification an NWDAF containing AnLF is locally configured with (a set of) NWDAF (MTLF) ID(s) and the analytics ID(s) supported by each NWDAF containing MTLF to retrieve trained ML models. An NWDAF containing AnLF uses NWDAF discovery for NWDAF(MTLF) within the set of configured NWDAF containing MTLF ID(s), if necessary..
Analytics information are either statistical information of the past events, or predictive information.
Different NWDAF instances may be present in the 5GC, with possible specializations per type of analytics. The capabilities of a NWDAF instance are described in the NWDAF profile stored in the NRF.
To guarantee the accuracy of analytics output, based on the UE abnormal behaviour analytics from itself or other NWDAF including abnormal UE list and the observed time window, the NWDAF is to detect and may delete the input data from the abnormal UE(s), and then may generate a new model and/or analytics outputs without the input data related to abnormal UE list during the observed time window, and then send/update the outputs to the subscribed NWDAF consumer.
Editor note:	Whether and how to inform the consumer by the NWDAF about the reduced accuracy of the previous analytics due to noise data is FFS.
In order to support NFs to discover and select an NWDAF instance containing MLTF, AnLF, or both, that is able to provide the required service (e.g. analytics exposure or ML model provisioning) for the required type of analytics, each NWDAF instance should provide the list of supported Analytics ID(s) (possibly per supported service) when registering to the NRF, in addition to other NRF registration elements of the NF profile. NFs requiring the discovery of an NWDAF instance that provides support for some specific service(s) for a specific type of analytics may query the NRF for NWDAFs supporting the required service(s) and the required Analytics ID(s).
NOTE 4:	The NWDAF(MTLF) registers the ML model provisioning service when it has trained ML model(s) for the Analytics ID.
The consumers i.e. 5GC NFs and OAM decide how to use the data analytics provided by NWDAF.
The interactions between 5GC NF(s) and the NWDAF take place within a PLMN.
The NWDAF has no knowledge about NF application logic. The NWDAF may use subscription data but only for statistical purpose.
The NWDAF architecture allows for arranging multiple NWDAF instances in a hierarchy/tree with a flexible number of layers/branches. The number and organisation of the hierarchy layers, as well as the capabilities of each NWDAF instance remain deployment choices.
In a hierarchical deployment, NWDAFs may provide data collection exposure capability for generating analytics based on the data collected by other NWDAFs, when DCCF, MFAF are not present in the network.
In order to make NWDAF discoverable in some network deployments (see Annex A), NWDAF may be configured (e.g. for UE mobility analytics) to register in UDM (Nudm_UECM_Registration service operation) for the UE(s) it is serving and for the related Analytics ID(s). Registration in UDM should take place at the time the NWDAF starts serving the UE(s) or collecting data for the UE(s). Deregistration in UDM takes place when NWDAF deletes the analytics context information for the UE(s) (see clause 6.1B.4) for a related Analytics ID.
NOTE 5:	The procedures for data collection for UE related analytics need to take user consent into account, how to do this depends on the decisions of SA WG3.

**** Next Change ****
5.2	NWDAF Discovery and Selection
The NWDAF service consumer selects an NWDAF that supports requested analytics information and required analytics capabilities and/or requested ML model information by using the NWDAF discovery principles defined in clause 6.3.13, TS 23.501 [2].
Different deployments (see Annex A) may require different discovery and selection parameters. Different ways to perform discovery and selection mechanisms depend on different types of analytics/data (NF related analytics/data and UE related analytics/data). NF related refers to analytics/data that do not require a SUPI nor group of SUPIs (e.g. NF load analytics). UE related refers to analytics/data that requires SUPI or group of SUPIs (e.g. UE mobility analytics).
In order to discover an NWDAF (AnLF) using the NRF:
-	If the analytics is related to NF(s) and the NWDAF service consumer (other than an NWDAF) cannot provide an Area of Interest for the requested data analytics, the NWDAF service consumer may select an NWDAF with large serving area from the candidate NWDAFs from discovery response. Alternatively, in case the consumer receives NWDAF(s) with aggregation capability, the consumer preferably selects an NWDAF with aggregation capability with large serving area.
NOTE 1:	If the selected NWDAF cannot provide the requested data analytics, e.g. due to the NF(s) to be contacted being out of serving area of the NWDAF, the selected NWDAF might reject the analytics request/subscription or it might query the NRF with the service area of the NF to be contacted to determine another target NWDAF.
-	If the analytics is related to UE(s) and the NWDAF service consumer (other than an NWDAF) cannot provide an Area of Interest for the requested data analytics, the NWDAF service consumer may select an NWDAF with large serving area from the candidate NWDAFs from discovery response. Alternatively, in case the consumer receives NWDAF(s) with aggregation capability, the consumer preferably selects an NWDAF with aggregation capability with large serving area.
NOTE 2:	If a selected NWDAF cannot provide analytics for the requested UE(s) (e.g. the NWDAF serves a different serving area), the selected NWDAF might reject the analytics request/subscription or it might determine the AMF serving the UE as specified in the clause 6.2.2.1, request UE location information from the AMF, and query the NRF with the tracking area where the UE is located to discover another target NWDAF serving the area where the UE(s) is located.
-	If the NWDAF service consumer needs to discover an NWDAF that is able to collect data from particular data sources identified by their NF Set IDs or NF types, the consumer may query NRF providing the NF Set IDs or NF types in the discovery request.
NOTE 3:	The NF Set ID or NF Type of a data source serving a particular UE, can be determined as indicated in Table 5A.2-1.
In order to discover an NWDAF that has registered in UDM for a given UE:
-	NWDAF service consumers or other NWDAFs interested in UE related data or Analytics, if supported, may make a query to UDM to discover an NWDAF instance that is already serving the givena UE.
A PCF may learn which NWDAFs being used by AMF, SMF and UPF for a specific UE, via signalling described in TS 23.502 [3] clause 4.16. This enables a PCF to select the same NWDAF instance that is already being used for a specific UE.
If an NWDAF service consumer needs to discover NWDAFs with data collection exposure capability, the NWDAF service consumer may discover via NRF the NWDAF(s) that provide the Nnwdaf_DataManagement service and their associated NF type of data sources or their associated NF Set ID of data sources as defined in clause 6.3.13 of TS 23.501 [2].
In order to discover an NWDAF(MTLF):
-	During the NWDAF(MTLF) registration, an NWDAF(MTLF) may include in the registration request to NRF, the Analytics Filter information as described in clause 6.2A.2 for the trained ML model per Analytics ID(s), if available.
-	During the NWDAF(MTLF) discovery, the NRF may return one or more candidate NWDAF(MTLF) instance(s) to the NF consumer and each candidate NWDAF(MTLF) instance includes the Analytics Filter information for the trained ML model per Analytics ID(s), if available.

**** Next Change ****
[bookmark: _Toc75344549]6.1.4.3	Historical Analytics Exposure via DCCF
The procedure as depicted in Figure 6.1.4.3-1 is used by an analytics consumer (e.g. NFs/OAM) to obtain historical analytics via the DCCF. Historical analytics may be previously computed statistics or predictions stored in an NWDAF or ADRF. Statistics may have been previously computed and stored in the ADRF or NWDAF and can be identified by a "target period" in the past (see clause 6.1.3). Requests for previously computed predictions have a "Time Window", which specifies an allowable span for when the predictions may have been computed. This allows the Analytics Consumer to request previously computed predictions for a target period.
The analytics consumer requests analytics via the DCCF, using Ndccf_DataManagement_Subscribe service operation. Whether the NWDAF service consumer directly contacts the NWDAF / ADRF, or goes via the DCCF is based on configuration.


Figure 6.1.4.3-1: Historical Analytics Exposure via DCCF
1.	The analytics consumer requests analytics via DCCF by invoking the Ndccf_DataManagement_Subscribe (Nnwdaf service operation, Analytics Specification, Time Window, Formatting Instructions, Processing Instructions, ADRF ID or NWDAF ID (or ADRF Set ID or NWDAF Set ID) service operation as specified in clause 8.2.2. The analytics consumer may specify one or more notification endpoints to receive the analytics.
Parameter "Nnwdaf service operation" is the service operation used to originally acquire the analytics and identifies this as a request for analytics, "Analytics Specification" provides Nnwdaf service operation specific parameters, e.g. Analytics IDs, target of analytics reporting, and optional parameters used to retrieve the analytics. "Time Window" specifies a past time period and comprises a start and stop time indicating when predictions were computed, and "Formatting and Processing Instructions" are as defined in clause 5A.4. The analytics consumer may optionally include the ADRF or NWDAF instance (or ADRF Set or NWDAF Set) ID where the stored analytics resides.
2.	If an ADRF or NWDAF instance or ADRF or NWDAF Set ID is not provided by the analytics consumer, the DCCF determines if any ADRF or NWDAF instances might provide the analytics as described in clause 5A and clause 5B.
3.	(conditional) If the DCCF determines that an ADRF instance might provide the analytics, or an ADRF instance or Set was supplied by the analytics consumer, the DCCF sends a request to the ADRF, using Nadrf_DataManagement_RetrievalSubscribe (Analytics Specification, Notification Target Address=DCCF) service operation, as specified in clause 10.2. The ADRF responds to the DCCF with an Nadrf_DataManagement_RetrievalSubscribe response indicating if the ADRF can supply the analytics. If the analytics can be provided, the procedure continues with step 5.
4.	(conditional) If the DCCF determines that an NWDAF instance might provide the analytics or an NWDAF instance or Set was supplied by the Analytics Consumer, the DCCF sends a request to the NWDAF using Nnwdaf_DataManagement_Subscribe (Analytics Specification, Notification Target Address=DCCF).
Editor's note:	Appropriate reference to service operation specification clause will be added when available.
5.	The ADRF or the NWDAF sends the requested analytics (e.g. one or more stored notifications archived from an NWDAF) to the DCCF. The analytics may be sent in one or more notification messages.
6.	The DCCF uses Ndccf_DataManagement_Notify to send analytics to all notification endpoints indicated in step 1. Notifications are sent to the Notification Target Address(es) using the Analytics Consumer Notification Correlation ID(s) received in step 1. Analytics sent to notification endpoints may be processed and formatted by the DCCF, so they conform to delivery requirements specified by the analytics consumer.
NOTE:	According to Formatting Instructions provided by the analytics consumer, multiple notifications from an ADRF or NWDAF can be combined in a single Ndccf_DataManagement_Notify so many notifications from the ADRF or NWDAF results in fewer notifications (or one notification) to the Analytics Consumer. Alternatively, a Ndccf_DataManagement_Notify can instruct the analytics notification endpoint to fetch the analytics from the DCCF before an expiry time.
7.	If a notification contains a fetch instruction, the notification endpoint sends a Ndccf_DataManagement_Fetch request to fetch the analytics from the DCCF.
8.	The DCCF delivers the analytics to the notification endpoint.
9.	When the analytics consumer no longer wants analytics to be collected or has received all the analytics it needs, it invokes Ndccf_DataManagement_Unsubscribe (Subscription Correlation ID), using the Subscription Correlation Id received in response to its subscription in step 1.
10.	If the analytics are being provided by an ADRF and there are no other analytics consumers subscribed to the analytics, the DCCF unsubscribes with the ADRF using Nadrf_DataManagement_RetrievalUnSubscribe.
11.	If the analytics are being provided by an NWDAF and there are no other analytics consumers subscribed to the analytics, the DCCF unsubscribes with the NWDAF.

**** Next Change ****
[bookmark: _Toc75344550]6.1.4.4	Analytics Exposure via Messaging Framework
The procedure as depicted in Figure 6.1.4.4-1 is used by analytics consumer(s) (e.g. NFs/OAM) to subscribe/unsubscribe to NWDAF analytics and be notified of analytics information, using Ndccf_DataManagement_Subscribe service operation. The 3GPP DCCF Adaptor (3da) Data Management service and 3GPP Consumer Adaptor (3ca) Data Management service of the Messaging Framework Adaptor Function (MFAF) are used to interact with the 3GPP Network and the Messaging Framework. Whether a NWDAF service consumer directly contacts the NWDAF or goes via the DCCF is based on NWDAF service consumer configuration.




Figure 6.1.4.4-1: Network data analytics subscription via DCCF
1.	Analytics consumer subscribes to analytics information via DCCF by invoking the Ndccf_DataManagement_Subscribe (Nnwdaf service operation, Analytics Specification, Formatting Instructions, Processing Instructions, NWDAF (or NWDAF-Set) ID, ADRF Information, Analytics Consumer Notification Target Address (+ Notification Correlation ID)) service operation. The analytics consumer may specify one or more notification endpoints. Analytics consumer decides to go via DCCF based on internal configuration. The "Analytics Specification" provides Nnwdaf service operation specific parameters, e.g. Analytics IDs, target of analytics reporting, and optional parameters used to retrieve the analytics. The analytics consumer may provide the identity of the NWDAF to collect analytics from. The analytics consumer may provide additional information on possible notification endpoints or ADRF information to archive analytics.
2.	If the NWDAF instance or NWDAF Set is not identified by the analytics consumer, the DCCF determines the NWDAF instances that can provide analytics. If the consumer requested storage of analytics in an ADRF but an ADRF ID is not provided by the Analytics Consumer, or the collected analytics is to be stored in an ADRF according to configuration on the DCCF, the DCCF selects an ADRF to store the collected analytics.
3.	The DCCF determines whether the analytics requested in step 1 are already being collected. If the requested analytics are already being collected by an analytics consumer, the DCCF adds the new analytics consumer to the list of analytics consumers that are subscribed for these analytics.
4.	The DCCF sends an Nmfaf_3daDataManagement_Configure (Analytics Consumer Information, MFAF Notification Information, Formatting Conditions, Processing Instructions) to configure the MFAF to map notifications received from the NWDAF to outgoing notifications sent to endpoints, and to instruct the MFAF how to format and process the outgoing notifications.
	"Analytics Consumer Information" contains for each notification endpoint, the analytics consumer Notification Target Address (+ Analytics Consumer Notification Correlation ID) to be used by the MFAF when sending notifications in step 7.
	"MFAF Notification Information" is included if an NWDAF is already sending the analytics to the MFAF. MFAF Notification Information identifies Event Notifications received from the NWDAF and comprises the MFAF Notification Target Address (+ MFAF Notification Correlation ID). If the MFAF does not receive MFAF Notification information from the DCCF, the MFAF selects an MFAF Notification Target Address (+ MFAF Notification Correlation ID) and sends the MFAF Notification Information, containing the MFAF Notification Target Address (+ MFAF Notification Correlation ID), to the DCCF in the Nmfaf_3daDataManagement_Configure Response.
5.	If the analytics subscribed in step 1 partially matches analytics that are already being collected by the DCCF from a NWDAF, and a modification of this subscription to the NWDAF would satisfy both the existing analytics subscriptions as well as the newly requested analytics, the DCCF invokes Nnwdaf_AnalyticsSubsription_Subscribe (Subscription Correlation ID) with parameters indicating how to modify the previous subscription (as specified in clause 6.1.1.1). The DCCF adds the analytics consumer to the list of analytics consumers that are subscribed for these analytics.
	If the analytics requested at step 1 are not already available or not being collected yet, the DCCF subscribes to analytics from the NF using Nnwdaf_AnalyticsSubsription_Subscribe, setting the Notification Target Address (+Notification Correlation ID)) to the MFAF Notification Target Address (+ MFAF Notification Correlation ID) received in step 4. The DCCF adds the analytics consumer to the list of analytics consumers that are subscribed for these analytics.
6.	When new output analytics are available, the NWDAF uses Nnwdaf_AnalyticsSubscription_Notify to send the analytics to the MFAF. The Notification includes the MFAF Notification Correlation ID.
7.	The MFAF uses Nmfaf_3caDataManagement_Notify to send the analytic to all notification endpoints indicated in step 4. Notifications are sent to the Notification Target Address(es) using the Analytics Consumer Notification Correlation ID(s) received in step 4. Analytics sent to notification endpoints may be processed and formatted by the MFAF, so they conform to delivery requirements specified by the analytics consumer. The MFAF may store the information in the ADRF if requested by consumer or if required by DCCF configuration, using procedure as specified in clause 6.15.3.
NOTE:	According to Formatting Instructions provided by the Analytics Consumer, multiple notifications from a NWDAF can be combined in a single Nmfaf_3caDataManagement_Notify, so many notifications from the NWDAF results in fewer notifications (or one notification) to the analytics consumer. Alternatively, a notification can instruct the analytics notification endpoint to fetch the analytics from the MFAF before an expiry time.
8.	If a Nmfaf_3caDataManagement_Notify contains a fetch instruction, the notification endpoint sends a Nmfaf_3caDataManagement_Fetch request to fetch the analytics from the MFAF.
9.	The MFAF delivers the analytics to the notification endpoint.
10.	When the analytics consumer no longer wants analytics to be collected, it invokes Ndccf_DataManagement_Unsubscribe (Subscription Correlation ID), using the Subscription Correlation Id received in response to its subscription in step 1. The DCCF removes the analytics consumer from the list of analytics consumers that are subscribed for these analytics.
11.	If there are no other analytics consumers subscribed to the analytics, the DCCF unsubscribes with the NWDAF.
12.	The DCCF de-configures the MFAF so it no longer maps notifications received from the NWDAF to the notification endpoints configured in step 4.

**** Next Change ****
[bookmark: _Toc75344551]6.1.4.5	Historical Analytics Exposure via Messaging Framework
The procedure as depicted in Figure 6.1.4.5-1 is used by an analytics consumer (e.g. NFs/OAM) to obtain historical analytics via the messaging framework. Historical analytics may be previously computed statistics or predictions stored in an NWDAF or ADRF. Statistics may be previously computed and stored in the ADRF or NWDAF and can be identified by a "target period" in the past (see clause 6.1.3). Requests for previously computed predictions have a "Time Window", which specifies an allowable span for when the predictions may have been computed. This allows the analytics consumer to request previously computed predictions for a target period.
The analytics consumer requests analytics via the DCCF, using Nddcf_DataManagement_Request service operation. Whether the NWDAF service consumer directly contacts the NWDAF / ADRF, or goes via the DCCF is based on configuration.


Figure 6.1.4.5-1: Historical Analytics Exposure via Messaging Framework
1.	The analytics consumer requests analytics via DCCF by invoking the Ndccf_DataManagement_Subscribe (Nnwdaf service operation, Analytics Specification, Time Window, Formatting Instructions, Processing Instructions, ADRF ID or NWDAF ID (or ADRF Set ID or NWDAF Set ID). The analytics consumer may specify one or more notification endpoints to receive the analytics.
2.	If an ADRF or NWDAF instance or ADRF or NWDAF Set ID is not provided by the Analytics Consumer, the DCCF determines if any ADRF or NWDAF instances might provide the analytics as described in clause 5A and clause 5B.
Editor's note:	Clause 5A is to provide an ADRF functional description. ADRF or NWDAF selection by the DCCF may be based on the ADRF or NWDAF profile in the NRF (e.g. ADRF or NWDAF that stores analytics for a specific Analytics ID in a geographic area).
3.	The DCCF sends an Nmfaf_3daDataManagement_Configure (Analytics Consumer Information, Formatting Conditions, Processing Instructions) to configure the MFAF to map notifications received from the ADRF or NWDAF to outgoing notifications sent to endpoints, and to instruct the MFAF how to format and process the outgoing notifications.
	"Analytics Consumer Information" contains for each notification endpoint, the analytics consumer Notification Target Address (+ Analytics Consumer Notification Correlation ID) to be used by the MFAF when sending notifications. The MFAF selects an MFAF Notification Target Address (+ MFAF Notification Correlation ID) and sends the MFAF Notification Information, containing the MFAF Notification Target Address (+ MFAF Notification Correlation ID), to the DCCF in the Nmfaf_3daDataManagement_Configure Response.
4.	(conditional) If the DCCF determines that an ADRF instance might provide the analytics, or an ADRF instance or Set was supplied by the Analytics Consumer, the DCCF sends a request to the ADRF, using Nadrf_DataManagement_RetrievalSubscribe (Analytics Specification, MFAF Notification Information) The MFAF Notification information contains the MFAF Notification Target Address (+ MFAF Notification Correlation ID) received in step 3).
5.	The ADRF responds to the DCCF with an Nadrf_DataManagement_RetrievalSubscribe response indicating if the ADRF can supply the analytics. If the analytics can be provided, the procedure continues with step 8.
6.	(conditional) If the DCCF determines that an NWDAF instance might provide the analytics or an NWDAF instance or Set was supplied by the Analytics Consumer, the DCCF sends a request to the NWDAF using Nnwdaf_DataManagement_Request (Analytics Specification, MFAF Notification Information). The MFAF Notification Information contains the MFAF Notification Target Address (+ MFAF Notification Correlation ID) received in step 3.
Editor's note:	Appropriate reference to service operation specification clause will be added when available.
7.	The NWDAF responds to the DCCF with an Nnwdaf_DataManagement_Subscribe response indicating if the NWDAF can supply the analytics.
8.	The ADRF or the NWDAF sends the requested analytics (e.g. one or more stored notifications archived from an NWDAF) to the MFAF. The analytics may be sent in one or more notification messages.
9.	The MFAF uses Nmfaf_3caDataManagement_Notify to send analytics to all notification endpoints indicated in step 3. Notifications are sent to the Notification Target Address(es) using the Analytics Consumer Notification Correlation ID(s) received in step 3. Analytics sent to notification endpoints may be processed and formatted by the DCCF, so they conform to delivery requirements specified by the analytics consumer.
NOTE:	According to Formatting Instructions provided by the Analytics Consumer, multiple notifications from an ADRF or NWDAF can be combined in a single Ndccf_DataManagement_Notify so many notifications from the ADRF or NWDAF results in fewer notifications (or one notification) to the Analytics Consumer. Alternatively, a Nmfaf_3caDataManagement_Notify can instruct the analytics notification endpoint to fetch the analytics from the DCCF before an expiry time.
10.	If a notification contains a fetch instruction, the notification endpoint sends a Nmfaf_DataManagement_Fetch request to fetch the analytics from the MFAF.
11.	The DCCF delivers the analytics to the notification endpoint.
12.	When the analytics consumer no longer wants analytics to be collected or has received all the analytics it needs, it invokes Ndccf_DataManagement_Unsubscribe (Subscription Correlation ID), using the Subscription Correlation Id received in response to its subscription in step 1.
13.	If the analytics are being provided by an ADRF and there are no other analytics consumers subscribed to the analytics, the DCCF unsubscribes with the ADRF.
14.	If the analytics are being provided by an NWDAF and there are no other analytics consumers subscribed to the analytics, the DCCF unsubscribes with the NWDAF
15.	The DCCF de-configures the MFAF so it no longer maps notifications received from the NWDAF to the notification endpoints configured in step 3.

**** Next Change ****
[bookmark: _Toc75344560]6.1B.2	Analytics Subscription Transfer
The procedure in Figure 6.1B.2-1 is used by an NWDAF instance to request the transfer of analytics subscription(s) to another NWDAF instance, using the Nnwdaf_AnalyticsSubscription_Transfer service operation defined in clause 7.2.5. In this procedure, the analytics consumer can also change, thereby triggering the NWDAF to check if analytics subscriptions from that analytics consumer should be transferred to another NWDAF; if yes, the NWDAF will initiate the analytics subscription transfer for those subscriptions.
NOTE 1:	This procedure is relevant, e.g. when the subscribed Analytics involves UE related data and the analytics consumer serves the same geographic areas as the NWDAF. In that case, crossing a certain tracking area boundary can cause both analytics consumer and serving NWDAF to change.
Editor's note:	It is FFS whether this procedure is useful for any other analytics than UE related.
NOTE 2:	Handling of overload situation or preparation for a graceful shutdown are preferably executed inside an NWDAF Set, when available, therefore, not requiring an analytics subscription transfer as described in this clause. The procedure in Figure 6.1B.2-1 is applicable for analytics subscription transfer across NF Sets or if the NWDAF is not deployed in a Set.




Figure 6.1B.2-1: Analytics subscription transfer
0.	Source analytics consumer subscribes to Analytics from source NWDAF. Optionally the source NWDAF subscribes to UE mobility events.
1.	[Optional] Source NWDAF determines, e.g. triggered by a UE mobility event notification, to prepare an analytics subscription transfer to target NWDAF(s), as specified in the procedure illustrated in Figure 6.1B.2-2.
2.	Source NWDAF determines, e.g. based on the UE location information received, the analytics subscription(s) to be transferred to a target NWDAF. Therefore, the source NWDAF discovers via NRF the target NWDAF supporting the requested analytics information for the target area. NWDAF discovery may be skipped if the target NWDAF had already been discovered as part of a prepared analytics subscription transfer in step 4. NWDAF discovery and selection is specified in clause 6.3.13, TS 23.501 [2]. In the case of aggregated analytics from multiple NWDAFs, the source NWDAF may use the set of NWDAF identifiers related to aggregated analytics (see clause 6.1.3) to preferably select a target NWDAF that is already serving the consumer.
3a.	Source NWDAF requests, using Nnwdaf_AnalyticsSubscription_Transfer Request service operation, a transfer of the analytics subscription(s) determined in step 2 to the target NWDAF. The request contains a callback URI of the target analytics consumer. The request also contains Id(s) of active data sources related to the analytics subscriptions requested to be transferred, if not already provided as part of the prepared analytics subscription transfer in the preparation procedure (see step 1). The request message may also include "analytics context identifier(s)" indicating the availability of analytics context for particular Analytic ID(s). If the analytics subscription being transferred requires analytics aggregation in the Source NWDAF (i.e. the Source NWDAF as an Aggregator NWDAF produces analytics information for the analytics subscription being transferred by aggregating analytics outputs from other NWDAFs and possibly itself as specified in clause 6.1A), the request message may also include the analytics subscription aggregation information, i.e. information about the analytics subscriptions that the source NWDAF has with these NWDAFs that collectively serve the transferred analytics subscription for specific analytics ID(s), which includes IDs of these NWDAFs for specific analytics ID(s) and optionally input parameters of analytics exposure as defined in clause 6.1.3.
NOTE 3:	If multiple notifications/requests are received in steps 13 and 7, indicating the necessity to transfer analytics subscriptions, the source NWDAF will only trigger a single analytics subscription transfer and ignore additional notifications/requests that would result in the same analytics subscription transfer.
3b.	Target NWDAF accepts the analytics subscription transfer and takes over the analytics generation based on the information received from the source NWDAF.
	If the analytics subscription being transferred requires analytics aggregation and the Nnwdaf_AnalyticsSubscription_Transfer request contains the analytics subscription aggregation information as described in step 3a, the target NWDAF, if supporting analytics aggregation, may use the analytics aggregation subscription information as indicated in the request to acquire analytics outputs and perform analytics aggregation for the transferred analytics subscription.
NOTE 4:	If not yet done during a prepared analytics subscription transfer, the target NWDAF allocates a new subscription Id to the received analytics subscriptions, following the behaviour of AmfEventSubscription as specified in TS 29.518 [25] clause 6.2.6.2.2 and UEContextTransfer as specified in TS 29.518 [25] clause 5.2.2.2.1.1.
NOTE 5:	The target NWDAF might already have received information on some/all of the analytics subscriptions as part of the prepared analytics subscription transfer request received in step 1 and, thus, might already have started to prepare for the analytics generation, e.g. by having already subscribed to relevant event notifications.
3c.	Target NWDAF informs the target analytics consumer about the successful analytics subscription transfer using a Nnwdaf_AnalyticsSubscription_Notify message and providing the new subscription Id, that had been assigned by the target NWDAF, in the Change Subscription Notification Correlation Id parameter of this message as specified in clause 7.2.4.
NOTE 6:	The existing Analytics context in the source NWDAF is not deleted directly but will be purged first when it was collected by the target NWDAF.
NOTE 7:	If this subscription is used as input for analytics aggregation by the analytics consumer, the analytics consumer may inform the other NWDAFs instance participating in this analytics aggregation that the Set of NWDAF identifiers of NWDAF instances used by the NWDAF service consumer for this analytics aggregating (see clause 6.1.3) has changed using the Nnwdaf_AnalyticsSubscription_Subscribe service operation.
4.	[Conditional] If "analytics context identifier(s)" had been included in the Nnwdaf_AnalyticsSubscription_Transfer Request received in step 3a, the target NWDAF, based on the provided "analytics context identifier(s)", shall request the "analytics context" from the source NWDAF. The analytics information transfer procedure is specified in clause 6.1B.3.
3d.	[Optional] Target NWDAF subscribes to relevant data source(s), if it is not yet subscribed to the data source(s) for the data required for the Analytics.
3e.	Target NWDAF confirms the analytics subscription transfer to the source NWDAF.
3f.	[Optional] Source NWDAF unsubscribes with the data source(s) that are no longer needed for the remaining analytics subscriptions.
5a,b.	Target NWDAF at some point derives new output analytics based on new input data and notifies the analytics consumer about the new analytics using a Nnwdaf_AnalyticsSubscription_Notify message as specified in clause 6.1.1.
NOTE 7:	Notification correlation information allows the analytics consumer to correlate the notifications to the initial subscription request made with the source NWDAF in step 0.
Editor's note:	It is preferably to have one procedure to cover the re-selection of NWDAF covering both when consumer change and when not. But it is FFS how.
The procedure in Figure 6.1B.2-2 is used by an NWDAF instance to request another NWDAF instance to prepare taking over analytics subscription(s) from the source NWDAF instance, using the Nnwdaf_AnalyticsSubscription_Transfer service operation defined in clause 7.2.5.
NOTE 8:	For simplification, this procedure visualizes when the analytics consumer does not change.
Editor's note:	It FFS how this aligns with the procedure when Analytics consumer changes.


Figure 6.1B.2-2: Analytics subscription transfer with prepared analytics subscription transfer
The procedure of analytics subscription transfer comprises the following steps:
1a.	Analytics consumer subscribes to the source NWDAF for certain analytics as specified in clause 6.1.1.
1b.	Source NWDAF starts data collection from relevant data source(s) (e.g. NFs or OAM) as specified in clause 6.2. Source NWDAF starts generating requested analytics.
2.	[Conditional] (Only if the source NWDAF does not serve the whole PLMN and the requested analytics involves UE related data) The source NWDAF subscribes, using Namf_EventExposure_Subscribe and/or Nsmf_EventExposure_Subscribe service operation, to receive notifications on UE mobility events AMF and/or SMF, respectively.
If the source NWDAF determines that it needs to prepare to transfer analytics subscriptions to another NWDAF instance, the following steps 3 to 8 shall be executed:
NOTE 9:	The source NWDAF might determine that it needs to prepare to transfer analytics subscriptions to another NWDAF instance, as the source NWDAF estimates that the UE might enter an area which is not covered by the source NWDAF, e.g. by subscribing to AMF event exposure service for UE mobility event notifications, by performing UE mobility analytics, or by subscribing to another NWDAF providing UE mobility analytics.
	Another example for source NWDAF to determine to prepare for an analytics transfer is that the source NWDAF wants to resolve an overload situation or prepare for a graceful shutdown.
NOTE 10:	Handling of overload situation or preparation for a graceful shutdown are preferably executed inside an NWDAF Set, when available.
3.	The source NWDAF discovers, via NRF, candidate target NWDAF instances (e.g. NWDAFy and NWDAFz) supporting the requested analytics information for the predicted target area(s). NWDAF discovery and selection is specified in clause 6.3.13, TS 23.501 [2]. In the case of aggregated analytics from multiple NWDAFs, the source NWDAF may use the set of NWDAF identifiers related to aggregated analytics (see clause 6.1.3) to preferably select a target NWDAF that is already serving the consumer.
NOTE 11:	In this procedure, NWDAFy and NWDAFz are examples for target NWDAF instances that are candidates to take over those analytic subscriptions.
4-5.	In the case of a prepared analytics subscription transfer, the source NWDAF requests, using Nnwdaf_AnalyticsSubscription_Transfer Request, to the candidate target NWDAFs (e.g. NWDAFy and NWDAFz) to prepare for an analytics subscription transfer by including a "prepared analytics subscription transfer indication" in the request message. The request message also includes information on the analytics subscriptions to be transferred. The request message may also include "analytics context identifier(s)" indicating the availability of analytics context for particular Analytics ID(s).
	The candidate target NWDAFs (e.g. NWDAFy and NWDAFz) respond to the request from the source NWDAF using a Nnwdaf_AnalyticsSubscription_Transfer Response message.
6-7.	[Conditional] If "analytics context identifier(s)" had been included in the Nnwdaf_AnalyticsSubscription_Transfer Request received in step 4, the determined target NWDAFs (e.g. NWDAFy and NWDAFz), based on the provided "analytics context identifier(s)", shall request the "analytics context" from the source NWDAF. The analytics information transfer procedure is specified in clause 6.1B.3.
NOTE 12:	The target NWDAFs (e.g. NWDAFy and NWDAFz) allocate a new subscription Id to the received analytics subscriptions, following the behaviour of AmfEventSubscription as specified in clause 6.2.6.2.2, TS 29.518 [25] and UEContextTransfer as specified in clause 5.2.2.2.1.1, TS 29.518 [25].
8.	[Optional] Based on the information received from the source NWDAF, the target NWDAFs (e.g. NWDAFy and NWDAFz) start data collection from NFs or OAM (as specified in clause 6.2) and analytics generation for the indicated analytics subscriptions.
The source NWDAF determines to transfer analytics subscription(s) to a target NWDAF instance NWDAF (e.g. NWDAFy) and the following steps are executed:
9.	Source NWDAF initiates the analytics subscription transfer to the target NWDAF as specified in steps 3 to 5b of the analytics subscription procedure illustrated in Figure 6.1B.2-1.
NOTE 13:	If the target NWDAF (e.g. NWDAFy) had accepted to prepare for an analytics subscription based on a prepared analytics subscription transfer request received from the source NWDAF in step 4, the "analytics context identifier(s)" provided in the Nnwdaf_AnalyticsSubcscription_Transfer request in step 9 indicate additional information / data collected or generated by the source NWDAF between step 6 and step 9.
10.	[Conditional] If a candidate target NWDAF (e.g. NWDAFz) had accepted to prepare for an analytics subscription based on a prepared analytics subscription transfer request received from the source NWDAF in step 5, but had not been selected as the new target NWDAF in step 9, the source NWDAF cancels the prepared analytics subscription transfer to this target candidate NWDAF (e.g. NWDAFz), using Nnwdaf_AnalyticsSubscription_Transfer Request include an "analytics subscription transfer cancel indication". The target NWDAF (e.g. NWDAFz) confirms the cancelation to the source NWDAF and, if applicable, deletes any analytics data that is no longer needed. If the target NWDAF (e.g. NWDAFz), as part of the analytics subscription preparation, had already subscribed to entities to collect data, it unsubscribes to those entities if the subscriptions are not needed for other active analytics subscriptions with the target NWDAF.

**** Next Change ****
[bookmark: _Toc75344564]6.1C.1	General
The procedures in this clause are applicable to UE-related analytics (e.g., UE mobility analytics) for some network deployments (see Annex A), e.g. such with an NWDAF co-located to an AMF or SMF, where the NWDAF is configured to register in UDM for the UEs that it is serving or collecting data for, and for the related Analytic ID(s). This enables NWDAF service consumers to discover the NWDAF instance that is already serving the UE for one or more Analytic ID(s).

**** Next Change ****
[bookmark: _Toc75344598]6.2.8.1	General
The NWDAF may interact with an AF to collect data from UE Application(s) as an input for analytics generation and ML model training. The AF can be in the MNO domain or an AF external to MNO domain. The data collection request from NWDAF may trigger the AF to collect data from the UE Application.
The UE Application establishes a connection to the AF in the MNO domain or external to MNO domain over user plane via a PDU session. The AF communicates with the UE Application and collects data from UE Application.
For both an AF in trusted domain and an AF in untrusted domain (which supports to collect data from a UE Application), the SLA between the operator and the Application Service Provider (i.e. ASP) determines per Application ID in use by the ASP:
-	The AF for the UE Application to connect to (e.g. based on an FQDN).
-	The information that the UE Application shares with the AF, subject to user consent.
-	Possible Data Anonymization, Aggregation or Normalization algorithms (if used).
-	The authentication information that enable the AF to verify the authenticity of the UE's Application that provides data.
NOTE 1:	The mutual authentication info that is used by the UE Application and the AF and how user consent is obtained is out of SA WG2's scope.
The AF (which supports the data collection) is configured based on the SLA above.
NOTE 2:	Data Anonymization, Aggregation or Normalization algorithms within the SLA are defined per individual UE.
A UE Application (which supports to providing data to an AF) is configured by the ASP with the Application ID to use in the communication with the AF and then the UE Application is configured per Application ID with the following information:
-	The address of the AF to contact.
-	The parameters that the UE Application is authorized to provide to the AF.
-	The authentication information to enable the UE Application to verify the authenticity of the AF that requests data.
NOTE 3:	The authentication and authorization info that is used by the UE Application and the AF for collection and how user consent is obtained is out of SA2's scope.
NOTE 4:	The configuration procedure for the above information from the ASP to the UE's Application is out of SA WG2 scope.
NOTE 5:	The Application ID configured in the UE Application can either be an OSAppId as defined in TS 23.503 [4] or an OS independent Application Identifier (e.g. for applications running on a web browser).
The Target for Event Reporting may be set as a GPSI in the Naf_EventExposure. The GPSI may be an External Identifier for individual UE as defined in TS 23.501 [2] that includes the domain name. This domain name and the Application ID configured in the UE Application are different from each other.

**** Next Change ****
6.2.8.2.4.2	AF in trusted domain correlates UE data collection and NWDAF request
If the AF receives the Naf_EventExposure_Subscribe/Request including Target for Event Reporting set to SUPI, the AF finds the PDU session(s) serving the SUPI, DNN, S-NSSAI from UDM and the allocated IPv4 address or IPv6 prefix or both from SMF as described in Figure 6.2.8.2.4.2-1.


Figure 6.2.8.2.4.2-1: AF in trusted domain correlates UE data collection and NWDAF request
0.	At the establishment of the user plane connection between the UE Application and the AF, the AF stores the UE IP address (for both direct and indirect reporting) as described clause 6.2.8.2.1.
1.	The AF receives a request to retrieve input data as described in clause 6.2.8.2.3 including a SUPI. The AF finds the SMF serving the PDU session(s) for this SUPI using Nudm_UECM_Get_Request including SUPI, type of requested information set to SMF Registration Info and the S-NSSAI and DNN, as defined in clause 5.3.2.5.7 in TS 29.503 [26].
2. The UDM provides the SMF id and the corresponding PDU Session id, S-NSSAI, DNN using Nudm_UECM_Get_Response to the AF. Using the AF supported S-NSSAI, DNN and the received information from UDM, AF determines the PDU session used for the user plane connection between UE and AF.
3. The AF sends Nsmf_EventExposure_Subscribe to the SMF identified in step 2, including the Target for Event Reporting set to the PDU Session id(s) provided in step 2 and the Event ID set to IP address/prefix allocation/change.
4.	The SMF provides the allocated IPv4 address or IPv6 prefix to the AF.
5.	The AF correlates the UE data that includes the UE IP address and the NWDAF request for a SUPI using the retrieved IPv4 address or IP v6 prefix.

**** End of Change ****
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