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Abstract: This document discusses the procedure for AF triggered MBS Session Join and benefits/concerns associated with it.
1. Introduction
The topic of MBS session managed by the content provider has generated quite some discussion in the last few meetings. In this discussion paper, we analyze and provide our views on key aspects concerning 3GPP information carried in application layer signaling and UE’s control against getting added to unintended multicast sessions.  
2. Discussion
2.1 Information required by AF to trigger MBS Session Join

In SA2#145-e, S2-2104242 proposed the AF triggered join for multicast session. The main benefit of this approach was that it helps to keeps same sequence of operations regarding authorization of the requesters for providing content over unicast or multicast. However, during the subsequent discussion in conference calls and email reflector, it is clarified that there would be many more steps involved and more information required to be provided by the application client in the UE, different from providing the content though unicast. 
For a typical interaction between application client and content provider server apart from the authorization related information passed in application layer signalling, the content provider is aware of only the UE’s end points (possible NAT-ed IP address, port number) in 5G MNO. If the content provider can utilize the same information and add the UE to a multicast session it would be beneficial in keeping the CP behaviour same. The UE application client may not have access to so much of UE’s PDU Session parameters or 5GS identifiers like GPSI to be provided over application layer signalling to the server. Any mechanism that relies on UE (application client) sharing 3GPP identifiers (Pre-NAT IP address, GPSI etc.) to the AF may not be helpful for a large-scale adoption. 
Observation 1: A mechanism that relies on application layer signalling of 3GPP identifiers and PDU Session parameters is not preferable. 
Based on the trust level between the AF and MNO (and potentially also whether UE allows AF to perform multicast session join on it behalf), AF should be able to use the UE’s connection end point information from the content request and use the services exposed by 5GS/NEF to look up the UE and perform multicast session addition.   
Proposal 1: AF triggered MBS session join should avoid mandatory sharing of information like pre-NAT IP address, GPSI over application layer signalling.  

2.2 UE sending request over non-3GPP access
After the SA2#145-e and a conference call on this topic, it was clarified that AF triggered multicast session join should also work if the UE request was sent to the AF over WiFi. To achieve this, it was clarified that UE’s PDU session information can be provided to the AF through application layer signalling. However, this causes a scenario that UE may be forced to activate multicast reception over 5G even though its preference was to receive content over non-3GPP access.  
Observation 2: Request over non-3GPP should not lead to UE being added to MBS Session over 5G. 
Proposal 2: AF triggered multicast join should be allowed only when UE has requested content over the 3GPP access. 
2.3 User consent  
The question of how UE can prevent being added into an unwanted multicast session has also been extensively discussed in this context. Two aspects were highlighted to address this question.  
1. AF is trusted by the MNO. 
2. User consent verification using an MNO portal or SMS verification for each request      

The fact that AF is trusted by the MNO to send multicast session data does not protect the UE against an unintended “multicast session join”. User consent verification using an MNO portal or SMS verification is useful but adds complexity to the flow for each content request. These steps are not needed for providing content over unicast and hence this creates a different operational flow for the content provider. 
The UE could also provide an indication to 5GC whether it allows “AF triggered multicast join procedure” and additionally the allowed AFs maybe indicated to 5GC (for example, based on the user consent obtained by the application client).  
Observation 3: Explicit consent from the UE is required to allow an AF to add it to a multicast session.
Proposal 3: A framework for indicating UE’s consent to 5GC allowing AF to perform multicast session join should be defined to protect UE against being added to unintended multicast sessions.   

3. Conclusion
[bookmark: OLE_LINK5][bookmark: OLE_LINK10]Based on the above discussion, the following are proposed: 
Proposal 1: AF triggered MBS session join should avoid mandatory sharing of information like pre-NAT IP address, GPSI over application layer signalling.  
Proposal 2: AF triggered multicast join should be allowed only when UE has requested content over the 3GPP access. 
Proposal 3: A framework for indicating UE’s consent to 5GC allowing AF to perform multicast session join should be defined to protect UE against being added to unintended multicast sessions.
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