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Abstract: This contribution discusses how the UPF can identify the traffic for UE-assistance mode requested by the UE via PMF UE assistance data.
Introduction
As discussed in previous SA2 meeting, there are the following two solutions on the table for the UPF to identify the traffic requested by the UE to trigger the UE-assistance mode operation and a decision needs to be made on one or the other:
Solution 1: Establish one to one mapping between the ATSSS rule and MAR rule, and the correlation ID is applied by the UPF to find the impacted MAR rule.

Solution 2: Packet filter is applied by the UPF to identify the traffic which is requested by the UE for the UE-assistance operation.
Discussion

The two solutions are compared from the following two aspects.

· Whether the UE-assistance mode is to be activated on ATSSS rule granularity or traffic granularity.

In the existing definition, multiple traffic sharing the same steering mode can be integrated into one single ATSSS rule, e.g. the UE-assistance indicator can be authorized to multiple traffic in one ATSSS rule. However, this does not mean that the activation of the UE-assistance mode for the traffic shall be operated on the ATSSS rule granularity, i.e. it does not mean that UE-assistance mode shall be activated for all of the traffic in the ATSSS rule at the same time. In the following ATSSS rule example, three traffic are allowed to use UE-assistance operation, but it is up to UE to decide to activate which traffic for UE-assistance at one time.

Example:

One ATSSS rule: "Traffic Descriptor: UL for traffic 1, traffic 2, and traffic 3", "Steering Mode: Load-Balancing, 3GPP=50%, non-3GPP=50%, UE-assistance indicator" 
The corresponding one MAR rule: "Traffic Descriptor: DL for traffic 1, traffic 2, and traffic 3", "Steering Mode: Load-Balancing, 3GPP=20%, non-3GPP=80%, UE-assistance indicator"
It is seen in the above example, there is one to one mapping between the ATSSS rule and MAR rule. In order to save the power, the UE may want to move only the traffic 1 from 3GPP to non-3GPP access for both UL and DL, but keep the traffic 2 and 3 routing unchanged as they are.  
· With the solution 1, it is impossible for the UE to indicate to the UPF to move only traffic 1 from 3GPP to non-3GPP access since the activation of the UE-assistance mode for the traffic is operated on the ATSSS rule granularity. 
· With the solution 2, since the traffic is identified by packet filter, the UE can indicate the UPF to move the DL flow of traffic 1 DL flow from 3GPP to non-3GPP access. 
If the UE-assistance mode is performed on ATSSS rule granularity, it means the UE shall move every traffic defined in this ATSSS rule, especially when there are more than one traffic aggregated in one ATSSS rule. Considering the use case for UE-assistance mode, i.e. a UE may choose a particular uplink traffic distribution based on considerations of energy consumption or battery state, and to inform its desired downlink traffic distribution to the UPF so that the UPF can consider it when applying downlink traffic steering/splitting for maximum synergy (e.g. to ensure that the downlink and uplink use the same access for conserving energy), it is not an efficient way and unclear why all these traffic just because of belonging to the same ATSSS rule shall activate UE-assistance operation at the same time, even though these traffic may be handled in the different internal module. 
Even the UE wants to trigger the UE-assistance mode for more than one traffic simultaneously, for the solution 2, the UE could send 5 tuple type packet filter to the UPF side. Or the UE can also apply 2 or 3 tuple to describe these traffic if necessary. For example, in order to identify all the Web service, UE can apply the source or/and destination port number (either a single or a few or a range of port numbers) for the Web service and the protocol type to identify these traffic. As the different application service shall apply the different port number, there is no conflicting in description of different application traffic by using 2 or 3 tuple type.
· The impact on the generation of ATSSS rule and MAR rule

Based on the existing Rel-16 solution, the steering mode for the UL and DL traffic are decoupled, which means 1) the steering mode for the UL and DL traffic can be different, and 2) the ATSSS rule and MAR rule don’t need to be one to one mapping. But for the solution 1, SMF shall apply totally new mechanisms to generate these policies. See some of the following examples: 

· One MAR rule is corresponding to multiple ATSSS rules

Example 1: 

Two ATSSS rules:

ATSSS rule1:"Traffic Descriptor: packet filter for traffic 1", "Steering Mode: Load-Balancing, 3GPP=50%, non-3GPP=50%, UE-assistance indicator".

ATSSS rule2:"Traffic Descriptor: packet filter for traffic 2", "Steering Mode: Load-Balancing, 3GPP=80%, non-3GPP=20%, UE-assistance indicator"
The corresponding one MAR rule: 

MAR rule: "Traffic Descriptor: packet filter for traffic 1 and 2", "Steering Mode: Load-Balancing, 3GPP=50%, non-3GPP=50%, UE-assistance indicator"

For solution 1, the MAR rule should be split to two MAR rules. Otherwise, when the UE moves the UL flow for traffic 1, the UPF may move the DL flow of traffic 1 and/or traffic 2. 

· There are overlapping traffic between the ATSSS rule and the MAR rule
Example 2: 

ATSSS rules:

ATSSS rule1: "Traffic Descriptor: packet filter for traffic 1, traffic 2", "Steering Mode: Load-Balancing, 3GPP=50%, non-3GPP=50%, UE-assistance indicator".

ATSSS rule2: "Traffic Descriptor: packet filter for traffic 3", "Steering Mode: Load-Balancing, 3GPP=80%, non-3GPP=20%, UE-assistance indicator".

MAR rule: 

MAR rule1: "Traffic Descriptor: packet filter for traffic 1", "Steering Mode: Smallest Delay"

MAR rule2: "Traffic Descriptor: packet filter for traffic 2, traffic 3", "Steering Mode: Load-Balancing, 3GPP=50%, non-3GPP=50%, UE-assistance indicator"

For solution 1, the splitting of ATSSS rule 1 and MAR rule 2 are also needed, due to overlapping between ATSSS rule 1 and MAR rule 2 for traffic 2. 
Below is a summary of the pros and cons of Solution 1 and Solution 2:
         Solution 1: 

            Pros: Easy to identify the related MAR rule in the UPF side.
Cons: 1) Couple the ATSSS rule and MAR rule by one to one mapping results in the fragmentation of rules.  It shall impact the packet matching efficiency in the UPF side by using these fragmentation rules instead of the aggregation rules. Especially such one to one mapping rule are not useful as it should be if the UE-assistance operation won’t happen. 

2) It shall impact the SMF behavior by changing the basic principle to create the ATSSS rule and MAR rule, even though UE-assistance mode may not happen at all. 
3) The activation of the UE-assistance mode for the traffic shall be on ATSSS rule granularity, the granularity is too coarse to satisfy the UE requirement.  

         Solution 2:
Pros: 1) Follow the existing mechanism, no impact on ATSSS rule and MAR rule. If the special internal state for the UE-assistance mode won’t happen, no new changes on the current system.  
         2) The activation of the UE-assistance mode is per traffic, so it can satisfy the UE requirement in any granularity. This provides more flexibility to the UE implementation and helps the UE make better decision on how to improve its situation, e.g. save power.
Cons: If the UE-assistance mode is triggered, the UPF should create additional UE-assisted DL distribution rules. After checking the MAR rule, the UPF should further check these additional UE-assisted DL distribution rules if the UE-assistance indicator is included in the MAR rule. So it will impact the UPF behavior when the UE-assistance mode happen. 
Proposal

To avoid the impact on the generic mechanism that the ATSSS rules and MAR rules are decoupled, it is proposed to agree on Solution 2 for the UPF to identify the traffic on the UE-assistance mode.
Annex: 

ATSSS Rule
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Figure 6.1.3.2-2: ATSSS rule

Table 6.1.3.2-1: Traffic Descriptor contents including an ATSSS rule

	Precedence value of an ATSSS rule (octet a+3)

	The precedence value of an ATSSS rule field shall be used to specify the precedence of the ATSSS rule among all ATSSS rules. This field shall include the binary encoded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the ATSSS rule is.

	

	Traffic descriptor (octets a+6 to s-4)

	The traffic descriptor field is, as defined in table 5.2.1 in 3GPP TS 24.526 [5], of variable size and contains a variable number (at least one) of traffic descriptor components (NOTE 3). Each traffic descriptor component shall be encoded as a sequence of one octet traffic descriptor component type identifier and a traffic descriptor component value field. The traffic descriptor component type identifier shall be transmitted first.

	

	Traffic descriptor component type identifier

Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Match-all type

	0
	0
	0
	0
	1
	0
	0
	0
	
	OS Id + OS App Id type (NOTE 1)

	0
	0
	0
	1
	0
	0
	0
	0
	
	IPv4 remote address type

	0
	0
	1
	0
	0
	0
	0
	1
	
	IPv6 remote address/prefix length type

	0
	0
	1
	1
	0
	0
	0
	0
	
	Protocol identifier/next header type

	0
	1
	0
	1
	0
	0
	0
	0
	
	Single remote port type

	0
	1
	0
	1
	0
	0
	0
	1
	
	Remote port range type

	0
	1
	0
	1
	0
	0
	1
	0
	
	IP 3 tuple type

	0
	1
	1
	0
	0
	0
	0
	0
	
	Security parameter index type

	0
	1
	1
	1
	0
	0
	0
	0
	
	Type of service/traffic class type

	1
	0
	0
	0
	0
	0
	0
	0
	
	Flow label type

	1
	0
	0
	0
	0
	0
	0
	1
	
	Destination MAC address type

	1
	0
	0
	0
	0
	0
	1
	1
	
	802.1Q C-TAG VID type

	1
	0
	0
	0
	0
	1
	0
	0
	
	802.1Q S-TAG VID type

	1
	0
	0
	0
	0
	1
	0
	1
	
	802.1Q C-TAG PCP/DEI type

	1
	0
	0
	0
	0
	1
	1
	0
	
	802.1Q S-TAG PCP/DEI type

	1
	0
	0
	0
	0
	1
	1
	1
	
	Ethertype type

	1
	0
	0
	0
	1
	0
	0
	0
	
	DNN type

	1
	0
	0
	1
	0
	0
	0
	1
	
	Destination FQDN

	1
	0
	0
	1
	0
	0
	1
	0
	
	Regular expression

	1
	0
	1
	0
	0
	0
	0
	0
	
	OS App Id type

	All other values are spare. If received they shall be interpreted as unknown.

	


3GPP


