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Abstract: This pCR proposes to add description about policy control aspects for Remote UE via L3 U2N Relay without involving N3IWF into TS 23.304.
1.
Discussion
Compared to Remote UE via L3 U2N Relay with N3IWF and Remote UE via L2 U2N Relay that can connect to a DN using its own PDU Session, Remote UE via L3 U2N Relay without involving N3IWF can connect to a DN using a PDU Session that the L3 U2N Relay has established. But, seems description about how policy control is performed for Remote UE via L3 U2N Relay without involving N3IWF is missing.
[1] Description on Policy control aspects in TS 23.203

TS 23.203 has these texts regarding session binding for L3 U2N Relay.
	6.1.1.2
Session binding

Session binding is the association of the AF session information to one and only one IP‑CAN session.

The PCRF shall perform the session binding, which shall take the following IP‑CAN parameters into account:

a)
The UE IPv4 address and/or IPv6 network prefix;

b)
The UE identity (of the same kind), if present.

NOTE 1:
In case the UE identity in the IP‑CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.

c)
The information about the packet data network (PDN) the user is accessing, if present.

For an IP-CAN session to the dedicated APN for UE-to-Network Relay connectivity (as defined in TS 23.303 [44]) and using IPv6 prefix delegation (i.e. the assigned IPv6 network prefix is shorter than 64) the PCRF shall perform session binding based on the IPv6 network prefix only. A successful session binding occurs whenever a longer prefix received from an AF matches the prefix value of the IP-CAN session. PCRF shall not use the UE identity for session binding for this IP-CAN session.

NOTE 2:
For UE-to-Network Relay connectivity, the UE identity that the PCEF has provided (i.e. UE-to-Network Relay UE Identity) and a UE identity provided by the AF (i.e. Remote UE Identity) can be different, while the binding with the IP-CAN session is valid.

NOTE 3:
In this Release of the specification the support for policy control of Remote UEs behind a ProSe UE-Network Relay using IPv4 is not available.
The PCRF shall identify the PCC rules affected by the AF session information, including new rules to be installed and existing rules to be modified or removed.


In addition, TS 23.203 has the following informative annex regarding Policy Control for Remote UEs behind a L3 U2N Relay.
	Annex V (informative):
Policy Control for Remote UEs behind a ProSe UE-to-Network Relay UE

With the Proximity-based services, in accordance with TS 23.303 [44], a UE acting as a Remote UE can connect to a PDN via a ProSe UE-to-Network Relay UE, using an IP-CAN session that the Relay UE has established.

The Relay UE is assigned an IPv6 prefix that is shorter than /64.

The PCRF does not get any Remote UE identity and is not required to be aware of the Remote UE but is expected to validate Remote UE related service information from the AF and generate any necessary PCC rules according to standard procedures already defined. PCC rule authorizations may be static (e.g. predefined PCC rules) or rely on AF provided service information.

An AF serving a remote UE reaches the appropriate PCRF based on the IPv6 prefix that the UE-to-Network Relay UE has assigned to the remote UE. The AF reaches the appropriate PCRF by performing a PLMN lookup for the IPv6 prefix and using the Network Realm/Domain, as defined in TS 23.003 [16], associated with the PLMN.

In order to make a PCC rule specific for a certain Remote UE, the SDF filters used for traffic detection need to include the attribute Local Address and Mask with a value that corresponds to the Remote UE only. The value is normally an IPv6 prefix that is longer than the prefix assigned for the IP-CAN session (i.e. for the ProSe UE-to-Network Relay UE).


[2] Description on Policy control aspects in TS 23.303

TS 23.303 has these texts regarding policy control support for Remote UEs.
	4.5
High Level Function
4.5.4
ProSe UE-to-Network Relaying

A UE supporting ProSe UE-to-Network Relaying shall include the following functions:

-
ProSe Direct discovery for ProSe UE-to-Network Relay;
-
One-to-one ProSe Direct Communication;

-
Acting as a default router to the Remote UEs forwarding IP packets between the UE-ProSe UE-to-Network Relay point-to-point link and the corresponding PDN connection;
-
Relaying eMBMS traffic using one-to-many ProSe Direct Communication;

-
ProSe Per-Packet Priority handling for unicast and eMBMS downlink traffic;

-
IPv6 prefix allocation and delegation if IPv6 is used;

-
IPv4 address allocation and IPv4 NAT function if IPv4 is used.

In order to use a ProSe UE-to-Network Relay a ProSe-enabled Public Safety UE shall include the following functions:

-
ProSe Direct discovery for ProSe UE-to-Network Relay;

-
One-to-one ProSe Direct Communication with dynamic IP address/prefix allocation.

NOTE 1:
The aspects of the radio layers for the PC5 reference point are defined in RAN specifications.

In order to support mission critical applications (e.g. MCPTT) for Remote UEs, policy control and charging functionality as defined in TS 23.203 [35] needs to be provided for the UE-to-Network Relay UE to enable resource utilisation for Remote UEs.

In this release of the specification, the following functionalities shall be provided to enable support for policy control for Remote UEs:

-
The Remote UEs shall be assigned a /64 IPv6 Prefix from a shorter IPv6 prefix by the UE-to-Network Relay.

-
The UE-to-Network Relay UE and the PCRF and the PDN GW supporting the PDN connection shall support the extended TFT filter format, so that services can be authorized separately for each Remote UE.

-
The UE-to-Network Relay UE and PDN GW shall support the TFT packet filter attribute Local Address and Mask as defined in TS 23.060 [36], clause 15.3.2.2A.

-
There shall be a dedicated PDN connection to provide support for UE-to-Network Relay connectivity.

-
The UE-to-Network Relay UE, the PDN GW and PCRF shall be configured with a dedicated APN for UE-to-Network Relay connectivity.

NOTE 2:
If Local Breakout configuration is supported for relay connectivity, the dedicated APN needs to be well-known APN to allow seamless operation across various operators' networks.

-
The AF determines the PCRF realm using the IPv6 prefix of the Remote UE and contacts the PCRF serving the UE-to-Network Relay PDN connection.

NOTE 3:
If the AF and the PCRF are in different PLMNs, the AF appears as a third party application server as described in TS 23.203 [35], clause 5.2.1.

-
The PCRF validates any Remote UE related service information from the AF based on roaming agreement and the dedicated APN for UE-to-Network Relay functionality.

NOTE 4:
Once the AF has derived the PLMN ID of the PCRF and contacted the corresponding domain, then the session binding can continue using procedures defined in TS 23.203 [35].


For EPS L3 U2N Relay, a dedicated APN shall be used for a PDN connection to relay traffic for Remote UEs. 
For 5GS L3 U2N Relay, a dedicated DNN can be used for a PDU Session to to relay traffic for Remote UEs as shown in this text from clause 5.6.2.1 of TS 23.304.
	5.6.2
QoS handling for Relay operations
5.6.2.1
QoS handling for 5G ProSe Layer-3 UE-to-Network Relay without N3IWF
…

If the QoS Flows setup are initiated by network, the SMF can base on the PCC rules or its local configuration to generates the QoS rules and QoS Flow level QoS parameters (e.g. 5QI, GFBR, MFBR) and signal to the UE-to-Network Relay using PDU Session Establishment/Modification procedure. For the PDU sessions used for relaying, the SMF always provides the QoS Flow level QoS parameters to the 5G ProSe UE-to-Network Relay when establishes a QoS Flow. Then the 5G ProSe UE-to-Network Relay decides the PC5 QoS parameters  for the corresponding PC5 QoS Flow by determining the PQI based the QoS mapping, and the GFBR and MFBR values for the PC5 GBR QoS flow are set equal to the GFBR and MFBR values for the GBR QoS flow respectively. The PCF differentiates the relay traffic based on either local configuration, e.g.by a dedicated DNN or S-NSSAI used for relay traffic or by the traffic filters.
…


*******************************************************
Based on the observations on policy control aspects described in TS 23.203 and TS 23.303, we believe that it is necessary to describe how policy control is performed for Remote UE via L3 U2N Relay without involving N3IWF.
Proposal#1: It is proposed to add the followings into TS 23.304:

-
New clause for "Policy control and session binding to support 5G ProSe Layer-3 UE-to-Network Relay without N3IWF" under clause 5.4.1 "5G ProSe Layer-3 UE-to-Network Relay"
-
New informative annex for "Policy Control for 5G ProSe Layer-3 Remote UEs behind a 5G ProSe Layer-3 UE-to-Network Relay without N3IWF"
2.
Proposal
It is proposed to agree the following changes into TS 23.304.
* * * * Start of 1st Change * * * *
5.4.1.y
Policy control and session binding to support 5G ProSe Layer-3 UE-to-Network Relay without N3IWF
The following functionalities may be provided to enable support for policy control for 5G ProSe Layer-3 Remote UEs accessing to 5GC via a 5G ProSe Layer-3 UE-to-Network Relay without involving N3IWF:

-
The 5G ProSe Layer-3 Remote UEs may be assigned a /64 IPv6 Prefix from a shorter IPv6 prefix by the 5G ProSe Layer-3 UE-to-Network Relay.
-
The 5G ProSe Layer-3 UE-to-Network Relay, the SMF and PCF may be configured with a dedicated DNN for UE-to-Network Relay connectivity.

NOTE 1:
If Local Breakout configuration is supported for relay connectivity, the dedicated DNN needs to be well-known DNN to allow seamless operation across various operators' networks.

-
The AF discovers the PCF serving the 5G ProSe Layer-3 UE-to-Network Relay PDU Session as specified in clause 6.1.1.2 of TS 23.503 [9].
-
The PCF may validate any 5G ProSe Layer-3 Remote UE related service information from the AF based on roaming agreement and the dedicated DNN for UE-to-Network Relay functionality.

Session binding defined in clause 6.1.3.2.2 of TS 23.503 [9] applies with the following addition to enable session binding for 5G ProSe Layer-3 UE-to-Network Relay without N3IWF:

-
For a PDU Session to the dedicated DNN for 5G ProSe Layer-3 UE-to-Network Relay connectivity and using IPv6 prefix delegation (i.e. the assigned IPv6 network prefix is shorter than 64), the PCF shall perform session binding based on the IPv6 network prefix only. A successful session binding occurs whenever a longer prefix received from an AF matches the prefix value of the PDU Session. PCF shall not use the UE identity for session binding for this PDU Session.

NOTE 2:
For 5G ProSe Layer-3 UE-to-Network Relay connectivity, the UE identity that the SMF has provided (i.e. 5G ProSe Layer-3 UE-to-Network Relay Identity) and a UE identity provided by the AF (i.e. 5G ProSe Layer-3 Remote UE Identity) can be different, while the binding with the PDU Session is valid.

NOTE 3:
In this Release of the specification the support for policy control of 5G ProSe Layer-3 Remote UEs behind a 5G ProSe Layer-3 UE-to-Network Relay using IPv4 is not available.

* * * * Start of Next Change * * * *
Annex Z (informative):
Policy Control for 5G ProSe Layer-3 Remote UEs behind a 5G ProSe Layer-3 UE-to-Network Relay without N3IWF
A UE acting as a 5G ProSe Layer-3 Remote UE can connect to a DN via a 5G ProSe Layer-3 UE-to-Network Relay, using a PDU Session that the 5G ProSe Layer-3 UE-to-Network Relay has established.

The 5G ProSe Layer-3 UE-to-Network Relay is assigned an IPv6 prefix that is shorter than /64.

The PCF does not get any 5G ProSe Layer-3 Remote UE identity and is not required to be aware of the 5G ProSe Layer-3 Remote UE but is expected to validate 5G ProSe Layer-3 Remote UE related service information from the AF and generate any necessary PCC rules according to standard procedures already defined. PCC rule authorizations may be static (e.g. predefined PCC rules) or rely on AF provided service information.

An AF serving a 5G ProSe Layer-3 Remote UE discovers the PCF based on the IPv6 prefix that the 5G ProSe Layer-3 UE-to-Network Relay has assigned to the 5G ProSe Layer-3 Remote UE as specified in clause 6.1.1.2 of TS 23.503 [9].
In order to make a PCC rule specific for a certain 5G ProSe Layer-3 Remote UE, the SDF filters used for traffic detection need to include the attribute Local Address and Mask with a value that corresponds to the 5G ProSe Layer-3 Remote UE only. The value is normally an IPv6 prefix that is longer than the prefix assigned for the PDU Session (i.e. for the 5G ProSe Layer-3 UE-to-Network Relay).
* * * * End of Change * * * * 
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