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	Reason for change:
	The following Editor NOTE is left for FS
Editor's note:	Whether it is required to interact V-NSACF and H-NSACF for the NSAC of roaming UEs managed by the HPLMN for 'maximum number of UEs per network slice', and based on what information the AMF can determine to trigger NSAC is FFS.
The interaction between V-NSACF and H-NSACF has not been specified in this release. This paper proposes a solution to support NSAC for home routed roaming case without introducing the interaction beween V-NSACF and H-NSACF.

During UE registration procedure for roaming UE, the HPLMN don’t know if the UE is registered in the mapped H S-NSSAI or not because the HPLMN don’t know the Allowed NSSAI. There is no reason to add the new interaction between VPLMN and HPLMN as this will introduce additional delay. The AMF can perform the NSAC for the mapped H S-NSSAI in the HPLMN according to the local maximum number configured based on SLA.

Only when the UE establishes the home routed PDU session, the HPLMN can knows that the UE is registered in the mapped H S-NSSAI and is requesting the mapped H S-NSSAI for PDU session. At this time the HPLMN can performs NSAC for the roaming UE. 

Therefore it is proposed that the SMF in the HPLMN is enhanced to support network slice admission control for both number of UE and number of PDU session in home routed roaming case.
The SMF already supports the NSAC for number of UE during PDN connection establishment in EPC. And also the NSACF already supports multiple entries associated with the update. Therefore the impacts are minimum.
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**************** First change *****************
[bookmark: _Toc75440715]5.15.11.3	Network Slice Admission Control for Roaming
In the case of roaming, depending on operator's policy, a roaming agreement or an SLA between the VPLMN and the HPLMN, NSAC for roaming UEs can be performed by the VPLMN. The following principles apply:
For network slice admission control of roaming UEs for maximum number of UEs per network slice and/or maximum number of PDU Sessions per network slice managed by the VPLMN, the following principles shall be used:
-	A NSACF in the VPLMN is configured with the maximum number of allowed roaming UEs per mapped S-NSSAI in the HPLMN for each S-NSSAI in the HPLMN that is subject to NSAC.
-	A NSACF in the VPLMN is configured with the maximum number of allowed PDU Sessions in LBO mode per mapped S-NSSAI in the HPLMN for each S-NSSAI in the HPLMN that is subject to NSAC.
-	For the maximum number of UEs per network slice admission control, the AMF triggers a request to a NSACF in the VPLMN to perform network slice admission control. The NSACF in the HPLMN is not involved.
-	For the maximum number of PDU Sessions per network slice admission control in the LBO roaming case, the SMF triggers a request to a NSACF in the VPLMN to perform network slice admission control. The NSACF in the HPLMN is not involved.
‐	The AMF or SMF (in LBO roaming case) in the VPLMN provide both the S-NSSAI in the VPLMN and the corresponding mapped S-NSSAI in the HPLMN to the NSACF in the VPLMN. The NSACF in the VPLMN performs NSAC for both S-NSSAI in the VPLMN and the corresponding mapped S-NSSAI in the HPLMN based on the SLA between the VPLMN and the HPLMN.
For network slice admission control of roaming UEs for maximum number of UEs per network slice and/or maximum number of PDU Sessions per network slice managed by the HPLMN in the home-routed roaming case, the following principles shall be used:
-	For the S-NSSAI(s) subject to NSACPDU sessions in the home-routed roaming case, the SMF in the HPLMN performs network slice admission control for both maximum number of UEs per network slice and/or maximum number of PDU Sessions per network slicefor the S-NSSAI(s) subject to NSAC.
Editor's note:	Whether it is required to interact V-NSACF and H-NSACF for the NSAC of roaming UEs managed by the HPLMN for 'maximum number of UEs per network slice', and based on what information the AMF can determine to trigger NSAC is FFS.

*************** End of changes ***************
