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	Reason for change:
	In Rel-16, the SUPI/SUCI of a SNPN-enabled UE can be NSI or IMSI, when it is IMSI, the AMF uses the PLMN ID of the IMSI and the selected NID provide by the NG RAN to select NF, as in Rel-16 an SNPN-enabled UE is only allowed to access the subscribed SNPN. 

In Rel-17, an SNPN-enabled UE can also access SNPNs different from the subscribed SNPN. When the SNPN-enabled UE is a native UE of a PLMN, i.e. CH is PLMN, if the CH_PLMN and the serving SNPN use the same PLMN ID, the AMF in the serving SNPN cannot to distinguish if the UE is from CH_PLMN or if the UE is a native subscriber of the serving SNPN.

There are several options to address this issue:

Option 1
Differentiating the UE is the native subscriber of the serving SNPN and the UE is the native subscriber of CH_PLMN via some new IE.

Option 2
Differentiating the UE is the native subscriber of the serving SNPN and the UE is the native subscriber of CH_PLMN via some existing IE (e.g. Routing Indicator).

Option 3
When IMSI is used, the serving SNPN must use different PLMN ID from the CH_PLMN. Then AMF in the serving SNPN decides whether apply the selected NID to select NF when IMSI is received: 
-  If PLMN ID of the IMSI is the same as the PLMN ID served by the AMF, use the selected NID provided by the RAN and PLMN ID of the IMSI to select NF. (for native UE)
[bookmark: _GoBack]-  If PLMN ID of the IMSI and the PLMN ID served by the AMF are different, the AMF doesn't apply NID to select NF. (for UE from CH_PLMN)
W.R.T the number of PLMNs is determined, it is possible the serving SNPN doesn’t share the same PLMN ID with any PLMN by configuration. 

Option4
The native subscriber UE of the serving SNPN uses IMSI only when the PLMN ID of the SNPN is unique. When PLMN ID of the SNPN is not unique, UE uses NSI format SUCI. The option needs to update the specification from release 16.

Option3 is proposed in order to minimize the impact. Furthermore, the reason of the issue is the native subscriber UE of the serving SNPN uses IMSI even when the PLMN ID of the SNPN is not unique. It is also suggested to restrict the native subscriber UE of the serving SNPN to use the IMSI to access the serving SNPN only when the PLMN ID of the serving SNPN is unique.

By the way, in 23700-07 conclusion
· During the onboarding registration procedure, the UE registers with its Onboarding SUCI which is based on the Onboarding SUPI. Onboarding SUPI is encoded as a network specific identifier taking the format of a NAI (i.e. user@realm).

	 
	

	Summary of change:
	1) When IMSI is used, the serving SNPN must use different PLMN ID from the CH_PLMN. Then AMF in the serving SNPN decides whether apply the selected NID to select NF when IMSI is received: 
-  If PLMN ID of the IMSI is the same as the PLMN ID served by the AMF, use the selected NID provided by the RAN and PLMN ID of the IMSI to select NF.
-  If PLMN ID of the IMSI and the PLMN ID served by the AMF are different, the AMF doesn't apply NID to select NF.

2) Clarify the SUPI/SUCI provided by the onboarding UE is encoded as a network specific identifier.

	
	

	Consequences if not approved:
	The usage of IMSI or NSI based SUPI/SUCI format is unclear when accessing to a SNPN.
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****************** START CHANGE ***************
[bookmark: _Toc75440889][bookmark: _Toc36188014][bookmark: _Toc45183919][bookmark: _Toc47342761][bookmark: _Toc51769462][bookmark: _Toc75440885][bookmark: _Toc75441010][bookmark: _Toc68015305]5.30.2.3	UE configuration and subscription aspects
An SNPN-enabled UE is configured with the following information for each subscribed SNPN:
-	PLMN ID and NID of the subscribed SNPN;
-	Subscription identifier (SUPI) and credentials for the subscribed SNPN;
-	Optionally, an N3IWF FQDN and an identifier of the country where the configured N3IWF is located;
-	Optionally, if the UE supports access to an SNPN using credentials from a Credentials Holder:
-	User controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of GINs.
The Credentials Holder controlled prioritized lists of preferred SNPNs and GINs can be updated by the Credentials Holder.
Editor's note:	Whether the Credentials Holder controlled lists can be updated using the UE Parameters Update (UPU) via UDM Control Plane Procedure as defined in clause 4.20 of TS 23.502 [3] or the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122 [17] will be determined based on feedback from CT WG1 and SA WG3.
A subscriber of an SNPN is either:
-	identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in clause 28.7.2 of TS 23.003 [19]. The realm part of the NAI may include the NID of the SNPN; or
-	identified by a SUPI containing an IMSI.
NOTE X1:	When a UE which is a native subscriber of a SNPN access to the SNPN, and the MCC and MNC of the SNPN is not globally unique, then IMSI based SUPI is not supported; instead USIM credentials are supported using Network Specific Identifier based SUPI.
NOTE X2:	When IMSI based SUPI/SUCI is used by a SNPN, the PLMN ID of SNPN is different from PLMN ID of any PLMN.

In the case of access to an SNPN using credentials owned by a Credentials Holder as specified in clause 5.30.2.9.2 and clause 5.30.2.9.3, the SUPI shall also contain identification for the Credentials Holder (i.e. the realm in the case of Network Specific Identifier based SUPI or the MCC and MNC in the case of an IMSI based SUPI).
NOTE 1:	When Credentials Holder is an SNPN, and the MCC and MNC of the SNPN is not unique, then IMSI based SUPI is not supported as the MCC and MNC need not be globally unique always; instead USIM credentials are supported using Network Specific Identifier based SUPI.
NOTE 2:	Network Specific Identifier are not supported for the case the Credentials Holder is provided by a PLMN.
In the case of access to an SNPN using credentials owned by a Credentials Holder using AAA-S as specified in clause 5.30.2.9.2, only Network Specific Identifier based SUPI is supported.
An SNPN-enabled UE that supports access to an SNPN using credentials from a Credentials Holder and that is equipped with a PLMN subscription may additionally be configured with the following information for SNPN selection and registration using the PLMN subscription in SNPN access mode:
-	User controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of preferred SNPNs;
-	Credentials Holder controlled prioritized list of preferred GINs.
The Credentials Holder controlled prioritized lists of preferred SNPNs and GINs can be updated by the Credentials Holder.
Editor's note:	Whether the Credentials Holder controlled lists can be updated using the UE Parameters Update (UPU) via UDM Control Plane Procedure as defined in clause 4.20 of TS 23.502 [3] or the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122 [17] will be determined based on feedback from CT WG1 and SA WG3.
[bookmark: _Toc20150219][bookmark: _Toc27847027][bookmark: _Toc36188159][bookmark: _Toc45184070][bookmark: _Toc47342912][bookmark: _Toc51769614][bookmark: _Toc75441073]****************** NEXT CHANGE ***************
6.3.4	AUSF discovery and selection
In the case of NF consumer based discovery and selection, the following applies:
-	The AMF performs AUSF selection to allocate an AUSF Instance that performs authentication between the UE and 5G CN in the HPLMN. The AMF shall utilize the NRF to discover the AUSF instance(s) unless AUSF information is available by other means, e.g. locally configured on AMF. The AUSF selection function in the AMF selects an AUSF instance based on the available AUSF instances (obtained from the NRF or locally configured in the AMF).
-	The UDM shall utilize the NRF to discover the AUSF instance(s) unless AUSF information is available by other means, e.g. locally configured on UDM. The UDM selects an AUSF instance based on the available AUSF instance(s) obtained from the NRF or based on locally configured information, and information stored (by the UDM) from a previously successful authentication.
AUSF selection is applicable to both 3GPP access and non-3GPP access.
The AUSF selection function in AUSF NF consumers or in SCP should consider one of the following factors when available:
1.	Home Network Identifier (e.g. MNC and MCC, realm) of SUCI/SUPI (by an NF consumer in the Serving network) along with the selected NID (provided by the NG-RAN) in the case of SNPN and Routing Indicator.
NOTE 1:	The UE provides the Routing Indicator to the AMF as part of the SUCI as defined in TS 23.003 [19] during initial registration. The AMF can provide the UE's Routing Indicator to other AMFs as described in TS 23.502 [3].
NOTE 2:	In the case of SNPN and if the UE provides IMSI as SUCI to the AMF and the SUCI provided by UE or the SUPI derived from the SUCI is for an SNPN served by the AMF, the AMF uses the selected NID provided by the NG-RAN together with the selected PLMN ID (from SUCI/SUPI) as the SUCI/SUPI does not always include the NID. In the case of SNPN and if the UE provides an IMSI as SUPI/SUCI and the PLMN ID of SUCI/SUPI is not served by the AMF, the AMF uses the PLMN ID (from SUCI/SUPI) for selection of AUSF. In the case of SNPN and the UE provides NSI as SUCI to the AMF, the AMF uses the Home Network Identifier for selection of AUSF.
	When the UE's Routing Indicator is set to its default value as defined in TS 23.003 [19], the AUSF NF consumer can select any AUSF instance within the home network for the UE.
2.	AUSF Group ID the UE's SUPI belongs to.
NOTE 3:	The AMF can infer the AUSF Group ID the UE's SUPI belongs to, based on the results of AUSF discovery procedures with NRF. The AMF provides the AUSF Group ID the SUPI belongs to other AMFs as described in TS 23.502 [3].
3.	SUPI; e.g. the AMF selects an AUSF instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for AUSF discovery.
NOTE 4:	In the case of Onboarding via ON-SNPN, AUSF instances supporting UE onboarding can be registered in NRF or locally configured in the AMF. The AMF in ON-SNPN can discover and select AUSF instance(s) supporting UE onboarding based on the realm part of the SUCI/SUPI provided by the onboarding UE.
In the case of delegated discovery and selection in SCP, the AUSF NF consumer shall send all available factors to the SCP.
[bookmark: _Toc75441090]****************** NEXT CHANGE ***************
6.3.8	UDM discovery and selection
The NF consumer or the SCP performs UDM discovery to discover a UDM instance that manages the user subscriptions.
If the NF consumer performs discovery and selection, the NF consumers shall utilize the NRF to discover the UDM instance(s) unless UDM information is available by other means, e.g. locally configured on NF consumers. The UDM selection function in NF consumers selects a UDM instance based on the available UDM instances (obtained from the NRF or locally configured).
The UDM selection functionality is applicable to both 3GPP access and non-3GPP access.
The UDM selection functionality in NF consumer or in SCP should consider one of the following factors:
1.	Home Network Identifier (e.g. MNC and MCC, realm) of SUCI/SUPI, along with the selected NID (provided by the NG-RAN) in the case of SNPN, and UE's Routing Indicator.
NOTE 1:	The UE provides the Routing Indicator to the AMF as part of the SUCI as defined in TS 23.003 [19] during initial registration. The AMF provides the UE's Routing Indicator to other NF consumers (of UDM) as described in TS 23.502 [3].
NOTE 2:	In the case of SNPN and the UE provides IMSI as SUCI to the AMF and the SUCI provided by UE or the SUPI derived from the SUCI is for an SNPN served by the AMF, the AMF uses the selected NID provided by the NG-RAN together with the selected PLMN ID (from SUCI/SUPI) as the SUCI/SUPI  does not always include the NID. In the case of SNPN and if the UE provides an IMSI as SUPI/SUCI and the PLMN ID of SUCI/SUPI is not served by the AMF, the AMF uses the PLMN ID (from SUCI/SUPI) for selection of UDM. In the case of SNPN and the UE provides NSI as SUCI to the AMF, the AMF uses the Home Network Identifier for selection of UDM.
	When the UE's Routing Indicator is set to its default value as defined in TS 23.003 [19], the UDM NF consumer can select any UDM instance within the home network of the SUCI/SUPI.
2.	UDM Group ID of the UE's SUPI.
NOTE 3:	The AMF can infer the UDM Group ID the UE's SUPI belongs to, based on the results of UDM discovery procedures with NRF. The AMF provides the UDM Group ID the SUPI belongs to other UDM NF consumers as described in TS 23.502 [3].
3.	SUPI or Internal Group ID; the UDM NF consumer selects a UDM instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI or Internal Group ID as input for UDM discovery.
4.	GPSI or External Group ID; UDM NF consumers which manage network signalling not based on SUPI/SUCI (e.g. the NEF) select a UDM instance based on the GPSI or External Group ID range the UE's GPSI or External Group ID belongs to or based on the results of a discovery procedure with NRF using the UE's GPSI or External Group ID as input for UDM discovery.
In the case of delegated discovery and selection in SCP, NF consumer shall include one of these factors in the request towards SCP.
****************** NEXT CHANGE ***************
[bookmark: _Toc75440902]5.30.2.10	Onboarding of UEs for SNPNs
5.30.2.10.2.6	Registration for UE onboarding
When the user or UE has selected an ON-SNPN according to clause 5.30.2.10.2.5, the UE establishes an RRC connection towards the NG-RAN node of the ON-SNPN. The UE provides an indication in RRC Connection Establishment that the RRC connection is for onboarding as defined in TS 38.331 [28]. This indication allows the NG-RAN node to select an appropriate AMF that supports the UE onboarding procedures. The UE indicates the ON-SNPN as the selected network, and the NG-RAN node shall indicate the selected PLMN ID and NID of the ON-SNPN to the AMF.
NOTE:	As the configuration information in the UE does not include any S-NSSAI and DNN used for onboarding, the UE does not include S-NSSAI and DNN in RRC when it registers for UE onboarding purposes to the ONN.
The UE shall initiate the NAS registration procedure by sending a NAS Registration Request message with the following characteristics:
-	The UE shall set the 5GS Registration Type to the value "SNPN Onboarding" indicating that the registration request is for onboarding.
-	The UE shall provide a SUCI derived from a SUPI as specified in TS 23.003 [19] and TS 33.501 [29]. The SUPI shall uniquely identify the UE and derived from the Default UE Credentials. The SUCI/SUPI is encoded as Network Specific Identifier based SUCI/SUPI. The ON-SNPN may determine the corresponding DCS identity or address/domain, based on the realm part of the SUCI.
The UE does not include a Requested NSSAI in NAS signalling when it registers for UE onboarding purposes to the ONN.
The AMF supporting UE onboarding is configured with AMF Onboarding Configuration Data that may include e.g.:
-	S-NSSAI and DNN to be used for UE onboarding or a configured SMF for the DNN and S-NSSAI used for UE onboarding;
-	Information to enable User Plane Remote Provisioning of UEs in SNPNs, see clause 5.30.2.10.4.
When the AMF receives a NAS Registration Request with a 5GS Registration Type set to "SNPN Onboarding", the AMF:
-	starts an authentication procedure towards the AUSF, the authentication procedure is specified in TS 33.501 [29]. The AMF selects an appropriate AUSF as described in clause 6.3.4.
-	applies the AMF Onboarding Configuration Data e.g., used to restrict UE network usage to only onboarding for user plane remote provisioning of UE as described in 5.30.2.10.4.3.
Upon successful authentication from AUSF, the AMF informs the UE about the result of the registration. If the UE is not successfully authenticated, the AMF shall reject the registration procedure for onboarding, and the UE may select a different ON-SNPN to attempt to register.

****************** END CHANGES ***************


