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Abstract of the contribution: This paper provides technical background that needs to be considered to make a decision on the outstanding issue of CH-controlled SNPN selection lists delivery and proposes to choose a single mechanism.
1	Introduction
[bookmark: SP-210539]The following issue has been outstanding (SP-210539).
1. Use of extended UPU and/or SoR dependent on UE capabilities to update CH controlled SNPN selection lists (dependent on SA3 feedback)
The paper provides technical facts to help SA2 make a decision and proposes SA2 to endorse a single approach.
2	Technical facts
2.1	The lists are stored in the ME of a UE
Irrespective of whether the CH is a PLMN or an SNPN, the lists are stored in the ME of a UE. A snippet from Clause 4.9.3.0 of 3GPP TS 23.122:
[bookmark: _Hlk3884673]The ME is configured with a "list of subscriber data" containing zero or more entries. Each entry of the "list of subscriber data" consists of:
<skip>
h)	optionally, if the MS supports access to an SNPN using credentials from a credentials holder, the SNPN selection parameters, consisting of:
1)	a user controlled prioritized list of preferred SNPNs, where each entry contains an SNPN identity;
2)	a credentials holder controlled prioritized list of preferred SNPNs, where each entry contains an SNPN identity; and
3)	a credentials holder controlled prioritized list of Group IDs for Network Selection (GINs).
<skip>
Additionally, if the MS has a USIM with a PLMN subscription, the ME may be configured with the SNPN selection parameters associated with the PLMN subscription, consisting of:
a)	a user controlled prioritized list of preferred SNPNs, where each entry contains an SNPN identity;
b)	a credentials holder controlled prioritized list of preferred SNPNs, where each entry contains an SNPN identity; and
c)	a credentials holder controlled prioritized list of GINs.
2.2	Both approaches are feasible
Both SOR and UPU can update data in the ME of a UE. CT1 already confirmed that in S2-2105236 that both approaches are technically feasible.
2.3	CT1 developed SOR upon request from SA2
The motivation for the SOR is specified in S2-175286 and SA2 provided requirements as follows:
SA2 would like to submit for consideration the following requirements:
· a control plane solution is used from the HPLMN to the UE.
· VPLMN is able to relay this information to the UE.
· VPLMN shall not be able to alter the information sent by the HPLMN; i.e. UE needs to be able to check the integrity of the information provided to it.
· UE shall be able to detect if VPLMN alter or remove those information and act accordingly.
3	Conclusions
It does not make sense to have two different mechanisms, e.g. UPU can be used to update the lists in case of a PLMN-based CH and SOR can be used to update the lists in case of an SNPN-based CH. SA2 should endorse one approach.
[bookmark: _Hlk77488431]If SA2 agrees the following requirements, the choice should be SOR:
· The serving SNPN shall not be able to alter the information sent by the CH, i.e. the UE needs to be able to check the integrity of the information provided to it.
· The UE shall be able to detect if the serving SNPN altered or removed the information and act accordingly.
Otherwise, SA2 should move forward with UPU.
Thus, it is proposed that SA2 should first discuss whether SA2 can agree on the following requirements:
· The serving SNPN shall not be able to alter the information sent by the CH, i.e. the UE needs to be able to check the integrity of the information provided to it.
· The UE shall be able to detect if the serving SNPN altered or removed the information and act accordingly.
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