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* * * * start of 1st change * * * *
[bookmark: _Toc75411278][bookmark: _Toc20203961][bookmark: _Toc27894646][bookmark: _Toc36191713][bookmark: _Toc45192799][bookmark: _Toc47592431][bookmark: _Toc51834512][bookmark: _Toc59100338]4.2.11.4	Number of PDU Sessions per network slice availability check and update procedure
The number of PDU Sessions per network slice availability check and update procedure is to update (i.e. increase or decrease) the number of PDU Sessions established on S-NSSAI which is subject to NSAC. The SMF is configured with the information indicating which network slice is subject to NSAC.


Figure 4.2.11.4-1: Number of PDU Sessions per network slice availability check and update procedure
1. 1.	The SMF anchoring the PDU session triggers the Number of PDU Sessions per network slice availability check and update procedure for the network slices that are subject to NSAC at the beginning of a PDU Session Establishment procedure (clause 4.3.2.2.1 and clause 4.3.2.2.2) only for new PDU Sessions to be established, and as a last step of successful PDU Session Release procedure (clause 4.3.4.2 and clause 4.3.4.3).
NOTE X:  SMFs handling PDU sessions associated with UE Request Type “Existing PDU Session” for handover purposes do not interact with the NSACF.
2. 2.	The SMF anchoring the PDU session sends Nnsacf_NumberOfPDUsPerSliceAvailabilityCheckAndUpdate_Request message to the NSACF. The SMF includes in the message the UE-ID, S-NSSAI for which the number of PDU Sessions per network slice update is required and the update flag which indicates that the number of PDUs established on the S-NSSAI is to be increased if the procedure is triggered at the beginning of PDU Session Establishment procedure or indicates that the number of PDU Sessions on the S-NSSAI is to be decreased if the procedure is triggered at the end of PDU Sessions Release procedure.
SMFs anchoring PDU sessions that receive an old and new PDU Session ID from a UE in support of SSC mode 3 for an S-NSSAI subject to NSAC, do not interact with the NSACF. 
An SMF anchoring a PDU session shall not invoke NSACF for an S-NSSAI subject to NSAC when the PDU session replaces an existing anchor as per clause 4.3.5.4.
3.
3.	The NSACF updates the current number of PDU Sessions established on the S-NSSAI, i.e. increase or decrease the number of PDU Sessions per network slice based on the information provided by the anchor SMF in the update flag parameter.
	If the update flag parameter from the SMF anchoring the PDU session indicates increase the current number of PDU Sessions per network slice and the maximum number of PDU Sessions established on the S-NSSAInetwork slice has alreadynot been reached, then the NSACF returns a result parameter indicating that the maximum number of PDU Sessions per network slice has been reached. If the maximum number of PDU Sessions established on the S-NSSAI has not been reached, yet, the NSACF finds the UE ID. If the UE ID is located, the NSACF increases the number of PDU Sessions for that S-NSSAInetwork slice. If the NSACF did not locate the UE ID, it creates an entry for the UE ID, and increases the number of PDU Sessions for that S-NSSAI.  If the maximum number of PDU Sessions established on the network slice has already been reached, then the NSACF returns a result parameter indicating that the maximum number of PDU Sessions per network slice has been reached.
	If the update flag parameter from the SMF anchoring the PDU session indicates decrease the current number of PDU Sessions per S-NSSAInetwork slice, the NSACF locates the UE ID,  and decreases the number of PDU Sessions for that S-NSSAInetwork slice. If the UE ID has no more PDU sessions, after the decrease, the NSACF removes the UE ID entry.
4.	The NSACF acknowledges the update to the anchor SMF with Nnsacf_NumberOfPDUsPerSliceAvailabilityCheckAndUpdate_Response message. If the NSACF returned maximum number of PDU Sessions per S-NSSAInetwork slice reached result, the SMF rejects the PDU Session establishment request with maximum number of PDU Sessions per S-NSSAInetwork slice reached reject cause.
	In the case of a PDU Session Establishment failure, the anchor SMF triggers another request to the NSACF with the update flag parameter equal to decrease in order to re-adjust back the PDU Session counter in the NSACF.
Editor's note:	It is FFS how to achieve high admission control accuracy.
Editor's note:	Whether SMF or AMF interacts with the NSACF is FFS.
* * * * end of 1st change * * * *
[bookmark: _Toc27846418][bookmark: _Toc36187542][bookmark: _Toc45183446][bookmark: _Toc47342288][bookmark: _Toc51768986][bookmark: _Toc59095336][bookmark: _Toc45193659][bookmark: _Toc47593291][bookmark: _Toc51835378][bookmark: _Toc59101204]

* * * * start of 2nd change * * * *


[bookmark: _Toc75412237]5.2.21.3	Nnsacf_NumberOfPDUsPerSlice services
[bookmark: _Toc75412238]5.2.21.3.1	General
Service Description: The Nnsacf_NumberOfPDUsPerSlice services control the number of PDU Sessions with a network slice for the network slices subject to NSAC. The SMF can request the NSACF to check whether the number of PDU Sessions established on a network slice has reached the maximum number of PDU Sessions per network slice and the SMF can also request the NSACF to update the number of PDU Sessions established on a network slice.
[bookmark: _Toc75412239]5.2.21.3.2	Nnsacf_NumberOfPDUsPerSliceAvailabilityCheckAndUpdate service operation
Service Operation name: Nnsacf_NumberOfPDUsPerSliceAvailabilityCheckAndUpdate
Description: Updates the number of PDU Sessions established on a network slice (e.g. increase or decrease). Also, if the number of PDU Sessions on the network slice is to be increased, the NSACF first checks whether the number of the PDU Sessions on that network slice has reached the maximum number of PDU Sessions per network slice threshold. If the maximum number of PDU Sessions on the network slice has already been reached, the PDU Session Establishment procedure is rejected.
Inputs, Required: S-NSSAI, UE ID, update flag.
The S-NSSAI parameter is the network slice for which the number of PDU Sessions established on a network slice is to be updated.
The UE ID is used by the NSACF to maintain a list of UE IDs that has established PDU sessions with the network slice.
The update flag input parameter indicates whether the number of the PDU Sessions established on that network slice is to be increased, for example at PDU Session Establishment procedure or decreased, for example at PDU Session Release procedure.
Inputs, Optional: None.
Outputs, Required: maximum number of PDU Sessions per network slice reached, availability status
Outputs, Optional: None.

* * * * end of 2nd change * * * *
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